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■ An impenetrable virus
firewall. Advanced
technologies prevent
viruses from propagating
and spreading.

■ Comprehensive, 
enterprise-wide solution
– Uncovers known 

and unknown viruses,
polymorphic and 
stealth viruses

– Protects servers,
workstations, portables,
even home users’ PCs

■ Centralized management –
simplifies installation,
updates and maintenance

*Third party trademarks are the property of their respective owners.

There’s more to network virus protection than simply counting and catching viruses and
their mutations. The most advanced virus technologies actually prevent viruses from pro-
pagating and spreading, while keeping network overhead at a minimum and reducing
management effort. With LANDesk® Virus Protect it’s never been easier to protect the
entire network from virus threats.

Advanced technology, comprehensive protection
■ NEW! LANDesk Virus Protect’s Integrity Shield is the industry’s first technology to prevent

spread of viruses from an infected station to the server. The Integrity Shield stops virus

infection and spread from executable files by protecting them from modification, without 

getting in the way of normal administrative processes. Supervisors or users with admini-

strative rights can work on the file server, with no danger of placing critical files at risk. 

■ NEW! Industry’s first Clean Room verification technology. Innovative file verification tech-

nologies create an environment free of known and unknown viruses. Combined pattern

scanning and integrity checking guarantee that no infected files remain on the server. 

■ ENHANCED! Scan engine prevents infected files from being copied to servers and 

workstations. New enhancements also continuously scan for mutations, uncover 

polymorphic viruses on servers and workstations, and even scan .ZIP files.

Enterprise-wide management and configuration
■ Configuration of entire server domains in a single step simplifies setup and eases installation.

■ Automatically updates all servers, workstations and mobile users with free downloads 

of new virus patterns from Intel’s BBS, World Wide Web site and FTP server.

■ Enhanced management lowers deployment and maintenance costs.

■ NEW! Fully integrates with LANDesk Management Suite v2.0. Also snaps into Novell’s 

NetWare Management System (NMS) and ManageWise.*

Powerful alerting and reporting 
■ NEW! Centralized server-based alerting notifies of virus activity via beeper, pager, e-mail 

(both VIM and MAPI), SNMP traps, FAX and many other alerting options.

■ NEW! Generate detailed reports that integrate enterprise-wide information – track virus 

events, identify unprotected systems and detect users who have introduced viruses.

■ NEW! Build custom reports with new graphical reporting capabilities.

Intel LANDesk® Virus Protect v3.0
Centrally managed, enterprise-wide virus protection for NetWare* networks
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Complete desktop PC protection
■ Scheduled, on-demand, and real time scanning combined with a desktop Integrity Shield 

extend firewall protection to the desktop.

■ Mobile users are protected on the road and receive automatic virus pattern and scan 

engine updates when they login to the network.

Top performance, broad compatibility
■ NEW! LANDesk Virus Protect v3.0 does not require bindery emulation in 

NetWare 4.x environments.

■ LANDesk Virus Protect v3.0 is a Novell-certified NLM.

■ Innovative file verification technology increases performance during real-time 

scanning of outbound files.

■ Checksumming and Critical Data Snapshot (CDS) cross-checks minimize false-positive 

IDs while uncovering viruses. 

Support and licensing
■ NEW! Multimedia and hypertext help – includes encyclopedia of all “in the wild” 

viruses, plus on-line help for configuration and reporting features.

■ Get free unlimited support from Intel’s Certified NetWare Engineers’ (CNE) 24-hour 

worldwide support via Intel’s BBS, CompuServe* forum and FaxBack* service.

■ Liberal licensing lets workstation users extend virus protection to their home PCs. Related products
■ LANDesk® Management 

Suite v2.0
■ LANDesk Server

Manager Pro
Requirements

Virus management server
■ Novell NetWare* 3.11, 3.12,

SFTIII, 4.x

■ 2MB for Virus Management

Server NLMs

■ 15MB of free disk space

Management workstation
■ Windows* workstation with

8MB of memory

■ Novell’s WINUP9 Windows

Update Kit for VLM and

NETX

Virus managed server
■ Novell NetWare 3 and

NetWare 4

■ 1.5MB for Virus Management

Server NLMs

■ 4MB of free disk space

User workstation
■ 640K system memory

■ 8.5KB to 23KB RAM

(configurable for optional

TSRs)

■ DOS 3.3 or higher

■ OS/2* 2.0 or higher

■ Macintosh* System7 

or higher

Awards
■ Network Computing,

Editor’s Choice Award,
(September 15, 1995)
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Product Order Number

LANDesk® Virus Protect v3.0 SLAN1218V30

FaxBack* Document Number

LANDesk® Virus Protect White Paper: “Managing the Virus Threat” 5524

LANDesk Virus Protect White Paper: “Virus Firewall” 5516

To order call 503-264-6835, 800-525-3019, or find us on the 
World Wide Web: http://www.intel.com/comm-net
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Product Information

World Wide Web http://www.intel.com Japan +81-298-47-1841

U.S. and Canada 800-538-3373 or  Hong Kong, Taiwan, Korea, +65-735-3811
503-264-7354 Singapore and ASEAN

Europe +44 1793-431155 Australia +61-2-9937-5800


