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Part 1: Introduction
At first I would like to mention that my English isn’t too good so that excuse me, okay ? So, let’s go on it !

Part 2: What tools you will need to crack and create keygen

For good cracking there are some tools which make easy a good deal things.
If you want ycu can visit http://cracking.ml.home.org and download the following tools:

         SoftICE for Win32 (or better version, of course)

         Hview             (to edit files)

         W32Dasm           

and many next useful tools where you find that.

If you wanna get SoftICE tutorial visit http://www.crackstore.com and look for some Ed!son’s works.

Part 3: How to get substance of the WinZip key’s encode

After run WinZip you’ll choose HELP/ABOUT/REGISTER from main menu. Write your name (my will be Jasper) and write any seriál number (for example 5150). 

Now, you active SoftICE (Ctrl+D) and write bpx GetDlgItemTextA. Press F5 and you will be return in WinZip, where press OK. Now, in SoftICE, press F11 to leave from this function. 

     409D58     CALL   [USERS32!GetDlgItemTextA]  

     409D5E     PUSH   0A                          <-- now, you’re here !!!

     409D60     PUSH   0046F578

     409D65     PUSH   00000C81

     409D6A     PUSH   DWORD PTR [EBP+8]

     409D6D     CALL   [USERS32!GetDlgItemTextA]   <-- read your Seriál Number

     409D73     MOVZX  EAX,[00471258]

     409D7A     TEST   EAX,EAX
                   <-- was something on input ?  

     409D7C     JZ     00409D92                    <-- jump if no

     409D7E     MOVZX  EAX,[0046F578] 

     409D85     TEST   EAX,EAX

     409D87     JZ     00409D92

     409D89     CALL   004096EA                    <-- stop here !!!

And why there ?

     409D89     CALL   004096EA                    <-- this’s the jump

     409D8E     TEST   EAX,EAX

     409D90     JNZ    00409DD3                    <-- compare output
So, you must thing over: WinZip has got your name and seriál number and here is the following jump and compare at once. And if EAX will not zero what will be next ? See to address 00409DD3. There will be call WriteProfileStringA functions, which they’ll write any string to INI shape. And it’s susicious. So that press F8 in line 409D89.

During cracking I found out that WinZip used any compares your registerr name with his texts: Murad Meraly and bcom. But these tests have NO influence on the following encode. I don’t know exacly why it’s there.

And you can meet with these instructions too (isn’t it quizzical ?]:

                MOV    AX,000FF

                MOV    EAX,EAX                     <-- wow, very useful...

                XOR    EAX,EAX

                JZ     00xxxxxx                    <-- that’s chcek !!!

There’re really these instruction times over.

Okay, come back. 

If you want to know where is operation with Murad Meraly text, stop on 409732, if you want bcom, stop on 409768 else press F10 until you will not on 4097DE where you will see:

     4097DE     LEA    EAX,[EBP-0208]

     4097E4     PUSH   0EA

     4097E5     PUSH   00471258

     4097EA     CALL   004098C3                    <-- stop here !!!

and press F8 to you may get there. There is the first operation with your seriál number, which I’ll not describe here... okay, I try it. But it will be a cutaway, but tenet is there.
                mov    esi,offset lc_text          <-- ESI: pointer to the text

              @@cycle:

                add    esi,lc_x1                   <-- move in text with lc_x1
                xor    eax,eax

                mov    al,[esi]                    <-- in AL will be a char 

                or     al,al                       <-- is it end ?

                je     @@end_encode
                inc    esi                         <-- prepare to the next char

                mov    ecx,lc_x3                   <-- auxiliary parameter

                imul   eax,ecx                         at the beginning is zero

                add    lc_x2,eax                   <-- add up with result

                inc    lc_x3
                jmp    @@cycle

              @@end_encode:

                mov     ecx,lc_x2                  <-- cx: the first result  
And what does it do whole ? Algorithm gets the first char (‘J’) and his ASCII value multiply with lc_x3, but which is zero indio.

So, here is better view:

   (char ‘J’)    0x4A * lc_x3  =  0          lc_x3 = 0    lc_x2 = 0

   (char ‘a’)    0x61 * lc_x3  =  0x61       lc_x3 = 1    lc_x2 = 0x61

   (char ‘s’)    0x73 * lc_x3  =  0xE6       lc_x3 = 2    lc_x2 = 0x147

   and so on.

   Your a result’s number will be 0x665 for Jasper text.

And now you will be have the second encode routine, which it’s more difficult then the first, and it isn’t comprehensible. But it isn’t problem to get over that, in fact isn’t substantial a lot.

Okay, and what will be now ?

You can look on your finish encode’s number on this address:

     4097DE     LEA    EAX,[EBP-0208]

     4097E4     PUSH   0EA

     4097E5     PUSH   00471258

     4097EA     CALL   004098C3                    <-- it was encode rutine,

                                                       where you stopped

     4097EF     POP    ECX
     4097F0     POP    ECX
     4097F1     PUSH   0046F578

     4097F6     LEA    EAX,[EBP-0208] 

and if you’ll write d eax, you’ll see your right seriál number F4970665.

You can run my WZKeyGen.EXE and try to generate seriál number for your name.

Part 4: Contact me

If you will have any questions you can contact me

  Email:  xjasper@post.cz

    ICQ:  26340158 

  Thanx, Jasper
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