
 IBM Security and Privacy Services

Wireless Solution Design 

� The integration of proven
security functions and
components into your new or
existing wireless e-business
solution

� The development of security
processes required for
successful wireless
e-business operations and
risk management

� A customised set of
documentation that details
security and privacy
requirements,  security
policies, processes and the
security architecture and
design required to implement
and manage your wireless
e-business solution

Price

The contract for IBM’s Wireless
Solution Design is individually
priced. Taxes and applicable
travel and living expenses are
extra.

For more information

For the complete list of IBM
Security and Privacy Services'
global offerings, visit
http://www.ibm.com/
services/security or contact your
IBM representative.
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IBM will help you to build a security
strategy and to define the necessary
security requirements, functions and
components required for ensuring that
your wireless e-business solution
satisfies the business requirements
and acceptable levels of risk.

Using the proven IBM method for
architecting secure solutions, the
security functions and components will
be built into a secure solution design
that is fully aligned with your existing IT
strategies and architectures.

IBM has the depth of knowledge
required for building secure end-to-end
solutions that covers wireless devices,
operating systems, middleware,
applications, networks and
development environments.

IBM will also assist you to build the
necessary security and risk
management processes to help you
ensure your wireless e-business
remains secure into the future.

Service covers

� The development of a strategy for
implementing a corporate wide
approach for meeting your security
requirements and enabling
consistent security across your
wireless e-business initiatives

� The development of security and
privacy requirements and policies
to effectively align your
infrastructure to your business
objectives

� The development of a secure and
resilient solution design that meets
your unique security and privacy
requirements

 Help to leverage and protect the
benefits of your wireless
e-business with secure and
resilient solutions

Advances in wireless technology
and pervasive devices create
opportunities for new and innovative
e-business solutions.

As organisations become more
dependant on these solutions to
contribute to revenue growth and
business efficiency, building a
trusted environment that meets their
unique security and privacy
requirements has become crucial in
order to safeguard the business
goals and objectives.

To a large extent, a company’s
success in wireless e-business will
depend on its ability to manage the
risks and challenges introduced by
this new and rapidly evolving
environment.

IBM’s Wireless Solution Design
service will help you to start
planning and implementing security
strategies and end-to-end solutions
for mitigating these risks.

IBM has aligned its expertise in
wireless security to specific industry  
business problems and
opportunities in the wireless
environment.  We can help your
organisation plan, architect, design
and build wireless e-business
solutions that meet your unique
security and privacy requirements.


