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Copyright Notice and License Agreement

The EMC Dantz Retrospect documentation and program are copyrighted, with all rights reserved to
EMC Corporation. Your rights are subject to the limitations and restrictions imposed by international
and U.S. copyright laws. Please note that you may not use, copy, modity, or transfer the program or
documentation or any copy thereof, except as expressly provided in the license agreement.

The accompanying computer program(s) (‘“Software”) is licensed, not sold, to you by EMC
Corporation (“EMC”) for use under the terms of the license agreement shown in the Software’s
executable installer.

By installing, copying, or otherwise using the Software you agree that you have read the license, that
you are bound by its terms, and that it is the only agreement between you and EMC regarding the
program and documentation.

Patents

U.S. Patents 5,150,473 and 5,966,730. Other patents pending.

Trademarks

EMC, Dantz, and Retrospect are registered trademarks of EMC Corporation. EasyScript, Lessr,
Meson Piton, and Scheduler are trademarks of EMC Corporation. Other trademarks are the properties
of their respective owners.

Disclaimer of Warranty and Limited Warranty on Media

For a period of thirty (30) days after you obtain a copy of the Software (the “Media Warranty
Period”), EMC Corporation warrants that the media on which the Software is provided to you will be
free of defects in materials and workmanship. EMC Corporation will, at its own expense and as its
sole obligation and your exclusive remedy for any breach of this warranty, replace any defective
media returned to EMC Corporation within the Media Warranty Period. This warranty does not apply
to damages resulting from misuse, abuse, or neglect. This warranty will not apply to you if you have
downloaded the Software from EMC Dantz web site.

EXCEPT FOR THE EXPRESS WARRANTY STATED IN THIS SECTION, THE SOFTWARE IS
PROVIDED “AS IS.” EMC CORPORATION DISCLAIMS ALL OTHER WARRANTES,
WHETHER EXPRESS, IMPLIED, OR STATUTORY, REGARDING THE SOFTWARE AND
THE DOCUMENTATION, INCLUDING ANY WARRANTIES OF MERCHANTABILITY,
FITNESS FOR A PARTICULAR PURPOSE, TITLE, AND NON-INFRINGEMENT OF THIRD-
PARTY RIGHTS.

IN NO EVENT WILL EMC CORPORATION BE LIABLE TO YOU FOR ANY
CONSEQUENTIAL, INCIDENTAL, SPECIAL, EXEMPLARY OR INDIRECT DAMAGES
(INCLUDING DAMAGES FOR LOSS OF BUSINESS PROFITS, BUSINESS INTERRUPTION,
LOSS OF BUSINESS INFORMATION, AND THE LIKE) ARISING OUT OF OR RELATING TO
THE USE OF OR INABILITY TO USE THE SOFTWARE OR THE DOCUMENTATION EVEN
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IF EMC CORPORATION KNEW OR SHOULD HAVE KNOWN OF THE POSSIBILITY OF
SUCH DAMAGES.

EMC CORPORATION’S TOTAL CUMULATIVE LIABILITY ARISING FROM OR RELATING
TO THIS AGREEMENT, THE SOFTWARE, OR THE DOUMENTATION, WHETHER BASED

IN TORT, CONTRACT, OR OTHERWISE WILL NOT EXCEED THE AMOUNT OF FEES YOU
HAVE PAID FOR THE SOFTWARE. THESE LIMITATIONS OF LIABILITY WILL BE GIVEN
FULL EFFECT EVEN IF THE WARRANTY PROVIDED ABOVE IS DEEMED INEFFECTIVE.

THE WARRANTY AND REMEDIES SET FORTH ABOVE ARE EXCLUSIVE AND IN LIEU OF
ALL OTHERS, ORAL OR WRITTEN, EXPRESS OR IMPLIED. No EMC Corporation dealer,
agent, or employee is authorized to make any modification, extension, or addition to this warranty.
Some states do not allow exclusion or limitation of implied warranties or liability for incidental or
consequential damages, so the above limitation or exclusion may not apply to you. This warranty
gives you specific legal rights, and you may also have other rights which vary from state to state.
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GETTING STARTED

OVERVIEW OF RETROSPECT

* REQUIREMENTS

CREATING A RETROSPECT USER ACCOUNT
INSTALLING RETROSPECT

* USING RETROSPECT

This chapter describes the hardware and system requirements necessary to use Retrospect,
then explains how to install or upgrade the Retrospect software. It also provides a basic
overview of how to use Retrospect. Requirements and installation of Retrospect Clients are
described in Chapter 7 * Network Backup.
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OVERVIEW OF RETROSPECT

Designed for use in small to mid-sized busi-
nesses, EMC Dantz Retrospect Multi Server,
Single Server, and Small Business Server pro-
vide thorough, fast backups, and 100%-accurate
restores of networked servers, desktops, note-
book computers, and business critical
applications.Retrospect Disk-to-Disk and Ret-
rospect Professional deliver the proven
capabilities of EMC Dantz’s enterprise-class
products to the home and small business user.
The Retrospect product line protects against
loss due to viruses, newly installed software,

user error, damaged hardware, hardware up-
grades, hackers, and lost or stolen computers.
The industry leader in data protection for more
than a decade, EMC Dantz has received numer-
ous awards and protects millions of computers
worldwide.

Which Edition is Right for You?

There are five editions of Retrospect available.
Depending on the needs of your organization,
one of these editions is right for you. The fol-
lowing table lists some Retrospect features and
shows which editions they are available with.

Supported in EMC Dantz Retrospect
Retrospect 7.0 Retrospect Retrospect Small Reéligz?:ct Ret“rncLsIEect
Professional | Disk-to-Disk | Business Server Server
Server
Customer
Home or home office X X
SMB running Microsoft Small X
Business Server
SMB with one or two Windows X X
servers
SMB with three or more Windows X
servers
Computer that runs Retrospect
Windows XP, Windows 2000 X X X X
Professional, Windows NT 4.0
Workstation, Windows 98/Me
Microsoft Small Business Server X
2000 or 2003
Windows 2000 Server, Windows X X X
2000 Advanced Server, Windows
Server 2003, Windows NT 4.0
Server
Networked desktop and notebook clients
Networked desktop and notebook 2 0 Unlimited Unlimited Unlimited
clients included at no additional cost (additional (client
client licenses can
licenses can be
be purchased)
purchased)
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Supported in EMC Dantz Retrospect
ppRetrospec;t 7.0 Retrospect | Retrospect Small Reén;gs?:ct Ret“rnclefiect
Professional | Disk-to-Disk | Business Serger Server
Server
etworked desktop and notebook clients
Windows XP, Windows 2000 X X X X X
Professional, Windows NT 4.0
Workstation, Windows 95/98/Me,
Mac OS 7.1 or later, Mac OS X 10.1
or later, Red Hat Linux, SUSE
Linux, and Solaris
Networked server clients
Networked server clients included NA 0 0 0 Unlimited
at no additional cost (server client (server (server
licenses can client client
be licenses licenses
purchased) can be can be
purchased) | purchased)
Windows 2000 Server, Windows X X X X
2000 Advanced Server, Windows
Server 2003, Windows NT 4.0
Server, Mac OS X Server
Backup devices
Tape drives X X X X
Tape autoloaders and libraries X X X
Hard drives, CD/DVD devices X X X X X
NAS devices X X X X X
Add-ons
Disaster Recovery (local) Included Optional Included Optional Optional
Disaster Recovery (client) Not available Optional Optional Optional Optional
Open File Backup Included for Optional Optional Optional Optional
Windows XP
Advanced Tape Support (includes Not available | Not available Optional Optional Optional
parallel execution across drives)
SQL Server Agent Not available Optional Included/ Optional Optional
Optional
Exchange Server Agent Not available Optional Included Optional Optional
Add-on Value Package (includes all | Not available Optional Not Optional Optional
add-ons) available
Server client licenses Not available Optional Optional Optional Included
Desktop/Notebook client licenses Optional Optional Included Included Included
Retrospect Add-on Products cense code. Click Configure>Licenses to view

A number of advanced Retrospect features are
only available if you have the appropriate li-

your current licenses or purchase new ones.
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Disaster Recovery

The Disaster Recovery add-on enables a bare
metal system recovery, avoiding the time-con-
suming installation and configuration of an
operating system. With this add-on, you can
create a disaster recovery (DR) CD for a local
backup server and any Windows client comput-
ers that are being backed up.

Unique to Retrospect is the ability to create a re-
covery CD for a computer that is no longer
working. This is possible because Retrospect
gathers the data required for disaster recovery
as a normal part of backing up a computer.
Retrospect stores that information in a Backup
Set, where the Disaster Recovery wizard can ac-
cess it to create a DR CD.

When a computer boots from the disaster recov-
ery CD, it loads the operating system, drivers,
and the Retrospect application or client. Even
systems with RAID controllers, which require
low-level device drivers, are supported.

The Disaster Recovery add-on is licensed to
protect one Retrospect-based backup server and
all the Windows client computers it backs up.
Retrospect Small Business Server includes lo-
cal DR, but requires the add-on for client DR.
Retrospect Professional includes local DR, but
does not support the add-on.

Open File Backup

Multi-volume Open File Backup allows files to
be backed up even if they are opened and being
used. This is important to ensure proper backup
of server applications such as customer relation-
ship management applications, and accounting
packages, which are up and running twenty-
four hours a day. For desktop and notebook
computers, files such as those that contain e-
mail messages or calendar appointments can be
backed up while they are being used.

The Open File Backup add-on is licensed per
Retrospect-based backup server, protecting the
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server and all client computers running Win-
dows NT, 2000, or XP.

NOTE: Retrospect Professional includes Open
File Backup if Retrospect is installed on a
Windows XP computer.

Exchange Server Agent

The Exchange Server Agent uses Microsoft
APIs to back up and restore an entire Exchange
server. You can also back up individual mail-
boxes and messages. It performs full,
log/incremental, and differential backups of Ex-
change Server 2003, Exchange 2000 Server,
and Exchange Server 5.5 servers while they are
running.

Retrospect's Exchange Server Agent automates
the previously complicated procedures required
by some backup products to restore the Ex-
change server to a specific point in time using
multiple backups. Retrospect can backup indi-
vidual mailboxes, including incremental
backups of mailboxes, allowing restores of
complete mailboxes or individual messages for
maximum flexibility.

The Exchange Server Agent add-on is licensed
for use on one Microsoft Exchange server run-
ning the Retrospect application or Retrospect
Client.

NOTE: The Exchange Server Agent add-on
includes one server client license.

SQL Server Agent

The SQL Server Agent uses Microsoft API's to
back up and restore SQL servers. It performs
full, differential, log, and log no truncate back-
ups of SQL Server 2000 and SQL Server 7.0
servers while they are running.

Retrospect's SQL Server Agent automates the
previously complicated procedures required by
some backup products to restore the SQL Serv-
er to a specific point in time from multiple
backups.



The SQL Server Agent add-on is licensed for
use on one Microsoft SQL server running the
Retrospect application or Retrospect Client.

Retrospect Small Business Server Premium edi-
tion includes the SQL Server Agent. The SQL
Server Agent is an option for Retrospect Small
Business Server Standard edition.

NOTE: The SQL Server Agent add-on includes
one server client license.

Advanced Tape Support

The Advanced Tape Support add-on dramati-
cally improves backup times by enabling
simultaneous operations to multiple single-tape
drives, autoloaders, or tape libraries with multi-
ple drives. The Advanced Tape Support add-on
is licensed for use on one Retrospect-based
backup server, and it supports any number of
tape drives attached to that computer.

NOTE: You do not need this add-on in order to
use the following features, which are already
built into the Retrospect product: advanced
support for barcodes, automated cleaning tape
operations, sequential use of multiple tape
drives, and multiple simultaneous operations
when backing up to hard drives.

Client Licenses

Retrospect Single Server includes support for
unlimited non-server OS client computers. If
you want to backup up server OS client comput-
ers, you can purchase server client licenses

Retrospect Professional includes support for
two non-server OS client computers. Non-serv-
er OS client licenses allow Retrospect
Professional to back up additional desktop or
notebook computers.

REQUIREMENTS

In order to run and use Retrospect, certain min-
imum requirements of hardware, software, and
memory must be met. Requirements of client

computers are detailed in Chapter 7 » Network
Backup.

Backup Computer Hardware
Retrospect should be installed on a computer
that meets the following minimum
requirements:

* Intel Pentium class or greater processor (800
MHz or greater recommended).

» 128 MB RAM with Retrospect Professional
(256 MB or more recommended); 256 MB
RAM with Retrospect Single Server,
Retrospect Multi Sever, or Retrospect Small
Business Server (512 MB or more
recommended).

* hard disk with 200 MB free space for
Retrospect Professional; 500 MB of free
hard disk space for Retrospect Small
Business Server, Retrospect Single Server,
or Retrospect Multi Server.

If your edition of Retrospect is capable of run-
ning multiple simultaneous backups, EMC
Dantz recommends the following memory:

« 2 execution units, 512 MB RAM
* 4 execution units, 1 GB RAM
8 execution units, 2 GB RAM

See "Multiple Concurrent Executions" on page
156 for more information on execution units.

If you are going to back up client computers,
you must have networking hardware and ca-
bling functioning with the TCP/IP protocol,
connected or routed to the network on which the
backup computer operates.

Backup Computer Software

Retrospect Professional and Retrospect Disk-
to-Disk require:

* Windows 98 SE
* Windows Me

CHAPTER 1 « GETTING STARTED 13
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» Windows NT 4.0 Workstation (SP6 or
greater)

* Windows 2000 Professional (SP2 or greater)
* Windows XP

Retrospect Single Server, Retrospect Multi
Server, and Retrospect Small Business Server
require:

* Windows NT 4.0 Workstation or Server
(SP6 or greater)

* Windows 2000 Professional, Server, or
Advanced Server (SP2 or greater)

* Windows Server 2003
* Windows XP

¢ Microsoft Small Business Server 2000 or
2003

NOTE: If you are going to use clients, you must
have TCP/IP networking software installed and
configured.

Backup Devices

Retrospect requires a supported backup device.
Supported devices include:

* SCSI/ATAPI/USB/IEEE 1394 tape drives,
including AIT, DAT, DLT, LTO, Travan,
and VXA.

* Hard disks, including local disks, remote
servers, and NAS devices.

» Compatible SCSI/ATAPI/USB/IEEE 1394
Writable CD/DVD drives.

* Removable disks, including REV, Zip,
DVD-RAM, MO, and SuperDisk (LS-120).

NOTE: Retrospect’s server level products,
support additional devices and communication
technologies for tape-based backup, including
tape autoloaders and tape libraries and fibre
channel and iSCSI interfaces.

EMC Dantz has an extensive testing procedure
to qualify backup hardware devices supported
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by Retrospect. For the most up-to-date listing of
supported devices, see the EMC Dantz web site.

CREATING A RETROSPECT USER
ACCOUNT

In order to back up any disk, remote share, and
SQL or Exchange database, Retrospect must be
run under a user account that has access to those
disks and databases.

EMC Dantz recommends that you create an ac-
count that has administrator access to all
resources before installing Retrospect.

For SQL and Exchange, make sure the account
has the necessary privileges to access all the da-
tabase servers you want to back up. Make this
account a member of:

* Domain Users

* Domain Admins

* Administrators

* Backup Operators

See Appendix A: SQL Server Agent and Ap-
pendix B: Exchange Server Agent for more
information.

For network volumes, make sure the account
has the necessary privileges to access any vol-
ume you want to use as a source, destination, or
location for saving Catalog Files.

For more information about the Retrospect User
Account and how to modify login information,
see "Security Preferences" on page 245.

INSTALLING RETROSPECT

To install Retrospect:
1. Save all unsaved documents in other running
application programs.

2. Under Windows NT/2000/XP, log in to the
computer so that you have Administrator
privileges.


http://www.dantz.com/index.php3?SCREEN=compatibility_list

3. Insert the Retrospect CD in the computer’s
CD-ROM drive. In the menu that appears, click
Install Retrospect.

If you downloaded the Retrospect installer, run
Setup.exe.

4. Follow the instructions in the Setup Wizard
to install the software on your hard disk, then
choose the option to restart the computer, if
necessary.

Installation of Retrospect Clients is described in
Chapter 7 * Network Backup.

Upgrading from Previous Versions of
Retrospect

The upgrade process will automatically copy
your previous configuration—including your
scripts, schedules, selectors, and clients—for
use with this new version.

To upgrade to a new version:

1. Save all unsaved documents in other running
applications.

2. Under Windows NT/2000/XP, log in to the
computer so that you have Administrator
privileges.

3. Insert the Retrospect CD in the computer’s
CD/DVD drive to automatically run the Setup
program. In the menu that appears, click Install
Retrospect.

If you downloaded the Retrospect installer, run
Setup.exe.

4. Follow the instructions in the Setup Wizard
to update the existing installation, then choose
the option to restart the computer, if necessary.

Some Retrospect upgrades include new applica-
tion license codes. If your upgrade includes a
new code, you will need it. After running the in-
staller, when you first open Retrospect, enter
the new code.

Adding Functionality to Retrospect

You can easily expand the functionality of Ret-
rospect with add-on products or upgrade to a

more powerful version of the Retrospect family.
Optional features include Open File Backup and
Disaster Recovery.

To upgrade, choose License Manager from Ret-
rospect’s Window menu. Click Purchase and
then click Web to visit the EMC Dantz Online
Store using your web browser.

After you have received your purchased license
code by e-mail, click Add in Retrospect’s Li-
cense Manager window and enter the code,
completing your upgrade.

USING RETROSPECT

Retrospect has a familiar, user-friendly inter-
face. It includes a navigation bar, as well as a
toolbar, and keyboard shortcuts, for quick ac-
cess to frequently used commands.

Starting Retrospect

To start Retrospect, choose Retrospect 7.0 from
the Retrospect program group in the Start menu.

Getting Started Wizard

The first time you start Retrospect, the Getting
Started Wizard displays.

Wkt 1 Bl gl

This wiie will bk st 1 Bistsipdt el citsonnally start your frst
B

Plagis antan your sgpkation kares code or clk Prchase for information
BT

Enter your application license code in the space
provided, then click Next.

NOTE: If you do not have a license code, you
can click the Purchase button for more
information about obtaining one.

CHAPTER 1 « GETTING STARTED 15
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If you have separate license codes for any Ret-
rospect add-on products, you can enter them
here. You can always enter add-on codes later
using the License Manager. Click Next to
continue.

Enter your name and company name and click
Next.
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At the registration screen prompt, select one of
the following radio buttons, then click Next.

* Register Now, if you have not registered
your copy of Retrospect and you would like
to do so. After clicking Next, enter your
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information, then click the E-mail or Print
buttons to send your information to EMC
Dantz.

* Register Later, if you want to skip this step.

* Already Registered, if you have already
registered your copy of Retrospect.
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Depending on which version of Retrospect you
have and which (if any) add-on codes you have
entered, you may see a screen with information
about other Retrospect products. Click “Learn

more” to link to the EMC Dantz web site. Select
the check box to try all the add-ons for a limit-
ed-time evaluation. Click Next to continue.
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In order to back up any disk, remote share, and
SQL or Exchange database, Retrospect must be
running under a user account that has access to
those disks and databases.

If you plan to back up remote shares, including
SQL or Exchange, EMC Dantz recommends
that you create an account that has administrator
access to all resources, and enter that informa-



tion in the fields below “Always run Retrospect
as the specified user”.

See "Creating a Retrospect User Account" on
page 14 for more information.

NOTE: If you want to use Terminal Services to
administer Retrospect when it is running on a
remote server, see "Terminal Services and
Remote Desktop" on page 255.
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Retrospect is now set up. To start a backup im-
mediately, click Next. To explore the
application on your own, clear the “Perform a
backup” check box and click Finish.

See "Backing Up in Wizard Mode" on page 56
for more information on setting up your first
backup.

Leaving Retrospect

Once the Retrospect application is started, you
can leave it temporarily by clicking on a pro-
gram window in the background, or by
choosing another program from the Start menu
or taskbar. This puts Retrospect in the back-
ground, and though it is not the active program,
it will continue to perform its current operation,
if any, and perform any scheduled operations
which come up later.

To exit Retrospect entirely, choose Exit from its
File menu. Before exiting, Retrospect informs
you of the next scheduled operation, if any.

The Navigation Bar

When you start Retrospect, the program dis-
plays its main window, with a navigation bar on
the left and a toolbar across the top.

Retrospect "

Backup

Restore
Automate
Activity Monitor
Reports

B Tools

Configure

You can access all areas of Retrospect through
its navigation bar.

* Click 1 to hide the navigation bar.

* Click ™ to display the navigation bar.
The navigation bar is organized hierarchically
with different categories of functions. Clicking
a + icon reveals a category’s items.

B Restore
Restare
Find Files
Database
Mailbox

Clicking a — icon hides the lower-level items.
Clicking a top-level category item shows an
overview window. (By default, the Backup
overview window is shown when you open
Retrospect.)

Each overview window has buttons along the
left. To the right of each button is a description
of its function or action. Each button’s function
requires additional steps and involves more
windows or dialogs and buttons.

Right-clicking anywhere in the navigation bar
provides access to display options:

CHAPTER 1 « GETTING STARTED 17
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* Hide overview/Show overview
* Dock on right/Dock on left
* Right align text/Left align text

Use these option to customize how Retrospect
displays the navigation bar.

The Toolbar

When you become familiar with the functions
accessible from the navigation bar, you may
wish to use the shortcuts arranged in the toolbar
beneath Retrospect’s menus.

Retrospect (DANTZ\beorson)
Ble Ddt Run Windew Ml

AP SIEB IR 0D O mynheremea v [3)

TIP: Hold the mouse pointer over a toolbar icon
to see its function.

The System Tray Icon

When you exit Retrospect, a Retrospect icon
. appears in the system tray of your Windows
taskbar by default.

Right-clicking the icon displays the following
commands:

* Launch Retrospect

* Options...

« Exit
Choose Launch Retrospect to launch the appli-
cation. Retrospect displays as it was when you

exited the application. You can also double-
click the icon to launch retrospect.

Choose Options to set a shortcut key to launch
the immediate Backup Wizard and to specify
whether or not to display the icon.

To set up a shortcut to the Backup Wizard:

1. Right-click the Retrospect icon in the system
tray and choose Options.
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X

Retrospect Launch Options

Cuick Launch

Set a shorkcut key bo launch Retrospect

shorecut key: |l + Shift + Al + A

Taskbar icon

[¥] show Retrospect icon launcher in the taskbar

[ Ok ] [ Cancel ]

2. Click in the Shortcut key text entry field and
enter a set of keystrokes to use as the shortcut.

You must use the Ctrl, Alt, or Shift key in
combination with one or more other keys
(letters, function keys, etc.) on the keyboard.

3. Click OK.

You can type the shortcut keys when Retrospect
is not running to launch the application and
open the immediate Backup Wizard. See
"Backing Up in Wizard Mode" on page 56 for
more information.

Retrospect displays the most recent immediate
backup settings you specified. The shortcut
keys provide an easy way to access these set-
tings and start a backup quickly. Click Start
Now to run a backup with the current settings.

NOTE: Backup settings are displayed in
Wizard Mode, even if you last edited them in
Advanced Mode.

To hide the Retrospect system tray icon:
1. Right-click the Retrospect icon in the system
tray and choose Options.

2. Clear the check box next to “Show
Retrospect icon launcher in the taskbar”.

3. Click OK.

The Retrospect icon no longer displays.

NOTE: If you want to display the icon again
later, you can turn it on using a Retrospect
preference. See "Startup Preferences" on page
246 for more information.



Choose Exit to remove the Retrospect icon from
the system tray temporarily. The next time you
launch and exit Retrospect, the icon will display
again (depending on your preferences).

WARNING: When you exit from the system
tray icon, the shortcut you specified to launch
the Backup Wizard no longer works.

Keyboard Navigation

For users that do not have a mouse, Retrospect
uses standard Windows shortcuts to provide ac-
cess to the functions of the application from the
keyboard.

For example, Ctrl+F4 closes the active window
and Alt+F opens the File menu.

In addition, Retrospect’s navigation bar can be
accessed via the keyboard using Ctrl+1.

CHAPTER 1 « GETTING STARTED
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FUNDAMENTALS

HOW RETROSPECT WORKS

* PROGRESSIVE BACKUP

BACKUP SETS AND THEIR COMPONENTS
BACKUP ACTIONS

*» CATALOG FILES

SNAPSHOTS

RETROSPECT AND CLIENTS

This chapter describes Retrospect’s fundamental concepts. This manual and the program

itself repeatedly refer to these basic ideas. Understanding these fundamentals is important
and useful but not essential. EMC Dantz designed Retrospect to be powerful and feature-
packed, yet very easy to use for basic operations.
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HOW RETROSPECT WORKS

Retrospect uses an archival method of backup
that ensures backed up files are not deleted or
written over until you request it. That way, they
stay on the disk, tape, or CD/DVD indefinitely.
This is helpful, for example, if you have been
working on an important document every day
for the past month and you discover you have
been making terrible mistakes for the past week.
If you have been backing up every day Retro-
spect lets you retrieve a good version of the file
from a week ago (or any point in time it was
backed up). This is an important benefit of Ret-
rospect not found in “disk mirroring” software
used for backups.

Retrospect provides a number of ways to pro-
tect and restore your data. There are two basic
types of operations you can perform with Retro-

spect: immediate operations and automated
operations.

For example, if you launch Retrospect and click
Backup>Backup from the navigation bar, you
have taken the first steps in creating an immedi-
ate operation. If you make a script to do the
same backup on a specific schedule, that is con-
sidered an automated operation.

Immediate Operations are discussed in detail in
Chapter 4 « Immediate Operations. The process
of creating scripts is described in Chapter 5 *
Automated Operations.

All of the operations in Retrospect, whether im-
mediate or scripted, require a source and a
destination. For a backup, the source is general-
ly a volume or subvolume on a computer’s hard
drive; the destination is a Backup Set stored on
backup media (disks, tapes, CDs, etc.).

Immediate/Automated Operation Source Destination
Backup Volume(s)/Database(s)/Mailbox(es) Backup Set(s)
Duplicate Volume Volume
Archive Volume(s) Backup Set
Transfer Backup Sets Backup Set(s) Backup Set
Transfer Snapshots Snapshot(s) Backup Set
Restore Snapshot Volume
Restore Database Snapshot Database
Restore Mailbox Backup Set Mailbox
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Volumes, Backup Sets, Snapshots, and the var-
ious types of immediate and automated
operations are all discussed in greater detail
elsewhere.

PROGRESSIVE BACKUP

Retrospect uses patented technology to perform
“progressive” backups. Progressive Backup in-
telligently copies only files that are new or have
changed since the previous backup to a Backup
Set. You don’t have to specify whether you
want a “full” or “incremental” backup. Retro-
spect, by default, copies any and all the files it
hasn’t already backed up.

BACKUP SETS AND THEIR
COMPONENTS

The basic building block of Retrospect is the
Backup Set, which is a set of one or more disks,
tapes, or CD/DVD discs, or a file. Individual
pieces of media (for example, tapes, CD/DVD
discs, disks, or cartridges) are members of a
Backup Set.

You can back up as many source volumes as
you like to a single Backup Set. For example,
you could have a single Backup Set as the back-
up destination for your computer’s internal hard
disk, your external hard disk, a file server, and a
co-worker’s hard disk on a computer with in-
stalled Retrospect client software.

When a disk, tape, or CD/DVD fills with data,
Retrospect asks for a new one. It uses any avail-
able (that is, in the drive) new or erased media.
If the media has the name Retrospect is looking
for, Retrospect will erase and re-use it. To re-
duce the danger of unintentionally destroying
data, Retrospect will never automatically use a
medium with the wrong name if it has data on it.

Retrospect uses a Catalog File, an index of the
files and folders contained in a Backup Set, to

keep track of files and media, so you never have
to think about which files are on which disks,
tapes, or CD/DVDs. See "Catalog Files" on
page 26 for more information.

Tape Backup Sets

A tape Backup Set uses tapes from a tape device
such as a DAT drive, LTO drive, AIT drive, or
DLT drive. Files are backed up to the tapes and
the Catalog File is usually saved on the hard
disk of the computer doing the backup. Chapter
3 « Hardware and the EMC Dantz web site pro-
vide more detailed information on tape drives.

CD/DVD Backup Sets

A CD/DVD Backup Set uses recordable discs
with CD-R, CD-RW, DVD-R, DVD-RW, or
DVD+RW drives. Files are backed up to the
discs and the Catalog File is usually saved on
the hard disk of the computer doing the backup.
Chapter 3 « Hardware provides more detailed
information on CD/DVD drives.

EMC Dantz uses the term “disc” to refer to a re-
cordable disc to be used in a CD-R, CD-RW,
DVD-R, DVD-RW, or DVD+RW drive. These
drives all work nearly the same with Retrospect,
though they may use different media. The dif-
ference is that data on “R” discs cannot be
erased, while “RW” discs can be erased in re-
writeable drives and reused by Retrospect.
Rewriteable discs are, of course, also
recordable.

NOTE: You cannot use a CD-ROM or DVD-
ROM drive to restore from a CD/DVD Backup
Set. Though the ability to write is not needed
during restoring, a CD-ROM or DVD-ROM
drive cannot recognize the Retrospect Backup
Set format of a CD-R, CD-RW, DVD-R, or
DVD-RW.

Disk Backup Sets

A disk Backup Set uses hard disks, servers, NAS
devices, or ejectable disk media (such as REV,
Zip, Jaz, DVD-RAM, and MO). Files are
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backed up to the disks and the Catalog File is
usually saved on the hard disk of the computer
doing the backup. Chapter 3 » Hardware pro-
vides more detailed information on removable
disk drives and hard disk drives.

File Backup Sets

A file Backup Set combines the Catalog File and
backed-up files into a single file stored on a vol-
ume. (This volume can be any disk drive other
than a floppy disk, such as a hard disk, file serv-
er or shared disk, or removable disk, that you
can access from the Windows Explorer and map
to a drive letter.)

A file Backup Set can be no larger than the vol-
ume on which it is stored, nor can it exceed the
maximum file size of the file system (FAT,
FAT32, or NTFS). You can decrease the
amount of space used by a file Backup Set by
using Retrospect’s data compression option.

NOTE: Unlike other types of Backup Sets, file
Backup Sets cannot span media. Once the
maximum file size is reached, the Backup Set
cannot be appended.

BACKUP ACTIONS

The main purpose of performing a backup is to
copy files into a Backup Set. You can instruct
Retrospect to perform four different types of
backup actions. A Normal backup adds every
file not already in the Backup Set. A New Mem-
ber backup skips to a new member in the current
Backup Set and does a Normal backup to this
member. A Recycle backup erases a Backup Set
and then adds every file not already in the Back-
up Set—in effect, all files. A New Backup Set
backup creates a new Backup Set and copies ev-
ery file not already in the Backup Set—again, in
effect, all files.

Retrospect’s default backup action, Normal,
does Progressive Backups for efficient backups
without any extra effort on your part.
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"Backup Strategies" on page 208, offers several
backup strategies that use Normal, Recycle,
New Member, and New Backup Set backup ac-
tions. Study these strategies to learn how to
maximize backup safety and effectiveness by
alternating between Backup Sets and rotating
media off site.

Normal Backups

A Normal backup, as its name suggests, is the
action to use in most situations. It is a Progres-
sive Backup, which saves media space by
avoiding redundant files in a Backup Set. A
Normal backup copies only files which are new
or newly modified.

During a Normal backup, Retrospect compares
the list of files selected to be backed up against
the list of files in the Backup Set’s Catalog File,
then copies only those files which are not al-
ready present on the media. When a Normal
backup is done to a new Backup Set, there are
no files in the Backup Set, so everything select-
ed from the source is backed up.

Normal Backup Example

The backup administrator creates a new Backup
Set and does a Normal backup to it with a new
or erased medium in the backup device. Be-
cause no files exist in the new, empty Backup
Set, Retrospect copies all the selected files to it.
The next day the administrator does another
Normal backup to the Backup Set. Retrospect
compares the selected source files to the Cata-
log File, then marks several new files and a few
files which have changed since the previous
day’s backup. Only these new and changed files
are added to the medium previously used with
this Backup Set (or a new medium if the other
fills to capacity).

New Member Backups

When Retrospect performs a New Member
backup, it skips to a new member of the current
Backup Set. Retrospect first looks for a member
with the correct name and uses that member if it



can find it. If Retrospect cannot find the named
member, it automatically adds any available
new or erased media (of the correct type) as a
new member. Finally, if Retrospect cannot find
either the named member or new or erased me-
dia, it displays the media request window and
the operation stops until the media request is
fulfilled.

Since New Member backups use an existing
Backup Set, they only copy new and changed
files since the last backup.

New Member Backup Example

The backup administrator wants to set up a spe-
cific workflow that involves backing up to a
different tape each day of the week, regardless
of whether or not the tape fills up. Furthermore,
the administrator wants to save time and media
space by backing up only new and changed files
each day (rather than doing a new, full backup
each day).

So, he creates a script that runs New Member
backups to his Backup Set every Monday, Tues-
day, Wednesday, and Thursday. On Friday, he
runs a Recycle backup, which resets the Backup
Set, allowing the process to start over again on
Monday.

WARNING: This is an example of how the
New Member backup feature could be used.
EMC Dantz does not generally recommend
recycling a Backup Set each week, unless you
are sure that you won’t need to restore any older
data, or older data is also protected in a different
Backup Set.

Recycle Backups

When Retrospect performs a Recycle backup, it
clears the Catalog File contents (if any) of the
Backup Set so it appears that no files are backed
up. Then it looks for the first media member of
the Backup Set and erases it if it is available. If
the first member is not available, Retrospect
uses any available new or erased tape, disk, or

CD/DVD. Everything selected from the source
is backed up to the Backup Set.

Recycle Backup Example

The backup administrator decides the Catalog
File is getting too large after a month of Normal
backups to the Backup Set. She starts a Recycle
backup with the first media member in the back-
up device and Retrospect resets the Catalog
File, erases the files on the media, and copies all
the selected files.

New Backup Set Backups

When Retrospect performs a New Backup Set
backup, it makes a new Backup Set (with a
name similar to the old one) using a new or
erased tape, disk, or CD/DVD. This allows the
original Backup Set and its Catalog File to re-
main intact for long-term storage in a safe place.
The new Backup Set Catalog File and the new
media member are each named with a number
in sequence, such as “Office Net [001]” and
“1-Office Net [001]”. Retrospect replaces refer-
ences to the old Backup Set in scripts and
schedules with the new Backup Set name.

Since New Backup Set backups create a new
Backup Set with a new Catalog File, Retrospect
copies all selected files during the backup.

New Backup Set Backup Example

The backup administrator wants to rotate a
Backup Set off-site, so she starts a New Backup
Set backup with a new or erased medium in the
backup device. Retrospect creates a new Back-
up Set with a new Catalog File, and copies all
the selected files to the media. The previous
Backup Set remains intact and the administrator
takes its media to a secure location off site.

New Backup Set backups are ideally used for
rotating disks, tapes, or CD/DVDs for off-site
storage.
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CATALOG FILES

Retrospect uses a separate Catalog File (usually
stored on your hard disk) to keep track of the all
the files in a Backup Set. The Catalog File lets
you quickly search for files (including older
versions of backed up files) without having to
actually search the backup media itself.

The Catalog File is an index or table of contents
of the files on the backup media of a Backup
Set. The Catalog File lets you view the contents
of a Backup Set without any of its media on
hand. A Catalog File is required for all opera-
tions which copy files to and from a Backup Set.
If a Catalog File is lost or damaged, Retrospect
can rebuild a Catalog File from the media. Cat-
alog Files typically use four megabytes of disk
space for every ten thousand files.

NOTE: Catalog Files cannot be viewed or
opened without Retrospect.

SNAPSHOTS

Because Retrospect does Progressive Backups,
it may have several versions of a file scattered
among several backup sessions within a Backup
Set. For example, you may update your “Week-
ly Status Report” document every week, and
because each update modifies the file, Retro-
spect backs up each one to your Backup Set. A
flat list of all versions of all the files in the Back-
up Set would be very confusing. For this reason,
among others, every time you back up, Retro-
spect places a Snapshot of the source volume in
the Backup Set.

A Snapshot is a list—you can think of'it as a pic-
ture—of all files and folders on a volume when
it is backed up. For each volume, one Snapshot
is stored in the Catalog File and a copy of the
same Snapshot stored on the backup medium
(tape, disk, cartridge, or CD). Following each
successful backup or archive operation, the old
Catalog File Snapshot is replaced but old media
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Snapshots remain untouched and Retrospect
adds new Snapshots to the medium.

When you want to restore from a backup, you
can tell Retrospect to use a Snapshot to restore
the entire contents of a disk. Or, you can use a
Snapshot as a guide to see the volume as it was
at a given point in time when it was backed up,
picking and choosing individual files to restore.
Snapshots allow you to perfectly restore each
volume to its exact state at the time of any com-
pleted backup.

Snapshots help Retrospect keep track of the vol-
umes to which a file belongs. When Retrospect
first backs up a volume to a new Backup Set, it
copies the selected files and saves a Snapshot.
When it subsequently backs up other volumes,
it does not copy files that exactly match files al-
ready in the Backup Set. However, they are still
noted in each volume’s Snapshot. This efficient
storage saves backup media by not redundantly
copying exactly matching files.

You can retrieve Snapshots from media if you
want to restore a volume, folder, or file as it was
at any given backup.

Because a Snapshot represents a volume at a
specific point in time, you cannot use a Snap-
shot to find multiple versions of a file
throughout different backup sessions on differ-
ent dates. However, Retrospect does provide an
easy way of doing this, which is explained in
"Restoring by Search" on page 79.

RETROSPECT AND CLIENTS

The Retrospect application can back up any vol-
ume that can be accessed from the Windows
Explorer or can be assigned a drive letter,
whether it is a volume shared over a network or
a drive connected directly to your computer.

Retrospect Clients can extend the backup and
restore capabilities of Retrospect to other com-



puters on your network. A computer equipped
with this software from EMC Dantz is known as
a Retrospect client computer, or simply a client.
Retrospect can back up clients on the network
without the need for installing file servers, start-
ing file sharing, or mounting volumes.

You could back up other computers on your net-
work using Microsoft Networking, but this
requires careful configuration of sharing, users,
and permissions. Using Retrospect client soft-
ware to back up the same computers is much
simpler: you install the client software once,
then if that computer is turned on (even if no
one is logged in) you can back it up over the
network.

CHAPTER 2 - FUNDAMENTALS
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CHAPTER

HARDWARE

- HARDWARE OVERVIEW

* COMMUNICATION TECHNOLOGIES
* SEEING YOUR BACKUP DEVICES
e« CD/DVD DRIVES

* REMOVABLE DISK DRIVES

* HARD DISK DRIVES

« TAPE DRIVES

* TAPE LIBRARIES

* REMOVABLE STORAGE MANAGER
e« MEDIA LONGEVITY AND STORAGE
* MULTIPLE BACKUP DRIVES

* NETWORK ATTACHED STORAGE (NAS) DEVICES

This chapter explains the device communication technologies used by Retrospect and
describes how to use Retrospect with your backup device. If you are already familiar with
SCSI, Fibre Channel, iSCSI, ATAPI, FireWire, and USB, you can skip the explanations
and read the sections that apply to your particular hardware setup and backup device.
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HARDWARE OVERVIEW

Retrospect uses hardware intensively. Its pur-
pose is to transfer large amounts of data
between a source volume, such as a hard disk,
and a backup device, such as a tape drive, as ef-
ficiently as possible. If these hardware systems
do not work correctly, Retrospect cannot prop-
erly back up your data. For this reason you
should understand how your hardware func-
tions and how it relates to Retrospect.

EMC Dantz maintains an extensive laboratory
devoted to testing Retrospect with different
backup devices. Nothing taxes storage devices
more than backups, so if there is a problem,
EMC Dantz’s intensive testing will most likely
find it. Device manufacturers supply EMC
Dantz with pre-release versions of their devices
so EMC Dantz can identify problems before the
devices are made available to the public. Refer
to the EMC Dantz web site for the latest com-
patibility information and more specific details
on supported devices.

If you have problems with Retrospect and your
backup devices after you have confirmed you
have a valid hardware and software installation,
refer to Chapter 11 ¢ Problems and Solutions.

COMMUNICATION
TECHNOLOGIES

Retrospect communicates with hardware devic-
es using a number of different methods. This
section describes the most common methods
and how they interact with Retrospect.

SCsi

SCSI (Small Computer System Interface) is a
specification of mechanical, electrical, and
functional standards that lets a computer con-
nect and communicate with peripheral devices
such as hard drives, tape drives and libraries,
and scanners. You can add SCSI capability to
your computer with a SCSI host adapter.
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SCSI connects a computer with peripherals by
linking one or more devices with SCSI cables
plugged into SCSI ports. The devices are con-
nected serially—one after the other—in a
simple layout known as a daisy chain. Each de-
vice must have its own unique identifying SCSI
address, or ID. (You set a device’s ID number
on the device itself.)

Both ends of a SCSI chain must be “terminated”
to maintain the integrity of communication sig-
nals on the chain. This is done with a terminator,
a device that attaches to an open SCSI port and
acts as a plug or stopper. Most SCSI cards have
built-in termination, so you only need to worry
about terminating the other end of your SCSI
chain. If you have an internally terminated or
self-terminating SCSI device, it should be the
last device of the SCSI chain (that is, at the end
and the furthest device from the computer). To
find out the termination requirements for your
specific hardware setup, refer to your SCSI
card’s documentation and the documentation
that came with each peripheral device.

The IDs on your chain do not have to be sequen-
tial or in a particular order; the SCSI chain is not
affected by the order as long as no devices share
the same number.

NOTE: To ensure proper operation of your
SCSI devices, always turn on each SCSI device
in your chain before you turn on your computer,
and do not turn them off until after you shut
down your computer.

iSCSI

1SCSI is a storage networking standard that al-
lows SCSI commands to be sent over Internet
Protocol (IP) networks. Retrospect supports
1SCSI tape drives and libraries, as well as iISCSI
disk arrays.

Fibre Channel

Fibre Channel is a serial data transfer architec-
ture designed for storage devices that require
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very high data transfer rates. Fibre Channel
combines the best features from SCSI and IP
network transfer protocols.

Retrospect supports fibre channel tape drives
and tape libraries using three different
topologies:

* Point-to-point: Connects the backup
computer directly to the Fibre Channel tape
library using a dedicated cable.

* Arbitrated loop (FC_AL): Connects up to
126 devices or nodes in a single, continuous
loop or ring.

* Switched fabric: The most complex
topology, switched fabric can be used to
connect up to 16 million nodes.

NOTE: For FC_AL and switched fabric,
Retrospect does not lock the device from other
applications or share the device properly. It is
the responsibility of the network administrator
to ensure that only one copy of Retrospect has
full access to the fibre channel storage device.

Retrospect is not designed to share a fibre chan-
nel library. To share a fibre channel library
between multiple copies of Retrospect, choose a
library that can be partitioned into multiple
smaller virtual libraries and assign a partition to
each Retrospect backup server.

ATAPI

ATAPI (ATA Packet Interface) is a standard for
connecting peripheral devices such as CD/DVD
drives and tape drives to a computer’s IDE
interface.

All ATAPI devices are connected internally on
the IDE bus. There may be one or two devices
per channel, numbered 0 and 1, known as the
master device and the slave device respectively.
(ATAPI device numbers are set with jumpers or
special cables.)

FireWire

FireWire is a specification of mechanical, elec-
trical, and functional standards which lets a
computer connect and communicate with stor-
age devices, such as hard disks and removable
disk drives, and other peripheral devices, such
as scanners and video camcorders. FireWire is
also known as i.LINK or 1394, from its official
IEEE 1394 specification.

FireWire connects a computer with peripheral
devices by linking as many as 63 devices with
special FireWire cables plugged into FireWire
ports. FireWire is hot-pluggable, so, in most
cases, you do not have to shut down devices to
add or remove them, nor do you have to restart
your computer. FireWire is capable of extreme-
ly fast transfer rates.

Retrospect needs special software drivers to
support some FireWire devices. For installation
and configuration information and to determine
which software is required for your FireWire
device, refer to the documentation that came
with your device.

USB/USB 2.0

USB (Universal Serial Bus) is a specification of
mechanical, electrical, and functional standards
which lets a computer connect and communi-
cate with input devices, such as keyboards and
joysticks, and peripheral devices, such as stor-
age devices and scanners.

USB/USB 2.0 connects a computer with periph-
eral devices by linking up to 128 devices with
special USB cables plugged into USB ports.

Retrospect needs special software drivers to
support some USB devices. For installation and
configuration information and to determine
which software is required for your USB de-
vice, refer to the documentation that came with
your device.
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NT Passthrough

For Windows NT/2000/XP/Server 2003 operat-
ing systems, Retrospect communicates directly
with tape and CD/DVD drives using NT
Passthrough.

ASPI

For Windows 98/Me operating systems, Retro-
spect requires ASPI (Advanced SCSI
Programming Interface) software to communi-
cate with tape and CD/DVD drives.

Retrospect automatically installs Adaptec Cor-
poration’s ASPI software on Windows 98/Me
systems.

SEEING YOUR BACKUP DEVICES

To see a list of the backup devices available to
Retrospect, click Configure>Devices from the
navigation bar, then click the Environment tab
in the Storage Devices window. Retrospect dis-
plays all ID numbers and their connected
devices, if any.
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For each address, Retrospect lists the device ID,
vendor ID, product ID, firmware version, and
Retrospect driver.

If the device has been qualified by EMC Dantz
for use with Retrospect or the device is “recog-
nized”, the driver is identified in boldface.

Recognized devices that are not listed as “qual-
ified” on the EMC Dantz web site will work fine
with the listed driver under most circumstances.
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To determine if your device is qualified, refer to
the Support & Hardware section of
www.emcdantz.com. You can also check the
web site to see if EMC Dantz has released a Ret-
rospect Driver Update (RDU) for your device.

Retrospect does not have its own drivers for re-
movable disk drives because it can already
communicate with them through the operating
system.

When You Can’t See Your Backup
Device

All backup devices that are properly connected
to the backup computer should also appear in
the Windows Device Manager. If you cannot
see the device, refer to its documentation for in-
formation on setting it up properly.

If you are backing up to tape or CD/DVD under
Windows 98 or Me, you must have ASPI in-
stalled. The Retrospect installer automatically
installs or updates ASPI to the correct version.
It is possible that an application installed after
Retrospect altered the ASPI version.

First, make sure ASPI is installed correctly on
your Windows 98 or Me computer. Run the
ASPI check utility (ASPICHK.EXE) from the
Retrospect folder. If any ASPI component is a
version earlier than 4.60, run the ASPI installer
(ASPIINST.EXE) from the Retrospect folder to
update it.

If the device you can’t see is an internally con-
nected ATAPI device, make sure the cable is
firmly connected and it is correctly set as either
the master or slave device, or cable select if the
computer supports it.

Also make sure your computer’s BIOS is set to
correctly enable all devices connected to the
IDE bus. Refer to the documentation that came
with your computer for more details.

For SCSI devices, make sure each device is
turned on, the cables are securely connected,
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each device has a unique ID, and the SCSI chain
is properly terminated. Do not rearrange devic-
es on a SCSI chain unless each device and the
computer itself are all turned off.

If your SCSI chain is not properly connected
and terminated, or if there is an ID conflict,
many different problems can result. The most
harmless problem would be a device that does
not appear in the device status list. A more seri-
ous—yet subtle—problem could be a
communication failure between the backup
computer and the backup device, leading to data
loss. The most serious problem would be dam-
age to your computer or SCSI devices on the
chain.

Toolbar Commands for Seeing
Devices

The Environment tab’s toolbar has the follow-
ing commands for seeing devices:

Ignore ID: If you select a device and click
Ignore ID, Retrospect will not scan that ID
when Retrospect is next opened after you quit.
This may be useful if you are not backing up to
your CD/DVD drive and want to use it to play
music while you are backing up. It is also a good
way to ignore devices on a Fibre Channel or
iSCSI network that you don't want the backup
computer to see.

Don’t Ignore ID: To make Retrospect recog-
nize a previously ignored ID, select the ID and
click Don’t Ignore ID. Retrospect will scan that
ID when Retrospect is next opened after you
quit.

Refresh: Clicking this button forces Retrospect
to scan for devices and display any changes
since the window was initially opened.

Configure CD/DVD Drive: If you select a
CD/DVD drive and click this button, you can
create (or delete) a custom configuration for
your CD/DVD drive. See "Configuring

CD/DVD Drives" on page 35 for more
information.

CD/DVD DRIVES

With Retrospect, you can back up to and restore
from CD/DVD drives. EMC Dantz’s hardware
lab qualifies many, but not all, CD/DVD drives.
For a list of qualified drives, see
www.emcdantz.com.

NOTE: The list of qualified drives includes a
number of double layer DVD drives for use
with DVD+R DL media.

If your drive is not qualified, Retrospect may
still be able to support it. See "Configuring
CD/DVD Drives" on page 35 for more
information.

When Retrospect is executing a script unattend-
ed and requires a new disc, it will automatically
use any disc in the drive that is erased or has the
correct name.

New, blank CD-R, CD-RW, DVD-R, DVD-
RW, DVD+R, or DVD+R DL media is consid-
ered erased and will be used. New DVD+RW
media will be prepared by Retrospect and then
used. Previously recorded CD-R, DVD-R, or
DVD+R media cannot be erased and thus can-
not be used by Retrospect.

Because a disc with any recorded data will not
be used by Retrospect in unattended operations,
it is a good idea to prepare rewritable media
ahead of time by erasing CD-RW, DVD-RW, or
DVD+RW discs containing unwanted data. See
"Toolbar Commands for Discs" on page 35.

WARNING: You cannot restore data for
CD/DVD discs unless you have a writable disc
drive.

Recordable and Rewritable Media
CD-R, DVD-R, DVD+R, and DVD+R DL
discs are write-once media which cannot be
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erased. Use care when choosing your CD/DVD
Backup Set names and when deciding which
files to back up.

CD-RW, DVD-RW, and DVD+RW discs are
rewritable and can be recorded over and over
like removable disks. There is a limit to the
number of rewrites, but you are not likely to en-
counter it with Retrospect.

EMC Dantz uses the term “disc” to refer to a re-
cordable disc used in a CD-R, CD-RW,
DVD-R, DVD+R, DVD+R DL, DVD-RW, or
DVD+RW drive. These drives all work nearly
the same with Retrospect, though they may use
different media. The difference is that data on
“R” discs cannot be erased, while “RW” discs
can be erased in rewritable drives and reused by
Retrospect. Rewritable discs are, of course, also
recordable.

Retrospect can use any media supported by a
given drive. Different brands, speeds, and types
of media vary greatly. For best results, use high-
quality media. Some drive manufacturers rec-
ommend or require particular brands of media
with their drives, while some do not support us-
ing high-speed media. Check with your drive
manufacturer for media recommendations.

TIP: For maximum performance and reliability,
use DVD+R, DVD+R DL, or DVD+RW media
if your drive supports it.

Formatting discs with other programs prior to
backup is neither necessary nor recommended.
Use only unformatted or erased discs.

NOTE: Backup discs created by Retrospect are
accessible only by Retrospect or other
Retrospect Backup products, and only with
supported CD/DVD devices. The discs do not
mount on the desktop for use with the Windows
Explorer or other software.
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Viewing Disc Status

You can use Retrospect to view information
about CD/DVD discs that you want to use, or
have used, for backups.

Before viewing disc information, make sure the
device you want to use is listed in the Storage
Devices window. If the device you want does
not appear in the window, see "Seeing Your
Backup Devices" on page 32.

NOTE: Retrospect requires the exclusive use of
the CD/DVD drive and it will first eject any
loaded, previously recorded (finalized) CD-
ROM or audio disc from the drive. The drive is
then reserved for Retrospect’s exclusive use
until Retrospect quits.

To view disc status:

1. Insert the disc in the drive.

NOTE: When you insert a disc in a CD/DVD
drive, the operating system or other software
may ask how you wish to prepare or format the
disc. Always ignore formatting prompts and
exit these windows, as you should not prepare
backup discs with anything but Retrospect.

2. Click Configure>Devices.

The Storage Devices window displays.

Once a disc is loaded, its status appears:

Ready indicates the disc contains Retrospect
data.

Erased indicates an empty disc, ready for use
by Retrospect.



Write Protected means the disc is locked or
full.

Content Unrecognized means the disc is not
empty, but does not contain valid Retrospect da-
ta. (see "Content Unrecognized" on page 309).

Wrong Version may mean the drive’s firm-
ware is not supported. Or, it may mean the
inserted disc was written to by Retrospect for
Macintosh. Retrospect for Windows cannot
read such discs.

Incompatible indicates that the drive does not
support the media that is inserted, or that media
type was not used when creating a custom con-
figuration for the drive.

Hardware Error indicates a device error has
occurred.

Damaged Disc indicates that the disc was dam-
aged during the previous backup. You may not
be able to append to this disc.

Running and Busy indicates the drive is busy.
No Media indicates there is no disc in the drive.

Toolbar Commands for Discs

The Storage Devices window toolbar includes a
number of commands for use with discs:

Properties displays information about the disc
drive and includes the Set Write Speed com-
mand. If a disc is inserted, the Properties
window also displays information about it, in-
cluding whether or not it is a member of a
Retrospect Backup Set and its format.

Click to Set Write Speed button (if available) on
the toolbar to select a write speed other than the
default.

Retrospect

i Set write speed:
Retrospect automatically uses the optimal setting depending on the drive and the
media. Change this setting only if Retrospect Fails when writing o the drive.

(%) Default
Use the default drive setting,

() Fast
Uisa the marimum wite speed supported by the drive, use this setting If the dive
default does not seem to be set ta the maximum speed.

O Medium
Lise halF the marimum wurite speed supported by the drive, use this setting IF Retrospect
Fals when writing veith deFault or Fast setting.

O Slow
Uise slow wtite speed to ensure that the data gets whitten, use this serting only IF
Retrospect fails when swiiting with ather settings. Slow is recommended For LISE: 1.1
optical drves.

Select a write speed, then click OK.

NOTE: You should only change the write
speed if Retrospect is unable to write to the
drive using the default setting.

Eject unloads the selected disc from its drive.

Erase erases the contents of the selected rewrit-
able disc. This command is not available with
recordable-only discs.

NOTE: When you erase a DVD+RW disc,
retrospect asks if you want to do a short or long
erase. Short erase performs a fast rewrite of the
disc’s header. Long erase performs a multi-hour
erase and conditioning cycle.

Configuring CD/DVD Drives
Retrospect includes built-in recognition for
many CD/DVD drives. For drives that are not
recognized, you can create a custom
configuration.

NOTE: Custom configurations are not
qualified through EMC Dantz’s rigorous
Hardware Certification process, but successful
configurations are supported.

During the custom configuration process, Ret-
rospect asks you to insert a blank disc. This disc
is used to run a series of tests. Make sure to in-
sert the type of disc (e.g., DVD+RW) that you
want to use for backups. After Retrospect fin-
ishes configuring the drive for one type of disc,
you will have the opportunity to run the tests
again with additional media types.
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NOTE: It is only necessary to configure the
drive with the type of media that will be used for
backup.

After creating a custom configuration, you
should perform a backup with verification
turned on to ensure that Retrospect works prop-
erly with the device.

NOTE: When custom configuration is run
using write-once media, that media cannot be
used for other operations.

Automatic configuration

if the backup computer is not connected to a
supported tape or CD/DVD drive, but is con-
nected to an unrecognized CD/DVD drive, the
CD/DVD configuration dialog automatically
appears when you click Configure>Devices or
perform another operation that requires a back-
up device.

To create a custom configuration for the drive
click Configure and follow the on-screen
prompts. To skip configuration and prevent the
dialog from appearing again, click Ignore. To
skip configuration now, but allow the dialog to
appear again next time, click Cancel.

Manual configuration

In some rare cases, you may want to create a
custom configuration that overrides Retro-
spect’s built-in recognition. You should use this
procedure only if you are experiencing difficul-
ty backing up to a CD/DVD drive, or if you are
directed to do so by EMC Dantz Technical Sup-
port. While customization may improve
communication between Retrospect and the
drive, it may not.

In the navigation bar, click Configure>Devices.
Click the Environment tab, select the CD/DVD
drive you want to reconfigure, then click the
Configure CD/DVD button in the toolbar. In the
dialog that appears, click Configure, then fol-
low the on-screen prompts to create a custom
configuration for the drive.
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Deleting a custom configuration

If you created a custom configuration for a
CD/DVD drive and you continue to have prob-
lems, or your problems get worse, delete the
custom configuration.

In the navigation bar, click Configure>Devices.
Click the Environment tab and select the
CD/DVD drive you want to reconfigure. Right-
click it and choose “Configure CD/DVD
Drive”. In the dialog that appears, click Delete
to remove the selected device’s custom config-
uration and use Retrospect’s built-in support, if
available. Click OK to confirm deletion.

NOTE: Retrospect cannot back up to a
CD/DVD drive for which it is has no

configuration (custom or built-in).

REMOVABLE DISK DRIVES

Removable disk drives use media that can be
accessed from the Windows Explorer. This in-
cludes Zip, REV, SuperDisk, DVD-RAM, and
MO. You must be able to copy files to and from
the disk in the Windows Explorer to use a re-
movable disk drive with Retrospect.

NOTE: Before using Retrospect to back up to a
removable disk you should be familiar with the
procedures to insert, format, erase, and eject
disks.

Choosing the Backup Set Type

A removable disk drive can be the destination

for both file Backup Sets and disk Backup Sets.
There are some important differences between
these two types of Backup Set:

* A disk Backup Set can grow continuously by
spanning multiple removable cartridges or
disks, just as a CD/DVD Backup Set can
span multiple discs. A file Backup Set
cannot grow beyond the available space of
its single disk or cartridge.



* Removable disks used as part of a disk
Backup Set must be erased before you can
use them. Removable disks used as part of a
file Backup Set do not have to be erased, and
the disk can store and access files other than
the Backup Set data files.

Viewing Removable Disk Status

You can use Retrospect to view information
about removable disks that you want to use, or
have used, for backups.

To view disk status:

1. Click Configure>Volumes.
The Volumes Database displays.
2. Insert a disk into the drive.

Once the disk is loaded, it appears in the Vol-
umes Database with its drive letter next to it.

Preparing Removable Disks for Use

It is a good idea to prepare removable disks for
use ahead of time by erasing or reformatting
them, then adding them as members of a Back-
up Set. When Retrospect is executing a script
unattended and requires additional storage for
the disk Backup Set, it will automatically use a
disk that was previously added to the Backup
Set.

After formatting or erasing disks as described in
"Formatting and Erasing Removable Disks" on
page 37, you can add them to disk Backup Sets
as described in "Adding a Disk to a Backup Set"
on page 240.

Formatting and Erasing Removable
Disks

Before you use an unformatted removable car-
tridge or similar disk with Retrospect, you must
first format the disk from the Windows Explor-
er or a formatting utility.

NOTE: For removable cartridges such as Zip,
REV, SuperDisk, DVD-RAM, or MO, format
with the software that came with your drive.

It is a good idea to format all of your cartridges
using the same formatting method.

TIP: For Windows NT/2000/XP, to avoid long
delays while Retrospect erases disks, format
your cartridges as NTFS volumes.

To erase removable disks, click Configure>
Volumes from the Retrospect navigation bar.
Select the disk to erase and click the Erase but-
ton on the toolbar.

Toolbar Commands for Removable
Disks

Properties displays information about the re-
movable disk drive. If a disk is inserted, the
properties window also displays information
about it, including whether or not it is a member
of a Retrospect Backup Set and its format.

Eject unloads the selected medium from its
drive.

Erase erases the contents of the selected disk.

HARD DISK DRIVES

Retrospect supports hard disk drives as a back-
up destination. This includes internal and
external hard disks directly connected to the
backup computer, and hard disks served over
the network. To use a hard disk with Retrospect,
it must be accessible through the Windows Ex-
plorer, since Retrospect uses the file system, not
custom drivers, to communicate with hard disk
drives.

To see the hard disks available for use with Ret-
rospect, click Configure>Volumes.

The main drawback of using a fixed hard disk as
a backup device is that it does not have remov-
able media for off-site storage and media
rotation. ("Backup Strategies" on page 208 de-
scribes these important aspects of safe and
secure backups.) “Hot-swapable” and remov-
able drives are more flexible in these respects.
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Choosing the Backup Set Type

A hard disk drive can be the destination for both
file Backup Sets and disk Backup Sets. There
are major differences between these two types
of Backup Set. Disk Backup Sets provide the
maximum flexibility and performance because
they can:

» Span multiple disks, including network
volumes

* Include the option to automatically groom
disks to reclaim disk space

* Provide the best support for backing up to
NAS devices and servers

In addition, disk Backup Sets do not have the
file size limitations inherent in a file Backup
Set.

When saved on hard disks, both file Backup
Sets and disk Backup Sets can store and access
files other than the Backup Set data files.

Preparing Hard Disks for Use

It is a good idea to prepare disks for use ahead
of time by adding them as members of a Backup
Set. When Retrospect is executing a script unat-
tended and requires additional storage for the
disk Backup Set, it will automatically use a disk
that was previously added to the Backup Set.

To add a disk to a Backup Set, see "Adding a
Disk to a Backup Set" on page 240.

Disk Grooming

By default, when a disk that is a member of a
disk Backup Set becomes full (or uses all the
disk space you allotted), Retrospect asks for a
new disk so it can continue to copy files and
folders.

If you would rather continue to use the existing
disk, you can use Retrospect’s grooming op-
tions to reclaim disk space by deleting older
files and folders to make room for new ones.
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Once disk grooming is enabled and you specify
a grooming policy (or use Retrospect’s policy),
Retrospect automatically deletes older files and
folders (based on the policy) when it needs
more space. For more information on setting
disk grooming options in the Backup Set Cre-
ation Wizard, see "Grooming Options for Disk
Backup Sets" on page 234.

WARNING: Grooming deletes files and
folders. These files and folders cannot be
recovered. Before enabling grooming, make
sure you have a backup policy that protects your
critical files and folders.

You can change or turn off a disk Backup Set’s
grooming options at any time. If you want to
protect backups from specific points in time,
you can “lock” them to prevent Retrospect from
grooming them. You can also select specific
Snapshots not groomed by policy, to delete
from the Backup Set. See "The Snapshots tab"
on page 237 for more information.

Grooming is useful as part of a staged backup
strategy. See "Staged Backup Strategies" on
page 211 for more information.

TAPE DRIVES

Retrospect supports most tape drives without
requiring the installation of additional software.
For a list of supported tape drives, see
www.emcdantz.com.

Unlike random access devices such as hard
drives, removable disk drives, and CD/DVD
drives, tape drives are sequential access devic-
es. Since the data reading mechanism cannot
immediately go to the correct data position on
the media, a tape drive accesses data more slow-
ly than a disk drive (or similar random access
device). It is just like fast-forwarding a music
cassette to find your favorite song.

Sequential access media is relatively inexpen-
sive, has large capacity, and has a good
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sustained data transfer rate. Thus, tapes are par-
ticularly well suited for backups.

When you use Retrospect to back up a volume
to a tape, the data is written sequentially from
the beginning of the tape to the end. When you
add backups to the tape, the data is appended
where the previous data ends, until the tape runs
out.

Neither the backup computer nor Retrospect
will mount a tape or map it to a drive letter when
you put it in the drive, so do not expect the tape
to appear on your Windows desktop. Though
the technology exists to let you map a tape as a
volume and use it like a disk, you probably
would not want to do this for regular backups
because of the performance issues discussed
previously. Retrospect’s system for backing up
and restoring files to and from tapes is far more
powerful, efficient, and reliable.

Tape Capacity

The actual amount of data that will fit on a given
tape will vary due to many factors. A tape’s ca-
pacity can be greatly influenced by the relative
speeds of the backup computer and the tape drive.

If you back up a slow source (for example, a
slow computer, a slow hard drive, or a shared
volume on a network) to a fast tape drive, the
tape capacity is reduced by the source’s inabili-
ty to supply a steady flow of data to the tape
drive. (This is like dictating to an audio cassette
recorder; you can record more words if you
speak quickly without pauses, but when you
take a breath you are wasting tape because the
recorder is still going, recording silence.) When
the tape drive runs out of data while backing up,
it must stop writing data, reposition the tape,
and resume writing at the correct section of the
tape. Each reposition reduces the capacity of the
tape, and excessive repositioning can lead to ac-
celerated device wear.

Do not be surprised if your tapes end up with
less than their advertised capacities. Some tape
drives are represented as being capable of high-
er capacities than the drives normally achieve in
day to day use. The representations refer to the
amount of data before it gets compressed by a
tape drive with hardware compression capabili-
ty—and they often assume generous
compression rates.

Compression

Compression, which can be done by Retrospect
or a capable tape drive, conserves space on me-
dia by reducing the size of the data being stored.
Compression does not actually increase the me-
dia capacity—a given disk or tape can only hold
a certain amount of data. Compression squeezes
the original data to a more compact size before
the data is put on the tape, allowing you to fit
more of your files on a given tape.

Hardware data compression is extremely com-
mon on tape drives. Retrospect uses a drive’s
hardware compression whenever possible, au-
tomatically turning off Retrospect’s software
compression option if necessary.

TIP: It is faster to let the hardware compress the
data than to have Retrospect compress it.

The amount of compression achieved varies de-
pending on the type of data being backed up.
Text files generally compress well, while appli-
cations and system files do not. Compression
typically reduces data to half its original size.

Retrospect disables hardware compression
when you use encryption because encrypted
data compresses poorly. If you need to use en-
cryption and compression together, use
Retrospect’s software compression option. Ret-
rospect then compresses the data before
encrypting it, which is not possible when hard-
ware compression is used.
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Tape Drive Mechanisms

Though you may buy your tape drive from one
of many companies, the drive is actually built
around a mechanism from one of several manu-
facturers. Typically, companies purchase bare
mechanisms from manufacturers, put them in
their own cases and packaging, and support the
products with their own staffs.

Popular types of tape mechanisms available are
AIT,DAT, DLT, LTO/Ultrium, S-AIT, Travan,
and VXA. Robotic tape libraries are available
for several types of these drive mechanisms.

High speed, large capacity tape drives such as
AIT, DLT, LTO/Ultrium and S-AIT require a
high performance environment. Best speed and
capacity results are achieved with a fast com-
puter processor. The most important
performance factor is the speed of the source
volume. If the source is too slow, the drive must
frequently stop to reposition the tape while
waiting for additional data. If the drive reposi-
tions too often, copy performance will decrease
dramatically.

TIP: A staged backup strategy that involves
backing up to disk, then transferring the backup
to tape can help improve overall performance
when backing up to tape. See "Staged Backup
Strategies" on page 211.

AIT

Eight millimeter drives using Advanced Intelli-
gent Tapes (AIT, AIT-2, AIT-3, and AIT-4) are
among the fastest tape drives available. Their
mechanisms can store 12 to 200 GB of uncom-
pressed data at very high speed when used
under optimal conditions.

DAT

DAT drives span the gap between entry-level
tape drives such as Travan and higher-end prod-
ucts such as DLT and AIT. Each compact DAT
cartridge, containing a length of 4 mm wide
tape, holds about 2 GB (DDS-1), 4 GB
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(DDS-2), 12 GB (DDS-3), 20 GB (DDS-4),
36 GB (DAT 72), or more depending on how
much your files are compressed. Speeds range
from 6 MB per minute with older DDS-1 drives
to 150 MB per minute with newer DAT 72
drives.

DLT

DLT and Super DLT drives are among the fast-
est tape drives available. Their mechanisms
offer exceptional performance and 2.6 GB to
300 GB uncompressed capacity when used un-
der optimal conditions.

LTO Ultrium

Ultrium tape drives are among the fastest and
largest capacity tape drives available. The Ultri-
um format was created by the LTO (Linear
Tape Open) consortium. Ultrium-1 tapes offer
an uncompressed capacity of 100 GB. Ultrium-
2 tapes offer an uncompressed capacity of 200
GB. Ultrium-3 tapes offer an uncompressed ca-
pacity of 400 GB.

S-AIT

Super AIT (S-AIT) drives are among the high-
est capacity tape drives available. S-AIT tapes
offer an uncompressed capacity of 500 GB.

Travan

These tape drives have uncompressed capaci-
ties of 1.5, 2, 4, 10, or 20 GB, depending on the
tape cartridge used. Travan “NS” (Network Se-
ries) drives include hardware compression.

VXA

VXA drives provide tape technology that is re-
liable and relatively inexpensive for small- to
medium-sized environments. VXA formats
data in packets, operates at variable speed, and
can read data multiple times in a single pass of
the tape. A VXA-1 tape can store 33 GB of un-
compressed data. A VXA-2 tape can store 80
GB of uncompressed data.



Tape Alert Support

Many tape drives and libraries support Tape
Alert messages. These devices generate Tape
Alert messages to report hardware errors, There
are three categories of alerts:

¢ Information
» Warning
e Critical

Retrospect supports Tape Alert in three ways.
It:

* Displays a dialog box describing the nature
of the error.

* Logs the error in the Activity Monitor’s
Events tab. See "Events Tab" on page 154.

* Logs the error in the Operations Log. See

"Viewing the Operations Log" on page 215.

You can enable/disable this behavior for any
tape drive or library that is accessible from the
backup computer and supports Tape Alert.

NOTE: Retrospect does not automatically
enable Tape Alert for most tape drives. You can
enable it manually as described below.

To enable/disable Tape Alert:

1. Click Configure>Devices from the
navigation bar.

2. Click the Status tab.
3. Select a tape drive or library and click the
Properties button in the Storage Devices

window’s toolbar.

4. Click the Tape Alert button 2% to enable or
disable Tape Alert.
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NOTE: If your tape drive does not support Tape
Alert, the button is not available.

The Properties window updates to display your
selection.

WORM Tape Support

As a result of new compliance regulations and
other factors, many tape drives and libraries
now support WORM (Write Once, Read Many)
tapes.

As the name suggests, WORM tapes cannot be
erased or reused once data is written to them.
Retrospect supports the following types of
WORM tapes:

« AIT
* S-AIT
+LTO
* SuperDLT
Retrospect also supports the creation of WORM

tapes from normal blank or unused SuperDLT
tapes using Quantum’s DLTIce feature.

WORM tapes are displayed in Retrospect with
a special icon so they are easy to identify. While
normal tapes use the blue tape icon ,
WORM tapes have a yellow icon =] .

WARNING: When using WORM tapes, make
sure Retrospect’s “Automatically skip to blank
media” preference is turned off (which is the
default setting). See "Request Preferences" on
page 248.
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* Working with WORM Tapes
* Creating SuperDLT WORM Tapes

Working with WORM Tapes

Since Retrospect treats WORM tapes different-
ly than normal tapes, EMC Dantz recommends
that you use WORM tapes exclusively with
WORM tape Backup Sets.

When you create a new tape Backup Set using
the Backup Set Creation Wizard, you can select
a check box to create a WORM tape Backup
Set. See "Creating Backup Sets" on page 232.

NOTE: You cannot create a WORM tape
Backup Set using the Backup Wizard.

WORM tape Backup Sets are displayed in Ret-
rospect with a special icon so they are easy to
identify. While normal tape Backup Sets use the
blue tapes icon 2, WORM tape Backup Sets
have a yellow icon l=h

WORM tape Backup Sets are treated differently
than normal tape Backup Sets. During an auto-
matic operation (i.e. a scripted operation) that
uses a WORM tape Backup Set as the destina-
tion, Retrospect will copy files to a WORM tape
with the correct name. If it cannot find a
WORM tape with the correct name, it will auto-
matically use a blank WORM tape only.
Retrospect will never automatically add a
blank, normal tape to a WORM tape Backup
Set.

Similarly, during an automatic operation that
uses a normal tape Backup Set as the destina-
tion, Retrospect will never automatically add a
blank WORM tape (only a blank, normal tape)
to the normal tape Backup Set.

You can manually add normal tapes to WORM
tape Backup Sets and WORM tapes to normal
tape Backup Sets from the Media Request win-
dow or using Retrospect’s Add Member to Tape
Backup Set feature.
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NOTE: WORM tapes can never be erased or
reused, even when they are part of a normal tape
Backup Set. Normal tapes can be erased and
reused even when they are added to a WORM
Backup Set.

Creating SuperDLT WORM Tapes

Quantum tape drives with DLTIce have the
ability to create WORM tapes from unused Su-
perDLTtape II tapes. Retrospect allows you to
use this feature with SuperDLT 600 or later tape
drives.

To create a SuperDLT WORM tape:
1. Click Configure>Devices from Retrospect’s
navigation bar.

2. Click the Status tab.
3. Select a tape and click the Format button

w from the Storage Devices window’s
toolbar.

Retrospect

A Really format the selected tape to be WORM (Write Once, Read Many)?

©Once tapes are Formatted as WORM, they can never be erazed or reused,

4. Click OK.

WARNING: Once tapes are formatted as
WORM, they can never be erased or reused.

Cleaning Your Tape Drive

Regular cleaning of your tape drive is essential
for reliable performance. Dirty drive heads are
amajor cause of tape drive problems and report-
ed media failures. Retrospect may report error —
206 (drive reported a failure, dirty heads, bad
media, etc.) in these cases.

Cleaning most tape drives is as simple as insert-
ing a special tape cleaning cartridge and letting
the drive clean itself. Refer to your drive’s doc-
umentation for its manufacturer’s cleaning
recommendations.



Depending on the capabilities of your tape
drive, a number of tape cleaning options are
available.

For all tape drives, Retrospect has a Cleaning
Interval option. To access this option, click
Configure>Devices, select your tape drive in
the Status tab, and click the Properties button in
the toolbar.

T Sony AT DC Propesties

] (k7]
24 Sany ALT 0C

Yendor:  SONT
Produdt;  SU-S000
Reision: (100

Lacation: 1754 1:0

Shabus: Peady
Cheamineg ibervak Pl oo
Larsk berncvwre: ¢ emaaninnge

Media | Eaciap St Tape
Crestedt  Tuersyy, March (4, 2003, 2:11:00FM
Formak:  AIT-2, D0
Attribubes; B Dackup St menber

Click the Cleaning Interval button '% on the
Properties window’s toolbar and enter the num-
ber of hours of drive use between cleanings.

Retrospect

y Clean drive after how many hours of use? (Enter O For never.)

=

By default, Retrospect enters 20 hours. Enter
your drive vendor’s recommended cleaning in-
terval and click OK. For standard tape drives,
Retrospect adds a note to the log and displays a
notification dialog the first time you quit after
20 hours (or whatever number you enter) of use.
If you never quit Retrospect, you will never get
a reminder.

If you have a tape library that supports barcode
reading, and a cleaning tape (with a cleaning
barcode label) is loaded in the cleaning slot,
Retrospect automatically cleans the drive at the
specified interval. If you have a tape library that
does not support barcode reading, Retrospect

will still automatically clean the drive, as long
as you have designated a cleaning slot and in-

serted a cleaning tape. For more information on
tape libraries, see "Tape Libraries" on page 45.

For barcoded cleaning tapes, you can also have
Retrospect keep track of how many times the
cleaning tape has been used and stop using it af-
ter a specified number of times.

To specify the Cleaning Count:

1. Make sure a barcoded cleaning tape is
loaded in your tape library, then click
Configure>Devices.

The Storage Devices window displays.

2. Select the cleaning tape, then click the
Properties button in the toolbar.

3. Click the Cleaning Count button.

4. Enter a number and click OK.

At any time you can see how many available

cleanings remain, by checking the Properties of
the cleaning tape.

& Slot: 11 Properties

Y= |

E Slot 11

Media: CLN149L1

Created:

Barcode: CLM149L1
Cleanings available: 9 of 10

Viewing Tape Status

You can use Retrospect to view information
about tapes that you want to use, or have used,
for backups.

Before viewing tape information, make sure the
device you want to use is listed in the Storage
Devices window. If the device you want does
not appear in the window, see "Seeing Your
Backup Devices" on page 32.

To view tape status:
1. Click Configure>Devices.

The Storage Devices window displays.
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2. Insert a tape into the drive.

Once a tape is loaded, its status appears on the
Status tab:
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Ready indicates the medium contains Retro-
spect data or is a member of a Backup Set that
is ready for use.

Erased indicates an empty medium.

Content Unrecognized means the tape is not
empty, but does not contain valid Retrospect da-
ta. Often, this happens when a compressed tape
is inserted in a drive without hardware compres-
sion abilities. It also happens when you insert a
tape written to by other backup software. (see
"Content Unrecognized" on page 309.).

Wrong Version may mean the inserted tape
was written to by Retrospect for Macintosh.
Retrospect for Windows cannot read such tapes.
It can also mean the drive’s firmware version is
not supported by Retrospect.

Write Protected means the tape is locked.

Hardware Error indicates a device error has
occurred.

Unloaded usually means a tape is in the drive
but is rewound and must be ejected and reinsert-
ed to be used.

Running and Busy indicate the drive is busy.

No Media indicates there is no tape in the drive.
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Preparing Tapes for Use

When Retrospect is executing a script unattend-
ed and requires a new tape, it will automatically
use any appropriate tape that is erased or has the
correct name. It is a good idea to prepare media
for use ahead of time by erasing or formatting
tapes.

You can also add tapes to a Backup Set in ad-
vance of Retrospect requesting them. For a
single tape drive, you can add one tape at a time.
For tape libraries, you can select multiple tapes
and add them all as members of a Backup Set at
once.

To add tapes to a Backup Set:
1. In the Storage Devices window, select the
tape(s) to add.
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NOTE: You must select blank, erased, or
“content unrecognized” tapes.You cannot add
tapes that already belong to an existing Backup
Set.

2. Click the “Add to Backup Set” button gF in
the Storage Devices window toolbar.

3. Select a Backup Set from the list and click
Add.
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Retrospect may need to erase tapes before
adding them to the Backup Set. If a warning
dialog displays, click OK to erase the tape(s).

The Storage Devices window displays a name
and member icon for each tape that you added.

NOTE: You can also add tapes to a Backup Set
from the Backup Set properties window. See
"Adding Tapes to a Backup Set" on page 240.

Toolbar Commands for Tape Drives

The following commands for working with tape
drives are available on the toolbar.

Properties displays information about the tape
drive. If a tape is inserted, the properties win-
dow also displays information about it,
including whether or not it is a member of a Ret-
rospect Backup Set, its format and the hardware
compression setting. The Properties window in-
cludes two buttons:

* The Cleaning Interval button @ See
"Cleaning Your Tape Drive" on page 42 for
more information.

* The Tape Alert button 58 See "Tape Alert
Support" on page 41 for more information.
Eject unloads the selected tape from its drive.
Retension winds the selected tape forward to

the end and back to even out the tension and
alignment. (Some types of tapes are retensioned

automatically during execution, and cannot be
retensioned manually with this command.) You
should retension tapes if they have not been
used in a long time or if the temperature or hu-
midity of their storage environment has
changed significantly.

Clean is only available if you are using a tape
library. When you select a drive and click
Clean, the library moves the cleaning tape from
its storage slot to the drive and begins cleaning.
When it’s done, the tape is moved backed to its
storage slot. See "Cleaning Your Tape Drive"
on page 42 for more information.

Erase erases the contents of the selected tape,
and—in the case of some tape drive mecha-
nisms—conditions media to be reused.

Format completely reformats the selected tape.
This process can be more time-consuming than
Erase. It is only supported by certain tape
drives. For tape drives with Quantum’s DLTIce
features, you can use the Format command to
create WORM tapes from normal blank or un-
used SuperDLT tapes. See "Creating SuperDLT
WORM Tapes" on page 42.

Add to Backup Set lets you add the selected
tape as a member of a tape Backup Set. See
"Preparing Tapes for Use" on page 44 for more
information.

Additional commands are available for tape li-
braries. See "Toolbar Commands for Tape
Libraries" on page 47.

TAPE LIBRARIES

A tape library (sometimes called a loader, au-
tochanger, or autoloader) is a hardware unit that
mechanically moves tapes in and out of its drive
mechanism(s) from a magazine or fixed storage
slots holding several tape cartridges. Tapes can
be arranged in any order and Retrospect will de-
termine which tape it needs to perform an
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unattended backup. Tape libraries are useful for
large-scale network backups because they auto-
matically change tapes when one fills up,
limiting downtime. Many tape libraries are
available, each using one or more of the many
available tape drive mechanisms. For more in-
formation, refer to the libraries’ manual and the
Support & Hardware section of
www.emcdantz.com.

NOTE: Tape library support is only available if
you have the appropriate license code.
Generally, Retrospect Single Server, Retrospect
Multi Server, and Retrospect Small Business
Server support tape libraries, while Retrospect
Professional does not.

Retrospect supports barcode-reading libraries
and manages tape cartridges based on their bar-
code identification. It displays a tape’s barcode
in addition to its member name (if any) in media
requests, Backup Set properties, Operations
Log events, and the Storage Devices window.
Retrospect recognizes CLN-coded cleaning
cartridges.

Retrospect supports multiple import-export
slots to move cartridges within and to and from
the library. Import-Export slots appear in the
Storage Devices window. You can drag and
drop tapes to and from the import-export slots.

If you have a tape library with multiple drives
and the Advanced Tape Support add-on, Retro-
spect can perform multiple operations using
different drives simultaneously. See "Multiple
Concurrent Executions" on page 156 for more
information.

How Retrospect Works with Tape
Libraries

Retrospect works differently with tape libraries
depending on whether or not the library sup-
ports barcode reading.

Retrospect supports barcode-reading libraries
and manages tape cartridges based on their bar-
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code identification. It displays a tape’s barcode
in addition to its member name (if any) in media
requests, Backup Set properties, Operations
Log events, and the Storage Devices window.
In addition, Retrospect recognizes CLN-coded
cleaning cartridges. Barcode support enables
Retrospect to quickly scan the storage slots in a
library to determine their contents.

If your library does not support barcode read-
ing, Retrospect must scan the library to get the
name of each tape. The library inserts each tape
in the tape drive, and Retrospect keeps track of
the tape names and locations.

WARNING: Each time Retrospect is launched,
or the library’s door is opened, or the magazine
is changed, the library’s contents may change,
so Retrospect must scan to keep current.

For libraries without barcode support, Retro-
spect uses a unique feature called “storage slot
memory” that speeds up subsequent scans of the
library. Each time you exit Retrospect, it
records the state of each slot and drive in the li-
brary and saves this information as one of ten
tables in its configuration file. (The ten tables
reflect the ten most recent library scans.)

You can think of saved library tables as a kind
of educated guess in the hunt for the correct
tape. This method greatly increases the odds of
finding a tape on the first attempt if the locations
of the tapes in the library’s magazine remain
relatively constant. If Retrospect cannot find the
correct tape using this method, it rescans the li-
brary to update the current inventory.

Viewing Tape Library Status

To view a tape library’s status, insert a loaded
magazine (if applicable) and click Configure>
Devices to display the Storage Devices win-
dow. Notice how the library, tape slots
(including import-export slots), and drives ap-
pear in the Status window.


http://www.emcdantz.com/supporteddevices

Retrospect displays information about the li-
brary, tape drives, and each of the storage slots,
including status, location, and barcode. Icons
and additional status information indicate the

contents of each slot.

Status or
Icon Tape Comments
Name
(Empty) The slot has no tape.
(In drive) The slot has no tape

because it was moved
into the drive. This is
certain because the
library always knows
from which slot it has
moved a tape into the
drive.

The slot has never been
scanned by Retrospect.

L' (Unknown)

The slot has been des-

Ll (Cleaning

tape) ignated as a cleaning
(green tape slot by Retrospect.
icon) Cleaning tapes use a
green tape icon.
Ll Name The named tape was in

the slot when Retro-
spect last scanned for
tapes, but the status is
unverified because the
slot's content may have
changed since then.

Status or
Icon Tape Comments
Name
Name The named tape was in
[Barcode] the slot when Retro-

(blue spect last scanned for

icon) tapes, and is verified
because the slot’s con-
tent could not have
changed since then.

Name There was a media
error writing to the tape.

(red Retrospect will not use

icon) this tape for automatic
executions (scripts).
You must manually
erase the tape to reuse
it.

Name This tape is formatted
as WORM (Write Once,

(yellow Read Many). See

icon) "WORM Tape Support"
on page 41.

Working with Tape Libraries

From the Storage Devices window, you can
move tapes by dragging and dropping their
icons. Position the pointer over a tape icon.
When the pointer turns into a hand, you can
click and drag a tape from slot to slot, slot to
drive, drive to slot, or drive to drive. For slot to
slot moves, you can selected multiple tapes to
move at one time.

Shift-click to select multiple contiguous tapes.
Control-click to select multiple non-contiguous
tape. You can also select the library itself to se-
lect all tapes in the library or select one or
magazines to select all tapes they contain.

Many of the Toolbar Commands for Tape Li-
braries can also be applied to multiple tapes at
one time.

Toolbar Commands for Tape Libraries

The Storage Devices window's Status tab tool-
bar has commands for tapes libraries.

If you select a tape drive that is part of a tape li-
brary, its toolbar commands are the same as
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those for a standalone tape drive. See "Toolbar
Commands for Tape Drives" on page 45.

Properties displays information about various
attributes of the selected library, including the
number of slots the library has and whether bar-
code scanning is enabled or not. The properties
window also includes a toolbar with the Maga-
zine View and Disable/Enable Barcode Scans
commands.

S ADIC Scalar 100 Properties

& mF | @

ADIC Scalar 100

Yendor: ADIC
Product: Scalar 100
Revision: 3.10

Location: BuszZ,ID1

Number of Slots: 60
Mumber of I/E Slots: 12
Barcode scanning: Disabled

The Magazine View command is most useful
for libraries with many slots. It lets you group
slots together for easier viewing and slot man-
agement in the Storage Devices window. Click
the Magazine View button {g specify the
maximum number of slots to include in a group
and Retrospect organizes the library based on
your selection. For example, if your library has
60 slots, and you specify a maximum of 15 slots
per magazine, Retrospect creates four magazine
containers with 15 slots each. The number you
specify does not represent any actual physical
grouping of slots or magazines; it is for display
purposes only.

If your tape library supports barcode reading,
Retrospect automatically uses barcode data to
generate the information displayed in the Stor-
age Devices window. You can disable barcode
scans by clicking the Disable/Enable Barcode
Scans button L. You can also click the Clear
Barcode Information button [Iif to unlink bar-
code information from all known tapes. This
feature should only be used if Retrospect is in-
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correctly displaying barcode information or
tape names, or if directed to do so by EMC
Dantz Technical Support.

Add to Backup Set lets you add tapes in the se-
lected slots as members of a tape Backup Set.
See "Preparing Tapes for Use" on page 44 for
more information.

Scan Selected cycles through the selected stor-
age slots in the library, moving each tape from
slot to drive to learn the name of the tape. You
do not need to use this command if your tape
drive supports barcodes.

Erase Selected erases each tape in the selected
storage slots of the library.

NOTE: If your selection includes WORM
tapes, Retrospect skips them when erasing.

Move Selected to Drive moves the sclected
tapes from their slots to the tape drive(s).

Unload All/Eject Magazine unloads tapes
from the library's drive(s) and returns them to
their slots. Then, for capable libraries, ejects the
library's magazines.

Cleaning Slot designates the selected slot as a
cleaning slot. Retrospect will not scan the clean-
ing slot when it searches for media. If your
library supports barcode reading, Retrospect au-
tomatically recognizes a CLN-coded cleaning
tape and reserves its slot for cleaning purposes.
You can specify the number of cleanings per
tape and how often to clean a tape drive from
the Properties window for the drive or tape. See
"Cleaning Your Tape Drive" on page 42.

Initialize Elements sends the Initialize Ele-
ment Status command to the library, which
forces the library to update the status of all ele-
ments. Use this command if you encounter a
situation in which the information reported in
the Storage Devices window does not match the
actual state of the library.



Import-Export Support

Some libraries come with separate ports that are
used to load single tapes into and from the li-
brary without opening the door. Retrospect uses
the term “import-export slot” for this feature,
which is also known as “Mail Slot,” “I/E ele-
ment,” and “Call Slot.” If the import-export
slots are present and enabled in a library, Retro-
spect displays them as separate slots at the top
of'the list of slots. You can drag and drop tapes
from the source drive or any slot onto the im-
port-export slot and the library will move the
selected tape to the port. When you place a tape
into the port, Retrospect displays “Media Avail-
able” next to the import-export slot and you can
move it by dragging it to any slot or drive in the
library.

Retrospect does not scan import-export slots
during unattended operation. Do not place a
tape in the import-export slot if you want to use
the tape in an unattended operation such as a
scripted backup.

Tape Library Media Requests

During immediate and automated operations,
Retrospect scans the library, searching for the
appropriate media, and loads whichever tape is
required. If a new or erased tape is required,
Retrospect will load and use the first one
available.

If it cannot find an appropriate tape to use, Ret-
rospect displays the media request window. The
operation cannot continue until you insert
media.

NOTE: Retrospect does not scan import-export
slots during media requests.

Tape Library Media Failures

When Retrospect encounters a media failure,
this is a fatal error that stops all operations.

With tape libraries, you can turn on Retro-
spect’s “Use new media automatically after

write failure” media handling preference to
avoid stopping all operations. If this preference
is enabled and Retrospect encounters a media
failure, it looks for the next available tape and
uses it instead. See "Handling Preferences" on
page 247.

REMOVABLE STORAGE
MANAGER

Windows 2000, XP, and 2003’s Removable
Storage Manager allows you to manage tape li-
braries and other storage devices in conjunction
with the operating system’s built-in backup
utility.

Because this interferes with Retrospect’s access
of those same devices, Retrospect stops the ser-
vice by default when it scans for devices. With
the service stopped, you can no longer use Re-
movable Storage management. Use
Retrospect’s Media Handling Preferences to
control how Retrospect works with Removable
Storage Manager.

Using Retrospect and Removable
Storage Simultaneously

If you need the Removable Storage service in-
tact for managing devices other than those used
by Retrospect, you can configure Retrospect
and Removable Storage in order use both
simultaneously.

First, you must prevent Retrospect from auto-
matically stopping Removable Storage
Manager. Then, from Windows, you must dis-
able Removable Storage Manager for the
devices dedicated to Retrospect.

To set Retrospect Preferences:
1. In the navigation bar, click Configure>
Preferences.

2. In the Preferences list box, choose Media>
Handling.
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3. Deselect the Stop Removable Storage
Manager check box.

4. Click OK.

To set Windows device properties:
1. Open your Windows Removable Storage
management console.

2. For each device you want to use exclusively
with Retrospect, right-click the device and
choose Properties.

3. Click the General tab, then deselect the
Enable Library or Enable Drive checkbox.

For a library, you may have to disable both the
library itself and its drive or drives.

4. Click OK and close the management
console.

MEDIA LONGEVITY AND
STORAGE

Media life depends largely upon how the media
is stored and maintained. Proper storage avoids
moisture, heat, and particulate contamination,
which cause media deterioration, leading to loss
of media integrity or loss of data itself.

Magnetic media's worst enemy is moisture. Op-
tical media's worst enemy is heat, which causes
distortion, and particulate matter, which causes
scratches. Keep media out of direct sunlight and
away from heaters. Avoid extreme temperature
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changes. Airborne particulates such as dust and
cigarette smoke can also harm media.

Tapes are unique in that they use lubricant. The
tape media is lubricated, and after many passes
over the drive's heads, tapes tend to fail because
the lubricant has dissipated. You should be able
to get a few thousand passes from a tape, but re-
member that each tape operation involves
several passes.

A fire-proof safe in a climate-controlled build-
ing is an ideal media storage location. At the
very least, keep the media in its original con-
tainers inside a cabinet or desk.

MULTIPLE BACKUP DRIVES

During an operation, Retrospect searches avail-
able backup devices for the appropriate
medium. If the medium fills or Retrospect needs
another medium for any reason, it searches
available drives. Thus, you can have one drive
with the tape Retrospect expects and another
drive with an empty tape for when the first tape
fills during the night. The drives must use simi-
lar mechanisms, such as two Travan drives.

With Advanced Tape Support add-on, Retro-
spect can work with multiple drives
simultaneously. If you have two tape drives, or
a tape library with multiple drives, Retrospect
can back up data to both drives concurrently
(provided the backups have unique sources).
See "Multiple Concurrent Executions" on page
156 for more information.

NETWORK ATTACHED STORAGE
(NAS) DEVICES

Retrospect works with Network Attached Stor-
age (NAS) devices in a number of ways. You
canrun the Retrospect application or Retrospect
Client on the NAS device, or you can use the



NAS device as the destination to store data for
disk Backup Sets.

Backing up to a NAS Device

Retrospect works with a NAS device the same
way it works with any other network volume. If
you can access the device from Windows Ex-
plorer, Retrospect can use it as a destination.

To use a NAS device as a backup storage desti-
nation, create a a disk Backup Set and select the
NAS volume as its media.

Backing up a Windows-based NAS
Device

If you are storing a lot of data on a NAS device,
it’s important to back it up. You can back up a
NAS device as a network volume (see "Mi-
crosoft Networking Volumes" on page 183),
although that is not the best method.

EMC Dantz recommends that you install the
Retrospect application or Retrospect Client on
the NAS device, then back it up locally or re-
motely using Retrospect.

In order to run the Retrospect application, the
NAS device requires:

¢ Windows 2000 Server or later

* Retrospect Single Server or Retrospect
Multi Server

In order to run Retrospect Client, the NAS de-
vice requires:

* Windows 2000 Server or later

In addition, the backup computer requires Ret-
rospect Multi Server, or Retrospect Single
Server with a server client license, in order to
back up the NAS client.

Setting up a Windows-based NAS
device to run Retrospect

In order to install and run Retrospect on a NAS
device, you need to be able to control the device

remotely using Windows Terminal Services or
Remote Desktop.

To install Retrospect:
1. Connect to the NAS device using Terminal
Services or Remote Desktop.

2. Create a Backup Administrator account on
the NAS device and assign it Administrator
rights.

3. Switch to the Backup Administrator account
from the current account.

4. Copy the Retrospect installer to the NAS
device.

5. Install Retrospect.

To set up Retrospect:

1. Connect to the NAS device using Terminal
Services or Remote Desktop.

2. Log in using the Backup Administrator
account.

3. Launch Retrospect.

The first time you start Retrospect, the Getting
Started Wizard runs.

4. In the user account screen, select “Always
run Retrospect as the specified user” and enter
user, password and domain information.
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NOTE: This user must have administrator
privileges to all network resources, and
SQL/Exchange servers you want to access.

For more information about the Retrospect User
Account and how to modify login information,
see "Security Preferences" on page 245.
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5. Click OK.

In order for Retrospect to launch under the
Backup Administrator account, even while that
session is disconnected, you need to modify
Retrospect’s Security preferences.

To modify Retrospect’s Security
preferences:

1. Launch Retrospect on the NAS device.
2. Click Configure>Preferences.

3. Select the Security preference under the
Execution heading.
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4. Make sure the “Run Retrospect in the
Terminal Services session” checkbox is
selected.

Exit and relaunch Retrospect to make this
change take effect.

Now, whenever you need to access Retrospect
on the NAS device, simply log into the Backup
Administrator account.

For Terminal Services/Remote Desktop, the
server must also be configured so that a discon-
nected session will never time out.

To configure the user account:
1. Inthe Computer Management control panel,
select users.

2. Open the Properties for the Backup
Administrator account.

RETROSPECT USER’S GUIDE

3. Click the Sessions tab and select Never in
the “End a disconnected session” list box.

To configure the connection properties:

1. Open the Administrative Tools control panel
folder.

2. Launch the Terminal Services Configuration
Control Panel.

3. Highlight Connections, right-click RDP-
Tcp and select Properties.

4. Click the Sessions tab and confirm that the
Override User Settings box is unchecked.

If you log out of the Terminal Services session,
all running applications will quit, including Ret-
rospect. If Retrospect is running and you want
to close the control window, disconnect from
the Terminal Services session, but leave the ses-
sion running. The next time you connect, the
same session will be running and Retrospect
will be unaffected.

Setting up a Windows-based NAS
device to run Retrospect Client

In order to install and run Retrospect Client on
a NAS device, you need to be able to control the
device remotely using Windows Terminal Ser-
vices or Remote Desktop.

To install Retrospect Client:

1. Connect to the NAS device using Terminal
Services or Remote Desktop.

2. Create a Backup Administrator account on
the NAS device and assign it Administrator
rights.

3. Switch to the Backup Administrator account
from the current account.

4. Copy the Retrospect Client installer to the
NAS device.

5. Install Retrospect Client.

Make sure to remember your password, then
restart the NAS device.



You can now access the NAS device from Ret-
rospect as described in "Working with Clients"
which starts on page 164.

Binding a NAS Device

If Retrospect is running on a NAS device that
has multiple network interfaces, you can bind
Retrospect to use a specific interface for some
or all of its backup clients in order to better
manage network traffic.

See "Interfaces" on page 173 for more
information.

If Retrospect Client is running on a NAS device
that has multiple network interfaces, you can
bind Retrospect Client to use a specific
interface.
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IMMEDIATE OPERATIONS

BACKUP

* ARCHIVE

RESTORE

DUPLICATE

* TRANSFER BACKUP SETS
TRANSFER SNAPSHOTS

CONTROLLING IMMEDIATE OPERATIONS

Immediate operations are ones that you initiate manually and that execute immediately.
Types of immediate operations are: backup, archive, restore, duplicate, and two types of
transfer. This chapter describes each of these operations in detail.

If you are a casual user needing only occasional backups, you will be satisfied with
immediate operations. However, if you are a network administrator who frequently backs
up multiple volumes, you are better off automating these tasks with scripts. Whether you
plan to do immediate or scripted operations, this chapter is a good introduction to
Retrospect.
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BACKUP

This section describes how to perform an imme-
diate backup with Retrospect. The backup
procedures described here include all the infor-
mation you need to know to effectively back up
all of your files.

Before you attempt to back up files with Retro-
spect, ensure that your backup device is
properly connected to the computer and that
your backup medium (tape, disk, or disc) does
not contain valuable data that should not be
overwritten.

There are two ways to set up an immediate
backup. You can use Retrospect’s Backup Wiz-
ard, which walks you through the process of
setting up a backup, or you can set up the back-
up on your own in Advanced Mode. Advanced
Mode has options that are unavailable in the
wizard. For more information see:

* Backing Up in Wizard Mode

* Switching from Wizard to Advanced Mode
* Backing Up in Advanced Mode

* Switching from Advanced to Wizard Mode

In both Wizard Mode and Advanced Mode,
Retrospect backs up all selected files during the
first backup. In subsequent backups (unless you
indicate otherwise), Retrospect backs up only
those files that do not already exist in the desti-
nation Backup Set (i.e., files that are new or
have changed since the last backup). EMC
Dantz calls this Progressive Backup. This
means that if you back up frequently, fewer files
need to be copied in each backup session and
backups will require less time and media.

Backing Up in Wizard Mode

The Backup Wizard provides an easy way to set
up and edit immediate backup operations. To
start the Backup Wizard, click Backup from the
navigation bar, then click the Backup button.

RETROSPECT USER’S GUIDE

If you have never backed up before (or have
previously set up an immediate backup using
the wizard), the Backup Wizard welcome
screen displays.

TIP: If the Advanced Mode Backup Summary
screen displays, click Switch to Wizard Mode.

Welcome Screen

If this is the first time you are setting up a back-
up, click Next to continue set up using the
Backup Wizard. To set up the backup in Ad-
vanced Mode, click Switch to Advanced Mode.
See "Backing Up in Advanced Mode" on page
62 for more information.
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If you have previously set up a backup, the wel-
come screen displays your current settings. See
"Editing the Backup Settings" on page 61 for
more information.

Choosing What to Back Up

Click the option button that describes what you
want to back up. The options vary slightly de-

pending on what edition of Retrospect you are

running.
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* Documents and Settings, (only available
for Retrospect Professional) backs up the
Documents and Settings folder, which
contains every users’ folders, including My
Documents, Pictures, Music, Favorites, and
Desktop.

* My Computer, backs up the local
computer.

* My Computer and computers on my
network, backs up the local computer and
all logged in Retrospect Client computers.

* Only computers on my network, (not
available for Retrospect Professional) backs
up all logged in Retrospect Client
computers.

* Let me choose, allows you to select the
drives and folders you want to back up from
the local computer, logged in Retrospect
Client computers, and network volumes.

Adding Retrospect Clients

If you chose to back up “My Computer and
computers on my network™ or “Only computers
on my network”, Retrospect will back up data
from all Retrospect Client computers logged in
at the time of the backup.

To log in Retrospect Clients now, click Add
Clients. For more information on installing,
configuring, and logging in clients, see Chapter
7 » Network Backup.

Choosing Specific Drives or Folders

Ifyou selected “Let me choose” in the “What do
you want to back up?” screen, you can now se-
lect one or more specific drives or folders to
back up.

What s s wrned b sk wg?
Selnet ored o ore drhvink & Fakiors 16 back uf afd clek et 1o conns.
ek Akl Clerits 15 ks 1 cheets, Chek ikl etwork Viskarmes b s
vk ok Skt kv ared chch e bolkders Lo dogry ared sokoct
sgwti dors ba btk 61

£ My Comgaster

B para? {0}
2 by et Places
ok Cherts

Click a drive or folder to select it. This deselects
any other selected drive or folder. Press and
hold the Control key and click a drive or folder
to select it without deselecting any current se-
lections. Press and hold the Shift key and click
a drive or folder to select all drives and folders
listed from the current selection to the Shift-
clicked selection.

You can select drives and folders from any of
the containers listed in this screen: My Comput-
er, My Network Places, Backup Clients, and
Source Groups. You can also select one or more
of the containers themselves to back up every-
thing inside.

* To add Retrospect Clients to the Backup
Clients container, click Add Clients.

* To add network volumes to the My Network
Places container, click Add Network
Volumes.

* To display the folders on a drive, select the
drive and click Show Folders.

See "Containers" on page 259 for more
information.

Choosing File Types to Back Up
Select the check box for each type of file you
want to back up. If you select all the check box-
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es, all files (except cache files) will be backed
up.

NOTE: Some of these options function

differently with Windows, Mac OS, and UNIX

computers. The descriptions below focus on
how these options interact with Windows
computers. To learn how these options work
with other operating systems, see "Built-in
Selectors" on page 270.
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* Documents and Settings backs up files in
the Documents and Settings folder, which
contains every user’s My Documents,
Favorites, Application Data, and Desktop
folders.

NOTE: For Windows 9x systems,
“Documents and Settings” backs up the
“Profiles” folder.

Operating System and Applications backs
up system files, including the Windows
folder and the System State. Also backs up
application files, including everything in the
Program Files folder, as well as files with
known application extensions (like .exe and
.dll) anywhere on the source.

Pictures backs up all files in the My
Documents\My Pictures folder for all users.
It also backs up files with common picture
file extensions (.jpg, for example) anywhere
on the source, except the Windows and
Program Files folders.

* Music backs up all files in the My
Documents\My Music folder for all users. It
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also backs up files with common music file
extensions (.wma and .mp3, for example)
anywhere on the source, except the
Windows and Program Files folders.

* Movies backs up all files in the My
Documents\My Videos folder for all users.
It also backs up files with common movie
file extensions (.mov, for example)
anywhere on the source, except the
Windows and Program Files folders.

* Office Documents backs up Microsoft
Office Documents, Microsoft Outlook data,
and Adobe PDF files anywhere on the
source, except the Windows and Program
Files folders.

* All Other Files, backs up all files not
selected by the other options.

NOTE: The Documents and Settings and
Operating System and Applications options are
not available if you are backing up a folder.

Choosing the Backup Destination Device
You can store your backup on any device sup-
ported by Retrospect, including tape drives,
CD/DVD drives, and hard drives. Select one of
the following options:

* Tape, CD, DVD

* Hard drives on the local computer or on the
network

For Tape/CD/DVD, Retrospect displays the
available devices. Select the device to which
you want to back up and click Next.

For hard drives, Retrospect displays local hard
drives and any network volumes listed in the
My Network Places container.

To add a network volume, double-click My
Network Places, then navigate to the volume
you want to add, select it, and click the Add but-
ton. If the volume requires it, enter a login and
password and click OK.



NOTE: If you set up Retrospect to log in as a
user with privileges to the network volume, you
will not be prompted to log in again. See
"Security Preferences" on page 245 for more
information.

To specify a folder on a local drive or network
volume, select it, then click the Browse button.
Navigate to the folder you want to back up to
and click OK.

Choosing When to Back Up
For immediate backups, select Now.

If you want to set up a backup to run on a sched-
ule, select Later.

The steps to set up a backup to run later are de-
scribed in "Creating a Backup Script in Wizard
Mode" , starting with "Choosing When to Back
Up" on page 102.

Naming the Backup Set

A Backup Set is a group of one or more disks,
tapes, or CD/DVD discs on which your backed
up data is stored. When the first piece of media
in a Backup Set fills up with data, Retrospect
asks for a new one and adds it as a new member
of the Backup Set.

Enter a Backup Set name, or use the default
name provided by Retrospect. If you have al-
ready created any Backup Sets, you can select
the “Use Existing” check box and choose a
Backup Set from the list box.
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NOTE: The “Use Existing” check box only
appears if you have existing Backup Sets.

Setting the Compression Option
Click the “Yes” option button to turn on soft-
ware data compression for this backup.
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Data compression saves space in the Backup
Set by compressing files before copying them
into the Backup Set. Files are automatically de-
compressed back to their original state when
restored.

The amount of compression savings you can ex-
pect depends on the types of files you are
compressing. Text files compress substantially;
application and system files do not.

Backups (and restores) from Backup Sets using
data compression are slower than those that do
not.

NOTE: When copying to a tape device that has
built-in hardware data compression, Retrospect
automatically turns off software compression
and always uses hardware compression for best
performance.

Setting Backup Set Security Options

This screen allows you to specify a password to
restrict access to the Backup Set. You can also
choose to encrypt the Backup Set data to pro-
vide additional security.

NOTE: Using encryption increases backup
time.
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Choose an option from the Backup Set Security
list box.

* None: provides no password protection for
the Backup Set and does not encrypt the
Backup Set data.

» Password only: provides password
protection for the Backup Set. Stored data is
not encrypted.

» SimpleCrypt: provides password protection
and encrypts Backup Set data using EMC
Dantz’s proprietary encryption format.

* DES: provides password protection and
encrypts Backup Set data using the Data
Encryption Standard.

» AES-128: provides password protection and
encrypts Backup Set data using the
Advanced Encryption Standard (128 bit).
AES-128 provides the best combination of
security and performance.

WARNING: Once a Backup Set is password-
protected or encrypted, you cannot change
these settings. In addition, if you forget your
password, you will not be able access the
Backup Set.

If you set a password and want Retrospect to re-
member it under certain circumstances, select
an option from the remember password list box.

* Remember password for any access: saves
the password for use with all immediate and
automated operations.
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* Remember password for scripted access
(default): saves the password for use with
automated operations only. For example, if
the Backup Set is the destination for an
overnight backup script, Retrospect will not
require the password to be entered manually.

* Do not remember password for any
access: requires you to enter the password to
access the Backup Set in any way. For
example, you cannot back up to it or view its
properties without entering the password.
After you enter the password once, you do
not have to enter it again until you quit and
restart Retrospect.

NOTE: You can change the remember
password setting at a later time by modifying
the Backup Set’s properties. See "Configuring
Backup Sets" on page 235 for more
information.

Recycling Options for Tape Drive Backups
If you are backing up to a tape drive, you can
tell Retrospect to “recycle” the destination tape
Backup Set before backing up to it. Recycling
enables you to reuse the tapes in a Backup Set,
however all data on those tapes is lost.

WARNING: Before recycling a tape Backup
Set make sure the data on its tapes exists
elsewhere or that you can really afford to lose
the data.
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* No, I want to keep my existing backup
data: Choose this option to preserve all
existing backup data in the tape Backup Set.



Retrospect backs up only new and changed
files since the last backup to this Backup Set.
If the current tape member fills up,
Retrospect asks for a new tape.

* Yes, OK to overwrite: Choose this option
to recycle the tape Backup Set before
backing up. When Retrospect performs a
recycle backup, it clears the Backup Set’s
Catalog File contents (if any), so it appears
that no files are backed up. Then it looks for
the first tape member in the Backup Set and
erases it if it is available. If the first member
is not available, Retrospect uses any
available new or erased tape. All selected
files are backed up.

TIP: In Advanced Mode, you can recycle a tape
Backup Set by enabling the Recycle backup
execution option.

Each time you start an immediate backup to a
tape Backup Set, Retrospect asks if you want to
recycle the Backup Set first.

Reviewing the Backup Settings
The Backup Summary screen displays the back-
up settings you specified in the wizard.
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* Source lists the drives/folders to back up
* Selecting lists the file types to back up

* Destination lists the name of the Backup Set
to which data will be copied

NOTE: Some options specified in the wizard
are not listed in the summary screen (e.g.,

compression), but they are implemented during
backup.

To change any of the backup settings, click
Back.

To start the backup, click Start Now

Monitoring the Backup

Once you click Start Now, Retrospect exits the
Backup Wizard and displays the Activity Mon-
itor. See "Monitoring the Backup" on page 64
for more information.

Editing the Backup Settings

Retrospect automatically remembers the most

recent settings you specified for an immediate

backup. To view and edit those settings choose
Backup>Backup from the navigation bar.
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TIP: If the Advanced Mode Backup Summary
screen displays, click Switch to Wizard Mode.

To back up again with the same settings, click
Start Now.

To edit the settings, select “Let me change these
settings” and click Next. Editing the settings in
Wizard Mode is much the same as creating
them the first time. See "Backing Up in Wizard
Mode" on page 56 for more information.

To edit the settings in Advanced Mode, click
“Switch to Advanced Mode”. See "Switching
from Wizard to Advanced Mode" for more
information.
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NOTE: You can also get to this screen using
shortcut keys that you specify from the
Retrospect system tray icon. See "The System
Tray Icon" on page 18.

Switching from Wizard to Advanced
Mode

To access to advanced options that are not avail-
able in Wizard Mode, click “Switch to
Advanced Mode” from the Welcome screen.

If you have not previously set up a backup, you
can proceed as described in "Backing Up in Ad-
vanced Mode" on page 62.

If you have previously set up a backup, Retro-
spect remembers your settings and displays
them in the Advanced Mode summary window.

NOTE: A4// of the Wizard Mode options are
available in Advanced Mode. If you switch
from Wizard to Advanced Mode, those options
are mapped directly to equivalent options.

Backing Up in Advanced Mode

Backing up in Advanced Mode provides access
to some powerful Retrospect options that are
not available in Wizard Mode. In Advanced
Mode you can:

* Access more built-in selectors
* Create and apply custom selectors
* Preview and select specific files to back up

« Set many additional options not available in
Wizard Mode

To set up an Immediate Backup in Advanced

Mode, click Backup from the navigation bar,
then click the Backup button.

If the Backup Wizard welcome screen displays,
click Switch to Advanced Mode. The Immedi-
ate Backup summary window displays.
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Click the buttons on the summary screen to
specify the source, destination, and other back-
up options.

Choosing Source Volumes

In the Immediate Backup summary window,
click the Sources button to display the Source
Selection window.
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It lists all volumes currently available to be
backed up, including your internal hard disk,
any mounted removable disks or hard disks, any
logged-in client volumes, and any connected
network volumes from file servers.

NOTE: If you have the SQL Server Agent
and/or Exchange Agent add-on, SQL and/or
Exchange servers and mailboxes are also listed.
See Appendix A: SQL Server Agent and
Appendix B: Exchange Server Agent for more
information.



In the volume list, click a volume to select it. To
back up more than one volume, Shift-click or
Control-click other volumes.

When you have made your source selection,
click OK to continue setting up the immediate
backup. The source selection window closes
and Retrospect returns to the Immediate Backup
window.

Choosing the Backup Set

In the Immediate Backup summary window,
click the Destination button to display the Back-
up Set selection window, which lists available
Backup Sets.
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Select the destination Backup Set and click OK
to continue setting up the backup. If no Backup
Sets are listed in the Backup Set selection win-
dow, or if you do not wish to use any of those
listed, click Create New to create a new Backup
Set. See "Creating Backup Sets" on page 232
for more information.

Setting Additional Options

After you have specified the source volume to
back up and the destination Backup Set to
which it will be copied, use the Immediate
Backup summary window to verify your choic-
es and set additional options.
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To makes changes, click the appropriate button.

Sources lets you add or remove source
volumes.

Destination lets you choose a different Backup
Set as a destination.

Selecting lets you choose a selector, a kind of
filter for selecting files and folders to be backed
up. (Selectors are explained in detail in "Using
Selectors" on page 269.) The default selector is
“All Files Except Cache Files” which marks all
files (except cache files) on the source for
backup.

Preview scans the source volume (or volumes)
and determines which files need to be backed up
by comparing the source files against the list of
files in the Backup Set Catalog. When the scan
is complete, Retrospect opens a browser win-
dow to display a list of the files on the source
volume marked for backup. You can use it to
mark and unmark individual files and folders to
be backed up.

Browsers are explained in "Browsing" on page
264. When you close the browser, the summary
window shows figures for the selected files.

Options displays the basic options window in
which you can specify the backup action (Nor-
mal or Recycle), and turn verification and
software data compression on or off.
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Click the More Choices button to access many
more options.

Backup actions are explained in "Backup Ac-
tions" on page 24, and options are explained in
detail under "Backup Execution Options" on
page 221.

Executing the Backup

If Retrospect has the information it needs, it
says “Ready to Execute” at the top of the Imme-
diate Backup summary window. If the information
is incomplete, it says “Not Ready to Execute”
and you must change one or more parts of the
information, as described at the top of the
window.

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for this op-
eration (or choose “Any Execution unit’). Make
your selection in the summary window’s combo
box. See "Assigning Execution Units" on page
157 for more information.

When you are ready, click Backup. Retrospect
scans the source volume, then displays the Ac-
tivity Monitor.

Monitoring the Backup

The Activity Monitor displays the progress of
the operation and the names of files as they are
copied to the destination Backup Set. The Ac-
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tivity Monitor also has Pause and Stop buttons
for suspending or cancelling the backup.
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If the destination Backup Set does not have any
members, or if the backup device does not have
the correct media loaded, Retrospect displays a
media request window. The window varies
slightly depending on the type of Backup Set
you are using.

Insert a blank tape or CD/DVD, or one with un-
wanted data, because any files on it will be
permanently removed. Select the new media in
the window, then click Proceed.
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When the execution is complete, click the His-
tory tab to see performance data for the backup.
If any errors occurred you get more information
by clicking the Errors button. To view the Op-
erations Log for this execution, click the Log
button.

This log is described in "Viewing the Opera-
tions Log" on page 215.

Editing the Backup Settings

Retrospect automatically remembers the most

recent settings you specified for an immediate

backup. To view and edit those settings choose
Backup>Backup from the navigation bar.
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TIP: If the Wizard Mode backup summary
screen displays, click Switch to Advanced
Mode.

To back up again with the same settings, click
Backup

To edit the settings, click the buttons to change
the sources, destination, file selection criteria,
and options. Editing the settings in Advanced
Mode is the same as creating them the first time.
See "Backing Up in Advanced Mode" on page
62 for more information.

To edit the settings in Wizard Mode, click
“Switch to Wizard Mode”. See "Switching from
Advanced to Wizard Mode" for more
information.

Scripting the Backup

If you want to automate your backups so they
can be performed while your computer is unat-
tended (e.g., when you go home at night), you
can use Retrospect’s scripting feature to set up
and schedule backups.

From the Immediate Backup summary window,
click the Schedule button to save the immediate
backup information and settings as a script. You
can then add a schedule to the script to accom-
plish automatic, unattended backup operations.

See "Scheduling Scripts" on page 130.

Switching from Advanced to Wizard
Mode

In general, EMC Dantz recommends editing
immediate backups in the same mode you creat-
ed them. Of course, you can switch between the
modes and if you do, it’s important to know
how Retrospect handles advanced options that
are not available in Wizard Mode.

To return to Wizard Mode at any time, click
“Switch to Wizard Mode” from the Advanced
Mode summary window.

If you have made any changes to your backup
settings, Retrospect asks if you want to save
those changes before switching modes.
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Retrospeck
'E Save changes before continuing?
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If you have not made any changes, Retrospect
displays the Wizard Mode Welcome screen
with a summary of the current backup settings.

Since Advanced Mode includes options not
available in Wizard Mode, Retrospect must ei-
ther keep those settings, or discard them. There
are a few important options to consider:

* Selectors

* Execution Options

* Backup Sets

» Manual File Selection

* Execution Unit

Selectors

Advanced Mode includes a number of built-in
selectors that are not available in Wizard Mode.
In addition, you can create and use custom se-
lectors in Advanced Mode.

If you choose a selector that is not available in
Wizard Mode, then click “Switch to Wizard
Mode”, Retrospect keeps the advanced selector
and applies it when you run the backup.

In these situations, the Wizard Mode Welcome
screen displays (Created in Advanced Mode) in
the Selecting field.
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In addition, if you edit your backup settings, a
new option appears in the “What type of files do
you want to back up?” screen.
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* Choose “Keep my advanced mode
selection” to keep your advanced selector.

* Choose “Select the following” and select a
new option to discard the advanced selector
and use a new one.

Execution Options

Advanced Mode includes many execution op-
tions that are not available in Wizard Mode,
such as verification and backup action.

NOTE: The compression execution option is
available in both Wizard and Advanced Mode.
If you change the option in one mode, it will be
reflected in the other.

If you choose an execution option that is not
available in Wizard Mode, then click “Switch to
Wizard Mode”, Retrospect keeps the advanced
execution option and applies it when you run
the backup.

WARNING: The Wizard Mode Welcome
screen does not indicate whether the backup
includes advanced execution options or not.
The only way to check is to switch to Advanced
Mode and review the Options settings.

Backup Sets

In Advanced Mode, you can choose a file Back-
up Set as the destination. File Backup Sets are
not available from Wizard Mode.



TIP: File Backup Sets are most useful for
backing up a single file, otherwise, disk Backup
Sets are better.

If you choose a file Backup Set as the destina-
tion, then click “Switch to Wizard Mode”,
Retrospect discards the destination.

In these situations, the Wizard Mode Welcome
screen displays (No destination selected) in the
Destination field.
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If you click Next, the wizard discards the desti-
nation and forces you to select a new one. Click
“Switch to Advanced Mode” to continue using
the file Backup Set as the destination.

Manual File Selection

In Advanced mode, you can click the Preview
button and select specific files and folders to
back up. If you do this, the Advanced Mode
summary window displays (Manual selection)
in the Selecting field.
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If you apply a manual selection, then click
“Switch to Wizard Mode”, Retrospect discards
the selection. There is no way to perform man-
ual selection in Wizard Mode.

Execution Unit

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for a backup
operation in Advanced Mode only.

If you choose a specific execution unit (not
“Any Execution unit”), then click “Switch to
Wizard Mode”, Retrospect keeps the execution
unit information and uses the specific execution
unit when you run the backup.

NOTE: The Wizard Mode Welcome screen
does not indicate whether the backup specifies
an execution unit or not. The only way to check
is to switch to Advanced Mode and review the
settings.

ARCHIVE

Archiving lets you copy files from a volume to
a Backup Set for off-line storage. To set up an
archive operation, first click Tools from the
navigation bar, then click Archive Files. The ar-
chive summary window displays.
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As with backups, there are three basic steps in
archiving:

* Choosing the source volumes to archive
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* Choosing the Backup Set in which to store
the files (or creating a new Backup Set)

* Executing the archive

NOTE: Be sure to read "Archiving Tips" on
page 70 for important information about
archiving.

Choosing the Source Volumes

In the archive summary window, click the
Sources button to display the Source Selection
window.

& Sowrce Seleckion

et Sourch vl o Wekiang. .

g i

= S My Computer ;
e bk (1) T
SHeart2 (Ox)
) My Mk monk Placed
i Backup Chenks

o eek harey
B Sowrce Groups

==

It lists all volumes currently available to be ar-
chived, including your internal hard disk, any
mounted removable disks or hard disks, any
logged-in client volumes, and any connected
network volumes from file servers.

NOTE: You cannot archive SQL or Exchange
databases, nor can you archive Exchange
mailboxes or Public Folders.

In the volume list, click a volume to select it. To
archive more than one volume, Shift-click or
Control-click other volumes.

When you have made your source selection,
click OK to continue setting up the immediate
archive. The Source Selection window closes
and Retrospect returns to the archive summary
window.

Choosing the Backup Set

In the archive summary window, click the Des-
tination button to display the Backup Set

RETROSPECT USER’S GUIDE

selection window, which lists available Backup
Sets.
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Select the destination Backup Set and click OK
to continue setting up the archive. If no Backup
Sets are listed in the Backup Set Selection win-
dow, or if you do not wish to use any of those
listed, you can create a new Backup Set. See
"Creating Backup Sets" on page 232 for more
information.

WARNING: Do not archive files to a disk
Backup Set that has grooming enabled. Since
grooming deletes older Snapshots to make room
on the disk for new ones, it defeats the purpose
of creating a permanent archive.

Setting Additional Options

After you have specified the source volume to
archive and the destination Backup Set to which
it will be copied, use the archive summary win-
dow to verify your choices and set additional
options.
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To makes changes, click the appropriate button.

Sources lets you add or remove source
volumes.

Destination lets you choose a different Backup
Set as a destination.

Selecting lets you choose a selector, a kind of
filter for selecting files and folders to be ar-
chived. (Selectors are explained in detail in
"Using Selectors" on page 269.) The default se-
lector is “All Files” which marks all files on the
source for archive.

Preview scans the source volume (or volumes)
and opens a browser window to display a list of
the files on the source volume. You can mark
and unmark individual files and folders to be
archived.

NOTE: Unlike backing up, archiving, by
default, does not match source and destination.
That is, Retrospect does not compare source
files to files in the destination Backup Set.
Therefore, it is possible that Retrospect will
copy files that already exist in the destination
Backup Set. In this case, Retrospect is
foregoing ultimate efficiency for the sake of
archive integrity.

Browsers are explained in "Browsing" on page
264. When you close the browser, the summary
window shows figures for the selected files.

Options displays the basic options window in
which you can set the verification, software data
compression, and move files options.
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If you enable the “Move files” option, Retro-
spect deletes the original files from the source
after copying them to the destination and verify-
ing that they were copied correctly. This frees
space on the volume.

TIP: Before you use the Move files option, first
archive to a different Backup Set by copying
without moving. This provides an extra
measure of safety should one Backup Set
become unusable.

The verification and software data compression
options are explained in detail in "Backup Exe-
cution Options" on page 221.

Click the More Choices button to access many
more options. See "Execution Options" on page
220 for more information about these options.

NOTE: See "Archiving Tips" on page 70 for
more information about using archiving
options.

Executing the Archive

If Retrospect has the information it needs, it
says “Ready to Execute” at the top of the archive
summary window. If the information is incom-
plete, it says “Not Ready to Execute” and you
must change one or more parts of the informa-
tion, as described at the top of the window.

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
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specify which execution unit to use for this op-
eration (or choose “Any Execution unit’). Make
your selection in the summary window’s combo
box. See "Assigning Execution Units" on page
157 for more information.

When you are ready, click Archive. Retrospect
scans the source volume, then displays the Ac-
tivity Monitor.

At this point, the archive operation is just like a
backup operation. See "Executing the Backup"
on page 64 for more information.

Scripting an Archive

When an archive summary window is active,
you can click the Schedule button to save the ar-
chive information and settings as a script.

See Chapter 5 » Automated Operations.

Archiving Tips

Media: Plan for the long term. Archive to two
or more Backup Sets and maintain an off-site
copy of your archived data. Always store media
according to manufacturer’s guidelines. See
"Media Longevity and Storage" on page 50 for
further information.

Periodically transfer your data to new media to
ensure storage integrity. Do not use device-spe-
cific options such as hardware compression,
because your next backup device may not sup-
port features of an older model.

Planning: Define an archiving system and fol-
low it every time. Only archive files in specific
folders, or modified within a specific date
range. Force users to make a decision on what is
to be archived by moving data to a specific lo-
cation. Never archive data without telling users
what was removed.

Before you use the Move files (delete after
copy) option, first archive to a different Backup
Set by copying without moving. This provides
an extra measure of safety should one Backup

RETROSPECT USER’S GUIDE

Set become unusable. If you have only a single
archive medium and it is lost or damaged, you
will have lost all of your data. Be sure not to re-
cycle, groom, lose, or damage your archive
media.

Verification: Always use verification. If you do
not use verification and hardware problems oc-
cur when archiving, your data may not be
correctly copied to the media.

On-line Archiving: To archive documents in
place, compress them in a disk Backup Set that
you store on your hard disk. This way they take
up less room, but are still on-line.

Grooming: Do not archive files to a Backup Set
that has grooming enabled. Since grooming de-
letes older Snapshots to make room on the disk
for new ones, it defeats the purpose of creating
a permanent archive.

RESTORE

Retrospect allows you to restore an entire vol-
ume or restore selected files and folders from
the most recent backup or any previous backup.
Retrospect can restore selected files and folders,
entire volumes, or just the System State and reg-
istry. You can restore either by selecting a
Snapshot from a Backup Set, or by searching
through one or more Backup Sets for files that
meet specified criteria. This section focuses on
those two methods of restoring files with
Retrospect.

If you have experienced disastrous data loss in
which the computing environment required to
restore data is not available, see Chapter 8§ * Di-
saster Recovery, which includes an overview of
different situations and points you to restore
instructions.

NOTE: To restore files that were backed up
with Open File Backup, make sure to close or



stop the application that uses the open files on
the destination volume.

For information on how to restore a SQL data-
base, or an Exchange mailbox or database, see
Appendix A: SQL Server Agent and Appendix
B: Exchange Server Agent.

Snapshots

Retrospect’s Snapshots make it easy to restore
an entire volume or a selected file to its exact
state as of a given date and time. A Snapshot is
like a picture of the contents of a volume at a
point in time. It contains a list of all of the files
and folders on a volume and the sessions during
which they were backed up. Each time you back
up a volume, its Snapshot is updated in the
Backup Set Catalog and the Snapshot is added
to the backup medium.

To restore an entire volume, simply choose the
Snapshot you want to restore and Retrospect
will automatically locate and retrieve the neces-
sary files, even if they were backed up in
different sessions. A Snapshot allows Retro-
spect to restore the files from a Backup Set in a
single pass through the media, rather than hav-
ing to restore each incremental session
individually and in a specific order.

You can also restore individual files from a
Snapshot. This is the easiest way to retrieve
files that you know were on a volume at a spe-
cific time. If you are not sure which Snapshot or
even which Backup Set contains the files you
want to retrieve, you can define search criteria
to help find the files. See "Restoring by Search"”
on page 79 for more information.

You can restore by Snapshot in either Wizard
Mode or Advanced Mode.

Restoring In Wizard Mode

The Restore Wizard provides an easy way to set
up and edit immediate restore operations. To
start the Restore Wizard, click Restore from the
navigation bar, then click the Restore button.

The Restore Wizard welcome screen displays.

Welcome Screen

When you choose Restore>Restore from the
navigation bar, Retrospect always opens the Re-
store Wizard. Click Next to continue set up
using the Restore Wizard.

= Feskone Wizard B

T iz el sy yous
* Rewtore celected fiey ared fokdery.
* hestore an entire hard drive 1o & selected pont in tee

* Bollback, bt the regitry and fyitem faln b & sdlected pont in liss

To set up the restore in Advanced Mode, click
Switch to Advanced Mode. See "Restoring in
Advanced Mode" on page 74 for more
information.

Selecting a Backup Set
Select the Backup Set that contains the files you
want to restore and click Next.
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The Backup Set list displays all current Backup
Sets by name and includes information on when
each Backup Set was last modified. The icons
next to the Backup Set names indicate the Back-
up Set type (e.g., disk, tape, etc.).

If the Backup Set containing your files is not
displayed, click More Backup Sets, browse to
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the location of the Backup Set’s Catalog File
(by default, ..My Documents\Retrospect Cata-
log Files), select a Backup Set, and click Open.

If you cannot find the Backup Set’s Catalog
File, click Recreate to recreate it from the back-
up media. See "Recreating a Catalog" on page
280 or "Repairing a File Backup Set" on page
282 for more information.

Selecting a Snapshot
Select the Snapshot that contains the files you
want to restore and click Next.
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The Snapshot list displays all the active Snap-
shots for the selected Backup Set by name and
includes information on the date and time each
Snapshot was made. The icons next to the Snap-
shot names indicate what was backed up (e.g., a
drive, a folder, etc.).

If the Snapshot you want to use is not listed,
click the More Snapshots button to display a list
of all Snapshots in the Backup Set.

TIP: To restore files from a backup other than
the most recent one you will most likely need to
click More Snapshots.

In the Snapshot Retrieval window, select a
Snapshot and click Retrieve. Since Retrospect
retrieves older Snapshots from the Backup Set
media, you may be required to insert the media
into your backup drive.

NOTE: The Retrieve button is disabled when
you select a Snapshot that is already available.

RETROSPECT USER’S GUIDE

Choosing the Destination

You can restore files either to their original lo-
cation or to a new location.
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NOTE: The Original location option is only
available if the location still exists and is
accessible to Retrospect.

To restore to a new location, choose New loca-
tion, then specify a destination. Click a drive or
folder to select it. This deselects any other se-
lected drive or folder. You can select a drive or
folder from any of the containers listed in this
screen: My Computer, My Network Places, or
Backup Clients.

* To add Retrospect Clients to the Backup
Clients container, click Add Clients.

* To add network volumes to the My Network
Places container, click My Network.

* To display the folders on a drive, select the
drive and click Add Folders.

NOTE: The My Network button and My
Network Places container are not displayed if
your Snapshot contains a full system backup.

Choosing the Type of Restore

Depending on the selections you made earlier in
the wizard, this screen offers some combination
of the following options:

* Restore files and folders allows you to
select specific files to restore to the
destination.



* Restore everything...deleting all other
contents deletes all the existing files on the
destination, then restores all the files in the
Snapshot to the destination.

* Rollback everything... deletes all the
existing files on the destination, then
restores all the files in the Snapshot to the
destination. This option also restores the
registry and System State information from
the source Snapshot.

* Rollback just the registry and system
state does not restore any files from the
Snapshot or delete any files from the
destination. This option restores only the
registry and System State information from
the source Snapshot.

Select an option and click Next.

Selecting the Files to Restore

This screen offers different options depending
on the selection you made in the previous screen
of the wizard.

If you chose “Restore files and folders”, click
Select Files to display a list of the files available
to restore from the Snapshot. Select the check
box next to each file you want to restore (by de-
fault, all files are selected). Selecting the check
box for a folder selects all files in that folder.

If you chose “Restore everything...” or “Roll-
back everything...”, Retrospect selects a// files.
Click Preview Files to display a list of the files
that will be restored from the Snapshot. Clear
the check box next to files that you do not want
to restore. Clearing the check box for a folder
clears the check boxes for all files in that folder.

Setting the Matching Option

When the restore destination already contains
files you selected to restore, you can choose to
replace those “matching” files with the ones
from the source Backup Set’s Snapshot.

» Never matching files on the destination are
left untouched. This option restores all
selected files from the Snapshot that do not
exist on the destination, but does not
overwrite any files on the destination. It is
useful if you want to make sure you don’t
restore an older version of a file you have
updated since the Snapshot was taken.

Only if Backup Set is newer, matching files
on the destination are replaced by the
selected files from the Snapshot only if the
Snapshot files are newer. This option
restores all selected files from the Snapshot
that do not exist on the destination and
overwrites matching files on the destination
if Snapshot file is newer than the destination
file.

Always, matching files on the destination
are always replaced by the selected files
from the Snapshot. This option restores all
selected files from the Snapshot that do not
exist on the destination and overwrites
matching files on the destination. The
Always option replaces matching
destination files with files from the Snapshot
regardless of whether the Snapshot file is
newer or older than the destination file. This
option is most useful if you want to restore
an older version of a file that has been
corrupted since the Snapshot was taken.

Reviewing the Restore Settings
The Restore Summary screen displays the re-
store settings you specified in the wizard.
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« Restore lists the number of files that will be
restored

* From lists the volume name and date and
time of the Snapshot, as well as the name of
the Backup Set that contains the Snapshot. If
the Backup Set is stored on removable
media, make sure it is loaded in your backup
device.

« To lists the destination to which data will be
restored.

NOTE: Some options specified in the wizard
are not listed in the summary screen (e.g.,
matching and type of restore), but they are
implemented during the restore.

To change any of the restore settings, click
Back.

To start the restore, click Start.

Monitoring the Restore

This screen includes information on the restore
destination and information about the progress
of the restore operation.
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* Remaining lists the number of files that

need to be restored and their combined size.

» Completed lists the number of files already
restored and their combined size.

* Time Remaining provides an estimate of
the time remaining until the restore is
complete.
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Click Stop to halt the restore operation. Click
Yes in the confirmation dialog to stop the oper-
ation and exit the wizard.

NOTE: Retrospect’s Activity Monitor runs in
the background and includes more information
about the restore operation. See "Activity
Monitor" on page 148 for more information.

Successful Restores

If Retrospect restores the selected files without
encountering any errors, it displays the Con-
gratulations screen. Browse to the destination to
see the restored files.

Click Close to exit the wizard.

NOTE: If you performed a system restore (i.e.
“rollback™) you must reboot the destination
computer.

Restores with Errors

If Retrospect encounters errors during the re-
store, it displays a warning screen.

Click Open Log to display the Operations Log
for the restore operation. The log includes infor-
mation on the errors Retrospect encountered, as
well as information about the number of files (if
any) that were successfully restored before the
errors.

Click Cancel to exit the wizard.

Restoring in Advanced Mode

Advanced Mode immediate restores include all
of the options available in Wizard Mode, plus a
few additional options not available in the wiz-
ard. In Advanced Mode you can:

* Save your restore settings as a script

* Restore using the “Retrieve Just Files”
method

* Specify an execution unit to use for the
restore operation (if your version of
Retrospect supports multiple execution
units)



* Set some additional options not available in
Wizard Mode (e.g. update modify dates)

In general, you should restore using whichever
mode is more comfortable for you, unless you
need to use Advanced Mode options not avail-
able in Wizard Mode.

To restore in Advanced Mode, click Restore
from the navigation bar, then click the Restore
button. The Restore Wizard welcome screen
displays.

Click Switch to Advanced Mode.

NOTE: To restore in Wizard Mode, see
"Restoring In Wizard Mode" on page 71
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Choose the type of restore:

* Restore files and folders, allows you to
select specific files and folders to restore to
a new folder on the destination, leaving the
rest of the destination unchanged.

* Restore an entire volume, selects and
restores all files and folders from the source
Snapshot to the destination, deleting all
other contents. Restores registry and System
State information from the Snapshot (if
available).

NOTE: The descriptions above describe the
default behavior for the restore types. This
behavior can be modified later by changing the
defaults.

The Immediate Restore summary window
displays.
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Click the buttons on the summary screen to
specify the source, destination, and other restore
options.
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In the source selection window’s top list, select
the Backup Set from which to restore. You can
use the More button if your desired Backup Set
is not listed.

In the window’s bottom list, select a volume
Snapshot. The date and time of the Snapshot are
listed to the right of the volume’s name. If the
Snapshot you want to use is not listed, click the
Add Snapshot button to display a list of all
Snapshots in the Backup Set.

TIP: To restore files from a backup other than
the most recent one you will most likely need to
use Add Snapshot.
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When you select a Snapshot and click Retrieve
Retrospect obtains the older Snapshot from the
Backup Set media (which may require you to
insert media) and adds it to the list in the restore
source window.

NOTE: The Retrieve button is disabled when
you select a Snapshot that is already available.

With your desired Snapshot selected in the
source selection window, click OK.

Selecting the Destination
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Select a volume on which you want Retrospect
to place the restored files. This volume does not
have to be the original volume from which the
files were backed up; it can be a folder defined
as a Subvolume (see "Subvolumes" on page
261) or any available volume, including one be-
longing to a client on the network. (Navigate
through My Computer, My Network Places,
and Backup Clients as detailed in "Containers"
on page 259.)
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Choosing the Method to Restore Files

Set the list box to determine how Retrospect re-
stores the files to the destination.

Restore Entire Volume makes the destination
volume exactly match the source Snapshot. It
deletes all files and folders on the destination
that do not match those marked for restore in the
Snapshot, leaving files untouched if they are
identical to files marked for restore. It then cop-
ies all remaining files and folders from the
Snapshot to the destination, preserving the fold-
er hierarchy. This is the default restore method
if you chose “Restore an entire volume”. If you
select this method, Retrospect restores registry
and System State information from the Snap-
shot (if both the Snapshot and destination are
system volumes) by default.

NOTE: To prevent the operating system from
crashing, the Restore Entire Volume method
does not delete the active Windows system, nor
does it delete the “blessed” system folder of a
Mac OS client.

Replace Corresponding Files restores all se-
lected files from the Snapshot that do not exist
on the destination and overwrites files on the
destination that also exist in the source Snap-
shot. These “corresponding” or “matching”
files on the destination are always overwritten
with files from the Snapshot regardless of
whether the Snapshot file is newer or older than
the destination file. Retrospect leaves files un-
touched if they are identical to files marked for
restore, if the file names do not match those
marked for restore, or if the path to those files is
not identical. If you select this method and
choose the Restore System State execution op-
tion, Retrospect restores registry and System
State information from the Snapshot (if both the
Snapshot and destination are system volumes).

Replace if Backup is Newer restores all select-
ed files from the Snapshot that do not exist on
the destination and overwrites matching files on



the destination only if the Snapshot file is newer
than the destination file. If you select this meth-
od and choose the Restore System State
execution option, Retrospect restores registry
and System State information from the Snap-
shot (if both the Snapshot and destination are
system volumes).

Restore Missing Files Only restores all select-
ed files from the Snapshot that do not exist on
the destination, but does not overwrite any files
on the destination. Matching files on the desti-
nation are left untouched. If you select this
method and choose the Restore System State
execution option, Retrospect restores registry
and System State information from the Snap-
shot (if both the Snapshot and destination are
system volumes).

TIP: To restore just the registry and System
State, choose “Restore Missing Files Only”,
then click Files Chosen and make sure no files
are selected, and finally click Options>More

Choices and select the Restore System State
check box.

Retrieve Files & Folders creates a new folder
on the destination volume (giving the folder the
name of the Backup Set), then copies all select-
ed files from the Snapshot into this folder,
preserving the Snapshot folder hierarchy. Noth-
ing is replaced or overwritten. This is the
default restore method if you chose “Restore
files and folders™. This method never restores
registry and System State information.

Retrieve Just Files creates a new folder on the
destination volume (giving the folder the name
of the Backup Set), then copies all selected files
from the Snapshot into this folder. The Snap-

shot folder hierarchy is not preserved. Nothing
is replaced or overwritten. This method never

restores registry and System State information.

The following table summarizes the restore
methods:

Files in the Files on the
Snapshot but Files in both the Snapshot and destination but
Restore Method not on the destination not in the
destination Snapshot
Restore Entire Volume Restored Always overwrites the destination Deleted
files
Replace Corresponding Files Restored Always overwrites the destination Left untouched
files
Replace if Backup is Newer Restored Overwrites destination files if Left untouched
Snapshot files are newer
Restore Missing Files Only Restored Never overwrites destination files Left untouched
Restore Files & Folders Restored to a Never overwrites destination files Left untouched
new folder
Restore Just Files Restored to a Never overwrites destination files Left untouched
new folder

After setting the destination restore method

with the list box, click OK to continue. Depend-
ing on the restore type and method, Retrospect

may scan the destination volume and match

files from the selected Snapshot. Then the re-
store summary window appears.
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Summarizing the Restore Operation
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Verify your choices for the Source, Destination,
Files Chosen, and Options. To change informa-
tion, click the appropriate button.

Source is the Backup Set and volume Snapshot
from which you want to restore files. Click this
button to use the source selection window to
change the source.

Destination is the volume to which you want to
restore files. Click to change the destination
volume or restore method.

Files Chosen are the files you want to restore
from the Backup Set. If you chose “Restore en-
tire volume”, all files from the source Snapshot
are selected by default. If you chose “Restore
files and folders”, no files are selected by de-
fault. Click this button to use a browser to mark
and unmark individual files and folders to be re-
stored. Browsers are explained in detail in
"Browsing" on page 264.

Options let you set various execution options,
including restoring the System State and updat-
ing the modification dates of restored files.
Click this button, then click More Choices to set
these options. See "Execution Options," which
starts on page 220, for more information.

Executing the Restore

When Retrospect has the information it needs to
do the restore, it says “Ready to Execute” at the
top of the restore summary window. If the infor-

RETROSPECT USER’S GUIDE

mation is incomplete, it says “Not Ready to
Execute” and you must change one or more
parts of the information you gave it.

WARNING: Restoring can destroy data on the
destination. Make sure you chose the correct
restore method.

Make sure the correct Backup Set media is in
the backup device. If Retrospect cannot access
the required media, it asks you for it.

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for this op-
eration (or choose “Any Execution unit’). Make
your selection in the summary window’s combo
box. See "Assigning Execution Units" on page
157 for more information.

When you are ready, click Restore. Retrospect
displays the Activity Monitor.

Monitoring the Restore

Retrospect performs the restore, displaying the
progress of the operation in the Activity Moni-
tor’s Executing tab and listing the names of files
as they are copied from the Backup Set media to
the destination. The Activity Monitor also has

Pause and Stop buttons for suspending or can-

celling the restore.

™= =] E3

When the execution is complete, click the His-
tory tab to see performance data for the restore



operation. If any errors occurred you can get
more information by clicking the Errors button.
To view the Operations Log for this execution,
click the Log button.

This log is described in "Viewing the Opera-
tions Log" on page 215.

When you leave Retrospect and go to the desti-
nation volume, you can see that it is changed to
reflect the restored files. The level of change
can be anywhere from a new folder on the vol-
ume or a completely restructured volume from
an entire volume restore, depending on the des-
tination restore method and options.

NOTE: A Mac OS client’s Desktop needs to be
updated after a large restore, such as an entire
volume. Restart the Macintosh while holding
down the Command and Option keys to rebuild the
Desktop.

Scripting the Restore

When a restore summary window is active, you
can click the Schedule button to save the imme-
diate restore information and settings as a script.
You can then use the script to accomplish re-
store operations.

See Chapter 5 » Automated Operations.

Restoring by Search

While restoring by Snapshot lets you restore
files from a specific backup date and time, re-
storing by search lets you retrieve one or more
files regardless of when they were backed up.
Restoring by search lets you search multiple
Backup Sets at once, which is useful if you’re
not sure which Backup Set contains the files
you want to restore. Searching works best when
you know specific attributes of the files you
want, for example it’s name or type. If you want
to see all backed up versions of a particular file,
search on its name, and then restore exactly the
version you want.

NOTE: Restore by searching does not restore
NTFS permissions, AppleShare or Mac OS file
sharing privileges, or registry and System State
information. You must restore from a Snapshot
to restore these.

To begin setting up a restore by search, click
Restore, from the navigation bar, then click
Find Files. The Backup Set Selection window
displays.

Selecting the Backup Set(s) to Search
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Select one or more Backup Sets to search. Click
the More button if your desired Backup Set is
not listed. Click OK to continue. The Destina-
tion Selection window displays.

Selecting the Destination
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Select a volume on which you want Retrospect
to place the restored files. This volume does not
have to be the original volume from which the
files were backed up; it can be a folder defined
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as a Subvolume (see "Subvolumes" on page
261) or any available volume, including one be-
longing to a client on the network. (Navigate
through My Computer, My Network Places,
and Backup Clients as detailed in "Containers"
on page 259.)

Choosing the Restore Method

Set the list box to determine how Retrospect re-
stores the files to the destination. The default
setting is “Retrieve Files & Folders”.

Restore Entire Volume replaces the destina-
tion volume with the selected files from the
source Backup Set(s) that meet your search cri-
teria. It deletes all files and folders on the
destination that do not match those marked for
restore in the Snapshot, leaving files untouched
if they are identical to files marked for restore.
It then copies all remaining files and folders
from the Snapshot to the destination, preserving
the folder hierarchy.

NOTE: To prevent the operating system from
crashing, the Restore Entire Volume method
does not delete the active Windows system, nor
does it delete the “blessed” system folder of a
Mac OS client.

Replace Corresponding Files restores all se-
lected files from the source Backup Set(s) that
meet your search criteria and do not exist on the
destination. Files that exist on the destination
that are also in the source Backup Set(s) and
meet your search criteria are always overwrit-
ten. Retrospect leaves files untouched if they
are identical to files marked for restore, if the
file names do not match those marked for re-
store, or if the path to those files is not identical.

Replace if Backup is Newer restores all select-
ed files from the source Backup Set(s) that meet
your search criteria and do not exist on the des-
tination. Files that exist on the destination that
are also in the source Backup Set(s) and meet
your search criteria are overwritten only if the
Backup Set files are newer.

RETROSPECT USER’S GUIDE

Restore Missing Files Only restores all select-
ed files from the source Backup Set(s) that meet
your search criteria and do not exist on the des-
tination. Files that exist on the destination that
are also in the source Backup Set(s) and meet
your search criteria are never overwritten only.

Retrieve Files & Folders creates a new folder
on the destination volume (giving the folder the
name of the Backup Set), then copies all select-
ed files from the source Backup Set(s) that meet
your search criteria into this folder, preserving
the Snapshot folder hierarchy. Nothing is re-
placed or overwritten.

Retrieve Just Files creates a new folder on the
destination volume (giving the folder the name
of the Backup Set), then copies all selected files
from the source Backup Set(s) that meet your
search criteria into this folder. The Snapshot
folder hierarchy is not preserved. Nothing is re-
placed or overwritten.

After setting the restore method with the combo
box click OK. Retrospect displays the searching
and retrieval window.

Specifying the Search Criteria
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If you want to restore all files from all sources,
click OK.

Otherwise, use the controls and enter text to de-
fine the search criteria on file or folder names,
or click More Choices to make a custom selec-
tor with other search criteria. This window is



described in detail in "Finding Files" on page
267, and selectors are described in "Using Se-
lectors" on page 269.

When you have defined the search criteria, click
OK. Retrospect searches each source Backup
Set before displaying up the summary window.

Your file selection criteria are summarized next
to Searching. Files Chosen displays the total
number of files from each source Backup Set
that meet the search criteria.

Choosing Files to Restore

Click Files Chosen to open a browser that lists
files meeting the search criteria. You can man-
ually unmark and mark these files for restore.
See "Marking Files and Folders" on page 266
for more information. Files with check marks
will be restored when the operation is executed.

TIP: Depending on your search criteria, your
browser may list more than one version of a
particular file. For example, a given file may
have been modified daily and backed up every
day over a certain period of time. Use the
backed up or modified dates to determine which
version you want to restore.

Modifying Search Criteria

If the browser does not display the files you
want, you can close it and return to the summary
window to redefine the search criteria by click-
ing the Searching button. If you change the
search criteria, Retrospect displays a dialog ask-

ing whether you want to do a new search,
narrow the existing search, or widen the exist-
ing search.

2 Sagch sty sirasdy s,
L Phease select 3 march bype

E o A o b i et
Figro spphy cobusa ooty v ez
W e pasahy oarat Fist 1n sy

[ ] oo

New replaces the results of the previous search
with the results of the new search.

Narrow uses the new criteria to further restrict
the selection.

Widen uses the new criteria to add files to the
current selection.

Select a search type, then click OK to return to
the summary window and repeat the process un-
til you are satisfied with the chosen files.

Executing the Restore

If Retrospect has the information it needs, it
says “Ready to Execute” at the top of the
searching and retrieval summary window. If the
information is incomplete, it says “Not Ready to
Execute” and you must change one or more
parts of the information you gave it.

WARNING: Restoring can destroy data on the
destination. Make sure you chose the correct
restore method.

Make sure the correct Backup Set media is in
the backup device. If Retrospect does not see
the media it asks you for it in a window.

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for this op-
eration (or choose “Any Execution unit’). Make
your selection in the summary window’s combo
box. See "Assigning Execution Units" on page
157 for more information.

When you are ready, click Retrieve.

CHAPTER 4 « IMMEDIATE OPERATIONS 81



Monitoring the Restore

Retrospect performs the restore, displaying the
progress of the operation in the Activity Moni-
tor, which includes buttons to pause or stop its
execution.
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When the execution is complete, click the His-
tory tab to see performance data for the restore
operation. If any errors occurred you get more
information by clicking the Errors button. To
view the Operations Log for this execution,
click the Log button.

This log is described in "Viewing the Opera-
tions Log" on page 215.

When you leave Retrospect and go to the desti-
nation volume you can see it is changed to
reflect the restored files.

NOTE: A Mac OS client’s Desktop needs to be
updated after a large restore. Restart the
Macintosh while holding down the Command
and Option keys to rebuild the Desktop.

DUPLICATE

An immediate duplicate copies selected files in
their native file format from one drive or folder
to another. After a duplicate operation, the des-
tination drive contains an exact copy of every
file and folder that was duplicated. You can
open, edit, and otherwise work with the files.

RETROSPECT USER’S GUIDE

NOTE: Files and folders are copied without
compression and encrypted files remain
encrypted.

Retrospect allows you to duplicate files from
one drive to another, or duplicate files on the
same drive from one folder to another. Retro-
spect optimizes the duplication process by
copying only those files that do not already exist
on the destination.

There are two ways to set up an immediate du-
plicate. You can use Retrospect’s Duplicate
Wizard, which walks you through the process of
setting up a duplicate, or you can set up the du-
plicate on your own in Advanced Mode.
Advanced Mode has options that are unavail-
able in the Wizard. For more information see:

* Duplicating in Wizard Mode

* Switching from Wizard to Advanced Mode
* Duplicating in Advanced Mode

+ Switching from Advanced to Wizard Mode

Duplicating in Wizard Mode

The Duplicate Wizard provides an easy way to
set up and edit immediate duplicate operations.
To start the Duplicate Wizard, click Backup
from the navigation bar, then click the Dupli-
cate button.

TIP: If the Advanced Mode Duplicate
Summary screen displays, click Switch to
Wizard Mode.

Welcome Screen

If this is the first time you are setting up a dupli-
cate, click Next to continue using the Duplicate
Wizard. To set up the duplicate in Advanced
Mode, click Switch to Advanced Mode. See
"Duplicating in Advanced Mode" on page 85
for more information.



& Dl sbe Wisand []
Wedkome bo bhe Redraspen Dupbe abe Wirard

Ubi the iz b bl ot v e b boche dushstes b

oo o s raqui bk,

ik i £0 Adwanced e 5o sk the s and oat o you
duplcats wang Rubromeds sdwanosd aptions.

=] =] [Ccaca ]

If you have previously set up a duplicate, the
welcome screen displays your current settings.
See "Editing the Duplicate Settings" on page 85
for more information.

Choosing What to Duplicate

You can now select a specific drive or folder to
duplicate.
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Click a drive or folder to select it. This deselects
any other selected drive or folder.

You can select a drive or folder from any of the
containers listed in this screen: My Computer,
My Network Places, or Backup Clients.

* To add Retrospect Clients to the Backup
Clients container, click Add Clients.

* To add network volumes to the My Network
Places container, click Add Network
Volumes.

* To display the folders on a drive, select the
drive and click Show Folders.

See "Containers" on page 259 for more
information.

Choosing File Types to Duplicate

Select the check box for each type of file you
want to duplicate. If you select all the check
boxes, all files (except cache files) will be
duplicated.

NOTE: Some of these options function
differently with Windows, Mac OS, and UNIX
computers. The descriptions below focus on
how these options interact with Windows
computers. To learn how these options work
with other operating systems, see "Built-in
Selectors" on page 270.
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* Documents and Settings duplicates files in
the Documents and Settings folder, which
contains every user’s My Documents,
Favorites, Application Data, and Desktop
folders.

NOTE: For Windows 9x systems, the
“Documents and Settings” duplicates the
“Profiles” folder.

* Operating System and Applications
duplicates system files, including the
Windows folder and the System State. Also
duplicates application files, including
everything in the Program Files folder, as
well as files with known application
extensions (like .exe and .dll) anywhere on
the source.
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* Pictures duplicates all files in the My
Documents\My Pictures folder for all users.
It also duplicates files with common picture
file extensions (.jpg, for example) anywhere
on the source, except the Windows and
Program Files folders.

Music duplicates all files in the My
Documents\My Music folder for all users. It
also duplicates files with common music file
extensions (.wma and .mp3, for example)
anywhere on the source, except the
Windows and Program Files folders.

Movies duplicates all files in the My
Documents\My Videos folder for all users.
It also duplicates files with common movie
file extensions (.mov, for example)
anywhere on the source, except the
Windows and Program Files folders.

Office Documents duplicates Microsoft
Office Documents, Microsoft Outlook data,
and Adobe PDF files anywhere on the
source, except the Windows and Program
Files folders.

* All Other Files, duplicates all files not
selected by the other options.

NOTE: The Documents and Settings and
Operating System and Applications options are
not available if you are duplicating a folder.

Choosing the Destination
Select a drive or folder to which you want files
duplicated.

NOTE: The destination cannot be the same
drive or folder from which files are being
duplicated. You can duplicate to different
folders on the same drive or folders with the
same names on different drives.

The Add Folders, Add Network Volumes, and
Show Folders buttons on this screen function
the same way as in the “What do you want to
duplicate?” screen. See "Choosing What to Du-
plicate" on page 83.

RETROSPECT USER’S GUIDE

When you click Next, Retrospect displays a di-
alog warning that the destination folder or drive
will be completely replaced with the files you
selected to duplicate.

WARNING: Make sure that the destination
does not contain any important files before
duplicating. Any files already on the destination
will be lost and replaced with the files you
selected to duplicate. To be safe, create a new
folder on the destination drive and duplicate to
it.

Click Replace to dismiss the warning and con-
tinue setting up the duplicate.

Choosing When to Duplicate
For immediate duplicates, select Now.

If you want to set up a duplicate to run on a
schedule, select Later.

The steps to set up a duplicate to run later are
described in "Creating a Duplicate Script in
Wizard Mode" , starting with "Choosing When
to Duplicate" on page 114.

Reviewing the Duplicate Settings
The Duplicate Summary screen displays the du-
plicate settings you specified in the wizard.
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* Source lists the drive or folder to duplicate
* Selecting lists the file types to duplicate

* Destination lists the name of the drive or
folder to which data will be copied



To change any of the duplicate settings, click
Back.

To start the duplicate, click Start Now

Monitoring the Duplicate

Once you click Start Now, Retrospect exits the
Duplicate Wizard and displays the Activity
Monitor, just as it would for an immediate du-
plicate executed from Advanced Mode. See
"Monitoring the Duplicate" on page 88 for more
information.

Editing the Duplicate Settings

Retrospect automatically remembers the most
recent settings you specified for an immediate
duplicate. To view and edit those settings
choose Backup>Duplicate from the navigation
bar.
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TIP: If the Advanced Mode Duplicate
Summary screen displays, click Switch to
Wizard Mode.

To duplicate again with the same settings, click
Start Now.

To edit the settings, select “Let me change these
settings” and click Next. Editing the settings in
Wizard Mode is much the same as creating
them the first time. See "Duplicating in Wizard
Mode" on page 82 for more information.

To edit the settings in Advanced Mode, click
“Switch to Advanced Mode”. See "Switching
from Wizard to Advanced Mode" for more
information.

Switching from Wizard to Advanced
Mode

To access advanced options that are not avail-
able in Wizard Mode, click “Switch to
Advanced Mode” from the Welcome screen.

If you have not previously set up a duplicate,
you can proceed as described in "Duplicating in
Advanced Mode" on page 85.

If you have previously set up a duplicate, Retro-
spect remembers your settings and displays
them in the Advanced Mode summary window.

NOTE: A/l of the Wizard Mode options are
available in Advanced Mode. If you switch
from Wizard to Advanced Mode, those options
are mapped directly to equivalent options.

Duplicating in Advanced Mode

Duplicating in Advanced Mode provides access
some powerful Retrospect options that are not

available in Wizard Mode. In Advanced Mode
you can:

* Access more built-in selectors

* Create and apply custom selectors

* Preview and select specific files to duplicate
* Choose a duplicate method

* Set many additional options not available in
Wizard Mode

To set up an Immediate Duplicate in Advanced
Mode, click Backup from the navigation bar,
then click the Duplicate button.

If the Duplicate Wizard welcome screen dis-
plays, click Switch to Advanced Mode. The
Immediate Duplicate summary window
displays.
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Click the buttons on the summary screen to
specify the source, destination, and other back-
up options.

Choosing the Source Volume

In the Immediate Duplicate summary window,
click the Source button to display the Source
Selection window.
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Select the source volume from which files will
be copied and click OK. For details on using the
source selection window, see "Working with
Volumes" on page 258.

Choosing the Destination

In the Immediate Duplicate summary window,
click the Destination button to display the
Source Selection window again.
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Select a destination volume and choose a dupli-
cate method from the list box.

Replace Entire Volume replaces the entire
contents of the destination volume with the
selected files and folders from the source
volume. Identical files already present on the
destination are not duplicated.

Replace Corresponding Files copies the
selected files and folders to the destination
volume. When Retrospect finds a file that exists
on both the source and destination, the
destination file is always overwritten.
Retrospect leaves files untouched if they are
identical to files marked for duplication or if the
file names and locations do not match those
marked.

Replace if Source is Newer copies the selected
files and folders to the destination volume.
When Retrospect finds a file that exists on both
the source and destination, the destination file is
overwritten only if the source file is newer.
Retrospect leaves files untouched if they are
identical to files marked for duplication or if the
file names and locations do not match those
marked.

Duplicate Missing Files Only, copies only the
selected files and folders that don’t already exist
on the destination volume. Other files and fold-
ers on the destination are left untouched.



When you have selected the volume and set the
list box click OK.

Setting Additional Options

After you have specified the source volume to
duplicate and the destination volume to which
files will be copied, use the Immediate Dupli-
cate summary window to verify your choices
and set additional options.
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To makes changes, click the appropriate button.

Source lets you change the source volume or
folder.

Destination lets you choose a different volume
or folder as the destination.

Selecting lets you choose a selector, a kind of
filter for selecting files and folders to be dupli-
cated. (Selectors are explained in detail in
"Using Selectors" on page 269.) The default se-
lector is “All Files Except Cache Files” which
duplicates all files on the source.

Files Chosen scans the source volume and de-
termines which files need to be duplicated by
comparing the source files against the files that
already exist on the destination. When the scan
is complete, Retrospect opens a browser win-
dow to display a list of the files on the source
volume marked for duplicate. You can use it to
mark and unmark individual files and folders to
be duplicated.

Browsers are explained in "Browsing" on page
264. When you close the browser, the summary
window displays information about the selected
files.

Options displays the basic options window in
which you can turn verification on or off and
choose whether or not to update the backup re-
port. See "Duplicate Execution Options" on
page 222 for more information.
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Click the More Choices button to access many
more options. See "Execution Options" on page
220 for more information.

Executing the Duplicate

If Retrospect has the information it needs, it
says “Ready to Execute” at the top of the Imme-
diate Duplicate summary window. If the
information is incomplete, it says “Not Ready to
Execute” and you must change one or more
parts of the information you gave it.

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for this op-
eration (or choose “Any Execution unit’). Make
your selection in the summary window’s combo
box. See "Assigning Execution Units" on page
157 for more information.

When you are ready, click Duplicate.
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WARNING: Duplicating may destroy data on
the destination. Be sure it is acceptable to erase
or replace files on the destination volume.

Monitoring the Duplicate

The Activity Monitor shows the progress of the
duplicate operation and includes buttons to
pause or stop its execution.
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When the execution is complete, click the His-
tory tab to see performance data for the
duplicate operation. If any errors occurred you
get more information by clicking the Errors but-
ton. To view the Operations Log for this
execution, click the Log button.

This log is described in "Viewing the Opera-
tions Log" on page 215.

Editing the Duplicate Settings

Retrospect automatically remembers the most
recent settings you specified for an immediate
duplicate. To view and edit those settings
choose Backup>Duplicate from the navigation
bar.
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TIP: If the Wizard Mode duplicate summary
screen displays, click Switch to Wizard Mode.

To duplicate again with the same settings, click
Duplicate.

To edit the settings, click the buttons to change
the source, destination, file selection criteria,
and options. Editing the settings in Advanced
Mode is the same as creating them the first time.
See "Duplicating in Advanced Mode" on page
85 for more information.

To edit the settings in Wizard Mode, click
“Switch to Wizard Mode”. See "Switching from
Advanced to Wizard Mode" for more
information.

Scripting the Duplicate

If you want to automate your duplicates so they
can be performed while your computer is unat-
tended (e.g., when you go home at night), you

can use Retrospect’s scripting feature to set up
and schedule duplicates.

From the Immediate Duplicate summary win-
dow, click the Schedule button to save the
immediate duplicate information and settings as
a script. You can then add a schedule to the
script to accomplish automatic, unattended du-
plicate operations.

See "Scheduling Scripts" on page 130.



Switching from Advanced to Wizard
Mode

In general, EMC Dantz recommends editing
immediate duplicates in the same mode you cre-
ated them. Of course, you can switch between
the modes and if you do, it’s important to know
how Retrospect handles advanced options that
are not available in Wizard Mode.

To return to Wizard Mode at any time, click
“Switch to Wizard Mode” from the Advanced
Mode summary window.

If you have made any changes to your duplicate
settings, Retrospect asks if you want to save
those changes before switching modes.

Retrospeck

'E Save changes before continuing?

[ Save ] [Qon'tSave] [ Cancel ]

If you have not made any changes, Retrospect
displays the Wizard Mode Welcome screen
with a summary of the current duplicate
settings.

Since Advanced Mode includes options not
available in Wizard Mode, Retrospect must ei-
ther keep those settings, or discard them. There
are a few important options to consider:

* Duplicate Method

* Selectors

» Execution Options

» Manual File Selection

« Execution Unit

Duplicate Method

When choosing the destination in Advanced
Mode, Retrospect lets you specify the method
by which files are copied. You can choose:

* Replace Entire Volume

* Replace Corresponding Files

* Replace if Source is Newer
* Duplicate Missing Files Only

You cannot specify a duplicate method in Wiz-
ard Mode; it always uses the Replace Entire
Volume method.

For more information on the difference between
the duplicate methods, see "Choosing the Desti-
nation" on page 86.

Selectors

Advanced Mode includes a number of built-in
selectors that are not available in Wizard Mode.
In addition, you can create and use custom se-
lectors in Advanced Mode.

If you choose a selector that is not available in
Wizard Mode, then click “Switch to Wizard
Mode”, Retrospect keeps the advanced selector
and applies it when you run the duplicate.

In these situations, the Wizard Mode Welcome
screen displays (Created in Advanced Mode) in
the Selecting field.
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In addition, if you edit your duplicate settings, a

new option appears in the “What type of files do
you want to duplicate?” screen.

CHAPTER 4 « IMMEDIATE OPERATIONS 89



Wihkat bypee of e do you mant (o duplcate?
(5 Kineps ey achearce made selection
elect the folowrg

Extunes {e.0. *. 5. "L, *.of)

P (8.0 ¥ i, * 53, % s

Wicrges [n.g. .o, *-mow, *.mpgh

Offem Dotmants (a1, * doc, * ok, * g, * )
ot i

cpack | gty | [ gpetmow | [ Cocdl |

* Choose “Keep my advanced mode
selection” to keep your advanced selector.

* Choose “Select the following” and select a
new option to discard the advanced selector
and use a new one.

Execution Options

Advanced Mode includes many execution op-
tions that are not available in Wizard Mode,
such as verification.

If you choose an execution option that is not
available in Wizard Mode, then click “Switch to
Wizard Mode”, Retrospect keeps the advanced
execution option and applies it when you run
the duplicate.

WARNING: The Wizard Mode Welcome
screen does not indicate whether the duplicate
includes advanced execution options or not.
The only way to check is to switch to Advanced
Mode and review the Options settings.

Manual File Selection

In Advanced mode, you can click the Files Cho-
sen button and select specific files and folders to
duplicate. If you do this, the Advanced Mode
summary window displays (Manual selection)
in the Selecting field.

RETROSPECT USER’S GUIDE
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If you apply a manual selection, then click
“Switch to Wizard Mode”, Retrospect discards
the selection. There is no way to perform man-
ual selection in Wizard Mode.

Execution Unit

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for a dupli-
cate operation in Advanced Mode only.

If you choose a specific execution unit (not
“Any Execution unit”), then click “Switch to
Wizard Mode”, Retrospect keeps the execution
unit information and uses the specific execution
unit when you run the duplicate.

NOTE: The Wizard Mode Welcome screen
does not indicate whether the duplicate
specifies an execution unit or not. The only way
to check is to switch to Advanced Mode and
review the settings.

TRANSFER BACKUP SETS

Retrospect’s Transfer Backup Sets function
copies all files and Snapshots from one or more
Backup Sets to a single new or existing Backup
Set. It can be used to:

* Clone a Backup Set
* Protect against media failure

* Provide for offsite storage



* Start a new cycle of backups

* Consolidate multiple Backup Sets to a single
Backup Set

As with backup operations, transferring Backup
Sets by default matches files in the source to
files already in the destination and only copies
the necessary files. Existing Snapshots and files
on the destination remain untouched.

The Transfer Backup Sets function does not
have a preview feature. You must rely on selec-
tors instead of picking and choosing files by
hand.

To transfer files between Backup Sets, you must
have a separate tape or CD/DVD drive for each
Backup Set, even if both Backup Sets are on the
same type of media. In the case of disk and file
Backup Sets the need for separate backup de-
vices does not apply.

TIP: If you do not have separate drives for each
Backup Set, you can first transfer files
temporarily to a disk Backup Set and then
transfer the disk Backup Set to the final
destination Backup Set.

To transfer files between Backup Sets, click
Tools>Transfer Backup Sets. The Backup Set
Transfer summary window displays.
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The basic steps in transferring Backup Sets are:

* Selecting the Source Backup Sets
* Selecting the Destination Backup Set

* Selecting Files to Transfer

* Setting Additional Options

* Executing the Backup Set Transfer
* Scripting the Backup Set Transfer

Selecting the Source Backup Sets

In the Backup Set Transfer summary window,
click Sources to display the Backup Set Selec-
tion window.
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Select one or more source Backup Sets, and
click OK.

NOTE: Backup Set Transfer copies all
Snapshots and associated files in the source
Backup Set(s) to the destination Backup Set.
This is different from Snapshot Transfer, which
copies only active Snapshots and associated
files. See "Transfer Snapshots" on page 93 for
more information.

Selecting the Destination Backup Set

In the Backup Set Transfer summary window,
click Destination.

Select the destination Backup Set and click OK.
If the only Backup Sets listed in the window are
already specified as the source, or if you do not
want to use any of the Backup Sets in the list as
the destination, click Create New to create a
new Backup Set. See "Creating Backup Sets"
on page 232 for more information.
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Selecting Files to Transfer

By default, Retrospect transfers all files from
the source Backup Sets to the destination Back-
up Set. To transfer a subset of all files, click
Selecting in the Backup Set Transfer summary
window.

Choose a selector from the list or click More
Choices to create a custom selector. Selectors
are a kind of filter for selecting files and folders
to be transferred. Selectors are explained in de-
tail in "Using Selectors" on page 269.

Click OK when done.

Setting Additional Options

Retrospect includes a number of execution op-
tions that are specific to Backup Set Transfers.

Click Options in the Backup Set Transfer sum-
mary window to change the default settings for
the Copy Snapshots, Verification, Data com-
pression, Recycle source Backup Set, and other
options.
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See "Transfer Execution Options" on page 223
for more information about these options.

Click the More Choices button to access addi-
tional execution options. See "Execution
Options" on page 220 for more information.
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Executing the Backup Set Transfer

If Retrospect has the information it needs, it
says “Ready to Execute” at the top of the Back-
up Set Transfer summary window. If the
information is incomplete, it says “Not Ready to
Execute” and you must change one or more
parts of the information you gave it.

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for this op-
eration (or choose “Any Execution unit’). Make
your selection in the summary window’s combo
box. See "Assigning Execution Units" on page
157 for more information.

When you are ready, click Transfer. Retrospect
performs the transfer operation, displaying its
progress in the Activity Monitor.
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Retrospect may ask you to insert media.

When the execution is complete, click the His-
tory tab to see performance data for the transfer
operation. If any errors occurred you get more
information by clicking the Errors button. To
view the Operations Log for this execution,
click the Log button.

This log is described in "Viewing the Opera-
tions Log" on page 215.



Scripting the Backup Set Transfer
When a Backup Set Transfer summary window
is active, you can click the Schedule button to
save the transfer information and settings as a
script. You can then use the script to accomplish
Backup Set Transfer operations.

See Chapter 5 » Automated Operations.

TRANSFER SNAPSHOTS

Retrospect’s Transfer Snapshots function cop-
ies Snapshots and their associated files from
one Backup Set to a new or existing Backup Set.
It can be used to:

» Start a new Backup Set with a synthetic fill
backup

* Create an offsite disaster recovery Backup
Set

* Start a new cycle of backups with a full
backup

Transfer Snapshots is different from Transfer
Backup Sets in a number of ways. Transfer
Snapshots:

* Can only have a single Backup Set as the
source; Transfer Backup Sets can have
multiple sources.

* Transfer only active Snapshots; Transfer
Backup Sets transfers all Snapshots.

* Provides different methods for selecting
which Snapshots get transferred; Transfer

Backup Sets always transfers all Snapshots.

By default, transferring Snapshots matches files
in the source to files already in the destination
and only copies the necessary files. Existing
Snapshots and files on the destination remain
untouched.

The Transfer Snapshots function does not have
a preview feature. You must rely on selectors
instead of picking and choosing files by hand.

To transfer Snapshots between Backup Sets,
you must have a separate tape of CD/DVD drive
for each Backup Set, even if both Backup Sets
are on the same type of media. In the case of
disk and file Backup Sets the need for separate
backup devices does not apply.

TIP: If you do not have separate drives for each
Backup Set, you can first transfer Snapshots
temporarily to a disk Backup Set and then
transfer the disk Backup Set Snapshots to the
final destination Backup Set.

To transfer Snapshots between Backup Sets,
click Tools>Transfer Snapshots. The Backup
Set Snapshot Transfer summary window
displays.
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The basic steps in transferring Snapshots are:

* Selecting the Source Backup Set

* Selecting Snapshots

* Selecting the Destination Backup Set
* Selecting the Files to Transfer

* Setting Additional Options

» Executing the Snapshot Transfer

* Scripting the Snapshot Transfer

Selecting the Source Backup Set

In the Backup Set Snapshot Transfer summary
window, click Sources to display the Transfer
Snapshots source selection.
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In the source selection window’s top list, select
the Backup Set containing the Snapshot(s) you
want to transfer. Click the More button if your
desired Backup Set is not listed.

TIP: If you want to transfer Snapshots from
more than one Backup Set at one time, use
Transfer Backup Sets instead, or create a
Transfer Snapshots script. See "Transfer
Backup Sets" on page 90 and "Scripted
Snapshot Transfer" on page 126.

Retrospect displays a list of the selected Backup
Set’s active Snapshots in the window’s bottom
list. The date and time of the Snapshots are list-
ed to the right of each volume’s name.

NOTE: If no Snapshots are displayed, make
sure the “Transfer only selected Snapshots and
associated files in Backup Set” option button is
selected. Only Backup Sets with a date next to
them contain Snapshots.

By default, Retrospect saves the most recent
Snapshot for each volume (or subvolume) that
was backed up in its Catalog File. These Snap-
shots are considered active. All Snapshots,
including older ones, are saved on the backup
media (tape, disk, or CD/DVD). Following each
successful backup or archive operation, the old
Snapshot is replaced in the Catalog File with the
new one. The old Snapshot remains untouched
on the backup media and can be retrieved when
needed.

RETROSPECT USER’S GUIDE

NOTE: A disk Backup Sets with grooming
enabled saves all the Snapshots required by its
grooming policy in the Catalog File. For
example, if you told Retrospect to save the last
10 backups, then up to ten Snapshots for each
volume will be active.

If the Snapshot you want to transfer is not listed,
click the Add Snapshot button to display a list
of all Snapshots in the Backup Set.

When you select a Snapshot and click Retrieve
Retrospect obtains the older Snapshot from the
Backup Set media (which may require you to
insert media) and adds it to the list in the restore
source window. That Snapshot is now active.

NOTE: The Retrieve button is disabled when
you select a Snapshot that is already available.

Selecting Snapshots

Once you select a source Backup Set, there are
a number of ways to select which Snapshots to
transfer.

* Transfer all Snapshots and associated
files in Backup Set transfers all active
Snapshots and associated files. To see the
list of active Snapshots, click the other
option button. To make an older Snapshot
active, click Add Snapshots.

Transfer only selected Snapshots and
associated files in Backup Set, transfers
only those Snapshots you select from the
active Snapshots list. Control-click or Shift-
click to select multiple Snapshots. To make
an older Snapshot active, click Add
Snapshots.

NOTE: Transfer Snapshots only copies active
Snapshots. To copy all Snapshots, use Transfer
Backup Sets. See "Transfer Backup Sets" on
page 90 for more information.

The “Select only the most current versions dur-
ing transfer” check box modifies the “transfer
all” or “transfer only selected” selection. It is



most useful Transfer Snapshots scripts (since
the list of active Snapshots changes each time
you back up), but also has some application for
immediate operations.

Transferring all the most current Snapshots cop-
ies the most recent Snapshot for each volume
(or subvolume) in the active Snapshots list. The
result is what EMC Dantz calls a “synthetic
full” backup. After the transfer, the destination
Backup Set contains the same data it would af-
ter a full backup, at that point in time, to a new
Backup Set. You get a full backup without hav-
ing to perform the more time-consuming
process of executing a actual full backup.

NOTE: A synthetic full backup is the
equivalent of a full backup done at the time of
the most recent Snapshots. It does not include
files that are new or changed since the date and
time of those Snapshots, nor does it include
older versions of files contained in non-current
Snapshots.

Transferring the most current selected Snap-
shots copies the most recent Snapshot for each
volume (or subvolume) you select in the active
Snapshots list. You could manually select the
most current Snapshots for each volume to
achieve the same effect.

When you have made you selections, click OK.

Selecting the Destination Backup Set

In the Backup Set Snapshot Transfer summary
window, click Destination.

Select the destination Backup Set and click OK.
If you do not want to use any of the Backup Sets
in the list as the destination, click Create New to
create a new Backup Set. See "Creating Backup
Sets" on page 232 for more information.

TIP: Doing a “synthetic full” backup to a new
Backup Set allows you to start a fresh cycle of
backups without losing the time-saving benefits
of Progressive Backup. Subsequent backups to

the new Backup Set will copy only new and
changed files.

Selecting the Files to Transfer

By default, Retrospect transfers all files from
the selected Snapshots to the destination Back-
up Set. To transfer a subset of all files, click
Selecting in the Backup Set Snapshot Transfer
summary window.

Choose a selector from the list or click More
Choices to create a custom selector. Selectors
are a kind of filter for selecting files and folders
to be transferred. Selectors are explained in de-
tail in "Using Selectors" on page 269.

Click OK when done.

Setting Additional Options

Retrospect includes a number of execution op-
tions that are specific to Snapshot transfers.

Click Options in the Backup Set Snapshot
Transfer summary window to change the de-
fault settings for the Verification, Data
compression, Recycle source Backup Set, and
other options.
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See "Transfer Execution Options" on page 223
for more information about these options.

Click the More Choices button to access addi-
tional execution options. See "Execution
Options" on page 220 for more information.
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Executing the Snapshot Transfer

If Retrospect has the information it needs, it
says “Ready to Execute” at the top of the Back-
up Set Snapshot Transfer summary window. If
the information is incomplete, it says “Not
Ready to Execute” and you must change one or
more parts of the information you gave it.

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for this op-
eration (or choose “Any Execution unit’). Make
your selection in the summary window’s combo
box. See "Assigning Execution Units" on page
157 for more information.

When you are ready, click Transfer. Retrospect
performs the transfer operation, displaying its
progress in the Activity Monitor.

Retrospect may ask you to insert media.

When the execution is complete, click the His-
tory tab to see performance data for the transfer
operation. If any errors occurred you get more
information by clicking the Errors button. To
view the Operations Log for this execution,
click the Log button.

This log is described in "Viewing the Opera-
tions Log" on page 215.
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Scripting the Snapshot Transfer

When a Backup Set Snapshot Transfer summa-
ry window is active, you can click the Schedule
button to save the transfer information and set-
tings as a script. You can then use the script to

accomplish Snapshot Transfer operations.

See Chapter 5 » Automated Operations.

CONTROLLING IMMEDIATE
OPERATIONS

Retrospect gives you a number of ways to con-
trol an immediate operation while it’s in
progress. See Chapter 6 * Controlling Opera-
tions for more information.

You can use the “Stay in Retrospect” combo
box in Retrospect’s toolbar to determine what
Retrospect does when it is finished executing an
immediate operation. By default, Retrospect
does nothing, but if you want to start an imme-
diate operation and then go home, you can
choose to have Retrospect quit when the execu-
tion is complete. Unless Proactive Backup is
running, or another script is scheduled to run in
the application’s look ahead time, Retrospect
will quit (or shut down) when done. See
"Schedule Preferences" on page 244 for more
information on specifying the look ahead time.
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You learned how to set up and execute Retrospect’s immediate backup, duplicate, archive,
restore, and transfer operations in Chapter 4 » Immediate Operations. This chapter shows
you how to automate the process by using scripts, including Retrospect’s unique Proactive
Backup scripts.
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OVERVIEW OF SCRIPTS

One of the advantages of Retrospect is its ability
to automate repetitive tasks. By creating scripts,
you can automate all of the operations described
in Chapter 4 » Immediate Operations, namely:

* Backing up

* Duplicating

* Archiving

* Restoring

* Transferring Backup Sets
* Transferring Snapshots

In addition, Proactive Backup allows you to cre-
ate intelligent scripts that continually
reprioritize which computers get backed up next
based on criteria you specify.

Scripts are an important part of developing a
backup strategy. For more information on de-
veloping an effective backup strategy, see
"Backup Strategies" on page 208.

Automated operations include all of the same
information as immediate operations: a source,
destination, file selection criteria, and other op-
tions. Scripts also include a scheduling
component that controls when these automated
operations are executed.

Retrospect allows you to schedule scripts to run
automatically and unattended so you can choose
operating times that are most convenient for
you and for other users. Scheduling scripted
backups ensures data is backed up consistent-
ly—all you have to do is make sure the backup
computer is turned on and the proper media is in
the backup device. When it is time for a script to
execute, Retrospect automatically launches and
executes the operation. If there are no other
scripts scheduled to run in Retrospect’s look
ahead time, and you selected “shut down when
done” in the Startup Preferences, Retrospect
shuts down when the operation is complete.
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Automated Operations covers creating scripts,
scheduling scripts, executing scripts, and work-
ing with Proactive Backup Scripts. For
information on managing and maintaining
scripts, see "Maintaining Scripts" on page 241.

CREATING SCRIPTS

There are two ways to create scripts in
Retrospect:

* Scheduling an Immediate Operation
* Using the Manage Scripts Command

Using these methods you can create any type of
script, including backup, duplicate, archive, re-
store, and transfer.

NOTE: Proactive Backup Scripts are discussed
separately. See "Proactive Backup Scripts" on
page 137 for more information.

Scheduling an Immediate Operation
All the immediate operation summary windows
(Backup, Duplicate, Archive, Restore, and
Transfer) include a Schedule button that allows
you to create a script based on that operation.

NOTE: For backup, duplicate, and restore
operations, you must be in Advanced Mode to
access the Schedule button.

To Schedule an Immediate Operation:
1. Click the Schedule button from an
immediate operation summary window.

2. Enter a name for the script and click OK.

3. Verify or modify the information in the
script summary window.

4. Click the Schedule button and schedule the
script as described in "Scheduling Scripts" on
page 130.

5. When all the information in the script
summary window is correct, click the Save icon
S| in the toolbar.



You can also create backup scripts from the im-
mediate Backup Wizard and duplicate scripts
from the immediate Duplicate Wizard. See
"Backing Up in Wizard Mode" on page 56 and
"Duplicating in Wizard Mode" on page 82 for
more information.

Using the Manage Scripts Command

You can use the Manage Scripts command to
create a new script or to modify the settings of
an existing script.

For more information on how to modify exist-
ing scripts, see "Maintaining Scripts" on page
241. For information on creating new scripts,
see the following sections:

* Scripted Backup

* Scripted Duplicate

* Scripted Archive

* Scripted Restore

* Scripted Backup Set Transfer
* Scripted Snapshot Transfer

For information about Restore Database and
Restore Mailbox, see Appendix A: SQL Server
Agent and Appendix B: Exchange Server
Agent.

SCRIPTED BACKUP

There are two ways to set up a scripted backup
using the Manage Scripts command. You can
use Retrospect’s Backup Wizard, which walks
you through the process of setting up a scripted
backup, or you can set up the backup on your
own in Advanced Mode. Advanced Mode has
options that are unavailable in the Wizard. For
more information see:

* Creating a Backup Script in Wizard Mode
* Switching from Wizard to Advanced Mode

* Creating a Backup Script in Advanced Mode
* Switching from Advanced to Wizard Mode

Creating a Backup Script in Wizard
Mode

The Backup Wizard provides an easy way to set
up and edit scripted backup operations. To start
the Backup Wizard, click Automate from the
navigation bar, then click the Manage Scripts
button. The script editing window displays.
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Click the New button to create a new script. The
script selection window displays.
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Select Backup from the list and click OK. In the
script naming window, enter a name and click
OK. The Backup Wizard welcome screen
displays.

NOTE: If the Advanced Mode Backup Script
summary screen displays, click Switch to
Wizard Mode.

Welcome Screen

If this is the first time you are setting up a script-
ed backup, click Next to continue set up using
the Backup Wizard. To set up the backup in Ad-
vanced Mode, click Switch to Advanced Mode.
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See "Creating a Backup Script in Advanced
Mode" on page 107 for more information.
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If you have previously set up a scripted backup,
the welcome screen displays your current set-
tings. See "Editing the Backup Script Settings"
on page 106 for more information.

Choosing What to Back Up
Click the option button that describes what you
want to back up.
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* Documents and Settings, (only available
for Retrospect Professional) backs up the
Documents and Settings folder, which
contains every users’ folders, including My
Documents, Pictures, Music, Favorites, and
Desktop.

* My Computer, backs up the local
computer.

* My Computer and computers on my
network, backs up the local computer and
all logged in Retrospect Client computers.

RETROSPECT USER’S GUIDE

* Only computers on my network, (not
available for Retrospect Professional) backs
up all logged in Retrospect Client
computers.

* Let me choose, allows you to select the
drives and folders you want to back up from
the local computer, logged in Retrospect
Client computers, and network volumes.

Adding Retrospect Clients

If you chose to back up “My Computer and
computers on my network™ or “Only computers
on my network”, Retrospect will back up data
from all Retrospect Client computers logged in
at the time of the backup.

To log in Retrospect Clients now, click Add
Clients. For more information on installing,
configuring, and logging in clients, see Chapter
7 » Network Backup.

Choosing Specific Drives or Folders
Ifyou selected “Let me choose” in the “What do
you want to back up?” screen, you can now se-
lect one or more specific drives or folders to
back up.
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Click a drive or folder to select it. This deselects
any other selected drive or folder. Press and
hold the Control key and click a drive or folder
to select it without deselecting any current se-
lections. Press and hold the Shift key and click
a drive or folder to select all drives and folders
listed from the current selection to the Shift-
clicked selection.



You can select drives and folders from any of
the containers listed in this screen: My Comput-
er, My Network Places, Backup Clients, and
Source Groups. You can also select one or more
of the containers themselves to back up every-
thing inside.

* To add Retrospect Clients to the Backup
Clients container, click Add Clients.

* To add network volumes to the My Network
Places container, click Add Network
Volumes.

* To display the folders on a drive, select the
drive and click Show Folders.

See "Containers" on page 259 for more
information.

Choosing File Types to Back Up

Select the check box for each type of file you
want to back up. If you select all the check box-
es, all files (except cache files) will be backed

up.

NOTE: Some of these options function
differently with Windows, Mac OS, and UNIX
computers. The descriptions below focus on
how these options interact with Windows
computers. To learn how these options work
with other operating systems, see "Built-in
Selectors" on page 270.
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* Documents and Settings backs up files in
the Documents and Settings folder, which
contains every user’s My Documents,

Favorites, Application Data, and Desktop
folders.

NOTE: For Windows 9x systems, the
“Documents and Settings” backs up the
“Profiles” folder.

Operating System and Applications backs
up system files, including the Windows
folder and the System State. Also backs up
application files, including everything in the
Program Files folder, as well as files with
known application extensions (like .exe and
.dll) anywhere on the source.

Pictures backs up all files in the My
Documents\My Pictures folder for all users.
It also backs up files with common picture
file extensions (.jpg, for example) anywhere
on the source, except the Windows and
Program Files folders.

Music backs up all files in the My
Documents\My Music folder for all users. It
also backs up files with common music file
extensions (.wma and .mp3, for example)
anywhere on the source, except the
Windows and Program Files folders.

Movies backs up all files in the My
Documents\My Videos folder for all users.
It also backs up files with common movie
file extensions (.mov, for example)
anywhere on the source, except the
Windows and Program Files folders.

Office Documents backs up Microsoft
Office Documents, Microsoft Outlook data,
and Adobe PDF files anywhere on the
source, except the Windows and Program
Files folders.

* All Other Files, backs up all files not
selected by the other options.

NOTE: The Documents and Settings and
Operating System and Applications options are
not available if you are backing up a folder.

CHAPTER 5 + AUTOMATED OPERATIONS 101



Choosing the Backup Destination Device
You can store your backup on any device sup-
ported by Retrospect, including tape drives,
CD/DVD drives, and hard drives. Select one of
the following options:

* Tape, CD, DVD

*» Hard drives on the local computer or on the
network

For Tape/CD/DVD, Retrospect displays the
available devices. Select the device to which
you want to back up and click Next.

For hard drives, Retrospect displays local hard
drives and any network volumes listed in the
My Network Places container.

To add a network volume, double-click My
Network Places, then navigate to the volume
you want to add, select it, and click the Add but-
ton. If the volume requires it, enter a login and
password and click OK.

NOTE: If you set up Retrospect to log in as a
user with privileges to the network volume, you
will not be prompted to log in again. See
"Security Preferences" on page 245 for more
information.

To specify a folder on a local drive or network
volume, select it, then click the Browse button.
Navigate to the folder you want to back up to
and click OK.

Choosing Whether to Create a Schedule

You can either create a script with a schedule or
without a schedule.

If you choose not to create a schedule, you can
still run the script manually at any time. See
"Manual Script Execution" on page 135 for
more information. You can also add a schedule
to the script later.

Make a selection and click Next.

RETROSPECT USER’S GUIDE

NOTE: If you are editing a script that already
has a schedule, an additional option, “Keep the
existing schedule”, is also available.

Choosing When to Back Up

Select the check box for each day you want the
backup script to run and specify a time for the
script to start.
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TIP: Although Retrospect can back up
computers while they are in use, it is a good idea
to run scripts after normal business hours when
computers tend to be less busy.

Specifying One or Multiple Backup Sets
Choose whether you always want to back up to
one Backup Set, or want to use multiple Backup
Sets.

Backing up to multiple Backup Sets increases
the level of protection. Since each set contains a
complete backup of your data, you have a built-
in safety net in case of media failure. In addi-
tion, with multiple Backup Sets, you can move
the media for a Backup Set that is not currently
in use to an offsite location for protection
against theft, fire, or other disasters.

NOTE: If you only chose to back up on only
one day of the week, this screens lets you
choose to back up to one Backup Set or two
Backup Sets (alternating between Backup Sets
each week).



Choosing the Number of Backup Sets

If you chose to back up to multiple Backup Sets,
you can now specify how many Backup Sets
you want to use and how often you want to al-
ternate between backing up to each of them.
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The first option alternates between Backup Sets
on each day you chose to back up. For example,
if you chose to back up every day of the week,
Retrospect gives you the option to back up to
seven Backup Sets. In this case, Retrospect
backs up to a different Backup Set each day of
the week. If you choose to back up Monday,
Wednesday, and Friday, Retrospect gives you
the option to back up to three Backup Sets and
uses a different one every Monday, Wednesday,
and Friday.

The second option always uses two Backup Sets
and alternates between them each week. For ex-
ample, if you choose to back up every day of the
week, Retrospect backs up to the one Backup
Set every day in the first week, then backs up to
the other Backup Set every day in the next
week.

Use the list box to specify the day of the week
on which you want to switch between backup
Sets.

Naming the Backup Set(s)
This screen varies based on the number of
Backup Sets you specified.

Enter as many Backup Set names as required, or
use the default names provided by Retrospect. If

you have already created any Backup Sets, you
can select the “Use Existing” check box and
choose a Backup Set from the list box.

TIP: If you are using multiple Backup Sets, it is
especially important to give them meaningful
names. You will not be able to rename the
Backup Sets later.
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NOTE: The “Use Existing” check box only
appears if you have existing Backup Sets.

Setting the Compression Option

Click the “Yes” option button to turn on soft-
ware data compression for this backup script.
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Data compression saves space in the Backup
Set by compressing files before copying them
into the Backup Set. Files are automatically de-
compressed back to their original state when
restored.

The amount of compression savings you can ex-
pect depends on the types of files you are
compressing. Text files compress substantially;
application and system files do not.
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Backups (and restores) from Backup Sets using
data compression are slower than those that do
not.

NOTE: When copying to a tape device that has
built-in hardware data compression, Retrospect
automatically turns off software compression
and always uses hardware compression for best
performance.

Setting Backup Set Security Options

This screen allows you to specify a password to
restrict access to the Backup Set(s). You can
also choose to encrypt the Backup Set data to
provide additional security.

NOTE: Using encryption increases backup

time.
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Choose an option from the Backup Set Security
list box.

* None: provides no password protection for
the Backup Set(s) and does not encrypt the
Backup Set data.

» Password only: provides password
protection for the Backup Set(s). Stored data
is not encrypted.

* SimpleCrypt: provides password protection
and encrypts Backup Set data using EMC
Dantz’s proprietary encryption format.

* DES: provides password protection and
encrypts Backup Set data using the Data
Encryption Standard.

RETROSPECT USER’S GUIDE

* AES-128: provides password protection and
encrypts Backup Set data using the
Advanced Encryption Standard (128 bit).
AES-128 provides the best combination of
security and performance.

WARNING: Once a Backup Set is password-
protected or encrypted, you cannot change
these settings. In addition, if you forget your
password, you will not be able access the
Backup Set.

If you set a password and want Retrospect to re-
member it under certain circumstances, select
an option from the remember password list box.

* Remember password for any access: saves
the password for use with all immediate and
automated operations.

* Remember password for scripted access
(default): saves the password for use with
automated operations only. For example, if
the Backup Set is the destination for an
overnight backup script, Retrospect will not
require the password to be entered manually.

* Do not remember password for any
access: requires you to enter the password to
access the Backup Set in any way. For
example, you cannot back up to it or view its
properties without entering the password.
After you enter the password once, you do
not have to enter it again until you quit and
restart Retrospect.

NOTE: You can change the remember
password setting at a later time by modifying
the Backup Set’s properties. See "Configuring
Backup Sets" on page 235 for more
information.

Recycling Options for Tape Drive Backups
If you are backing up to tape Backup Sets, you
can tell Retrospect to “recycle” the destination

Backup Sets before backing up to them. Recy-

cling enables you to reuse the tapes in a Backup
Set, however all data on those tapes is lost.



WARNING: Before recycling tape Backup
Sets make sure the data on its tapes exists
elsewhere or that you can really afford to lose
the data.
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* No, I want to keep my existing backup
data: Choose this option to preserve all
existing backup data in the tape Backup
Sets. Retrospect backs up only new and
changed files since the last backup to each
Backup Set. If the a tape member fills up,
Retrospect asks for a new tape.

* Yes, OK to overwrite: Choose this option
to recycle the tape Backup Sets before
backing up. When Retrospect performs a
recycle backup, it clears the Backup Sets’
Catalog File contents (if any), so it appears
that no files are backed up. Then it looks for
the first tape member in the Backup Set and
erases it if it is available. If the first member
is not available, Retrospect uses any
available new or erased tape. All selected
files are backed up.

TIP: In Advanced Mode, you can recycle tape
Backup Sets by setting the backup action for
each scheduler to Recycle. See "Creating a
Script Scheduler" on page 131 for more
information.

Grooming Options for Hard Drive Backups
These options are only available when backing
up to hard drives. The selection you make tells
Retrospect what to do when the hard drive to

which you are backing up becomes full (or uses
all the disk space you allotted).
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* Ask for a new disk: When the backup drive
fills up, Retrospect asks for another hard
drive on which to store additional backups.
All of your backups on the original hard
drive are preserved.

* Keep only the last n backups: Specify the
number of backups you want to preserve
when the backup drive fills up. Retrospect
then automatically “grooms” (i.e., deletes)
all the other, older backups on the hard drive
to make room for new data.

* Keep according to Retrospect’s defined
policy: When the backup drive fills up,
Retrospect uses its own grooming policy to
delete old backups. This policy keeps a
backup for each day in the last week, a
backup for each week in the last month, and
a backup for each previous month.

Reviewing the Backup Script Settings

The Backup Summary screen displays the back-
up script settings you specified in the wizard.
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* Source lists the drives/folders to back up
* Selecting lists the file types to back up

* Destination lists the names of the Backup
Sets to which data will be copied

* Schedule lists the days and time when the
backup script will run

NOTE: Some options specified in the wizard
are not listed in the summary screen (e.g.,
compression), but they are implemented during
backup.

To change any of the backup script settings,
click Back.

To save the script settings, click Finish. If you

want to save the script settings and run the script
immediately, select the Backup now check box
and click Finish.

NOTE: If you select Backup now and the script
includes multiple destination Backup Sets, use
the drop-down menu to specify which one to
use.

Editing the Backup Script Settings

To edit a backup script, choose Automate>
Manage Scripts from the navigation bar. In the
Scripts window, select the script you want to
edit and click Edit.

RETROSPECT USER’S GUIDE
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TIP: If the Advanced Mode Backup Summary
screen displays, click Switch to Wizard Mode.

To edit the settings, select “Let me change these
settings” and click Next. Editing the settings in
Wizard Mode is much the same as creating
them the first time. See "Creating a Backup
Script in Wizard Mode" on page 99 for more
information.

To back up now using the script settings, select
“Backup now with these settings”, then click
Start Now.

NOTE: If the script includes multiple
destination Backup Sets, use the drop-down
menu to specify which one to use.

To edit the settings in Advanced Mode, click
“Switch to Advanced Mode”. See "Switching
from Wizard to Advanced Mode" for more
information.

Switching from Wizard to Advanced
Mode

To access to advanced options that are not avail-
able in Wizard Mode, click “Switch to
Advanced Mode” from the Welcome screen.

If you have not previously set up a backup
script, you can proceed as described in "Creat-
ing a Backup Script in Advanced Mode" on
page 107.

If you have previously set up a backup script,
Retrospect remembers your settings and dis-



plays them in the Advanced Mode summary
window.

NOTE: A/l of the Wizard Mode options are
available in Advanced Mode. If you switch
from Wizard to Advanced Mode, those options
are mapped directly to equivalent options.

Creating a Backup Script in Advanced

Mode

Creating a backup script in Advanced Mode
provides access to some powerful Retrospect
options that are not available in Wizard Mode.
In Advanced Mode you can:

* Access more built-in selectors
* Create and apply custom selectors

* Create multiple custom schedules that
include different backup actions

* Set many additional options not available in
Wizard Mode

This section takes you through the steps of de-
fining a backup script:

* Creating a Backup Script

* Setting the Backup Source

* Setting the Backup Destination

* Selecting Files to Back Up

* Setting Backup Execution Options
* Setting the Execution Unit

« Editing the Backup Script Settings

The steps for scheduling and saving are the
same for all scripts:

* See "Scheduling Scripts" on page 130.
* See "Saving Scripts" on page 134.

Creating a Backup Script

1. From the navigation bar, click Automate,
then click the Manage Scripts button.

The script editing window displays.
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2. Click the New button to create a new script.

The script selection window displays.
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3. Select Backup from the list and click OK.
The script naming window displays.
4. Enter a name and click OK.

The script appears in its own window.
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TIP: If the Retrospect Backup Wizard displays,
click Switch to Advanced Mode.

This script window is very similar to the
immediate backup summary window, with
information for the source volumes, destination
Backup Sets, file selection criteria, and options.

CHAPTER 5 + AUTOMATED OPERATIONS 107



Since this is a script, it also includes schedule
information.

5. To change information, click the appropriate
button.

Sources lets you add or remove source
volumes.

Destinations lets you choose one or more
destination Backup Sets.

Selecting lets you choose a selector—a kind of
filter for selecting files and folders to be backed
up.

Options displays the options window in which

you can toggle verification and data
compression.

Schedule lets you set the script to run at a
specific time or at regular intervals.

Setting the Backup Source

The first step in defining a script is setting the
source.

1. Click the Sources button.

The Source Selection window displays.
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2. Select a source volume (or volumes), then
click OK.
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3. Click Add to select additional sources, or
select a source and click Remove to remove it
from the list. When the list of sources is
complete, click OK.

NOTE: If there are multiple sources, they are
backed up in the order listed. Click and drag to
rearrange the list order.

Setting the Backup Destination

After specifying the source(s) to back up, you
must specify the destination Backup Set(s) for
the data.

1. Click the Destinations button.

If there are no Backup Sets defined, the Backup
Set Creation Wizard launches. Create a new
Backup Set, as described in "Creating Backup
Sets" on page 232. The new Backup Set appears
in the Backup Set Selection window.

If there are Backup Sets defined, the Backup Set
Selection window displays.
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You can click More or Create New to access
additional Backup Sets or create new ones.

2. Select one or more Backup Sets, then click
OK.

3. Click Add to select additional destinations,
or select a Backup Set and click Remove to
remove it from the list. When the list of
destinations is complete, click OK.

Selecting Files to Back Up

By default, Retrospect selects all files except
cache files on the source(s). You can choose a
different pre-defined selector or create a custom
selector to select a subset of files.

1. Click the Selecting button.
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2. Click a selector, then click OK.

You can also click More Choices to use
Retrospect’s file selection criteria to create a
custom selector. Selectors are explained in
detail in "Using Selectors," which starts on page
269.

NOTE: Selectors are used to determine which
files are considered for backup, not which files
actually get copied. For example, if you choose
All Files, Retrospect compares all the source
files with the files already in the destination
Backup Set, then copies only those files that are
new or changed.

Setting Backup Execution Options
Click the Options button to display the options
window in which you can toggle verification,

data compression, and other options which are
explained in detail in "Execution Options,"
which starts on page 220.

Setting the Execution Unit

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for this op-
eration (or choose “Any Execution unit’). Make
your selection in the summary window’s list
box. See "Assigning Execution Units" on page
157 for more information.

Editing the Backup Script Settings

To edit a backup script, choose Automate>
Manage Scripts from the navigation bar. In the
Scripts window, select the script you want to
edit and click Edit.
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NOTE: If Retrospect displays the script
settings in Wizard Mode, click Switch to
Advanced Mode to display the settings in
Advanced Mode.

To edit the settings, click the buttons to change
the sources, destinations, file selection criteria,
options, and schedule. Editing the settings in
Advanced Mode is the same as creating them
the first time. See "Creating a Backup Script in
Advanced Mode" on page 107 for more
information.

To edit the settings in Wizard Mode, click
“Switch to Wizard Mode”. See "Switching from
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Advanced to Wizard Mode" for more
information.

Switching from Advanced to Wizard
Mode

In general, EMC Dantz recommends editing
backup scripts in the same mode you created
them. Of course, you can switch between the
modes and if you do, it’s important to know
how Retrospect handles advanced options that
are not available in Wizard Mode.

To return to Wizard Mode at any time, click
“Switch to Wizard Mode” from the Advanced
Mode summary window.

If you have made any changes to your backup
script settings, Retrospect asks if you want to
save those changes before switching modes.

Retrospeck

'E Save changes before continuing?

[ Save ] [Qon'tSave] [ Cancel ]

If you have not made any changes, Retrospect
displays the Wizard Mode Welcome screen
with a summary of the current settings.

Since Advanced Mode includes options not
available in Wizard Mode, Retrospect must ei-
ther keep those settings, or discard them. There
are a few important options to consider:

* Selectors

» Execution Options
* Backup Sets

* Schedules

» Execution Unit

Selectors

Advanced Mode includes a number of built-in
selectors that are not available in Wizard Mode.
In addition, you can create and use custom se-
lectors in Advanced Mode.

RETROSPECT USER’S GUIDE

If you choose a selector that is not available in
Wizard Mode, then click “Switch to Wizard
Mode”, Retrospect keeps the advanced selector
and applies it when the backup script runs.

In these situations, the Wizard Mode Welcome
screen displays (Created in Advanced Mode) in
the Selecting field.
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In addition, if you edit your backup settings, a
new option appears in the “What type of files do
you want to back up?” screen.
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* Choose “Keep my advanced mode
selection” to keep your advanced selector.

* Choose “Select the following” and select a
new option to discard the advanced selector
and use a new one.

Execution Options
Advanced Mode includes many execution op-
tions that are not available in Wizard Mode.

NOTE: The compression execution option is
available in both Wizard and Advanced Mode.



If you change the option in one mode, it will be
reflected in the other.

If you choose an execution option that is not
available in Wizard Mode, then click “Switch to
Wizard Mode”, Retrospect keeps the advanced
execution option and applies it when the backup
script runs.

WARNING: The Wizard Mode Welcome
screen does not indicate whether the backup
script includes advanced execution options or
not. The only way to check is to switch to
Advanced Mode and review the Options
settings.

Backup Sets

In Advanced Mode, you can choose a file Back-
up Set as a destination. File Backup Sets are not
available from Wizard Mode.

TIP: File Backup Sets are most useful for
backing up a single file, otherwise, disk Backup
Sets are better.

If you choose a file Backup Set as a destination,
then click “Switch to Wizard Mode”, Retro-
spect discards the entire destination selection.

In these situations, the Wizard Mode Welcome
screen displays (No destination selected) in the
Destination field.
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If you click Next, the wizard discards the desti-
nation and forces you to select a new one. Click
“Switch to Advanced Mode” to continue using
a file Backup Set as the destination.

Advanced Mode also allows you to select desti-
nation Backup Sets of different types. For
example, the destination could be a tape Backup
Set and a CD/DVD Backup Set. In Wizard
Mode, all destination Backup Sets must be of
the same type.

If you choose Backup Sets of different types as
the destination, then click “Switch to Wizard
Mode”, Retrospect discards all the destination
backup Sets except the first one.

Schedules

Advanced mode includes scheduling options
that are not available in Wizard mode. For ex-
ample, you can create different types of
schedules, create multiple schedules for a single
script, and specify a backup action for a sched-
ule. See "Scheduling Scripts" on page 130 for
more information.

If you specify scheduling options that are not
available in Wizard Mode, then click “Switch to
Wizard Mode”, Retrospect keeps the advanced
schedule.

In these situations, the Wizard Mode Welcome
screen displays (Created in Advanced Mode) in
the Schedule field and includes a message say-
ing the schedule cannot be edited in Wizard
Mode.
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In addition, if you edit your backup settings, a
new option appears in the “When do you want
to back up?” screen.
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* Choose “Keep the existing schedule” to
keep your advanced schedule.

* Choose “No schedule” to discard the
advanced schedule set up an unscheduled
script.

* Choose “Change the current schedule” to
discard the advanced schedule and set up a
new one.

Execution Unit

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for a backup
script in Advanced Mode only.

If you choose a specific execution unit (not
“Any Execution unit”), then click “Switch to
Wizard Mode”, Retrospect keeps the execution
unit information and uses the specific execution
unit when the backup script runs.

NOTE: The Wizard Mode Welcome screen
does not indicate whether the script specifies an
execution unit or not. The only way to check is
to switch to Advanced Mode and review the
settings.

SCRIPTED DUPLICATE

Duplicate scripts are great for unattended copy-
ing of hard disks, folders, or files from one
volume to another. For example, you could use
a duplicate script to automatically copy a local

RETROSPECT USER’S GUIDE

folder to a shared file server at the end of every
week.

There are two ways to set up a scripted duplicate
using the Manage Scripts command. You can
use Retrospect’s Duplicate Wizard, which
walks you through the process of setting up a
scripted duplicate, or you can set up the dupli-
cate on your own in Advanced Mode. Advanced
Mode has options that are unavailable in the
Wizard. For more information see:

* Creating a Duplicate Script in Wizard Mode
* Switching from Wizard to Advanced Mode

* Creating a Duplicate Script in Advanced
Mode

* Switching from Advanced to Wizard Mode

Creating a Duplicate Script in Wizard
Mode

The Duplicate Wizard provides an easy way to
set up and edit scripted duplicate operations. To
start the Duplicate Wizard, click Automate
from the navigation bar, then click the Manage
Scripts button. The script editing window
displays.

Click the New button to create a new script. The
script selection window displays.
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Select Duplicate from the list and click OK. In
the script naming window, enter a name and
click OK. The Duplicate Wizard welcome
screen displays.



NOTE: If the Advanced Mode Duplicate Script
summary screen displays, click Switch to
Wizard Mode.

Welcome Screen

If this is the first time you are setting up a script-
ed duplicate, click Next to continue set up using
the Duplicate Wizard. To set up the duplicate in
Advanced Mode, click Switch to Advanced
Mode. See "Creating a Duplicate Script in Ad-
vanced Mode" on page 116 for more
information.

If you have previously set up a scripted dupli-

cate, the welcome screen displays your current
settings. See "Editing the Duplicate Script Set-
tings" on page 115 for more information.

Choosing What to Duplicate
Select a specific drive or folder to duplicate.
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Click a drive or folder to select it. This deselects
any other selected drive or folder.

You can select a drive or folder from any of the
containers listed in this screen: My Computer,
My Network Places, or Backup Clients.

* To add Retrospect Clients to the Backup
Clients container, click Add Clients.

* To add network volumes to the My Network
Places container, click Add Network
Volumes.

* To display the folders on a drive, select the
drive and click Show Folders.

See "Containers" on page 259 for more
information.

Choosing File Types to Duplicate

Select the check box for each type of file you
want to duplicate. If you select all the check
boxes, all files (except cache files) will be
duplicated.

NOTE: Some of these options function
differently with Windows, Mac OS, and UNIX
computers. The descriptions below focus on
how these options interact with Windows
computers. To learn how these options work
with other operating systems, see "Built-in
Selectors" on page 270.
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* Documents and Settings duplicates files in
the Documents and Settings folder, which
contains every user’s My Documents,
Favorites, Application Data, and Desktop
folders.

NOTE: For Windows 9x systems, the
“Documents and Settings” duplicates the
“Profiles” folder.

Operating System and Applications
duplicates system files, including the
Windows folder and the System State. Also
duplicates application files, including
everything in the Program Files folder, as
well as files with known application
extensions (like .exe and .dll) anywhere on
the source.
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* Pictures duplicates all files in the My
Documents\My Pictures folder for all users.
It also duplicates files with common picture
file extensions (.jpg, for example) anywhere
on the source, except the Windows and
Program Files folders.

Music duplicates all files in the My
Documents\My Music folder for all users. It
also duplicates files with common music file
extensions (.wma and .mp3, for example)
anywhere on the source, except the
Windows and Program Files folders.

Movies duplicates all files in the My
Documents\My Videos folder for all users.
It also duplicates files with common movie
file extensions (.mov, for example)
anywhere on the source, except the
Windows and Program Files folders.

Office Documents duplicates Microsoft
Office Documents, Microsoft Outlook data,
and Adobe PDF files anywhere on the
source, except the Windows and Program
Files folders.

* All Other Files, duplicates all files not
selected by the other options.

NOTE: The Documents and Settings and
Operating System and Applications options are
not available if you are duplicating a folder.

Choosing the Destination
Select a drive or folder to which you want files
duplicated.

NOTE: The destination cannot be the same
drive or folder from which files are being
duplicated. You can duplicate to different
folders on the same drive or folders with the
same names on different drives.

The Add Folders, Add Network Volumes, and
Show Folders buttons on this screen function
the same way as in the “What do you want to
duplicate?” screen. See "Choosing What to Du-
plicate" on page 113.

RETROSPECT USER’S GUIDE

When you click Next, Retrospect displays a di-
alog warning that the destination folder or drive
will be completely replaced with the files you
selected to duplicate.

Retrospeck

) Really duplicate to
/. 21 Duplicated Files on WD MediaCtr (H:)

replacing all contents?

WARNING: Make sure that the destination
does not contain any important files before
duplicating. Any files already on the destination
will be lost and replaced with the files you
selected to duplicate. To be safe, create a new
folder on the destination drive and duplicate to
it.

Click Replace to dismiss the warning and con-
tinue setting up the duplicate script.

Choosing Whether to Create A Schedule

You can either create a script with a schedule or
without a schedule.

If you choose not to create a schedule, you can
still run the script manually at any time. See
"Manual Script Execution" on page 135 for
more information. You can also add a schedule
to the script later.

Make a selection and click Next.

NOTE: If you are editing a script that already
has a schedule, an additional option, “Keep the
existing schedule”, is also available.

Choosing When to Duplicate

Select the check box for each day you want the
duplicate script to run and specify a time for the
script to start.
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TIP: Although Retrospect can duplicate
computers while they are in use, it is a good idea
to run scripts after normal business hours when
computers tend to be less busy.

Reviewing the Duplicate Settings

The Duplicate Summary screen displays the du-
plicate script settings you specified in the
wizard.
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* Sourece lists the drive or folder to duplicate

* Selecting lists the file types to duplicate

* Destination lists the name of the drive or
folder to which data will be copied

* Schedule lists the days and time when the
duplicate script will run

To change any of the duplicate script settings,
click Back.

To save the script settings, click Finish. If you
want to save the script settings and run the script
immediately, select the Duplicate now check
box and click Finish.

WARNING: Duplicating can delete files on the
destination. Any files already on the destination
will be lost and replaced with the files you
selected to duplicate. Make sure the destination
does not contain important files before
duplicating.

Editing the Duplicate Script Settings

To edit a duplicate script, choose Automate>
Manage Scripts from the navigation bar. In the
Scripts window, select the script you want to
edit and click Edit.

TIP: If Retrospect displays the script settings in
Advanced Mode, click Switch to Wizard Mode
to display the settings in Wizard Mode.

To edit the settings, select “Let me change these
settings” and click Next. Editing the settings in
Wizard Mode is much the same as creating
them the first time. See "Creating a Duplicate
Script in Wizard Mode" on page 112 for more
information.

To duplicate now using the script settings, se-
lect “Duplicate now with these settings”, then
click Start Now.

To edit the settings in Advanced Mode, click
“Switch to Advanced Mode”. See "Switching
from Wizard to Advanced Mode" for more
information.

Switching from Wizard to Advanced
Mode

To access advanced options that are not avail-
able in Wizard Mode, click “Switch to
Advanced Mode” from the Welcome screen.

If you have not previously set up a duplicate
script, you can proceed as described in "Creat-
ing a Duplicate Script in Advanced Mode" on
page 116.

If you have previously set up a duplicate script,
Retrospect remembers your settings and dis-
plays them in the Advanced Mode summary
window.
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NOTE: A4// of the Wizard Mode options are
available in Advanced Mode. If you switch
from Wizard to Advanced Mode, those options
are mapped directly to equivalent options.

Creating a Duplicate Script in
Advanced Mode

Creating a duplicate script in Advanced Mode
provides access to some powerful Retrospect
options that are not available in Wizard Mode.
In Advanced Mode you can:

* Access more built-in selectors

* Create and apply custom selectors
* Choose a duplicate method

* Create multiple custom schedules

* Set many additional options not available in
Wizard Mode

This section takes you through the steps of de-
fining a duplicate script:

* Creating a Duplicate Script

* Setting the Duplicate Source

« Setting the Duplicate Destination

* Selecting Files to Duplicate

* Setting Duplicate Execution Options
* Setting the Execution Unit

« Editing the Duplicate Script Settings

The steps for scheduling and saving are the
same for all scripts:

* See "Scheduling Scripts" on page 130.
* See "Saving Scripts" on page 134.
Creating a Duplicate Script

1. From the navigation bar, click Automate
then click the Manage Scripts button.

The script editing window displays.

2. Click the New button to create a new script.

The script selection window displays.

3. Select Duplicate from the list and click OK.

The script naming window displays.
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4. Enter a name and click New.

The script appears in its own window.

NOTE: If the Retrospect Duplicate Wizard
displays, click Switch to Advanced Mode.

This script window is very similar to the
immediate duplicate summary window, with
information for the source volume, destination
volume, file selection criteria, and options.
Since this is a script, it also includes schedule
information.

5. To change information, click the appropriate
button.

Source lets you select a source volume.
Destination lets you select a destination
volume.

Selecting lets you choose a selector, a kind of
filter for selecting files and folders to be backed
up.

Options displays the options window in which
you can toggle verification, data compression,
and other options.

Schedule lets you set the script to run at a

specific time or at regular intervals.

Setting the Duplicate Source

Because this is a new script, Retrospect says
“No volume selected” for the source.

1. Click the Source button.

The Source Selection window displays.
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2. Select the source volume and click OK.

For details on using the volume selection
window, see "Working with Volumes," which
starts on page 258.

Setting the Duplicate Destination

For duplicate operations, the destination is not a
Backup Set, but a volume (other than the source
volume).

1. Click the Destination button.

The volume selection window displays.
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2. Select the destination volume to which you
want the files copied.

3. Make a selection from the list box to specify
a duplicate method (i.e., what happens to the
existing contents of the destination drive).

Replace Entire Volume replaces the entire
contents of the destination volume with the
selected files and folders from the source
volume. Identical files already present on the
destination are not duplicated. this is the default
option.

Replace Corresponding Files copies the
selected files and folders to the destination
volume. When Retrospect finds a file that exists
on both the source and destination, the
destination file is always overwritten.
Retrospect leaves files untouched if they are
identical to files marked for duplication or if the
file names and locations do not match those
marked.

Replace if Source is Newer copies the selected
files and folders to the destination volume.
When Retrospect finds a file that exists on both
the source and destination, the destination file is
overwritten only if the source file is newer.
Retrospect leaves files untouched if they are
identical to files marked for duplication or if the
file names and locations do not match those
marked.

Duplicate Missing Files Only, copies only the
selected files and folders that don’t already exist
on the destination volume. Other files and fold-
ers on the destination are left untouched.

WARNING: Duplicate operations can replace
or delete files on the destination volume Make
sure you are not overwriting or deleting
important files before continuing.

4. Click OK to accept your destination choices.

Selecting Files to Duplicate

By default, Retrospect selects all files except
cache files on the source. You can choose a dif-
ferent pre-defined selector or create a custom
selector to select a subset of files.

1. Click the Selecting button.
2. Click a selector, then click OK.
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You can also click More Choices to use
Retrospect’s file selection criteria to create a
custom selector. Selectors are explained in
detail in "Using Selectors," which starts on page
269.

NOTE: Selectors are used to determine which
files are considered for duplication, not which
files actually get copied. For example, if you
choose All Files, Retrospect compares all the
files on the source volume with the files already
on the destination volume. Matching files are
not copied from the source volume to the
destination volume.

Setting Duplicate Execution Options
Click the Options button to display the options
window in which you can set the verification,
update backup report, and other options which
are explained in detail in "Execution Options,"
which starts on page 220. One such option is to
move—rather than just copy—files from the
source to the destination.

Setting the Execution Unit

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for this op-
eration (or choose “Any Execution unit’). Make
your selection in the summary window’s list
box. See "Assigning Execution Units" on page
157 for more information.

Editing the Duplicate Script Settings

To edit a duplicate script, choose Automate>
Manage Scripts from the navigation bar. In the
Scripts window, select the script you want to
edit and click Edit.
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NOTE: If Retrospect displays the script
settings in Wizard Mode, click Switch to
Advanced Mode to display the settings in
Advanced Mode.

To edit the settings, click the buttons to change
the source, destination, file selection criteria,
options, and schedule. Editing the settings in
Advanced Mode is the same as creating them
the first time. See "Creating a Duplicate Script
in Advanced Mode" on page 116 for more
information.

To edit the settings in Wizard Mode, click
“Switch to Wizard Mode”. See "Switching from
Advanced to Wizard Mode" for more
information.

Switching from Advanced to Wizard
Mode

In general, EMC Dantz recommends editing du-
plicate scripts in the same mode you created
them. Of course, you can switch between the
modes and if you do, it’s important to know
how Retrospect handles advanced options that
are not available in Wizard Mode.

To return to Wizard Mode at any time, click
“Switch to Wizard Mode” from the Advanced
Mode summary window.

If you have made any changes to your duplicate
script, Retrospect asks if you want to save those
changes before switching modes.
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'E Save changes before continuing?

[ Save ] [Qon'tSave] [ Cancel ]

If you have not made any changes, Retrospect
displays the Wizard Mode Welcome screen
with a summary of the current duplicate script
settings.

Since Advanced Mode includes options not
available in Wizard Mode, Retrospect must ei-
ther keep those settings, or discard them. There
are a few important options to consider:

* Duplicate Method
* Selectors

» Execution Options
* Schedules

* Execution Unit

Duplicate Method

When choosing the destination in Advanced
Mode, Retrospect lets you specify the method
by which files are copied. You can choose:

* Replace Entire Volume

* Replace Corresponding Files
* Replace if Source is Newer

* Duplicate Missing Files Only

You cannot specify a duplicate method in Wiz-
ard Mode; it always uses the Replace Entire
Volume method.

For more information on the difference between
the duplicate methods, see "Setting the Dupli-
cate Destination" on page 117.

Selectors

Advanced Mode includes a number of built-in
selectors that are not available in Wizard Mode.
In addition, you can create and use custom se-
lectors in Advanced Mode.

If you choose a selector that is not available in
Wizard Mode, then click “Switch to Wizard
Mode”, Retrospect keeps the advanced selector
and applies it when you run the duplicate.

In these situations, the Wizard Mode Welcome
screen displays (Created in Advanced Mode) in
the Selecting field.
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In addition, if you edit your duplicate settings, a
new option appears in the “What type of files do
you want to duplicate?” screen.
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* Choose “Keep my advanced mode
selection” to keep your advanced selector.

* Choose “Select the following” and select a
new option to discard the advanced selector
and use a new one.

Execution Options

Advanced Mode includes many execution op-
tions that are not available in Wizard Mode,
such as verification.
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If you choose an execution option that is not
available in Wizard Mode, then click “Switch to
Wizard Mode”, Retrospect keeps the advanced
execution option and applies it when you run
the duplicate.

WARNING: The Wizard Mode Welcome
screen does not indicate whether the duplicate
includes advanced execution options or not.
The only way to check is to switch to Advanced
Mode and review the Options settings.

Schedules

Advanced mode includes scheduling options
that are not available in Wizard mode. For ex-
ample, you can create different types of
schedules and create multiple schedules for a
single script. See "Scheduling Scripts" on page
130 for more information.

If you specify scheduling options that are not
available in Wizard Mode, then click “Switch to
Wizard Mode”, Retrospect keeps the advanced
schedule.

In these situations, the Wizard Mode Welcome
screen displays (Created in Advanced Mode) in
the Schedule field and includes a message say-
ing the schedule cannot be edited in Wizard
Mode.
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In addition, if you edit your duplicate script set-
tings, a new option appears in the “When do you
want to run the duplicate?” screen.
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* Choose “Keep the existing schedule” to
keep your advanced schedule.

* Choose “No schedule” to discard the
advanced schedule set up an unscheduled
script.

* Choose “Change the current schedule” to
discard the advanced schedule and set up a
new one.

Execution Unit

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for a dupli-
cate script in Advanced Mode only.

If you choose a specific execution unit (not
“Any Execution unit”), then click “Switch to
Wizard Mode”, Retrospect keeps the execution
unit information and uses the specific execution
unit when the duplicate script runs.

NOTE: The Wizard Mode Welcome screen
does not indicate whether the duplicate script
specifies an execution unit or not. The only way
to check is to switch to Advanced Mode and
review the settings.

SCRIPTED ARCHIVE

Archiving allows you to remove seldom-used
files from a hard disk while maintaining a copy
of those files on your storage media.



The process of creating and using an archive
script is almost identical to that of a backup
script.

See "Scripted Backup," which starts on page 99,
for more information.

This section explains the differences between
an archive script and a backup script.

An archive script is just like a backup script,
with three main differences:

* Backup scripts support multiple destination
Backup Sets, while archive scripts support a
single destination Backup Set.

* Archive scripts have an additional option not
available for backup scripts. For archive
scripts, you can choose to move—rather
than just copy—files from the source to the
destination. See page 222 for details on the
Move Files option.

* Archive scripts, by default, copy (or move)
all selected files from the source to the
destination. Backup scripts, by default, copy
only those files which are not already
present on the destination or have been
modified since the last time they were
copied.

NOTE: In both cases, the default can be
modified by changing the matching options.
See "Matching Execution Options" on page 225
for more information.

Be sure to read "Archiving Tips" on page 70 for
other important information about archiving.

SCRIPTED RESTORE

Usually, you don’t know in advance when
you’re going to need to restore files, but there
are some situations in which restore scripts are
useful. You might want to create a restore script
for use in a student computer lab environment,

for example, in which the hard disks are re-
stored from a common source every night.

The steps to define a restore script are:

* Creating a Restore Script

* Setting the Restore Source

* Setting the Restore Destination

* Selecting Files to Restore

« Setting Restore Execution Options
* Setting the Execution Unit

The steps for scheduling and saving are the
same for all scripts:

* See "Scheduling Scripts" on page 130.
* See "Saving Scripts" on page 134.

Creating a Restore Script

1. From the navigation bar, click Automate
then click the Manage Scripts button.

The script editing window displays.

2. Click the New button to create a new script.
The script selection window displays.

3. Select Restore from the list and click OK.
The script naming window displays.

4. Enter a name and click New.

The script appears in its own window.
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This script window is very similar to the
immediate restore summary window, with
information for the source Backup Set,
destination volume, file selection criteria, and
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options. Since this is a script, it also includes
schedule information

5. To change information, click the appropriate
button.

Source lets you specify a Backup Set and
associated Snapshot from which to restore.

Destination lets you choose the destination
volume.

Selecting lets you choose a selector—a kind of
filter for selecting files and folders to be
restored.

Options Lets you specify various options. For
example, you can have Retrospect update the
Date Modified information for all restored files
to the current date and time.

Schedule lets you set the script to run at a
specific time or at regular intervals.

Setting the Restore Source

Because this is a new script, Retrospect says
“No Backup Set selected” in the script summary
window.

1. Click the Source button to display a window
listing Backup Sets and their Snapshots.
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2. In the top-half of the window, select the
Backup Set containing the Snapshot from which
you want to restore.

NOTE: If the Backup Set you are looking for is
not listed, click the More button to access
additional Backup Sets by opening or recreating
their Catalog Files.
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3. In the bottom-half of the window, select the
Snapshot.

The date and time of each Snapshot is listed.
NOTE: If the Snapshot you are looking for is
not listed, click the Add Snapshot button to
retrieve additional Snapshots from the storage
media.

4. Click OK to continue.

The Backup Set and Snapshot date, time, and
volume name are listed in the script window.

Setting the Restore Destination

Because this is a new script, Retrospect says
“No volume selected” in the script window.

1. Click the Destination button.

The volume selection window displays.
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2. Select the destination volume to which you
want the files restored.

3. Make a selection from the list box to specify
the restore method.

Restore Entire Volume makes the destination
volume exactly match the source Snapshot. It
deletes all files and folders on the destination
that do not match those marked for restore in the
Snapshot, leaving files untouched if they are
identical to files marked for restore. It then
copies all remaining files and folders from the
Snapshot to the destination, preserving the



folder hierarchy. This is the default restore
method if you chose “Restore an entire
volume”. If you select this method, Retrospect
restores registry and System State information
from the Snapshot (if both the Snapshot and
destination are system volumes) by default.

NOTE: To prevent the operating system from
crashing, the Restore Entire Volume method
does not delete the active Windows system, nor
does it delete the “blessed” system folder of a
Mac OS client.

Replace Corresponding Files restores all
selected files from the Snapshot that do not exist
on the destination and overwrites files on the
destination that also exist in the source
Snapshot. These “corresponding” or
“matching” files on the destination are always
overwritten with files from the Snapshot
regardless of whether the Snapshot file is newer
or older than the destination file. Retrospect
leaves files untouched if they are identical to
files marked for restore, if the file names do not
match those marked for restore, or if the path to
those files is not identical. If you select this
method and choose the Restore System State
execution option, Retrospect restores registry
and System State information from the
Snapshot (if both the Snapshot and destination
are system volumes).

Replace if Backup is Newer restores all
selected files from the Snapshot that do not exist
on the destination and overwrites matching files
on the destination only if the Snapshot file is
newer than the destination file. If you select this
method and choose the Restore System State
execution option, Retrospect restores registry
and System State information from the
Snapshot (if both the Snapshot and destination
are system volumes).

Restore Missing Files Only restores all
selected files from the Snapshot that do not exist
on the destination, but does not overwrite any
files on the destination. Matching files on the
destination are left untouched. If you select this

method and choose the Restore System State
execution option, Retrospect restores registry
and System State information from the
Snapshot (if both the Snapshot and destination
are system volumes).

NOTE: To restore just the registry and System
State, choose “Restore Missing Files Only”,
then click Files Chosen and make sure no files
are selected, and finally click Options>More
Choices and select the Restore System State
check box.

Retrieve Files & Folders creates a new folder
on the destination volume (giving the folder the
name of the Backup Set), then copies all
selected files from the Snapshot into this folder,
preserving the Snapshot folder hierarchy.
Nothing is replaced or overwritten. This is the
default restore method if you chose “Restore
files and folders™. This method never restores
registry and System State information.

Retrieve Just Files creates a new folder on the
destination volume (giving the folder the name
of the Backup Set), then copies all selected files
from the Snapshot into this folder. The
Snapshot folder hierarchy is not preserved.
Nothing is replaced or overwritten. This method
never restores registry and System State
information.

WARNING: The Restore Entire Volume,
Replace Corresponding Files, and Replace if
Backup is Newer methods may destroy data on
the destination. If you choose one of these
methods, be sure it is acceptable to erase or
replace files on the destination volume.

4. Click OK.

Selecting Files to Restore

By default, Retrospect selects all files from the
source Backup Set. You can choose a different
pre-defined selector or create a custom selector
to select a subset of all files.

1. Click the Selecting button.
2. Click a selector, then click OK.
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You can also click More Choices to use
Retrospect’s file selection criteria to create a
custom selector. Selectors are explained in
detail in "Using Selectors," which starts on page
269.

NOTE: Selectors are used to determine which
files are considered for restoring, not which
files actually get restored. For example, if you
choose All Files, Retrospect compares all the
files in the source Backup Set with the files
already on the destination volume. Matching
files are not copied from the source to the
destination.

Setting Restore Execution Options

Click the Options button to display the options
window. Then, click More Choices to specify a
number of options that are explained in detail in
"Execution Options," which starts on page 220.

The Update modify dates option is only avail-
able for restore operations. See "Files Execution
Options" on page 222 for more information.

Setting the Execution Unit

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for this op-
eration (or choose “Any Execution unit’). Make
your selection in the summary window’s list
box. See "Assigning Execution Units" on page
157 for more information.

SCRIPTED BACKUP SET
TRANSFER

If you need to copy all files and Snapshots from
one or more Backup Sets to a single new or ex-
isting Backup Set on a regular basis, you can
create a Transfer Backup Sets script to automate
this process. These scripts can be used to:

* Clone a Backup Set

* Protect against media failure
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* Provide for offsite storage
* Start a new cycle of backups

* Consolidate multiple Backup Sets to a single
Backup Set

Transferring Backup Sets scripts, by default,
match files in the source to files already in the
destination and only copy the necessary files.
Existing Snapshots and files on the destination
remain untouched.

Transfer Backup Sets scripts do not have a pre-
view feature. You must rely on selectors instead
of picking and choosing files by hand.

To transfer files between Backup Sets, you must
have a separate tape or CD/DVD drive for each
Backup Set, even if both Backup Sets are on the
same type of media. In the case of disk and file
Backup Sets the need for separate backup de-
vices does not apply.

TIP: If you do not have separate drives for each
Backup Set, you can first transfer files
temporarily to a disk Backup Set and then
transfer the disk Backup Set to the final
destination Backup Set.

The steps to create a Transfer Backup Sets
script are:

* Creating a Transfer Backup Sets Script
* Selecting the Transfer Backup Sets Source

* Selecting the Transfer Backup Sets
Destination

* Selecting Files to Transfer
* Setting Additional Options
* Setting the Execution Unit
The steps for scheduling and saving are the
same for all scripts:
* See "Scheduling Scripts" on page 130.
* See "Saving Scripts" on page 134.



Creating a Transfer Backup Sets
Script

1. From the navigation bar, click Automate
then click the Manage Scripts button.

The script editing window displays.
2. Click the New button to create a new script.
The script selection window displays.

3. Select Transfer Backup Sets from the list
and click OK.

The script naming window displays.
4. Enter a name and click New.

The script appears in its own window.
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This script window is very similar to the
immediate Transfer Backup Sets summary
window, with information for the source
Backup Set(s), destination Backup Set, file
selection criteria, and options. Since this is a
script, it also includes schedule information.

5. To change information, click the appropriate
button.

Sources lets you specify one or more Backup
Sets.

Destination lets you choose the destination
Backup Set.

Selecting lets you choose a selector, a kind of
filter for selecting files and folders to be
transferred.

Options Lets you specify various options,
including verification and data compression.

Schedule lets you set the script to run at a
specific time or at regular intervals.

Selecting the Transfer Backup Sets
Source

Because this is a new script, Retrospect says
“No Backup Set selected” in the Sources sec-
tion of the script summary window.

1. Click the Sources button to display the
Backup Set Selection window.
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2. Select one or more Backup Sets containing
the data you want to transfer.

If the Backup Set you are looking for is not
listed, click the More button to access additional
Backup Sets by opening or recreating their
Catalog Files.

NOTE: Transfer Backup Sets scripts copy all
Snapshots and associated files in the source
Backup Set(s) to the destination Backup Set.
This is different from Transfer Snapshots
scripts, which copy only active Snapshots and
associated files. See "Scripted Snapshot
Transfer" on page 126 for more information.

3. Click OK.

The Backup Set(s) are listed in the script
window.

Selecting the Transfer Backup Sets
Destination

Because this is a new script, Retrospect says
“No Backup Set selected” in the Destination
section of the script window.
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1. Click the Destination button.
The Backup Set Selection window displays.
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2. Select the destination Backup Set.

If the only Backup Sets listed in the window are
already specified as the source, or if you do not
want to use any of the Backup Sets in the list as
the destination, click Create New to create a
new Backup Set. See "Creating Backup Sets"
on page 232 for more information.

NOTE: The destination Backup Set and the
source Backup Set must be different.

3. Click OK.

Selecting Files to Transfer

By default, Retrospect selects all files from the
source Backup Set(s). You can choose a differ-
ent pre-defined selector or create a custom
selector to select a subset of all files.

1. Click the Selecting button.

2. Click a selector, then click OK.

You can also click More Choices to use
Retrospect’s file selection criteria to create a
custom selector. Selectors are explained in

detail in "Using Selectors," which starts on page
269.

Setting Additional Options

Retrospect includes a number of execution op-
tions that are specific to Backup Set Transfers.

Click Options in the summary window to
change the default settings for the Copy Snap-
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shots, Verification, Data compression, Recycle
source Backup Set, and other options.
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See "Transfer Execution Options" on page 223
for more information about these options.

Click the More Choices button to access addi-
tional execution options. See "Execution
Options" on page 220 for more information.

Setting the Execution Unit

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for this
script (or choose “Any Execution unit’). Make
your selection in the summary window’s list
box. See "Assigning Execution Units" on page
157 for more information.

SCRIPTED SNAPSHOT
TRANSFER

If you need to copy Snapshots and their associ-
ated files from their source Backup Sets to a
new or existing Backup Set on a regular basis,
you can create a Transfer Snapshots script to au-
tomate this process. These scripts can be used
to:

» Start a new Backup Set with a synthetic fill
backup

* Create an offsite disaster recovery Backup
Set



* Start a new cycle of backups with a full
backup

Transfer Snapshots scripts are different from
Transfer Backup Sets scripts in a number of
ways. Transfer Snapshots scripts:

* Transfer only active Snapshots; Transfer
Backup Sets scripts transfer al/l Snapshots.

* Provide different methods for selecting
which Snapshots get transferred; Transfer
Backup Sets scripts always transfer a//
Snapshots.

By default, transferring Snapshots matches files
in the source to files already in the destination
and only copies the necessary files. Existing
Snapshots and files on the destination remain
untouched.

Transfer Snapshots scripts do not have a pre-
view feature. You must rely on selectors instead
of picking and choosing files by hand.

To transfer Snapshots between Backup Sets,
you must have a separate tape or CD/DVD drive
for each Backup Set, even if both Backup Sets
are on the same type of media. In the case of
disk and file Backup Sets the need for separate
backup devices does not apply.

TIP: If you do not have separate drives for each
Backup Set, you can first transfer Snapshots
temporarily to a disk Backup Set and then
transfer the disk Backup Set Snapshots to the
final destination Backup Set.

The steps to create a Transfer Snapshots script
are:

* Creating a Transfer Snapshots Script
* Selecting the Transfer Snapshots Source

* Selecting the Transfer Snapshots
Destination

* Selecting the Files to Transfer
* Setting Additional Options
* Setting the Execution Unit

The steps for scheduling and saving are the
same for all scripts:

* See "Scheduling Scripts" on page 130.
* See "Saving Scripts" on page 134.

Creating a Transfer Snapshots Script

1. From the navigation bar, click Automate
then click the Manage Scripts button.

The script editing window displays.
2. Click the New button to create a new script.
The script selection window displays.

3. Select Transfer Snapshots from the list and
click OK.

The script naming window displays.
4. Enter a name and click New.

The script appears in its own window.

This script window is very similar to the
immediate Transfer Snapshots summary
window, with information for the source
Backup Set, destination Backup Set, file
selection criteria, and options. Since this is a
script, it also includes schedule information.

5. To change information, click the appropriate
button.

Source lets you specify source Backup Sets and
Snapshots.

Destination lets you choose the destination
Backup Set.
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Selecting lets you choose a selector, a kind of
filter for selecting files and folders to be
transferred.

Options Lets you specify various options,
including verification and data compression.

Schedule lets you set the script to run at a
specific time or at regular intervals.

Selecting the Transfer Snapshots
Source

Because this is a new script, Retrospect says
“No Backup Set selected” in the Source section
of the script summary window.

1. Click the Source button to display the source
window.
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2. In the source selection window’s top list,
select the Backup Set containing the
Snapshot(s) you want to transfer.

If the Backup Set you are looking for is not
listed, click the More button to access additional
Backup Sets by opening or recreating their
Catalog Files.

Retrospect displays a list of the selected Backup
Set’s active Snapshots in the window’s bottom
list. The date and time of the Snapshots are
listed to the right of each volume’s name.

NOTE: If no Snapshots are displayed, make
sure the “Transfer only selected Snapshots and
associated files in Backup Set” option button is
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selected. Only Backup Sets with a date next to
them contain Snapshots.

By default, Retrospect saves the most recent
Snapshot for each volume (or subvolume) that
was backed up in its Catalog File. These
Snapshots are considered active. All Snapshots,
including older ones, are saved on the backup
media (tape, disk, or CD/DVD). Following each
successful backup or archive operation, the old
Snapshot is replaced in the Catalog File with the
new one. The old Snapshot remains untouched
on the backup media and can be retrieved when
needed.

NOTE: A disk Backup Sets with grooming
enabled saves all the Snapshots required by its
grooming policy in the Catalog File. For
example, if you told Retrospect to save the last
10 backups, then up to ten Snapshots for each
volume will be active.

3. Click Add Snapshot if the Snapshot you
want to transfer is not listed.

Retrospect displays a list of all Snapshots in the
Backup Set. Select a Snapshot and click
Retrieve to copy the older Snapshot from the
Backup Set media (which may require you to
insert media) and add it to the list in the source
selection window. That Snapshot is now active.

NOTE: The Retrieve button is disabled when
you select a Snapshot that is already available.

4. Select the Snapshot(s) to transfer.

Once you select a source Backup Set, there are
a number of ways to select which Snapshots to
transfer.

* Transfer all Snapshots and associated
files in Backup Set transfers all active
Snapshots and associated files. To see the
list of active Snapshots, click the other
option button. To make an older Snapshot
active, click Add Snapshots.

* Transfer only selected Snapshots and
associated files in Backup Set, transfers
only those Snapshots you select from the



active Snapshots list. Control-click or Shift-
click to select multiple Snapshots. To make
an older Snapshot active, click Add
Snapshots.

NOTE: Transfer Snapshots scripts only copy
active Snapshots. To copy all Snapshots, use a
Transfer Backup Sets script. See "Scripted
Backup Set Transfer" on page 124 for more
information.

The “Select only the most current versions
during transfer” check box modifies the
“transfer all” or “transfer only selected”
selection. This is very useful for scripted
transfers since the list of a Backup Set’s active
Snapshots changes each time you back up to it.

Transferring all the most current Snapshots
copies the most recent Snapshot for all the
volumes (and subvolumes) in the active
Snapshots list. Retrospect transfers whatever
the most recent Snapshots are at the time the
script runs. The result is what EMC Dantz calls
a “synthetic full” backup. After the transfer, the
destination Backup Set contains the same data it
would after a full backup to a new Backup Set.
You get a full backup without having to perform
the more time-consuming process of executing
a actual full backup.

NOTE: A synthetic full backup is the
equivalent of a full backup done at the time of
the most recent Snapshots. It does not include
files that are new or changed since the date and
time of those Snapshots, nor does it include
older versions of files contained in non-current
Snapshots.

Transferring the most current selected
Snapshots copies the most recent Snapshot for
each volume (or subvolume) you select in the
active Snapshots list. Retrospect transfers
whatever the most recent Snapshots are for the
selected volumes/subvolumes at the time the
script runs.

5. Click OK.

The Backup Set and Snapshot information is
displayed in the source window.

To transfer additional Snapshots, click Add.
To remove a source, select it and click Remove.

When you are satisfied with your selections
click OK.

Selecting the Transfer Snapshots

Destination

Because this is a new script, Retrospect says
“No Backup Set selected” in the Destination
section of the script window.

1. Click the Destination button.

The Backup Set Selection window displays.
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2. Select the destination Backup Set.

If you do not want to use any of the Backup Sets
in the list as the destination, click Create New to
create anew Backup Set. See "Creating Backup
Sets" on page 232 for more information.

NOTE: Doing a “synthetic full” backup to a
new Backup Set allows you to start a fresh cycle
of backups without losing the time-saving
benefits of Progressive Backup. Backups to the
new Backup Set will copy only new and
changed files.

3. Click OK.

Selecting the Files to Transfer

By default, Retrospect transfers all files from
the selected Snapshots to the destination Back-
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up Set. You can choose a different selector to
transfer a subset of all files.

1. Click the Selecting button.
2. Click a selector, then click OK.

You can also click More Choices to use
Retrospect’s file selection criteria to create a
custom selector. Selectors are explained in
detail in "Using Selectors," which starts on page
269.

Setting Additional Options

Retrospect includes a number of execution op-
tions that are specific to Snapshot transfers.

Click Options in the summary window to
change the default settings for the Verification,
Data compression, Recycle source Backup Set,
and other options.
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See "Transfer Execution Options" on page 223
for more information about these options.

Click the More Choices button to access addi-
tional execution options. See "Execution
Options" on page 220 for more information.

Setting the Execution Unit

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for this
script (or choose “Any Execution unit’). Make
your selection in the summary window’s list

RETROSPECT USER’S GUIDE

box. See "Assigning Execution Units" on page
157 for more information.

SCHEDULING SCRIPTS

Although you can manually execute a script at
any time, scripts are designed to run unattended.
In order to accomplish this, you need to create a
schedule to specify when and how often to run
the script.

NOTE: If you want to execute the script only
upon your command and in your presence, see
"Manual Script Execution," which starts on
page 135.

You can schedule a script to run automatically
on specified days or on a repeating schedule,
such as every two weeks. You can define multi-
ple schedules for the same script and specify the
kind of backup you want for each scheduled
execution.

For more information about using scripts as part
of an overall backup strategy, see "Backup
Strategies" on page 208.

To schedule a script:

1. In the script summary window, click the
Schedule button.

The Schedule window displays.
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3. Specify the type of scheduler you’d like to
add, then click OK.

Day of week lets you define a schedule for one
or more days of the week and specify a weekly
repeating interval. For example, you could
schedule a script to run on Monday and
Wednesday, every other week. Keep in mind
that a week starts on the Sunday of the week of
the start date.

Repeating interval lets you define a schedule
that is repeated after a specified interval. For
example, the last Friday of every month or
every three hours.

Single date lets you define a schedule for a
single date and time. For example, April 19,
2003 at 6:00 A.M.

NOTE: A script can contain any combination
of one or more of these schedulers.

4. Create the scheduler as described in
"Creating a Script Scheduler," which starts on
page 131, then click OK.

The Schedule window displays.
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5. Click Add to create additional schedulers;
click Modify to change the selected scheduler;
or click Delete to remove the selected
scheduler.

6. Click OK when you’re done scheduling the
script.

The script summary window displays.
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It lists the next six scheduled executions based
on the scheduler(s) you created.

Creating a Script Scheduler

There are three types of schedulers available in
Retrospect:

* Day of week
* Repeating interval
* Single date

While these schedulers have some common el-
ements, the process for creating each type is
somewhat unique.

Common Scheduler Elements

All scheduler types have a few common con-
trols and settings. They are:

» Start Date and Time: This determines the
earliest time at which the script is permitted
to execute. To change the start date and
time, click on any individual part of the date
or time. When the item is selected, type the
new information or click the arrows to
change the information. (You can also press
the up and down arrows on your keyboard.
Press the Tab key to move the selection
among the different elements.)

* Backup Action Type and Destination: If you
are creating a scheduler for a backup script,
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you can also specify a backup action and
destination. From the Action list box,
choose Normal, New Member, Recycle, or
New Backup Set. (backup and transfer
scripts only)

Start Date and Time This determines the ear-
liest time at which the script is permitted to
execute. To change the start date and time, click
on any individual part of the date or time. When
the item is selected, type the new information or
click the arrows to change the information.
(You can also press the up and down arrows on
your keyboard. Press the Tab key to move the
selection among the different elements.)

B zrrzo0s[the 2 5:00 PM

NOTE: For Day of week schedulers, specifying
a start date does not mean a script will execute
on that date, or even in the same week. Check
the summary at the top of the window to see the
actual date the script will first execute.

Backup Action Type and Destination If you
are creating a scheduler for a backup or transfer
script, you can also specify a backup action.
From the Action list box, choose Normal, New
Member, Recycle, or New Backup Set.

» Normal is a typical Progressive Backup. It
selects only files that are new, newly-
modified, or new to the Backup Set and
appends them to existing members.

* New Member skips to a new member of the
specified Backup Set. Retrospect will use an
existing member with the correct name, or
any new or erased media of the correct type.
New Member is just like Normal, except
files are copied to the next member of the
Backup Set.

* Recycle clears the Catalog contents (if any)
of'a Backup Set so it appears no files are
backed up. Then it looks for the first media
member of the Backup Set and erases it if it
is available. If the first member is not
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available, Retrospect uses any available new
or erased medium. Everything selected from
the source is backed up to the Backup Set.

» New Backup Set makes a new Backup Set
(with a name similar to the old one) using a
new or erased medium. The original Backup
Set and its Catalog remain intact for long-
term storage in a safe place. The new
Backup Set and its Catalog are named with a
number in sequence.

Retrospect allows you to have more than one
Backup Set for a script so you can rotate media
as part of your backup strategy. If the script has
multiple Backup Set destinations, use the To list
box to choose the Backup Set to be used for the
scheduled execution.

NOTE: The list box is not displayed if only one
Backup Set is specified in the script.

Using the Day of Week Scheduler

If you want to run a script on specified days of
the week, use a the Day of week scheduler.

To create a Day of week scheduler:

1. Select the Day of week radio button in the
Scheduler dialog box.
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2. Click OK.

The Day of Week scheduler window displays.
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3. Set the start date and time as described in
"Common Scheduler Elements" on page 131.

NOTE: Retrospect’s Schedule preference (see
page 244) defines the time period during which
scripts are allowed to execute. Scripts
scheduled to execute outside this period will not
run.

If necessary specify the backup action and
destination Backup Set.

4. Click the checkboxes for the days of the
week you want the script to execute.

5. Enter a number to use as the repeating
interval for the weeks.

For example, if you enter two, the script
executes every other week (or every two
weeks).

6. When all of the settings in the scheduler
window are correct, click OK.

Using the Repeating Interval Scheduler
If you want a script to run at a specified hourly,
daily, weekly, or monthly interval, use a Re-
peating interval scheduler.

To create a Repeating interval scheduler:

1. Select the Repeating interval radio button in
the Scheduler dialog box.
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2. Click OK.

The Repeating interval scheduler window
displays.

Do gt Evry sthur sensh on Thursday, sharting 22772000

o L0:00 M
St n- 50:00 P
L Every I mosiks on Thurday »
ey 2
[ | ganca |

3. Set the start date and time as described in
"Common Scheduler Elements" on page 131.

NOTE: Retrospect’s Schedule preference (see
page 244) defines the time period during which
scripts are allowed to execute. Scripts
scheduled to execute outside this period will not
run.

If necessary specify the backup action and
destination Backup Set.

4. From the Repeat list box, select the time unit
(Hours, Days, Weeks, or Months) for the
repeating interval.

5. Type a repeat interval in the Hours, Days,
Weeks, or Months field.

The Repeat list box changes to reflect the
Repeat Interval you enter.

6. When all of the settings in the scheduler
window are correct, click OK.

Using the Single Date Scheduler
If you want a script to run once at a specified
date and time, use the Single date scheduler.

To create a Single date scheduler:
1. Select the Single date radio button in the
Scheduler dialog box.
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2. Click OK.
The Single date scheduler window displays.
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3. Set the start date and time as described in
"Common Scheduler Elements" on page 131.

NOTE: Retrospect’s Schedule preference (see
page 244) defines the time period during which
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scripts are allowed to execute. Scripts
scheduled to execute outside this period will not
run.

If necessary specify the backup action and
destination Backup Set.

4. When all of the settings in the scheduler
window are correct, click OK.

SAVING SCRIPTS

After you’ve specified all the script settings,
you need to save the script. There are three op-
tions for saving:

« Save: Click the Save icon =) to save the
script using the name you created it with.
You can also just click the OK button in the
script summary window.

* Save As: Click the Save As icon E] to save
the script using a new name. You can save a
script once, modify the settings, then Save
As to create a new script.

e Save and Run: Click the Save and Run icon

i to save the script and display the Manual
Script Execution window. You can then
choose to execute the script immediately, or
create a “run document”.

For more information on executing saved
scripts, see "Executing Scripts," which starts on
page 135.

Scheduled Operations

Retrospect keeps track of all of your scheduled
scripts and automatically executes them at the
time you specified. To view a list of scheduled
scripts, click Activity Monitor from
Retrospect’s navigation bar, then click the
Scheduled button.
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NOTE: Retrospect’s Schedule preference (see
page 244) defines the time period during which
scripts are allowed to execute. Scripts
scheduled to execute outside this period will not
run.

Retrospect checks the computer’s clock and
compares it to the next time a script is scheduled
to run.

Retrospect is ever-vigilant about scheduled
script executions. If a script is scheduled for au-
tomatic execution within the look ahead time
(normally twelve hours), Retrospect will not au-
tomatically quit (or shut down or restart,
depending on a preference setting described in
"Startup Preferences" on page 246). It instead
remains open and waits to execute the script.

For more information about the Activity Moni-
tor’s Scheduled tab, see "Scheduled Tab" on
page 151.

TESTING SCRIPTS

You can check the validity of a script from the
script summary window at any time. Retrospect
lets you know if the script is missing any re-
quired information or if it’s ready to run. If the
script requires storage media, you can also
check to make sure it’s ready and available.



To test a script:

1. From the Retrospect navigation bar, click
Automate> Manage Scripts.

2. Double-click the script you want to test.

The script summary window displays.

3. Click the Check icon +/| in the toolbar.

Retrospect displays a dialog reporting on the
validity of the script, as well as the next time the
script is scheduled to run.

If the script is invalid, Retrospect provides
information on what is wrong with the script.
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4. If the script is valid, and it requires media,
you can click the Check Media button to make
sure the backup device is ready with the
required media.
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5. Click OK to return to the script summary
window.

EXECUTING SCRIPTS

Retrospect provides several ways to execute
scripts:

* Automatic Script Execution

* Manual Script Execution

For information on interacting with and control-
ling scripts, see "Controlling Scripts," which
starts on page 136.

Automatic Script Execution
"Scheduling Scripts," which starts on page 130,
describes how to schedule times for Retrospect
to automatically execute a script. Retrospect
keeps track of all your scheduled scripts and au-
tomatically executes them at the time you
specified. The Activity Monitor window (de-
scribed in "Viewing Scheduled Scripts" on page
242) shows upcoming scheduled events.

Manual Script Execution

To initiate a script manually, you can:

* Execute the script immediately from within
Retrospect.

* Make a “run document” file that enables you
to run the script at any time, upon your
command, from your desktop (or wherever
the file is saved).

Use the Manual Script Execution dialog to
specify the method you want. There are three
ways to access the Manual Script Execution
dialog:

« Click the Save and Run button &/ from the
script summary window’s toolbar.

* Choose the script from Retrospect’s Run
menu.

* Click the Run Script button @ from
Retrospect’s main toolbar, then select a
script and click OK.
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To execute the script immediately:
1. Select the Execute now radio button.

The execution unit list box (if available) lets
you override the selection you saved with the
script. See "Assigning Execution Units" on
page 157 for more information on execution
units.

If the script being run is a backup script, use the
Action list box to set the backup type. See
"Backup Actions" on page 24.

If the backup script has multiple destinations,
use the other list box to specify the destination
Backup Set.

2. Click Execute.

To make a run document:

1. Select the Make a “run document” radio
button.

If the script being run is a backup script, use the
Action list box to set the backup type. See
"Backup Actions" on page 24.

If the backup script has multiple destinations,
use the other list box to specify the destination
Backup Set.

2. Click Save.
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3. Browse to a location to save the run
document, enter a file name, then click Save.

WARNING: Do not change the file extension.

All run documents must have the extension .r7r.

4. Double-click the run document from the
desktop or Windows Explorer, to execute the
script.

To run several scripts sequentially, select the
run documents and choose Open from the File
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menu. When you open several run documents at
once, the scripts associated with them will run

in alphabetical order by script name, regardless
of the run document file names.

TIP: You can create more than one run
document for the same script, each specifying a
different backup action and destination Backup
Set.

CONTROLLING SCRIPTS

You can control automated operations in much
the same way that you control immediate oper-
ations. See Chapter 6 ¢ Controlling Operations
for more information.

There are a number of preferences that are spe-
cific to scripts that must be set correctly. Scripts
are designed to run unattended, even after
you’ve quit Retrospect and gone home for the
night. Make sure that you have selected the Ret-
rospect’s Startup preferences to enable the
Retrospect Launcher service and to allow the
application to automatically launch to run
scripts. See "Startup Preferences" on page 246
for more information.

The Startup preferences also determine what
Retrospect does when it has auto-launched and
is finished executing the script. By default, Ret-
rospect quits, unless Proactive Backup is
running or another script is scheduled to run in
the application’s look ahead time. See "Sched-
ule Preferences" on page 244 for more
information.

If you manually launch a script, you can use the
“Stay in Retrospect” list box in Retrospect’s
toolbar to determine what Retrospect does when
it is finished executing. By default, Retrospect
does nothing, but if you want to start script and
then go home, you can choose to have Retro-
spect quit when the execution is complete.
Unless Proactive Backup is running, or another
script is scheduled to run in the application’s



look ahead time, Retrospect will quit (or shut
down) when done. See "Schedule Preferences"
on page 244 for more information on specifying
the look ahead time.

PROACTIVE BACKUP SCRIPTS

Backup scripts are powerful and versatile, but in
backup environments that change regularly, an-
other kind of operation—Proactive Backup—
may be better suited to your needs. A regular
backup script copies specific volumes in a cer-
tain order to a designated Backup Set. If the
backup environment changes and volumes or
media become unavailable, the backup will not
happen until its next scheduled time, if ever.
This is why Retrospect offers a Proactive Back-
up option.

NOTE: Proactive Backup is only available if
you have the appropriate license code. Click
Configure>Licenses to view your current
licenses or purchase new ones.

Proactive Backup Benefits

Retrospect’s Proactive Backup technology ac-
commodates changing network and disk
configurations. Whereas a regular backup script
follows a rigid schedule for its clearly defined
source volumes and destination Backup Sets, a
Proactive Backup script is driven by the avail-
ability of those resources and their need for
backup. Source volumes are backed up in order
according to need—that which was backed up
least recently is first to be backed up. The vol-
umes are copied to the best available Backup
Set media, so Proactive Backup scripts give you
greater freedom to use the media of your choice.

Proactive Backup scripts are ideal for environ-
ments in which computers and volumes

irregularly appear on the network. For example,
in an office that has ejectable disks and mobile
computers that appear on the network at unpre-
dictable times, Proactive Backup recognizes the

new volumes when they become available and
backs them up. Client users can even initiate
backups of their volumes.

Though Proactive Backup scripts can be used
independently, it is often best to use them in
concert with regular backup scripts to produce a
comprehensive backup strategy.

How Proactive Backup Works

You start with a Proactive Backup script, which
is similar to other Retrospect scripts. The back-
up computer running the script becomes
“proactive” during its scheduled time of opera-
tion and is idle during its scheduled period of
inactivity. You may want to dedicate a comput-
er to Proactive Backup operations during
periods of activity and avoid running other pro-
grams while Proactive Backup is active.

Proactive Backup makes a queue based on the
most recent backups of the source volumes. The
least recently backed up volume is moved to the
head of the queue and other volumes are ar-
ranged in descending order according to the
priority of need. Then Proactive Backup exam-
ines the local computer and polls the network,
looking for the volumes.

NOTE: Polling the network does not adversely
affect network performance.

Proactive Backup starts at the top of the vol-
umes queue, determining the availability of
each source volume and, if there is a choice,
backing up each to its most suitable Backup Set.
Retrospect moves the most recently backed up
volumes to the bottom of the queue as it goes
along. When it is satisfied that all available
source volumes are backed up for the current
backup interval, Proactive Backup periodically
polls clients on the network. Polling involves
checking for volumes that have recently ap-
peared, and checking whether any client users
have requested backups of their volumes. This
whole process ensures a volume in need of
backing up gets it.
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If allowed by the backup administrator and Pro-
active Backup, a client user can, at any time,
request to be backed up as soon as possible.
When Retrospect next polls the client, it will
recognize the ASAP request and back up the
client.

When the Proactive Backup script’s wrap up
time is reached, Retrospect continues the cur-
rent volume backup but will not start any new
backups. When the script’s stop time is reached,
Retrospect halts the backup in progress, if any,

and will not start any new backups until the
script’s next scheduled start time.

NOTE: Proactive Backup uses only the Normal
backup action because New Member, Recycle,
and New Backup Set backups are inappropriate
for use with Proactive Backup scripts.

When to Use Proactive Backup

The following table includes information com-
paring standard backup scripts to Proactive
Backup Scripts.

Feature Backup Script

Proactive Backup Script

Destination
Backup Sets

Copies to a single Backup Set as speci-
fied in the schedule or at execution. Fails if
media is unavailable. Media rotation is
scripted.

Copies to the most ideal available Backup
Set in the destinations list. Automatic media
rotation among multiple available Backup
Sets.

Source Volumes

Backs up volumes in the order of the
source list. If a backup fails, the next
backup does not occur until the next time
the script runs.

Backs up volumes in the priority order of
their most recent backup dates. After each
backup, the queue is re-evaluated, includ-
ing previously unavailable volumes.

Schedule

Starts backup at a specific time and stops
when the last source is completed.
Optionally ends at a specific time.

Runs between start and stop times. Back-
ups of available volumes occur as
necessary.

User Requested No.
Backups

Yes.
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See "Network Backup Strategies" on page 209
for descriptions of situations which are suited to
Proactive Backup and for instructions on imple-
menting a strategy based on Proactive Backup.

Managing Resources

With abundant resources (large storage capaci-
ty, fast network, and powerful backup computer
with plenty of time to operate) and relatively
few source volumes, Proactive Backup can
completely back up all volumes during its win-
dow of opportunity. However, with limited
resources (small storage capacity, slow net-
work, slow backup computer with little time to
operate) and relatively many source volumes,
Proactive Backup is not likely to completely
back up each volume during its given time peri-
od. Fortunately, Retrospect’s Proactive Backup
effectively manages limited backup resources
so that it eventually completes all of its
backups.

Trust Proactive Backup to Do Its Job
Whether your setup is resource-constrained or
resource-abundant, Proactive Backup always
backs up the volumes in order starting with
those which need it most. For example, if you
need to back up 100 client computers but you
can do backups only during an eight hour period
each night, chances are Retrospect will be un-
able to back up all 100 clients the first night
before the script’s eight hours are up. Leftover
volumes will be backed up the next night, and
so on, until all 100 volumes are backed up. After
the initial backups, Proactive Backup will move
more quickly through the queue as it performs
subsequent Progressive Backups.

As the backup administrator, you do not have to
separate the clients into different groups for dif-
ferent days based on your estimation of backup
times. Proactive Backup distributes the load
over the scheduled time period.

The main thing to remember about Proactive
Backup is that all of the source volumes eventu-

ally are backed up with no additional effort on
your part. In the worst case, the period of time
between backups of a given volume will be too
long for comfort and you must allot more
resources.

If you want your volumes to be backed up more
often than they are, you must allocate more re-
sources to the Proactive Backup script. Increase
the script’s operating time, use selectors to limit
the files to back up, use a faster backup comput-
er, or speed up your network. Setting up a
second backup computer with Proactive Back-
up handling half of your clients effectively
divides the load in half for each backup
computer.

Monitoring Progress

Periodically view the Backup Report (see page
213) to see which volumes were backed up by
Proactive Backup and their intervals between
backups. Of particular interest is the “Elapsed
Days” column which shows how many days
have passed since each volume’s previous
backup.

NOTE: The interval between backups will tend
to be smaller when Retrospect is performing
Progressive Backups after the first backup of
each volume. Progressive Backups require far
less time for most volumes and thus can occur
more often.

Deleting a backup event from the Backup Re-
port causes Retrospect to not consider that
backup occurrence when it evaluates the priori-
ty of volumes to be queued for backup.
Consequently, that volume is given a backup
priority higher than its previous priority.

Interaction with Other Scripts

You can use multiple Proactive Backup scripts
operating simultaneously to manage limited
backup resources. You can also use multiple
scripts with different schedules to give some
volumes a higher backup priority.
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For example, one script could run eighteen
hours a day, backing up volumes from the sales
department. Another script could run six hours
a day, backing up volumes from the accounting
department. The sales department would be
more likely to get completely backed up, where-
as the accounting department script may not
complete all its volumes in a single six hour pe-
riod. Still, these volumes would eventually get
backed up because volumes in greatest need of
backup are backed up before volumes which
have more recent backups.

As another example, consider volumes that are
available intermittently, such as removable
disks and notebook computers. Another script
could back them up twenty-four hours a day,
because they are available at random times dur-
ing the day.

For further discussion of Proactive Backup
strategies, see "Backup Strategies," which starts
on page 208.

Other, non-Proactive Backup scripts scheduled
for execution during the active operating time
of Proactive Backup scripts can run without
conflict.

Proactive Backup Tips and
Techniques

To get the most out of Proactive Backup, you
should follow a few simple guidelines.

Choose the Right Proactive Backup
Computer

The computer you use for Proactive Backup is
important. Proactive Backup scripts work best
on a dedicated backup computer that is not run-
ning other file serving or sharing software.
Proactive Backup runs best on a backup com-
puter with a powerful processor.

Proactive Backup does not quit or shut down the
backup computer when it is finished; rather, it
waits idle until the next scheduled start time.
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Use Containers as Sources

Use containers (see page 259) to specify sourc-
es in your Proactive Backup scripts, not
individual volumes, especially when you back
up clients. When you use containers, any new
volumes added to a client are automatically in-
cluded in backups.

Rotate Among Backup Sets

Create multiple Backup Sets and use them all as
destinations in your Proactive Backup script.
Rotate through the sets by inserting different
media in the backup device each day. Proactive
Backup uses whatever media you inserted.

Introduce New Media

Periodically do New Backup Set backups to in-
troduce new media. Store old media off-site
after each New Backup Set backup. Between
New Backup Set backups, periodically do Recy-
cle backups to prevent Catalogs from becoming
cumbersome and to ensure fast restore
operations.

When you want to rotate or introduce new me-
dia, do Recycle or New Backup Set backups by
executing regular backup scripts using the same
Backup Sets used by your Proactive Backup
scripts. You can schedule these, execute them
from Retrospect’s Run menu, or save them as
run documents and execute them.

To manually set a Backup Set for a Recycle or
New Backup Set backup, configure the Backup
Set and set the media action. (See "The Options
tab" on page 236).

Monitor Media Availability

Because Proactive Backup does not initially put
up media request windows, you have to monitor
media from the Activity Monitor. Click Activi-
ty Monitor>Proactive to check on your
Proactive Backup Scripts.
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When Retrospect needs media it displays “me-
dia” in the status column of the Sources or
Backup Sets view. Choose Backup Sets from
the list box to see which destination Backup
Sets have media available and which do not. In-
sert media as needed.

If a Backup Set needs a new or erased medium
and you have to erase one, stop Proactive Back-
up, erase the medium from Configure> Devices,
then start Proactive Backup again.

Use Other Scripts to Complement
Proactive Backup

Retrospect can have multiple Proactive Backup
scripts running concurrently, and it will manage
the sources and destinations.

Other, non-Proactive Backup scripts can exe-
cute while Proactive Backup is running. You
can schedule them or run them at will using run
documents. Other scripts can complement Pro-
active Backup scripts by starting Recycle and
New Backup Set backups, and by forcibly back-
ing up volumes that do not get backed up by
Proactive Backup.

Use Tape Libraries

An automatic tape loading device with Proac-
tive Backup is a powerful combination. All
tapes in the library’s magazine are available for
backup as Backup Set destinations. Proactive
Backup rotates between Backup Sets with no
additional effort from you. It uses blank or

erased tapes when a backup spans over two
tapes, or when you set up a New Backup Set
backup with Retrospect’s media action options.

Allow Early Backups

By default, Proactive Backup scripts allow ear-
ly backups. These occur when Proactive
Backup is polling through the list of possible
sources and finds a client that has requested to
be backed up as soon as possible. When a client
user selects this option in his or her Retrospect
Client control panel, the client software does
not send a message to Retrospect on the backup
computer. Rather, Retrospect contacts clients as
Proactive Backup polls, which it does when it is
not actually performing backups during its
scheduled active time.

If many clients are due for backup, a client with
a current backup may wait a long time before
Proactive Backup gets to it. Regardless of the
client user’s desire for backup ASAP, Retro-
spect backs up other clients that do not have
current backups. Retrospect always polls start-
ing with clients who need backups the most.

For more information, see "Proactive Backup
Interval Options" on page 220.

Manage User Deferments

When a client user repeatedly defers his or her
backups (as indicated in the Operations Log),
you should make future backups occur at a time
that is more convenient for the user, such as
when he or she is not using the computer. Or,
create a script with the countdown time option at
zero to prevent the user from deferring execution.

Set Priority by Volumes

If certain critical volumes are not getting
backed up as often as you would like, consider
using multiple scripts with different schedules
to give some volumes higher backup priority
than others. Schedule the higher-priority vol-
umes script to run for a longer duration than the
lower-priority volumes script. With more time
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allotted to the higher-priority volumes, they are
more likely to get completely backed up.

Set Priority by Files

If you find Proactive Backup is not completely
backing up all its sources, another way to set the
backup priority is by files rather than volumes,
though you can also do both. Use multiple
scripts with different selectors to give some
files or folders higher backup priority than oth-
ers. For example, a higher-priority selector
would include documents modified in the last
seven days, and a lower-priority selector would
include all files. Schedule the higher-priority
script to run for a longer duration than the low-
er-priority script.

Creating Proactive Backup Scripts
This section takes you through the steps of cre-
ating a Proactive Backup script: The process is
very similar to creating a regular backup script,
although Proactive Backup scripts are sched-
uled differently.

To create a Proactive Backup script:
1. From the navigation bar, click Automate,
then click the Proactive Backup button.

The Proactive Backup window displays.
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2. Click the New button to create a new script,
then enter a name and click New.

The script appears in its own window.

RETROSPECT USER’S GUIDE
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This script window is very similar to a regular
backup script summary window, with
information for the source volumes, destination
Backup Sets, file selection criteria, options, and
schedule information.

3. To change information, click the appropriate
button.

Sources lets you add or remove source
volumes.

Destinations lets you choose one or more
destination Backup Sets.

Selecting lets you choose a selector—a kind of
filter for selecting files and folders to be backed
up.

Options displays the options window in which
you can toggle verification and data
compression.

Schedule lets you set the script to run all the
time or only on specific days at specific
times.The execution unit list box (if available)
lets you choose a specific execution unit (or use
any execution unit) for this Proactive Backup
script.

Setting the Proactive Backup Sources

The first step in defining a Proactive Backup
script is setting the sources.

1. Click the Sources button.

The Source Selection window displays.
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2. Select a source volume (or volumes), then
click OK.

NOTE: Proactive Backup scripts are especially
well-suited for backing up laptop client
volumes, or other volumes that appear
irregularly on the network.
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3. Click Add to select additional sources, or
select a source and click Remove to remove it
from the list. When the list of sources is
complete, click OK.

NOTE: If your script includes multiple sources,
they are backed up according to need and
availability.

Setting the Proactive Backup Destination
After specifying the source(s) to back up, you

must specify the destination Backup Set(s) for
the data.

1. Click the Destinations button.

If there are no Backup Sets defined, the Backup
Set Creation Wizard launches.

Create a new Backup Set, as described in
"Creating Backup Sets" on page 232. The new
Backup Set appears in the Backup Set Selection
window.

If there are Backup Sets defined, the Backup Set
Selection window displays.
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You can click More or Create New to access
additional Backup Sets or create new ones.

2. Select one or more Backup Sets, then click
OK.

3. Click Add to select additional destinations,
or select a Backup Set and click Remove to
remove it from the list. When the list of
destinations is complete, click OK.

Selecting Files for Proactive Backup

By default, Retrospect selects all files on the
source(s). You can choose a different pre-de-
fined selector or create a custom selector to
select a subset of all files.

1. Click the Selecting button.
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2. Click a selector, then click OK.

You can also click More Choices to use
Retrospect’s file selection criteria to create a
custom selector. Selectors are explained in
detail in "Using Selectors," which starts on page
269.

NOTE: Selectors are used to determine which
files are considered for backup, not which files
actually get copied. For example, if you choose
All Files, Retrospect compares all the source
files with the files already in the destination
Backup Set, then copies only those files that are
new or changed.

Setting Proactive Backup Options

Click the Options button to display the options
window in which you can specify how often to
back up source volumes and whether or not to
allow early backup. Click More Choices to see
all of the available options categories and notice
that many categories parallel those of regular
backup scripts. Categories specific to Proactive
Backup scripts are Interval, Countdown, and
Polling. These options are explained in detail in

"Execution Options," which starts on page 220.

Setting the Execution Unit

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, you can
specify which execution unit to use for this op-
eration (or choose “Any Execution unit”’). Make
your selection in the summary window’s list
box. See "Assigning Execution Units" on page
157 for more information.
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Scheduling Proactive Backup Scripts
A Proactive Backup script’s schedule is one of
the major differences between it and a regular
backup script. From the script summary win-
dow, click the Schedule button.
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Select a schedule:

» Always active makes Retrospect run the
script twenty-four hours a day, seven days a
week.

* Custom schedule brings up another window
in which you can customize the script
schedule. See "Customizing the Schedule".

* Never active prevents Retrospect from
running the script.

The Skip scheduled executions checkbox pre-
vents Proactive Backup from running until the
time you specify.

Customizing the Schedule

By default, Proactive Backup scripts are active
24 hours a day, 7 days a week. If you want to
specify different hours or days for a script to be
active, you can create a custom schedule.

When you select Custom schedule and click
Custom, Retrospect displays the custom sched-
ule window. Though similar to the Schedule
Preferences window, it is specific to this Proac-
tive Backup script rather than global to all
Retrospect executions.
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If the schedule was previously Always Active,
all twenty-four hours of each of the seven days
of the week are selected, as above.

To select a day of the week, click on it. Click
and drag to select contiguous days of the week.
Use the Shift or Control key and click or drag to
select days without de-selecting the previous
selection.

To change a time, click on it and type or use the
control.

Start is the time at which the script begins.

Wrap up is the period of time (in hours and
minutes) before the stop time, during which
Retrospect should complete the current backup
but not begin new backups.

Stop is the time at which Retrospect absolutely
must halt this script’s backups (until the next
start time).

TIP: You can also set times by dragging the
icons on the hourly schedule bar, but you should
first experiment by typing the times to see how
these controls work.

When a time is changed, the hourly schedule
bar changes accordingly to graphically repre-
sent the start, wrap up, and stop times of the
script.
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Each selected day has a scaled-down hourly
schedule bar, though it does not have controls.

You can revert a customized schedule with the
Always and Never buttons.

Controlling Proactive Backup

There are a number of ways to control Proactive
Backup and Proactive Backup scripts, both
from the Retrospect application and from Retro-
spect clients.

You can control Proactive Backup from Retro-
spect’s Run Menu and the Activity Monitor’s
Proactive tab. You can control Proactive Back-
up scripts from the Retrospect Client Control
Panel and the Activity Monitor’s Proactive tab

NOTE: Proactive Backup is not affected by the
selection in the “Stay in Retrospect” list box in
Retrospect’s toolbar, or by Retrospect’s
unattended Startup preference. For example,
Retrospect will not quit when a Proactive
Backup script is done.

Run Menu

From the Run menu, you can start/stop and en-
able/disable Proactive Backup. When you save
a Proactive Backup script, Proactive Backup is
enabled (unless the script schedule is “never ac-
tive”) after the backup computer is idle for ten
minutes. Retrospect starts Proactive Backup
when a script’s scheduled start time arrives. If
Retrospect is not open at the start time, it will
launch automatically.

You can control Proactive Backup manually by
choosing commands from the Run menu:

* Choose Start Proactive Backup to manually
enable Proactive Backup. Proactive Backup
scripts will then run at their scheduled times
of execution. When Proactive Backup is
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started, you can choose Stop Proactive
Backup from the run menu to stop it.

TIP: You can also start/stop Proactive Backup
using the Start and Stop buttons on the Activity
Monitor’s Proactive tab.

When Proactive Backup is stopped, no Proac-
tive Backup scripts will run for 10 minutes, or
until you start Proactive Backup again.

NOTE: If you exit Retrospect, then relaunch it
(or it is auto launched) Proactive Backup will
start automatically (after a short delay), unless it
is disabled.

* Choose Disable Proactive Backup from the
Run menu to prevent any scheduled
Proactive Backup scripts from executing.

When Proactive Backup is disabled, no Proac-
tive Backup scripts will run until you choose
Start Proactive Backup or Enable Proactive
Backup.

Activity Monitor

The Proactive tab in the Activity Monitor pro-
vides information about Proactive Backup and
Proactive Backup scripts.
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From the Proactive tab, you can pause Proactive
Backup scripts, start/stop Proactive Backup,

override schedules, and view status. See "Pro-
active Tab" on page 149 for more information.
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Client Control Panel

You can use the client control panel to request
Proactive Backup as soon as possible, or at a
specific time. You can also defer a backup that
is about to start until a later time.

See "Controlling Proactive Backups" on page
178 for more information.



CONTROLLING OPERATIONS

* CONTROLLING OPERATIONS OVERVIEW
*» STOP BUTTON

* ACTIVITY MONITOR

* MEDIA REQUEST WINDOW

* MULTIPLE CONCURRENT EXECUTIONS

You previously learned how to set up and initiate immediate and automated backup,
duplicate, archive, restore, and transfer operations. This section describes how to monitor
and control scheduled and executing operations using the Activity Monitor. It also
describes how to take advantage of Retrospect’s ability to run multiple concurrent
executions.
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CONTROLLING OPERATIONS
OVERVIEW

Retrospect’s Activity Monitor allows you to
control operations that are executing, as well as
scheduled and waiting operations. In addition,
the Activity Monitor provides information
about operations that have finished executing.
To learn more about the Activity Monitor, see
"Activity Monitor".

If the media required to complete an operation
is not available, Retrospect displays the media
request window (except for Proactive Backup
scripts). For more information about this win-
dow, see "Media Request Window" on page
154.

Retrospect allows you to perform multiple si-
multaneous executions, provided that the
backup computer and backup devices can sup-
port this feature. For more information about
multiple executions, see "Multiple Concurrent
Executions" on page 156.

If you specified password protection for Retro-
spect using its security preference you can
choose Lock Application from the File menu to
prevent other users from stopping operations
without entering the password. See "Security
Preferences" on page 245 for more information.

STOP BUTTON

The Retrospect toolbar includes a stop button
that makes it easy to stop all currently executing
operations.

If Retrospect is set up with numerous scripts, in-
cluding Proactive Backup scripts, that run at all
times of the day and night, it can sometimes be
difficult to manage your scripts and Backup
Sets, since Retrospect starts executing the
scripts soon after it is launched.

When Retrospect launches and a script is about
to run, a countdown dialog displays.
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Click Stop, then confirm your selection to tem-
porarily stop all execution activity. If you are
unable click Stop before the countdown expires,
you can click the Stop all execution activity but-
ton Q in the Retrospect toolbar to achieve the
same effect.

Proactive Backup is stopped and scripts are not
allowed to start until the button in the Retro-
spect toolbar is clicked again. When the button
is clicked again, Proactive Backup starts and
Retrospect allows scheduled and waiting scripts
to execute.

Clicking Stop also turns off and disables the
Automatically launch Retrospect preference
until the button is clicked again. See "Startup
Preferences" on page 246 for more information.

NOTE: Once you click the Stop button it
remains selected even if you exit and relaunch
Retrospect.

ACTIVITY MONITOR

The Activity Monitor provides an interface for
viewing and interacting with immediate and
scripted operations, before, during, and after
they execute. The Activity Monitor automati-
cally displays (on the Executing tab) when an
operation is executing. To open it manually,
click the Activity Monitor button on the Retro-
spect toolbar.

The Activity Monitor contains the following
tabs:

* Proactive Tab
* Scheduled Tab



» Waiting Tab

» Executing Tab
* History Tab

* Events Tab

Each tab provides a unique set of commands
and information about Retrospect activities.
One item that appears on all the tabs is the
“Don’t allow scheduled and waiting executions
to start” checkbox. Select this checkbox to pre-
vent any Proactive, scheduled, or waiting
execution from starting until the checkbox is
deselected.

Proactive Tab

Click Activity Monitor>Proactive from Retro-
spect’s navigation bar to monitor Proactive
Backup scripts.
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You can start and stop all Proactive Backups,
pause and resume specific scripts, and modify
the script schedules.

For more information on controlling Proactive
Backup and Proactive Backup scripts, see
"Controlling Proactive Backup" on page 145.

Once a Proactive Backup script starts, you can
monitor the operation’s progress in the Execut-
ing tab. However, unlike other types of
operations, if the required media or execution
unit for a Proactive Backup script is not avail-
able, the script will not move to the waiting tab

or display a media request dialog. Proactive
Backup waits until all the required resources are
available before beginning the operation.

If the required media is not available the Status
column (visible when Sources or Backup Sets is
selected in the list box) in the Proactive tab will
say “Media”. The script will execute automati-
cally when the required media becomes
available.

If the required execution unit is not available,
the Proactive Backup script will wait until it is.

For more information on execution units, see
"General Preferences" on page 244,

Proactive Backup Status

There are three ways to view Proactive Backup
script information. Choose one of the following
options from the list box:

* Sources shows the source volumes used by
all running scripts, and indicates the status
of each source and the time of the next
backup. From the Sources view, you set a
specific schedule for backing up any of the
script’s sources.

* Backup Sets shows the Backup Sets used by
all running scripts and indicates the status of
the operation.

* Scripts lists all Proactive Backup scripts by
name and indicates their status. From the
Scripts view, you can deactivate a script.

Retrospect lists the status of each item under the
status heading.

Blank means Proactive Backup has yet to con-
nect with the item.

Active means the script is functioning.

ASAP means the source will be backed up as
soon as possible. This may be either because the
client user initiated the backup or the client’s
most recent backup is older than the script’s
backup interval.
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Backed up means the source volume has been
backed up within the specified interval.

Busy means that Proactive Backup is waiting
for a resource that is currently in use.

Deferred means the client user has intercepted
and postponed the backup. Such user defer-
ments are entered in the Operations Log.

Device means that Proactive Backup cannot
find the tape drive to which the required Backup
Set is bound. See "The Binding tab" on page
239 for more information.

Inactive means the script was deactivated or its
schedule does not currently permit it to run.

Media means Proactive Backup cannot find the
proper media for the item’s Backup Set.

Password means that a Backup Set required by
Proactive Backup is password-protected and re-
quires the password for any access. To make the
Backup Set accessible, go to Configure>Back-
up Sets, select the protected Backup Set, and
click Properties. Once you enter the password,
the Backup Set will be accessible until you re-
launch Retrospect.

Ready means a source is currently being
backed up or is about to be. It also means a
Backup Set is ready as a backup destination.

Retry means Proactive Backup failed to back
up the source and will try again.

Scheduled means the source has never been
backed up, but the administrator has scheduled
a pending backup.

Source means Proactive Backup cannot find the
source volume.

Wrap up means a Proactive Backup script is in
its wrap up period.
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Click on a source, Backup Set, or script to see
more status information in the lower part of the
Activity Monitor window.

Proactive Backup Commands

The Proactive tab includes the following
commands:

* Click the Schedule button to override a
Proactive Backup script’s execution
schedule. If Sources is selected in the list
box, enter a date and time in the dialog box,
then click OK. If Scripts is selected in the
list box, select a radio button option for
when the script should be active, then click
OK.

Click the Pause button to pause all pending
Proactive Backup script executions.

Click the Continue button to continue al//
pending Proactive Backup script executions.

Click the Start button to start Proactive
Backup. If you have created any Proactive
Backup scripts, and Proactive Backup is not
disabled, it will start automatically after 10
minutes.

Click the Stop button to stop Proactive
Backup from running. When you click Stop,
no Proactive Backup scripts will execute
until you click Start. If you do not disable
Proactive Backup, it will automatically start
up again after 10 minutes. When you stop
Proactive Backup, any schedule overrides
you specified while Proactive Backup was
running will be lost.

Choose an item from the Sources list box to
change the view. Choose Sources to view
Proactive Backup scripts based on their
source; choose Backup Sets to view
Proactive Backup scripts based on their
destination; or choose Scripts to view to
view Proactive Backup scripts by script
name.

* Select the “Don’t allow scheduled and
waiting executions to start” checkbox to



prevent any Proactive, scheduled, or waiting
execution from starting until the checkbox is
deselected.

Deactivating a Proactive Backup Script
Retrospect allows you to temporarily deactivate
a Proactive Backup script so its sources are not
included in Proactive Backup’s routine
operations.

NOTE: When Proactive Backup is stopped and
later started, the script will be active.

To prevent a specific Proactive Backup script
from executing, first click the Scripts tab. Then
select the script from the list and click Schedule
from the toolbar and in the dialog that follows
select Never active and click OK.

Reactivating a Script: To allow a deactivated

Proactive Backup script to execute and include

its sources in Proactive Backup’s routine opera-
tions, follow the same steps as deactivating but
select Always active.

Scheduling a Backup of a Source
Retrospect allows you to schedule a backup of a
source from a running Proactive Backup script.
This lets you set a definite time for Proactive
Backup to back up the source, rather than wait
for Proactive Backup to back it up at its conve-
nience. This is useful, for example, when the
backup administrator knows a salesperson will
be leaving the office with her notebook comput-
er. The administrator can schedule that client
for backup immediately.

To schedule a backup of a source, first click the
Sources tab in the Proactive Backup status win-
dow. Then select the source from the list and
click Schedule from the toolbar (or double-click
on the source).

2 . Back up source when?
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Use the controls to set the date and time to back
up the source, then click OK. Retrospect chang-
es the priority of the source in the Proactive
Backup queue according to your scheduled
time.

NOTE: A backup scheduled this way is not
remembered by Retrospect when Proactive
Backup is stopped.

Scheduled Tab

Click Activity Monitor>Scheduled from Retro-
spect’s navigation bar to preview upcoming
scripts (excluding Proactive Backup scripts).
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You can edit and delete specific scripts from
this window, and also prevent all scheduled ex-
ecutions from starting.

The Scheduled tab includes the following
commands:

* Click the Edit Script button to display the
script summary window. From this window,
you can modify the script sources,
destinations, selected files, options, and
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schedule. Make your changes, then click
OK.

* Click the Delete button to delete the script
execution for the selected date and time, as
well as all other executions of the script
scheduled prior to the selected date and
time. Retrospect displays a dialog asking
you to confirm the request.

* Select the “Don’t allow scheduled and
waiting executions to start” checkbox to
prevent any Proactive, scheduled, or waiting
execution from starting until the checkbox is
deselected.

Once a script’s scheduled execution time ar-
rives, it moves from the Scheduled tab to the
Executing tab, or, if the required resources are
not available, to the Waiting tab.

Waiting Tab

Click Activity Monitor>Waiting from Retro-
spect’s navigation bar to view operations that
are waiting for resources (Backup Sets, sources,
execution units.)
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For example, if an operation requires a specific
execution unit that is already in use, or if all
available execution units are currently in use,
the operation will get put into the waiting
queue. For more information about execution
units and multiple simultaneous executions, see

"Multiple Concurrent Executions" on page 156.
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The Waiting tab includes the following
commands:

* Click the Suspend button to pause the
selected operation. Suspended operations
will not execute until they are resumed (even
if execution units become available).

Click the Resume button to resume a
selected suspended operation. When the
execution unit required to run the operation
becomes available, it will execute.

Click the Delete button, then click OK to
delete the selected operation.

Click the Defer button to defer execution
until a specified a date and time. At that date
and time (provided you have not quit
Retrospect in the meantime) the operation
will try to execute. If the required execution
unit is available, it will execute. Otherwise,
it will get placed in the waiting queue.

Select the “Don’t allow scheduled and
waiting executions to start” checkbox to
prevent any Proactive, scheduled, or waiting
execution from starting until the checkbox is
deselected.

Once the required execution unit becomes
available, you can monitor the operation’s
progress in the Executing tab.

Executing Tab

Click Activity Monitor>Executing from Retro-
spect’s navigation bar to view executing
operations.
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When an operation begins executing, the Activ-
ity Monitor’s Executing tab displays
automatically.

You can monitor the performance of currently
executing operations, temporarily pause, or per-
manently stop an operation, and view the log
associated with an operation. If the operation re-
quires media that is not available or accessible,
the Media Request window displays during
execution.

NOTE: What Retrospect does after the
operation is complete depends on whether it’s
an immediate operation or a scripted operation
and the preferences you have specified. See
"Startup Preferences" on page 246 and
"Schedule Preferences" on page 244 for more
information.

While an operation is executing, it includes the
following commands:

* Click the Pause button, then click Yes to
temporarily suspend the selected operation.
If you want to pause all executions and/or
not allow scheduled and waiting executions
to start, select the appropriate checkbox(es),
then click Yes.

* Click the Continue button, then click Yes to
resume the selected operation. If you want to
continue all executions and/or allow
scheduled and waiting executions to start,

select the appropriate checkbox(es), then
click Yes.

* Click the Stop button, then click Yes to halt
the selected operation, bringing it to a
premature end. If you want to stop all
executions and/or not allow scheduled and
waiting executions to start, select the
appropriate checkbox(es), then click Yes.

» The Log button displays Operations Log
information for the selected operation.

If the media required for the selected operation
is not available, Retrospect displays a media re-
quest dialog. See "Media Request Window" on
page 154 for more information.

Once an operation is complete, it is removed
from the Executing tab. Click the History tab to
view details about the operation.

History Tab

Click Activity Monitor>History from Retro-
spect’s navigation bar to view operations that
are finished executing (successfully or
unsuccessfully).
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The History tab includes information about the
date, time, and performance of the most recent
operations and has the following commands:

* Click the Delete All button, then click OK to
clear history information for all listed items.
If you don’t delete the operations history,
Retrospect automatically removes the oldest
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operations to display information about
more recent operations. See "General
Preferences" on page 244 for information
about setting the execution history limit.

« Click the Delete button, then click OK to
clear history information for the selected
operation.

* Click Errors to display a browser listing the
file(s) that caused the error. The Error button
is only enabled if there is a file-related error.
Other errors are explained in the Log.

* Click the Log button to display the
Operations Log information for the selected
operation.

Use the Execution history limit to control the
maximum number of operations listed in the
History tab. See "General Preferences" on page
244 for more information.

Events Tab

Click Activity Monitor>Events from Retro-
spect’s navigation bar to see special messages
from Retrospect concerning past and current
operations.
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You can delete a selected event of delete all
events using the following commands:

* Click the Delete All button, then click OK to
delete all events. If you don’t ever delete
events, Retrospect automatically removes
the oldest operations to display information
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about more recent operations. See "General
Preferences" on page 244 for information
about setting the execution event limit.

« Click the Delete button, then click OK to
delete the selected event.

Use the Execution event limit to control the
maximum number of events listed in the Events
tab. See "General Preferences" on page 244 for
more information.

TIP: All Retrospect Events are also logged in
the Windows Event Viewer’s Application log
(not available with Windows 98/Me). See your
Windows documentation for information on
accessing the Event Viewer.

MEDIA REQUEST WINDOW

When an operation moves into the Activity
Monitor’s Executing tab and the required media
is not available, Retrospect prompts you to in-
sert media with the correct name or blank or
erased media, by displaying a media request
window.

You can avoid this prompt if you insert the cor-
rect medium before the operation executes. So it
does not overwrite valuable data, Retrospect is
very particular about tapes, discs, and remov-
able disks—they must be blank or erased, or
their names must exactly match the requested
names in order for Retrospect to proceed with-
out prompting you. When performing new or
Recycle backups, consider erasing removable
media or adding hard disks beforehand to be
sure Retrospect will proceed automatically
without a media request.

The media request window looks different de-
pending on whether your destination is a
tape/CD/DVD Backup Set or a disk Backup Set.



Tape/CD/DVD Media Request

When backing up to tapes or CD/DVDs, the
media request window looks a lot like the Stor-
age Devices window.

" Mt St T [ T=1=]

- .
By M et e

Che

Click Stop to halt the current operation. If Ret-
rospect is looking for new media, insert
blank/erased media and click Proceed to contin-
ue the current operation. If Retrospect is
looking for a specific named member of a Back-
up Set insert it and click Proceed. If the named
member is unavailable click Choices (see "Me-
dia Unavailable" for more information).

The window has a toolbar with the same com-
mands available from the Storage Devices
window. See:

* "Toolbar Commands for Discs" on page 35

* "Toolbar Commands for Tape Drives" on
page 45
* "Toolbar Commands for Tape Libraries" on
page 47
The most useful commands during a media re-
quest are:

Eject: unloads the selected medium from its
drive so you can insert the correctly named me-
dium or a blank/erased tape/CD/DVD.

Erase: erases the contents of the selected tape
or CD/DVD and then uses the erased medium
for the current operation.

Media Unavailable

If the requested media is unavailable, click the
Choices button. The media choices dialog dis-
plays. Choose one of the following options:

Missing: tells Retrospect to designate the re-
quested member as permanently unavailable
from the Backup Set. Retrospect will ask for a
new member and, if possible, copy the missing
data to it during the next backup or archive.

Select Missing only when you have permanent-
ly lost or damaged the requested member. It is
not appropriate for other situations.

Skip: tells Retrospect to skip the requested
member and ask for a new member. Data on the
requested member remains intact. Effectively,
you are saying, “Stop copying to this member
and start copying to a new one.” This is useful
when a member is nearly full and you think it
may not make it through a complete unattended
backup before Retrospect fills it and asks for a
new medium.

WARNING: Do not select Skip when you have
lost or damaged the requested medium, or you
may lose your data. Select Missing instead.

Disk Media Request

When backing up to disk, the media request
window looks a lot like adding a disk to a new
disk Backup Set. The window displays when
the disk is full or unavailable to Retrospect.
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Click Cancel to halt the current operation.
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Click Show Members to show all members of
the Backup Set and view details about each with
the Properties button. If any of the existing
members has more disk space available, you
can add it to the Backup Set in the Properties
window. If you are able to add enough space,
Retrospect continues the current operation.

Browse to and select a disk with available space
and click Proceed to add it as a member of the
Backup Set. Retrospect displays a window that
summarizes information about the disk you are
adding and lets you specify how much storage
space to dedicate to the Backup Set.

= Add New Member to Daily Backup

D ‘olurne WD MediaCtr
using Folder "2-Daily Backup”
Type: local volume
File system: MNTFS
Used: 267G

Free: Z206.3 G(853% avalable)
Total: 232.9G

Use at most il percent

E GD[,E

[] Erase and rename the volume

Advanced oK Cancel

Click the Advanced button, to specify addition-
al options.

* A location for the backup data folder.If you
don’t specify a location, the folder is
automatically saved on the root level of the
disk.

* A password for a network volume so
Retrospect can automatically log in during
unattended backups.

NOTE: With non-system local volumes, you
can also have Retrospect erase and rename the
disk.
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Click OK to add the disk and continue the cur-
rent operation.

For disk Backup Sets with grooming enabled,
Retrospect only displays the media request win-
dow after it has already groomed the Backup
Set and determined that it still needs more disk
space to complete the current operation. If the
Backup Set is grooming to the Retrospect de-
fined policy, you must add another disk (or
increase the space available to the current disk)
to continue the current operation.

If the grooming policy specifies the number of
backups to keep, you can click Groom to de-
crease this number and delete older Snapshots
and their associated files to reclaim disk space
on the current Backup Set member. This frees
up room for the current operation, but the
groomed data cannot be recovered.

W Retrospect
Reduce the number of backups available For restare,

Backup Set Disk [ is currently configured to make sure at least
last 10 backups of each source are awailable For restare but it
does not have enough space to do sa,

Groom to remaove backups alder than E E

Enter a new, reduced number of backups to
keep and click OK. Retrospect grooms the
Backup Set and, if it now has enough available
disk space, continues the current operation

MULTIPLE CONCURRENT
EXECUTIONS

Retrospect allows you to: change configuration
settings during execution; execute independent
operations in parallel; handle resource conflicts
(including serializing conflicting executions);
have the Proactive Backup system kick off mul-
tiple executions; and use multiple drives in a
tape library simultaneously.



Retrospect has both core multiple execution ca-
pabilities and additional capabilities (support
for simultaneous use of multiple tape drives)
that are enabled through the Advanced Tape
Support add-on.

NOTE: Retrospect Professional does not
support multiple concurrent executions.

Multiple Executions

Retrospect comes pre-configured for multiple
execution units, the exact number of which is
based on the backup computer’s total amount of
memory.

NOTE: The software allows up to 8 concurrent
executions, provided the computer has enough
memory and backup devices to support such a
configuration.

When you're using multiple execution units,
you can run multiple operations at the same
time. If you start more operations than there are
available execution units, the additional opera-
tions are placed in a “Waiting” queue until an
execution unit becomes available. See "Waiting
Tab" on page 152.

NOTE: Proactive Backup scripts do not go into
the waiting queue. They only launch when an
execution unit (and other required resources)
become available.

In order to execute operations concurrently, the
operations must each have a unique source and
a unique destination.

Subvolumes and mailboxes are considered
unique from the volume or Exchange Mailbox
container on which they are stored. Therefore,
you cannot back up from or restore to a volume
and any of its subvolumes (or an Exchange
Mailbox container and any of its mailboxes)
concurrently. Retrospect will run these execu-
tions consecutively.

TIP: If you have multiple disk Backup Sets that
use the same volume, EMC Dantz recommends

that you not use those Backup Sets in
concurrent operations.

Configuring Multiple Execution
Preferences

You must have more than one execution unit to
perform concurrent executions.

See "General Preferences" on page 244 for in-
formation on specifying the number of
execution units.

WARNING: Retrospect automatically
determines the optimal number of execution
units based on the backup computer’s memory.
Override this setting at your own risk.

Assigning Execution Units

You can decide whether you want an operation
to use a specific execution unit or the first avail-
able execution unit (“Any Execution Unit”).
When you have two or more execution units and
you create a script or set up an immediate oper-
ation, its summary window includes an
execution unit list box.

Any Execution unik

To take advantage of multiple executions,
choose “Any Execution Unit”. In some cases,
you may want executions to run consecutively.
For example, you may back up a volume to hard
disk, then back up the Catalog File to a CD. In
this case, you should assign the same execution
unit to both operations and schedule the main
backup to start before the Catalog backup. This
guarantees that the second operation will not
execute until the first one is complete.

Multiple Drives

Concurrent executions to multiple tape drives
requires Retrospect's Advanced Tape Support
add-on. You can perform concurrent executions
to multiple stand-alone tape drives, or to tape li-
braries with multiple built-in drives.
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NOTE: Advanced Tape Support is not
available for Retrospect Professional or
Retrospect Disk-to-Disk.

Binding Tape Backup Sets to Tape Drives
When using multiple tape drives with Retro-
spect, you may want to “bind” a Backup Set to
a specific drive. For example, if you have two
tape drives, a faster drive and a slower drive,
you may want to bind the Backup Set for your
client computers to the slow drive, and the
Backup Set for the local server to the fast drive.
That way the networking speed and drive speed
will be more in sync and the tape drives will
have to spend less time repositioning the heads.

By default, Retrospect allows Backup Sets to
use any available tape drive, but there are two
ways to change this setting:

* You can specify and modify the binding of a
tape Backup Set through the Backup Set
properties window. Go to Configure>
Backup Sets, select a tape Backup Set, and
click Properties. In the Properties window,
click the Binding tab. Click “Selected tape
drives” and select one or more drives. You
can also remove a binding by selecting “Any
tape drive”.

BT Backup St (ffute Properties ™ [=]
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* You can also specify and modify the binding
of a tape Backup Set through the Storage
Devices window. Click Configure>Devices.
In the Storage Devices window, click the
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Binding tab. Select a Backup Set, click
“Selected tape drives,” and select one or
more drives. You can also remove a binding
by selecting “Any tape drive”.

s e iy

Multiple Tape Drive Strategies

Retrospect Advanced Tape Support (ATS) add-
on allows Retrospect to write to multiple tape
drives or read and write to separate tape drives
at the same time. This allows for more data to be
backed up in a given backup window.

The key strategy for maximizing the perfor-
mance of ATS and meeting your backup
window demands is to set up your scripts to
stream a unique source to a unique destination,
so that multiple operations can run
concurrently.

If a specific source or destination is in use by
one operation, Retrospect cannot use that
source or destination for another concurrent
operation.

The following scenarios describe how to struc-
ture your scripts and Backup Sets to get the
greatest advantage from ATS:

* Scenario 1- Four servers or server volumes
to back up to a tape library with two drives

* Scenario 2- A SQL server, Exchange server,
file server, and 35 notebooks to back up to a
tape library with two drives

* Scenario 3- 500 clients to back up to a tape
library with four drives



NOTE: You must have at least two execution
units available to run multiple concurrent
operations.

Scenario 1- Four servers or server
volumes to back up to a tape library with
two drives

Without Advanced Tape Support, you would
most likely create one script to back up all the
servers to a single Backup Set. Since you cannot
back up simultaneously to two tape drives with-
out ATS, this is a good option.

With Advanced Tape Support however, you can
create two scripts, each of which backs up two
servers to a different Backup Set. You can
schedule the scripts to run at the same time and
back up all the volumes in less time.

Script 1

Scripts Script 2

Script 1: Server A and
Server B

Script 2: Server C and
Server D

Sources

Script 1: Backup Set 1

Destinati
estinations Script 2: Backup Set 2

Scenario 2- A SQL server, Exchange
server, file server, and 35 notebooks to
back up to a tape library with two drives
In this example, the servers need to get backed
up every night at 10 p.m. and the notebooks
need to get backed up as they’re available on the
network.

Create two scripts, one regular script for the
servers and a Proactive backup script for the
notebooks.

Server Backup

Notebook Backup (Proac-
tive Backup script)

Scripts

Server Backup: SQL,
Exchange, file server

Notebook Backup:
Notebooks

Sources

Server Backup: Backup Set
1

Destinati
estinations Notebook Backup: Backup
Set 2

Server Backup: 10 p.m.,
every night

Notebook Backup: Always
active

Schedule

This arrangement makes it possible for Retro-

spect to back up the servers and the notebooks
at the same time to different tape drives (as long
as the resources are available).

Scenario 3- 500 clients to back up to a tape
library with four drives

Organize the clients into four logical groups of
a similar size, then create a source group (in the
Volumes Database) for each and add the clients.

Create a Backup Set and Proactive Backup
script for each source group, then start Proactive
Backup.
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CHAPTER

NETWORK BACKUP

e NETWORK BACKUP OVERVIEW

* INSTALLING CLIENTS

* WORKING WITH CLIENTS

« UPDATING CLIENTS

* UNINSTALLING A CLIENT AND ITS SOFTWARE
* ADVANCED NETWORKING

e« CLIENT USER PREFERENCES

* BACKING UP CLIENTS

* WORKING WITH WINDOWS CLIENTS
e« WORKING WITH MAC OS CLIENTS

* WORKING WITH UNIX CLIENTS

* FILE SYSTEM CONVERSIONS

* MICROSOFT NETWORKING VOLUMES

* NETWORK BACKUP GUIDELINES

This chapter provides instructions on installing, configuring, and otherwise administering
the client software that allows you to access networked Retrospect client computers from
the backup computer. It also describes the options and controls available to Retrospect
clients. In addition, this chapter explains how to back up these clients and includes
information and worksheets for setting up efficient workgroup backups.
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NETWORK BACKUP OVERVIEW

Retrospect allows you to use a single computer
with a storage device to back up networked
Windows, UNIX, and Macintosh computers
equipped with Retrospect Client software.

The backup administrator—that’s you—installs
the Retrospect Client software on each of the
client computers (also called clients). The back-
up administrator uses the Retrospect application
to log in clients for use by the backup computer.
After configuring the clients, the administrator
can create and schedule scripts using client vol-
umes as sources, as if the volumes were
connected directly to the backup computer.

Client Licenses

Retrospect will work with as many clients as
you have licensed. Retrospect Small Business
Server, Single Server, and Multi Server support
unlimited desktop/notebook clients.You can
add licenses to support more desktop/notebook
clients with Retrospect Professional.

Retrospect Multi Server supports unlimited
server clients. You can add licenses to support
server clients with Retrospect Small Business
Server and Retrospect Single Server.

Retrospect’s License Manager keeps track of
your client licenses with the license codes you
enter. Client license codes are included with
Retrospect and are available separately in Ret-
rospect Clients. You get additional codes when
you purchase additional licenses.

* To view current licenses, click Configure>
Licenses. The Backup Clients container (see
page 259) summarizes the quantities of used
and available clients and lists client licenses
you have added.

* To add a client license, click the Add button

and enter your new license code in the
dialog that follows.
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* To purchase additional client licenses, click
Purchase.

Client licenses are automatically added by the
License Manager when you log in previously li-
censed clients running Retrospect Client
software version 4.1 and earlier.

Security

Clients connected to the Internet are at risk,
however slight, of unauthorized access. The
Retrospect Client installer program requires
you to assign passwords (see page 166) to cli-
ents to prevent access by Internet users who
have Retrospect.

INSTALLING CLIENTS

All client computers that you want to back up
must have Retrospect Client software installed.
The following topics include system require-
ments and installation instructions for
Windows, Mac OS, and UNIX clients.

System Requirements for Windows
Client Computers

Windows client computers require:

* Intel Pentium class or better processor

* Windows 95/98/Me, Windows NT 4.0
Workstation or Server (SP6 or greater),
Windows 2000 Professional, Server, or
Advanced Server (SP2 or greater), Windows
2003 Server, or Windows XP

» TCP/IP networking

* Winsock 2.0 for Windows 95
You can install TCP/IP networking software
from the Windows installation software. Win-
dows 95 requires the Winsock 2.0 Update from
Microsoft. It is available free from Microsoft at
http://www.microsoft.com/windows95/.

NOTE: In order to back up Windows NT 4.0
Server, Windows 2000 Server, Windows 2000
Advanced Server, or Windows Server 2003


http://www.microsoft.com/windows95/downloads/contents/wuadmintools/s_wunetworkingtools/w95sockets2/default.asp

computers as Retrospect clients, you must be
running Retrospect Multi Server on the backup
computer. You can also back up server clients
with Retrospect Disk-to-Disk, Small Business
Server, or Single Server if you have server
client licenses.

Installing Retrospect Client Software
on Windows Computers

Use the following procedures to install the cli-
ent software on each Windows computer you
want to back up over the network.

TIP: For installing many clients on a network
from a file server you can make a shared folder
with the Retrospect Clients Setup application
then run the Setup program from that folder
instead of from the CD.

To Install Retrospect Client Software on a
Windows Computer:

1. Save all unsaved documents in other running
application programs.

2. Under Windows NT/2000/XP, log in to the
client computer so that you have Administrator
privileges.

3. Insert the Retrospect CD in the client
computer’s CD-ROM drive.

4. Click the Install Retrospect Client button.

5. Follow the instructions of the Setup program
to place the client software on the startup disk.
Create and enter a password to prevent
unauthorized access to the client; do not forget
this password.

6. Under Windows NT or 2000, restart the
computer.

When the computer starts up it automatically
loads the client software. The client is now
ready to be accessed from the backup computer,
as described in "Working with Clients" on page
164.

TIP: You may wish to use disk cloning software
to clone a client installation. After installing
client software on a computer, you can use the

computer as the master from which to create
other cloned computers. Do not use Retrospect
to access the newly-installed client before using
it as the clone master. You must clone the
master before you access it with Retrospect.

System Requirements for UNIX Client
Computers

The system requirements vary depending on
whether the client is running on Linux or
Solaris.

Linux client computers require:

* Intel Pentium class or greater processor

* Red Hat Linux, Red Hat Enterprise Linux,
SUSE Linux Desktop, SUSE Linux
Professional, SUSE Standard Server, or
SUSE Enterprise Server operating system
(All 32-bit OS only)

Solaris client computers require:

» SPARC-based processor
* Solaris operating system

Both Linux and Solaris clients require:

« glibc version 2 or later
» TCP/IP networking

In order to use the graphical user interface
(GUI) to change options and preferences, the
following is also required:

« Java version 1.2 or later

NOTE: For a list of current supported versions
of Red Hat Linux, SUSE Linux, and Solaris, see
the EMC Dantz web site.

Installing the Client Software on UNIX
Computers

Use the following procedures to install the cli-
ent software on each UNIX computer you want
to back up over the network. Choose your pre-
ferred method of installation; rpm, pkg, or tar.
Where the instructions say version, use your
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specific version/build number of the Retrospect
Client software, such as 7.0.103.

To Install Retrospect Client Software on a
UNIX Computer:

1. Save all unsaved documents in other running
application programs.

2. Log in to the client computer.

3. Insert the Retrospect CD in the client

computer’s CD-ROM drive and browse to the
location of the client installer files.

4. Enter the following commands, respective to
your operating system and your preferred
installer.

pkg (Solaris only) #pkgadd -d retroc~1.pkg
rpm (Linux only) $rpm -i retroclient-version-
1.1386.rpm

tar $tar -xf retroclient-version.tar, $.Install.sh
5. Create and enter a password to prevent

unauthorized access to the client; do not forget
this password.

The client software runs automatically upon
completion of installation.

The client is now ready to be accessed from the
backup computer, as described in "Working
with Clients".

System Requirements for Mac OS
Client Computers

Mac OS client computers require:

* PowerPC or greater processor
* Mac OS 7.1 or later with Open Transport 1.1
or later; Mac OS X 10.1.2 or later

» TCP/IP networking

Installing the Client Software on

Mac OS Computers

Use the following procedures to install the cli-
ent software on each Macintosh computer you
want to back up over the network.
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TIP: For installing many clients on a network
from a file server, or for installing on computers
without CD-ROM drives, you can make a
shared folder on a server with the contents of the
Retrospect Clients Installer application. Run the
installer program from that folder instead of
from the CD.

To Install Retrospect Client Software on a
Mac OS Computer:

1. Save all unsaved documents and quit other
running application programs.

2. Under Mac OS X, log in to the client
computer so that you have administrator
privileges.

3. Insert the Retrospect CD in the client
computer’s CD-ROM drive.

4. Double-click the installer icon to launch the
program.

5. Follow the instructions of the installer
program to place the client software on the
startup disk.

6. Create and enter a password to prevent
unauthorized access to the client; do not forget
this password.

NOTE: Use only basic alphanumeric characters
(low-bit ASCII) in passwords for Macintosh
clients. Macintosh high-bit characters do not
correspond to Windows high-bit characters. For
example, Luf$Luf00 is OK but LifsLiifoe will
cause problems.

7. Restart the computer.

When the computer starts up, it automatically
loads the client software. The client is now
ready to be accessed from the backup computer,
as described in "Working with Clients" below.

WORKING WITH CLIENTS

Once a client computer is installed with Retro-
spect Client software, you can add it to the
Backup Clients Database from the backup com-



puter and start using it in immediate and
automated operations.

Working with Firewalls

When backing up network clients, Retrospect
needs certain network access that is not enabled
by default with most firewalls.

Retrospect uses port 497 for both TCP and UCP
communications. To successfully find and ac-
cess Retrospect clients, your firewall needs to
be set to allow communication over port 497 for
both TCP and UDP on all Retrospect clients as
well as on the Retrospect backup server.

If you are using the Windows XP SP2 Firewall,
Retrospect automatically opens these ports if
the firewall is enabled when Retrospect is in-
stalled. Otherwise, you must open the ports
manually. See your Windows documentation

for information on enabling firewall exceptions.

Adding Clients

Before you can back up a client computer, you
need to add it to Retrospect’s client database.

NOTE: When you add a client, Retrospect's
License Manager decrements the available pool
of client licenses (if applicable).

To Add a Client:

1. From the navigation bar, click Configure>
Clients.
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The Backup Clients Database displays a
scrolling list of all the client computers

currently logged in for use with Retrospect, if
any.

2. Click Add to bring up the Live Network
window.
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This window lists all the computers on a
specific network that have Retrospect Client
software installed. By default, Retrospect uses
its Piton multicast method of searching for
clients in the local subnet.

NOTE: A subnet is a group of local computers
physically networked together without a router
or gateway, though they may use a gateway to
connect to other networks.

3. Select a client and click Add.
4. Enter the client’s password, then click OK.
The client properties window displays. See

"Configuring Clients" for information about
client properties.

Testing Network Addresses

You can use the Test button in the Live Network
window to test for a responding client at a
known IP, DNS, or WINS address.

To Test an Address:

1. From the navigation bar, click Configure>
Clients.

2. Click Add to bring up the Live Network
window.

3. Click Test.
[ fetrospect ]
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4. Enter an IP, DNS, or WINS address and
click OK.

If Retrospect Client software is found at the
specified address, Retrospect reports its client
name and software version.
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If a computer is found at the specified address,
but it is not running Retrospect Client software,
Retrospect reports error —541.

If there is no TCP/IP response from the
specified address, Retrospect reports error —
530.

The Advanced button accesses Retrospect’s ad-
vanced networking features, which are
described in "Advanced Networking" on page
171.

Configuring Clients

After you have logged in a client, you need to
configure it. If a client is already installed but
not logged in, you can select it in the Live Net-
work window and click the Add button to log in
and configure the client. If the client is already
known but you need to reconfigure its settings,
you can select it in the Backup Clients Database
window and click Properties from the toolbar.

The client properties window is arranged with
four tabs:

* General Tab
* Access Tab
* Tools Tab

* Volumes Tab

General Tab

The General tab shows various information
about the backup client and has an option to pro-
tect data over the network.
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Name is the given client name.

Type indicates the operating system used by the
client computer.

Version is the version number of the client soft-
ware installed on the client computer.

A/C is the activator code of a backup client run-
ning 4.1 or older client software.

Priority is the priority setting the user has cho-
sen from the client control panel. A 20%
priority means the user has set the slider all the
way to “User,” giving other applications and
tasks some of the computer’s processing time
that would otherwise be used for Retrospect
tasks. A 100% priority means the client’s prior-
ity slider is set all the way to “Backup,” giving
client tasks (namely, transferring files) all of the
client software’s processing time allotted by its
operating system.

Security is the data security specified for this
client computer. None means no password was
installed and anyone using Retrospect on the
network can log into this client. Password
means a password must be entered in order to
log in to this client. Link Encryption appears if
the client has a password and the Encrypt net-
work link check box is selected. This means
data from the client is being encrypted before
being sent over the network. You cannot select
the Link Encryption option unless you have a
password.

Status indicates the client’s availability for
backups and other operations. Not connected



means Retrospect has not yet established com-
munication with the client. /n use means the
client is presently being accessed. Connected
means the client is ready and available. Locked
means the user at this client workstation has
checked the “Read Only” access preference in
the client control panel. The client can be
backed up, but you cannot restore to it or delete
files from it. Busy means the client is currently
being accessed by a different copy of Retro-
spect on the network. Turned Off means the user
at this client clicked the “Off” radio button in
the client control panel. A client that is turned
off is unavailable for operations until it is turned
on manually or the client computer is restarted.

Echo time is the time delay, in seconds, experi-
enced in communicating with this client (usually
0.0 to 0.2). If the network or client is busy, or
you are using routers, the echo time could easily
be higher without indicating a problem.

Speed is the transfer rate of the network con-
nection between the backup computer and the
client computer. Click the Refresh button to up-
date Speed information.

Clock offset is the difference in hours:min-
utes:seconds between the internal clocks of the
client computer and the backup computer.

Encrypt network link, which is off by default,
is only available if this client uses a password.
When the checkbox is checked Retrospect pro-
tects against network eavesdropping by
encrypting data transferred over the network
then decrypting it before writing it in the Back-
up Set. (Client link encryption is distinctly
different from Backup Set encryption.)

Access Tab

The Access tab summarizes the network access
method for this client.

Charge.

You can click the Change button to access the

client in a special Live Network window. This
may be necessary if the client has moved on the
network or was if it was reinstalled.

Tools Tab

The Tools tab lists the client name, whether it
has a password, its clock offset (the time differ-
ence between the client computer clock and the
clock of the backup computer), and the version
number of the client software.
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* To change the client name, click Rename. A
dialog then asks you to enter and confirm the
new name.

* To add or change the password, click Set
Password. A series of dialogs then ask you
to enter and confirm the new password.

* To change the time of the client computer to
match that of the backup computer, click
Sync Clock, which is not available when the
client allows read access only (see page
177).

* To update the software version of the client,
click Update. A file selection dialog then
asks you to locate the Retrospect Client
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software from which to update. See "To
Update an Individual Client Computer" on
page 170 for detailed instructions.

Volumes Tab

The Volumes tab lets you specify which vol-
umes on the client computer are accessible to
Retrospect over the network.
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Client sources: The setting of the list box af-
fects how Retrospect resolves client containers
during operations. Usually you do not need to
change it from its Client Desktop default.

* Client Desktop resolves to all volumes local
to the client computer, except for floppy

disks, shared volumes (such as file servers),
read-only volumes (such as CD-ROMs), and
empty volumes.

* Startup Volume resolves to the volume
from which the client computer booted.

* Selected Volumes resolves to all volumes
selected below in the list of remembered
volumes.

Remembered volumes: lists the client’s vol-
umes. Only the selected volumes will be
available to Retrospect during operations. The
selection determines which volumes appear in
Retrospect’s Volumes Database window. It also
determines the volumes to which the client con-
tainer resolves when the Client sources list box
is set to Selected Volumes.

The following table uses the example of a client
computer with several mounted volumes.It
shows the volumes to which the client container
resolves, respective to the different Volumes to
Access settings.

These volumes on a client : ie Al " . ...resolves to these
computer... ...with this client sources configuration... volumes.

Client Desktop Alyosha

209 Alvosha () Beoyvulf

(= Beowulf {D:) CanCS

(=8 Cynics (E2)

= Drive F (F1) #

g Economics Server
Startup Volume Alyosha
Selected Volumes, with only Beowulf selected Beowulf
in the list of remembered volumes
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Forgetting a Client

After a client has been logged in, there may
come a time when you no longer need it and its
volumes. (For example, a computer is no longer
on the network.) In this case, you can tell Retro-
spect to forget it, which is the opposite of
logging it in.

In the Backup Client Database window, select
the client and click the Forget button x| in the
toolbar. Retrospect asks you to confirm this. By
clicking OK, you are removing the client vol-
umes from scripts and other lists in Retrospect.
This only affects Retrospect on the backup
computer in use at the time. It does not affect
other copies of Retrospect running on other
computers on the network, which remain
logged in to the client as usual. Forgetting a cli-
ent does not affect that client’s existing
backups.

Forgetting a client makes one more client li-
cense available in the License Manager (see
page 162).

UPDATING CLIENTS

There may come a time when you need to up-
date older client software to take advantage of
improvements in a newer version. At that time,
you can update clients either from the backup
computer, or from individual clients.

Updating Clients from the Backup
Computer

You can update individual clients as needed, or
update all clients of a given type. When you up-
date a client, it retains all of its current settings.

NOTE: It is a good idea to update all clients
even if you know some of them are turned off.
You can later repeat this operation without
affecting the clients that are already updated.

To Update All Clients of a Given Type
From Retrospect’s navigation bar, click
Configure then click Clients. The Backup Cli-
ents Database window appears, listing all client
computers currently logged in for use with
Retrospect.
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Click the Update clients button @ in the tool-
bar. Retrospect asks you to specify the location
of the Retrospect Client update (.rcu) file. There
are five different client update files: one each
for Windows, Linux, Solaris, Mac OS 7/8/9,
and Mac OS X. Different client update files
may be available from different places such as
the Retrospect CD and the EMC Dantz web site.

Select the appropriate client update file, wher-
ever it may be, and click Open. After your
confirmation, Retrospect begins updating the
client software on all client computers of the
same type as the selected .rcu file (e.g., Win-
dows, Solaris, etc.). If you have different types
of clients, repeat these steps for each type.

NOTE: If a client computer has virus protection
software installed, it may require confirmation
at the client computer before allowing the
update to continue.

When the update is complete, Retrospect re-
ports the results in a dialog and the Operations
Log. Click OK.

To confirm the status of each client update,
open the Operations Log. (To do this click
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Reports from the navigation bar then click
Operations Log, or choose Operations Log from
the Window menu.)

Restart each Mac OS 7/8/9 client computer.
The update does not take effect under
Mac OS 7/8/9 until the computer is restarted.

Restart each Windows NT 4.0 and Windows
2000 client computer. The update does not take
effect on these clients until they are restarted.

For Solaris and Red Hat Linux 6.2 clients, you
must manually restart Retrospect Client on each
computer with the command:

$/usr/local/dantz/client/rcl start

To Update an Individual Client Computer
In the Retrospect navigation bar, click
Configure>Clients. The Backup Clients Data-
base window appears, listing all client
computers currently logged in for use with
Retrospect.

Select the client you want to update then click
the Properties button (or double-click the cli-
ent). In the client properties window that
appears, click the Tools tab.
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Click the Update button. A dialog appears,
prompting you to specify the location of the
Retrospect Client update (.rcu) file.

Select the appropriate client update file, and
click Open. When the update is complete, an-
other dialog appears, telling you the update
completed. Click OK.
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The update does not take effect under

Mac OS 7/8/9 or Windows NT/2000 until the
client computer is restarted. For Solaris and Red
Hat Linux 6.2 clients, you must manually restart
Retrospect Client on each computer with the
command:

$/usr/local/dantz/client/rcl start

Updating Clients from the Client
Computer

If you do not want to update clients from the
backup computer as described above, you can
update clients directly from the individual client
computers. This is done with the Setup applica-
tion (Windows), Client Installer application
(Mac OS), or rpm or tar installers (UNIX),
which can also update clients.

Follow the installation instructions (see page
162) appropriate for the computer’s operating
system.

UNINSTALLING ACLIENTANDITS
SOFTWARE

If you want to remove the client software from
a computer, forget the client as described in
"Forgetting a Client" on page 169, then see the
following sections for each type of client:

* Windows

* UNIX

* Mac OS 7/8/9
*Mac OS X

Windows

1. From the Start menu, choose Settings>
Control Panel.

2. Double-click Add/Remove Programs.
3. In the window that appears, select the

Retrospect Client software and click
Change/Remove.

4. Click OK to close the window.



NOTE: Under NT/2000/XP you may have to
log in with administrator privileges.

UNIX

The process for uninstalling the UNIX client
varies depending on how the client software
was installed.

For rpm, type the command: $rpm -e retroclient

For Solaris, type the command: #pkgrm
retrocint

For tar, manually remove the client software
files installed by tar.

Mac OS 7/8/9

Remove the Retrospect Client control panel
from the computer by placing the file in the
Trash.

Mac OS X
1. Open the client installer application.

2. Choose Uninstall from the pop-up menu and
select the volume from which to uninstall
Retrospect Client software.

3. Click the Uninstall button to remove the
client software from the computer, then exit
when you are done.

ADVANCED NETWORKING

Retrospect normally uses its multicast access
method to find backup clients directly connect-
ed to the local network segment or local subnet,
and display them in the Live Network window.
You will need to use Retrospect’s more sophis-
ticated techniques of accessing clients if your
network has routers between the backup com-
puter and its clients, or if your backup computer
has multiple network cards connected to differ-
ent physical networks.

Retrospect has the ability to use several differ-
ent methods of accessing clients. It also lets you

control the use of adapter cards in the backup
computer.

Access Methods
Retrospect can either use the standard DNS and

WINS directory services, or its own Piton Name
Service based on TCP/IP.

Adding a client to the Retrospect client database
also stores its access information for later use.
When Retrospect tries to connect to the client
for a backup, it resolves the access information
into its current [P address using the original ac-
cess method.

On each client computer, Retrospect Client
software waits for queries from Retrospect on
the backup computer. Just exactly how Retro-
spect gets in touch with the clients depends on
the access method Retrospect is using.

Multicast

When you first open the live network window,
the default access method is multicast. With this
method, Retrospect sends out a multicast re-
quest to the listening client computers, asking
them to respond with their identities. After you
have added a client with this method, when Ret-
rospect later tries to connect to the client for a
backup, it handles IP address changes automat-
ically by sending out another request to update
its client database and connect with the proper
client.

If you use a network analyzer to monitor the
packets it sends with the multicast method, you
will see Retrospect uses well-known port 497
for its communications. The packet format con-
forms to the proprietary EMC Dantz protocol
Piton (for Plpelined TransactiONs), which
gives Retrospect much of its network speed and
reliability. Multicast Piton Name Service uses
the assigned address 224.1.0.38, which allows
Piton to direct its queries only to those comput-
ers running Retrospect Client software.
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Multicast access is simple, requiring no config-
uration, but does not operate across routers. It
works only in the local subnet.

Subnet Broadcast

The subnet broadcast access method allows you
to access clients through virtually any network
topology, including the Internet.

According to TCP/IP standards, every subnet
has both a network address and a subnet mask,
suchas 192.168.1.0 and 255.255.255.0. Routers
use these to identify the physical network to
which computers are connected. Routers also
support queries to all the computers on a partic-
ular subnet. Retrospect takes advantage of this
ability for its subnet broadcast access method,
using the same Piton protocol as for multicast
access.

With Retrospect’s subnet access method, you
must define the address and mask of each sub-
net you wish to use, and update these
configurations if your network changes.

Direct Access

You can use the direct client access method to
add a specific backup client to Retrospect’s cli-
ent database. This method requires you to know
the IP address or DNS or WINS name of each
backup client. Do not use a numeric IP address
for computers which get a dynamic IP address
from a DHCP server, because Retrospect has no
way to learn when the address changes.

Adding clients by direct access is most useful
for a few clients; adding many might be tedious.
One of the other methods would probably be
better for adding numerous clients.

Configuring Access Methods

The first time you open the Live Network win-
dow Retrospect searches for clients in the local
subnet using its multicast access method. Click
Advanced to access the advanced networking
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features. The window expands with controls for
the network interface and access method.
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Subnet Broadcast Access Method

You can define other subnets in which Retro-
spect searches for clients.

Click Subnet Broadcast in the advanced Live
Network window to configure a new subnet to
search. The first time you use this feature, no
subnets are configured so no clients are listed.
Click the Subnets button. The first time you do
this no subnets are configured, so none appear
in the configuration window.
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Click Add, and in the dialog that appears, enter
an IP address within the subnet and enter its
subnet mask. Click OK.

The IP subnet you defined appears in the subnet
configuration window.

Sbrets oy
) A B e g vt st




Later, you can add, modify, or remove subnets
as needed.

Click OK to return to the Live Network window
and view the backup clients Retrospect found
using the subnet broadcast access method.
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When you add a client with the subnet broadcast
access method, Retrospect knows to look for
that client in your defined subnets.

Each subnet you configure will be accessed by
Retrospect when it searches for clients. This in-
cludes not only when this window is open, but

also when Retrospect searches for a client in an
operation.

NOTE: You can define and use interfaces (see
page 173) to limit the number of subnets to
search for each client.

Direct Access Method

In the advanced Live Network window, click
the Direct access method button. The client list
is replaced with an entry box for you to enter the
known IP address or DNS or WINS name of a
client.
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Enter the name or address and click Add. When
a client is found at the specified address, Retro-

spect asks you for its password before logging it
into the client database.

NOTE: If Retrospect fails to connect to a client
at the specified IP address, see Troubleshooting
on page 288.

After you enter the correct password, Retro-
spect displays the client’s properties window
(described in "Configuring Clients," which
starts on page 166).

Interfaces

Retrospect’s interface feature allows you to
choose among multiple adapter cards and con-
trol networking options for groups of backup
clients. For example, a custom interface lets you
back up clients on different subnets without re-
quiring backup data to cross routers, conserving
network bandwidth.

Retrospect remembers the interface you used to
add a client to the client database, and it will use
the interface’s settings for all access to that cli-
ent. You can change the interface used for a
client from the client properties window’s
Access tab.

TIP: To take advantage of a backup computer
with multiple NICs when performing multiple
concurrent operations, make sure that clients
using NIC #1 are backed up to one Backup Set
and clients using NIC #2 are backed up to a
different Backup Set.

When a TCP/IP-based program such as a web
browser initiates a TCP/IP connection, it uses
the “default” IP address of the computer to iden-
tify itself. Retrospect interfaces let you choose
which address to use when your computer has
more than one.

Interfaces also allow you to group advanced op-
tions. For example, if you want one set of clients
to have different timeout values than another
set, you can create two separate Retrospect in-
terfaces that both specify the same adapter, but
have different timeout settings.
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Configuring Interfaces

From the Retrospect navigation bar, click Con-
figure>Clients to display the Backup Clients
Database window. Click the Interfaces button
#*| on the window’s toolbar to open the inter-
faces window.

g r——

The interfaces window lists the Default inter-
face and any other interfaces you have added.

Adding an Interface: Click the New button
and enter a name for the interface and click
New. From this point, you are editing the inter-
face as described below.

Editing an Interface: Select an interface in the
list and click the Edit button.

NOTE: Do not edit the Default interface until
you are completely familiar with the options
and their ramifications.
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You must first select a TCP/IP interface, usually
a network adapter card. It can use a static IP ad-
dress or one dynamically assigned by a DHCP
server. The Default interface always uses the
computer’s default TCP/IP address and you
cannot change it.
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TIP: Make sure that Windows is using the
fastest network connection as the default for
best performance.

Configuring Advanced Options

From the interfaces window, click the Ad-
vanced button to open the Advanced Interface
Configuration window.
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The General options category has options for
Retrospect’s timeouts.

Metwork retry warning delay: 30 | seconds
A "Metwark Retry" warning window will be displayed iF this interval elapses
with no response from the backup dlient, allowing the connection to be closed
manually,

Conneckion timeout: 5 | minukes

The connection will be terminated if this interval elapses with no response
Frorn the backup client,

Network retry warning delay: Retrospect dis-
plays its network retry dialog when a client does
not respond in the specified time period.

Connection timeout: Retrospect terminates an
established network connection with a client
that does not respond in the specified time peri-
od. Retrospect ends the connection and reports
error —519 (network communication failed).
The operating system’s TCP/IP itself might
time out sooner, causing error —519 in less time
than specified by the general connection time-
out. Consider this value the maximum amount
of time Retrospect will wait for a client to re-
sume communication.



The TCP/IP options category has options for
connecting, live listing, and multicasting.

Search poll interval: 2 | seconds

IF a backup client iz unavailable or its address has changed, UDP packets are
sent at thiz interval to find it, Use larger walues For high-latency Wakz and
smaller walues for local LM,

Search timeout: 10 | seconds

Searching Far a backup client is limited to this time period, Proactive Backup
settings may Further restrict this walue,

Search poll interval: When a client is unavail-
able at its last known address, Retrospect sends
queries at this interval.

Search timeout: Retrospect terminates its
search for a known client when it cannot find
the client in the specified time period.

NOTE: This may be further restricted by the
Proactive Backup script polling options (see
page 221).

Live poll interval: 10 | seconds

UDFP packets are sent at this interval, asking backup dlients to identify
themnselves, Palling too Frequently wastes network bandwidth; too
infrequently and some clients rmay not be wisible,

Forget counter: |_3

Backup clients Failing to respand after this many sequential polls are
conzidered unavailable and removed from the live netwar: window,

Live poll interval: Retrospect broadcasts to cli-
ents at this time interval when it polls for clients
in the live network window. If you configured
multiple subnets for the interface, Retrospect
divides the poll interval by the number of de-
fined subnets.

Forget counter: Retrospect removes a client
from the live network window when it does not
respond to the specified number of sequential
polls. This does not affect clients already added
to the backup clients database.

Mulkicast time-to-live: [ 1

This restricts the maximurn nurnber of router hops For Multicast UDP packets,
Howewver, most IP routers are not configured for IGMP and will newer
Farward multicast packets,

Multicast time-to-live: Retrospect assigns this
“time to live” number to multicast UDP pack-
ets. It is the maximum number of router hops a

packet can make before it is discarded. An in-
crease in the time to live number lets Retrospect
search for clients on more subnets connected by
IGMP capable routers. Routers which do not
support IGMP will not forward the multicast
UDP packets.

CLIENT USER PREFERENCES

After the client software has been installed, us-
ers of client computers can control some aspects
of network backup operations with the Retro-
spect Client control panel.

You do not need to change any of the settings to
perform backups. In most cases, the existing
settings are the ones you will want to use. To
open the Retrospect Client control panel, do the
following:

Windows: From the Start menu, choose Set-
tings>Control Panel, then open Retrospect
Client.

UNIX: Run RetroClient.sh from the installed
client folder.

Mac OS 7/8/9: From the 'ﬁ menu, choose
Control Panels, then open °Retrospect Client.

Mac OS X: From the Applications folder, open
Retrospect Client.

The Retrospect Client control panel displays in-
formation about the client computer on which it
is installed, including the user or computer
name, the access status of the client, and a report
about the last several backups.
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| software and each time the client computer
— starts up, the control is on to allow access. When
the control is turned off, the data on the client

Retrospect Client

Status |Preferem:es Access | Proactive Backup

Retrospect Client

dantz 7.0.104 ® on computer cannot be accessed over the network
O o by Retrospect.
Client Mame: Dev_Ben Corson/Laptop
TIP: To permanently prevent access to the
Status

B client computer, uninstall the Retrospect Client
‘ software as described in "Uninstalling a Client
and Its Software" on page 170.

Histary

12/2/2004 2:59 PM: Script "Immediate Backup" -
[BCORSON-3296): Clare Ofoto, Execution 0
completed successfully

General Preferences

4

Pl G e The Retrospect Client control panel has addi-
tional user preferences for managing client
operations. Getting to the preferences is done
The Windows client control panel, showing the Status differently under Windows/UNIX, and
]
tab. (The UNIX client control panel is similar.) Mac OS
[aXaXa] . .
Retrospectelient Windows/UNIX: Click the Preferences tab
— Retrospect Client from the four at the top of the control panel.
R 6.0.108
dantz gorss J——
Stghun | Profereriai | Aeoesn | Proactve Backue:
Client Name: ibookBenny
Status Moty aftes backup
FlMcitytrobackpn |7 | dap
Ready: [ Fimgmnt 5 MUAR T s ek mmvcet
History Y
12/2/2004 3:00 PM: Script "Immediate Backup® — R
(BCORSON-3296): Arlen project, Execution
completed successfully
3 ‘ L Cancal

Copyright 2002-2004 Dantz Development Corporation
The Windows Retrospect Client control panel’s

The Mac OS X client application. (The Mac OS 7/8/9 cli- preferences.
ent control panel is similar.)

Mac OS: Click the Preferences button.
In addition to the Java-based graphical user in-

terface, UNIX clients can also be controlled ] BT i Nae e
. - F oy
through the command line. To see the command ==ty A ccers poly S
. . SUMTRNS 3 private Files/Folders/Volumes Camcel ¥
line arguments, enter the following. SRS gl o M Pl + Ao
Motifcation 71 Notify Afer Backsp

$I'€'[I'OC 1 hel 1 Natily if ne Backug in days
p p Backup SErver  When isould the Micintoih be hadked !
5 As vooa a3 possibis

Access Master Control © According 1@ norml sciadule

Bamet 1029 am B oo

The On and Off radio buttons let you allow or
deny network access to your client by the back- The Mac OS X Retrospect Client control panel’s
up computer. When you install the client preferences.
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Execution Preferences

The execution preference settings allow client
users to control how Retrospect interacts with
the client computer.

NOTE: These preferences are only available
with Mac OS 7/8/9 clients.

Wait at Shutdown determines what happens
when a client user chooses Shut Down from the
Finder’s Special menu. When this option is se-
lected and Shut Down is chosen, the “waiting
for backup” dialog is displayed until the backup
takes place. By default, this preference is
selected.

When this dialog is on the client Macintosh
screen, the client user may click Restart to re-
start the client Macintosh, click Shut Down to
shut it down, or click nothing and leave it for
unattended operation. When the client computer
is not used for thirty seconds, a screen saver ap-
pears until the user presses a key or moves the
mouse to return to the dialog. When the backup
computer finishes its operation with this client,
it shuts down the client Macintosh.

Run in Background allows the backup com-
puter to operate at the same time the client user
is using the client Macintosh. If the checkbox is
not checked, a dialog appears on the client dur-
ing network operations. This preference is on by
default.

When the dialog appears, the user of the client
Macintosh can cancel the network operation to
continue working or wait until the operation is
finished. When “Run in Background” is
checked, the dialog does not appear during
backups, and the client user can set priority lev-
els for local and network operations. See below
for details.

Priority Preference

The priority preference allows the client user to
make the client computer favor either the user’s
task at hand or the operation requested by the

backup computer. Under Mac OS, this applies
only when the “Run in Background” execution
preference is on.

NOTE: This preference is not available for the
Mac OS X client.

Drag the slider and set it to somewhere in the
range between “User” and “Backup.” When the
slider is set all the way to “User,” the computer
devotes more of its attention to its user, slowing
Retrospect client operations slightly. When the
slider is set all the way to “Backup,” the client
operation is given priority and the client com-
puter is slightly less responsive to its user.

This setting has no effect until the client is ac-
tively communicating with the backup
computer.

Under Mac OS, the Priority setting is ignored if
the client Macintosh is displaying the “waiting
for backup” dialog.

Access Restrictions Preferences

These preferences allow the client user to con-
trol access to the files and folders on his or her
computer.

Read Access Only allows the client computer
to be backed up across the network, but pre-
vents writing by the backup computer. This
means it cannot restore, move, or delete files on
the client computer, nor can Retrospect be used
to rename volumes. The options “Set Volume
Backup Date,” “Move Files,” and “Synchronize
Clock” cannot be used on the client. This setting
is off by default.

Private Files/Folders/Volumes makes any
files, folders, or volumes designated as private
unavailable to the backup computer. This pref-
erence is off by default. Select the check box
and designate private items as described below.

To designate an item as private under Windows
or UNIX, click the Add button, browse to select
the item, then click OK or Exclude. Click Add
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again to exclude more volumes, folders, or indi-
vidual files. The privacy feature uses the literal
pathnames you specify. If you move or rename
a file or folder it may no longer be private. If
you mount a volume to a different location, its
files and folders may no longer be private.

To designate an item as private under Mac OS,
type a bullet (“»”, Option-8) at the beginning or
end of its name (placing it at the end will pre-
serve its sort order in the Finder). For example,
you could designate the folder “Personal” as
private by renaming it “Personals”.

Notification Preferences

These two preferences allow client users to
specify how they are informed about Retrospect
network operations.

Notify after Backup directs the client to dis-
play a message after the completion of a backup
or other operation. The client user can click OK
to dismiss the message.

Notify if no Backup in n days directs the client
to display a message after 9:01 A.M. if the client
has not been backed up within the number of
days specified in the entry box. By default, this
preference is selected and the number of days is
seven.

Report HP Compaq SMART hard drive er-
rors (Windows client only) requests an
immediate backup from Proactive Backup (if
applicable) when Retrospect learns of errors on
the client’s HP Compaq SMART hard drive
volumes. By default, this preference is turned
on.

Controlling Proactive Backups

There are two ways to control Proactive Backup
scripts from the client computer:

* Scheduling from a Client

* Deferring Execution
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Scheduling from a Client

If a client is included in a Proactive Backup
script, you can use the client control panel to in-
fluence when the client gets backed up.

NOTE: Proactive Backup is known as the
Backup Server on Mac OS client software.

Mac OS 7/8/9: Click the Schedule button to
bring up the Backup Server control dialog.

Mac OS X: The Backup Server preferences ap-
pear in the Retrospect Client preferences
window.

Windows/UNIX: Click the Proactive Backup
tab to bring its controls to the front.
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These controls let the user determine when the
client computer can be backed up by the backup
computer (using a Proactive Backup script).
The user would normally use it to initiate a
backup or defer a backup, but the user can also
revert the Proactive Backup back to its normal
schedule for this client. The Proactive Backup
options are:

* As soon as possible makes the backup
computer back up the client computer as
soon as the Proactive Backup is available to
do so.

* According to normal schedule makes the
backup computer back up the client
computer at its regularly scheduled time in



the Proactive Backup script. (This is the
default.)

* After prevents the backup
computer from backing up the client
computer before the specified time and date,
up to one week from the present time. (Click
on the time and date and type or click the
arrows to change them.)

Click OK to accept the settings.

Deferring Execution

When Proactive Backup is about to back up a
client, a dialog appears on the screen of the cli-
ent computer.

Facen thes Ranozgact Pt Nackuc Bachue
oy et Le==]
Tl D 43 i Diedes

Windows/UNIX client Proactive Backup countdown.

From the Retrospéct Backup Server
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Macintosh client Backup Server countdown.

The dialog gives the client user three ways to
control the execution of the impending Proac-
tive Backup operation:

» Waiting for the countdown to reach zero
allows the Proactive Client Backup to
execute.

* Clicking Backup executes the backup
immediately.

* Clicking Defer lets the user set a later time
for the backup to operate.
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Deferring the Proactive Client Backup from a Windows
or UNIX client.

From the Retrospect Rackup Serr
R 3
ddl”ﬂ Defer the backup until whaen

Don't defed - iun 33 4000 41 posidble

=) Defar il advee 1405 P L2 Teday

(Canced % [ o )

Deferring the Proactive Client Backup from a Macintosh
client.

When a user defers, Retrospect makes an entry
in the backup computer’s Operations Log.

BACKING UP CLIENTS

You back up a client volume the same way that
you would back up a volume directly connected
to the backup computer.

When you set up an immediate or scripted back-
up, the volume selection window for the source
lists available clients under the Backup Clients
container and available client volumes under
the individual client containers (see page 259).

Backup Clients container o % Backup Clients

unexposed client container @ Cicera
exposed client container = g Diogenes Laertius
client startup volume A5 van Arninn

When you set up an immediate backup or make
abackup script you have a few different ways of
selecting clients and client volumes in the vol-
ume selection window for the sources. You can
select a client container, one or more specific
volumes, or the Backup Clients container. We
recommend using client containers or the Back-
up Clients container. Following are advantages
of each method.
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Selecting the Backup Clients container selects
all individual client containers (described be-
low) logged in at the time of the backup,
including new clients you add later.

Selecting a client container selects volumes de-
termined by a client general configuration
setting, which is explained in detail in "Vol-
umes Tab" on page 168. Using a client
container is simple and maintenance-free, as
volumes which are renamed, replaced, or parti-
tioned continue to be backed up with no
administrator intervention.

Selecting individual volumes selects only those
specific volumes, unlike containers. Retrospect
continues to select volumes which are renamed
but does not automatically adjust for new, re-
placed, or partitioned volumes. When the client
configuration changes you may need to inter-
vene. This way of selecting volumes is useful,
for example, when you do not want to back up
all volumes on a particular client.

Selecting folders or groups in your script selects
whatever volumes and client containers are
placed in the folder or group. This method sim-
plifies script management by allowing you to
control your sources in a single place, the vol-
umes database window, available from
Configure>Volumes. Using folders in the
Backup Clients container lets you better orga-
nize a large number of clients. Using groups lets
you build lists of volumes and clients which
should be backed up together.

For detailed instructions on selecting volumes,
see "Working with Volumes" on page 258.

WORKING WITH WINDOWS
CLIENTS

This section includes tips on using the Windows
client, as well as information on its limitations.
If you plan to back up Windows 95 clients, there
are certain steps you must take in order to do so.
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Fixing Microsoft Windows 95

Two different bugs in Microsoft’s network soft-
ware can cause Retrospect to report networking
errors with Windows 95 clients. Microsoft has

resolved both problems and free fixes are avail-
able for Windows 95. We strongly urge you to

update your Windows 95 systems.

NOTE: Windows 98 and Me, Windows NT
4.0, Windows 2000, and Windows XP do not
require any updates.

Windows 95 TCP/IP Fix

The hot fix for Windows 95 is installed by the
client software Setup program. After installa-
tion, choose Run from the Start menu, then

type:

C:\Program Files\Dantz\Retrospect
Client\VTCPUPD

(Or type your different installation path.) Click
OK. Follow the instructions in Microsoft’s in-
staller, then restart to complete the fix. Repeat
for each Windows 95 computer.

Windows 95 Winsock Update

Microsoft’s Winsock 2.0 update fixes another
networking problem present in Windows 95. It
is available free from Microsoft at:

http://www.microsoft.com/windows95/
downloads/contents/wuadmintools/
s_wunetworkingtools/w95sockets2/default.asp

Windows System State Backup
Retrospect backs up the Windows system state
when Retrospect’s option to do so is turned on
(see "Windows System Options" on page 227)
and the Windows folder is included in the file
selection criteria.

Make sure to verify this option in your backups
because the system state is necessary for restor-
ing an entire crashed or damaged Windows
computer.


http://www.microsoft.com/windows95/downloads/contents/wuadmintools/s_wunetworkingtools/w95sockets2/default.asp

Excluded Files

Retrospect excludes certain files from backups
and does not show these files in browsers be-
cause they cannot or should not be backed up or
restored. The files are active virtual memory
swap files (.Swp or .Par and Pagefile.Sys) and
some client software files.

Open Files
If you have a license code for Open File Back-

up, you can back up open files on Windows
2000, NT 4.0, and XP client computers.

NOTE: To back up open files on a Windows
XP computer, it must have an NTFS volume.

If you do not have Open File Backup, make sure
to close open documents and applications on
client computers prior to backup.

Screen Savers

For best performance during a backup, do not
use a processing-intensive screen saver on a
Windows client computer.

WORKING WITH MAC OS CLIENTS

This section includes tips on using the Mac OS
client, as well as information on its limitations.

FileVault

Mac OS X 10.3 includes a feature called
FileVault. When FileVault is enabled, the entire
contents of your Home folder is encrypted and
decrypted into a sparseimage file on the fly.

The sparseimage files change constantly and
therefore will always get backed up by Progres-
sive Backup. Because of this and because the
files can get quite large and under most circum-
stances cannot be restored properly, Dantz
recommends against enabling FileVault on Mac
OS X client computers.

If you must enable FileVault there are a few
steps you must take to ensure that all user data
is backed up and available for restore:

» Make sure all FileVault users are logged in
* Choose their volumes as backup sources
If the client computer has multiple accounts for

users that have FileVault enabled, all those us-
ers must be logged in.

& Chester
m Satchmo

Login Window...

In the example above, users with check marks next to
their names are logged in.

When they are logged in, their user folders ap-
pear in Retrospect’s Volumes Database window
as separate client volumes. For example, if the
FileVault user Chester is logged in, a new vol-
ume named “Chester” is listed in Retrospect’s

Volumes Database window.
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In the example above, benc and chester are FileVault us-
ers on the local computer.

In order to ensure that user data is backed up,
the FileVault users’ volumes must be selected
as sources. Selecting the startup disk volume
will not back up the users’ data correctly. Se-
lecting the Backup Clients container or a
specific client will also select the FileVault vol-
umes it includes.
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Sleep Preference

Retrospect cannot wake a sleeping Mac OS cli-
ent computer to back it up. Make sure that each
Mac OS client’s sleep preference is set to never
put the computer to sleep.

WORKING WITH UNIX CLIENTS

This section includes tips on using the UNIX
client, as well as information on its limitations.
If you plan to back up UNIX clients, you should
be aware of these limitations.

Excluded Files

Retrospect excludes certain UNIX client files
from backups and does not show these files in
browsers because they cannot or should not be
backed up or restored.

The following types of files are excluded from
backup:

« character device crw-------
* block device brw-------

* socket files srw-------

» fifos prw-------

* doors drw-------

File Naming

Linux and Solaris have case-sensitive filena-
mes, which means “myfile” and “Myfile” are
considered distinct files. However, Windows
and Mac OS have non-case sensitive filenames
so “myfile” and “Myfile” are interpreted as the
same filename.

If these two files are copied from a UNIX client
to a Windows or Mac OS backup server, they
will be named “myfile” and “Myfile-1”. When
the files are copied back to a UNIX computer,
their names will be “myfile” and “Myfile-1".

NOTE: Some Mac OS systems do support
case-sensitive files names and will copy and
restore these files correctly.
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FILE SYSTEM CONVERSIONS

Retrospect allows you to restore and duplicate
data between computers that use different oper-
ating systems and file systems. Because no two
file systems support identical attributes and file
formats, copying files from one file system to
another sometimes results in the loss of
information.

Retrospect supports the following file system
conversions with no loss of data:

* FAT (Windows) to HFS (Macintosh)
* FAT to NTFS (Windows)

* HFS to NTFS

* FAT to UNIX file systems

» UNIX to HFS (Mac OS X only)

Retrospect supports the following file system
conversions with loss of extended information
and/or data, as noted:

* HFS to FAT: Data fork of HFS files is
copied; attributes, privileges, and resource
fork are not.

* NTFS to FAT: First data stream is copied,
but all permissions and other NTFS data are
not.

* NTFS to HFS: Services for Macintosh data
on an NTFS volume restores or duplicates
without loss to Macintosh HFS volumes.
When copying Windows NTFS data to HFS
the first data stream is copied, but all
permissions and other NTFS data are not.

* NTFS to UNIX: Lose permissions and other
NTEFS data.

* UNIX to HFS (Mac OS 9.x): Lose UNIX
file permissions, owner and group attributes,
and special file attributes (e.g. hard links).

* UNIX to FAT: Lose UNIX file permissions,
owner and group attributes, and special file
attributes (e.g. hard links).



NOTE: Mac OS file names can include several
characters Windows does not allow in its file

names. These illegal characters are /, \, :, *, ", <,
and >. When restoring or duplicating Macintosh
files to a Windows volume, Retrospect replaces
each of these illegal characters with a hyphen (-

).

MICROSOFT NETWORKING
VOLUMES

If you want to set up unattended backups
through Microsoft Networking instead of
through Retrospect Client software, you must
run Retrospect as a user that has permissions for
the volumes. See "Security Preferences" on
page 245 for more information.

To add a network volume to the Volumes Data-
base see "My Network Places" on page 260.

WARNING: Retrospect does not back up the
registry and System State when you back up a
Microsoft Networking volume this way. Install
Retrospect Client software on the computer and
use it as a client of Retrospect to back up its
registry and System State.

NETWORK BACKUP GUIDELINES

This section provides information, advice, and
worksheets to help you set up a workgroup
backup using Retrospect.

In general, the same principles that apply to in-
dividual backups also apply to network backups
of client computers. The major difference be-
tween an individual backup and a network
backup is the amount of data, which may over-
whelm storage limitations. As a consequence of
the sheer amount of data and the often slower
speed of network backups, time may also im-
pose limitations. If you cannot back up the
entire network in a single night, you may want
to consider splitting the backup over several

nights, backing up only documents, or using
Proactive Backup scripts.

Although the information in this section can be
applied to any local area network, the examples
assume a basic Ethernet network installation.
Most calculations will still apply if your net-
work contains inter-network devices (such as
routers or gateways), unless one or more mem-
bers of the backup workgroup are separated
from the rest by an inter-network device. Run-
ning backups through routers or gateways
increases the time it takes to complete a backup.

Choosing the Backup Device

The capacity of the backup device is usually the
most important consideration for automatic, un-
attended workgroup backups. There is no such
thing as too much capacity for network back-
ups. More capacity almost always means you
can back up more files from more volumes from
more client computers, broaden the criteria for
selecting files to be backed up, increase the
amount of time between media changes, and in-
crease the number of backup sessions per piece
of media.

If your backup device does not have enough ca-
pacity, you will not be able to complete an
automatic, unattended backup because you will
have to change the media before the backup is
finished.

Choosing the Backup Computer

This section offers some advice on how to select
the correct backup device and backup computer
to suit your planned network backups.

You need not use a file server as the backup
computer. Table 7-1 below lists various advan-
tages of using a desktop computer or a server as
the backup computer.

Although the backup computer can be virtually
any Windows-compatible model, consider us-
ing a computer with adequate power to perform

CHAPTER 7 « NETWORK BACKUP 183



your network backups. For example, if you are
backing up a small number of client computers
with small to medium capacity hard disks, a
400 MHz Pentium should be able to do the job.
However, if you are backing up large file serv-
ers and several client computers with thousands
of files, a Pentium 4 would be more suitable.
Following are some considerations.

The performance of the backup computer often
determines the performance of the entire sys-
tem. Generally, a higher performance computer
supports a network backup of more data from a
larger number of client computers.

Software compression and encryption increase
CPU use significantly. If you are considering
using either of these features, choose a model
with a more powerful CPU, such as a Pentium
Iv.

Make sure the backup computer has enough
RAM to handle the network volume that con-
tains the most files. The more files you have, the
more RAM you need.

If the backup computer is not completing back-
ups in its scheduled time periods or if you want
volumes to be backed up more often than they
are, you may need a faster backup computer or
a faster backup device, or both.

See "Managing Resources," which starts on
page 139 for more information.

Advantages of Desktop

Advantages of Server

* You can use the computer closest to you for easy
access to the tape drive and Retrospect.

* Avoids expense of a dedicated server.

* You can select the computer best suited in terms of
memory and speed. Retrospect can be run at night
or on weekends, allowing normal use of the
computer during work hours.

+ Allows your server to run at full speed for those
who are accessing it while the backup is running.

Optimizes your backup speed since servers are
often a high performance model.

Takes advantage of the server’s inactivity during
the nights and weekends.

Gains added security for your Backup Sets if your
server is located in a secure area.

Backs up large server disks using faster local
transfer rates rather than the slower network
transfer rates.

Table 7-1: Advantages of using a desktop computer or a server as the backup computer.
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Encryption and Compression
Retrospect provides an encryption feature that
lets you protect your data from unauthorized ac-
cess as it is being backed up, and a compression
feature that saves space on the backup device by
compressing stored data. The decision to use
one or both of these features can affect the type
of backup device you choose. Keep in mind
Retrospect’s encryption and software compres-

sion will slow backups, especially when using a
computer with a slow CPU. A tape drive that
supports compression will perform the task of
compression itself, because it compresses data
faster than Retrospect. Use the following table
to determine whether to use compression and
encryption and whether a compression tape
drive is appropriate to use as the backup device.

Feature

Description

Procedure

Implementation

Compression

Allows the
backup device
to store more

Finds patterns in the
data; the more pat-
terns, the greater the

If you have a compression drive, Retrospect
leaves the task of compression to the hard-
ware since it compresses data faster than

your backup.

appearance of data to
prevent unauthorized
access.

files on its compression. Retrospect.
media.
Encryption Adds security to Randomizes the Retrospect always manages encryption.

Compression
with encryption

Allows the
backup device
to store more

Compression must
take place before
encryption.

Retrospect must perform both functions. If
you have a compression drive, you must
choose between using encryption or using

files on its
media and adds
security to your
backup.

hardware compression because you cannot
use both. (Retrospect automatically disables
hardware compression when you use
encryption.)
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Device Capacity Worksheet

Use this worksheet to estimate the minimum required capacity of a backup device for your work-
group. The number you come up with for G is the minimum backup device media capacity for
completing an unattended backup without having to change the media.

186

Item Description Amount
A. Total disk O_n a separate page, list your workgroup’s computers and the disk A=
. size (in megabytes) of each.
capacity .
Work out the sum and enter it for A.
user-defined
B. Estimated Estimate how much data is redundant, which Retrospect backs up B =
dat only once. If everyone in your workgroup uses the same applica-
ata tions, dictionaries, fonts, and so on, you might have as much as
redundancy 60% (0.6) redundancy. If your network is average, enter 0.3 for
30%.
_ Enter your estimate of the redundancy percentage B, expressed in
user-defined decimal form.
Reduction Subtract the amount B from 1 to get the data reduction factor. For C=
factor example, if B is 0.3 the reduction factor is 0.7 (because 1 —
0.3=0.7).
Work out the difference and enter it for C.
C=1-B
Reduced data To estimate the actual amount of data you need to back up (before D=
any compression) multiply the total disk capacity (A) and the reduc-
_ tion factor (C).
D=4%C Work out the product and enter it for D.
Estimated The compression rate depends on the files. Text files compress E=
s well; application files do not. The most compression you can hope
compression for is 50% (0.5). Average compression to expect for network back-
ups is 30% (0.3). If you do not plan on using compression, enter 0.
user-defined Enter your estimate of the compression percentage E, expressed in
decimal form.
Compression Subtract the estimated compression (E) from 1. For example, if Eis | F =
factor 0.30 (30%) then Fis 0.70 (because 1 — 0.30 = 0.70).
Work out the difference and enter it for F.
F=1-F
Required To get the minimum required backup device capacity multiply the G =
backup reduced data amount (D) by the compression factor (F).
K Work out the product and enter it for G.
capacity
G=D=*F
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Backup Duration Worksheet

Once you have determined the size of your backup device, use the worksheet below to determine the
number of hours your network backup requires. If the total number of hours is less than twelve, a

Recycle backup is likely able to complete in a single night. If the total number of hours is more than
twelve, you may need to examine alternative strategies, such as performing Recycle backups only on
weekends or backing up only documents and preferences.

Alternative strategies are suggested in "Backup Strategies" on page 208.

Item Description Amount
H. Backup capacity | For H, enter the total reduced data requirement fromitem Din | H =
. the Device Capacity Worksheet.
requirement
H=D
1. Verification If you do not plan to use verification enter 1. Otherwise, start 1=
multiplier with 1.7, but if you are using software compression or encryp-
p tion, increase it by 0.1 to 0.5; the slower the backup computer,
the higher the number.
user-defined Enter your verification multiplier for /.
J. Total To get the total amount of data transmitted across the network J=
t - multiply the backup capacity requirement (H) by the verification
Tansmission multiplier (/).
Work out the product and enter it for J.
J=H=x*]
K. Network Throughput rates vary according to the network cabling K=
th hput method. For 10BaseT, use 1200 MB per hour; for 100BaseT,
roughpu use 2400 MB per hour.
Enter the number of megabytes per hour for K.
user-defined
L. Adjusted Backing up through routers typically reduces performance so L=
network subtract 5% for each router. (Use n as the number of routers.)
h h Work out the difference and enter it for L. If you are not using
throughput routers or bridges assign the K value to L.
L=K(1-.05n)
M. Hours required To determine the total number of hours required for the backup | M =

to complete divide the total transmission (J) by the adjusted
network throughput (L).

Work out the result and enter it for M.
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CHAPTER

DISASTER RECOVERY

e« OVERVIEW OF DISASTER RECOVERY
* PREPARING FOR DISASTER RECOVERY
* RESTORING THE BACKUP COMPUTER

* RESTORING CLIENT COMPUTERS

This chapter tells you how to prepare for disaster recovery and how to restore local and
client computers when disaster strikes.
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OVERVIEW OF DISASTER
RECOVERY

Retrospect has tools and features to help you
prepare for and recover from a disastrous data
loss in which the computing environment re-
quired to restore that data is not available. If you
can boot your computer and start Retrospect,
you can use the application’s restore function as
described in "Restore," which starts on page 70.

Depending upon the edition of Retrospect that
you have and the license codes you have pur-
chased, you may have the ability to create a
bootable disaster recovery CD for the backup
computer and/or Windows client computers.

To check your licenses, click Configure>Li-
censes. If Disaster Recovery is listed, double-
click the certificate icon to learn whether you
can create Windows client disaster recovery
CDs.

NOTE: Retrospect Professional does not
support client disaster recovery CDs.
Retrospect does not support client disaster
recovery CDs for Windows 95 or Windows NT
4.0 clients.

All editions of Retrospect can use the Prepare
for Disaster Recovery wizard to create a custom
set of instructions for restoring the backup
computer.

PREPARING FOR DISASTER
RECOVERY

Retrospect’s Prepare for Disaster Recovery
wizard helps you create a set of custom instruc-
tions and/or a disaster recovery CD that will
help you get up and running again if disaster
strikes.

A disaster recovery CD provides a quick and
automated method to recover the data from the
backup computer and Windows clients (de-
pending on your license and the client OS).

RETROSPECT USER’S GUIDE

If your copy of Retrospect does not have the
ability to create a disaster recovery CD, you can
still restore files and computers manually, using
the instructions generated by the wizard, or
those included here.

The end product of the wizard, depending on
your selections, is either text instructions or a
combination of instructions and a CD image.
You can save the instructions as a text file or
print them from the wizard. The instructions are
also saved in a text file in the CD image. The
CD image is saved as an ISO 9660 format image
file. You can use this image file with your fa-
vorite CD mastering software and a CD/DVD
drive to “burn,” or record, a Disaster Recovery
CD.

NOTE: Nearly all CD/DVD drives include
mastering software and documentation on how
to burn a CD from an ISO image.

Using the Wizard

Before you use the Prepare for Disaster Recov-
ery wizard, you must perform a complete
backup of the computer’s startup volume and
any other hard disks or partitions you want to re-
store after a disaster.

See Chapter 4 « Immediate Operations for more
information on backing up.

NOTE: Use the All Files selector or the All
Files Except Cache Files selector with your
backups to ensure the computer can be
completely restored after a disaster.

Once you have a complete backup of the com-
puter’s startup volume, you can use the Prepare
for Disaster Recovery wizard to create instruc-
tions or a CD-R disc image.

To Prepare for Disaster Recovery:

1. Starting

Choose Backup>Disaster Recovery from
Retrospect’s navigation bar. This opens



Retrospect’s Disaster Recovery preparation
wizard.

2. Selecting the Snapshot
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The wizard asks you to select a Backup Set and
Snapshot. Select the Snapshot from the most
recent complete backup of the system volume
(the disk Windows starts from). The Snapshot
does not have to be of the computer you are
using; you may select a system volume
Snapshot of any computer backed up with
Retrospect.

The following table summarizes Retrospect’s
available Disaster Recovery options for the
selected volume Snapshot.

Available Disaster

Selected Snapshot

Recovery Preparation

local Windows system
volume

bootable CD image or
instructions

client Windows system
volume

bootable CD image (if
license is available and
client is not Windows
95 or Windows NT 4.0)

otherwise instructions
only

non-system Windows none
volume
non-Windows volume none

Click Next to proceed.

3. Selecting the Wizard Output

The preparation wizard asks whether you want
to create a CD-R disc image or text instructions
only.

Whi el b i il 8 e for Dbrsber Recaresry?

ptroupoct offars s o s B3 o your congauter's Sard el 1 on mergeecy,
Salec? it by o rastore agprpeias | o T

st o
o 4 o o s s e 8 i

=) (e e e
o Sl F50- b T8 g e bl s
Bite 15 T it sty |, g Comi b sl B i b e i
TN drive
Pl ot i Wi 3 Sty it el o 1 S o Bch St
et resdaiie
e | L shes || Bot> | | Cowed |

If you can select CD-R disc image, you will be
able to create a CD that you can later use to boot
and restore the computer from the selected
Snapshot. If CD-R disc image is not available,
choose Instructions only.

Make your selection and click Next to proceed.

4. Entering Windows Authentication Code
The preparation wizard may ask for your
Windows product ID or key. Carefully enter the
code from the label on your Microsoft
certificate of authenticity and click Next to
proceed.

If you are preparing instructions only skip
ahead to step 8.

If you are preparing a CD-R disc image for a
Windows 98 or Me computer, skip to step 6.
5. Locating Windows NT/2000/XP
Installation Software

If you are preparing a CD-R disc image for a
Windows NT/2000/XP computer, the
preparation wizard next asks you to locate the
Windows installation software.

Insert the Windows installation CD and select
the txtsetup.sif file within the 1386 folder.

TIP: Some computers do not include a
Windows installation CD, but do have the 1386
folder on the hard drive. In this case, browse to
the 1386 on your hard drive and select the
txtsetup.sif folder there.
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6. Specifying a Location to Save the CD
Image

The preparation wizard next asks where you
want to save the CD image file.
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The wizard shows the path where the CD image
file is to be saved. Click the Browse button if
you wish to choose a different location.

Click Next to proceed.

7. Building the Image

The preparation wizard begins building a CD
image.
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The wizard copies needed files from the local
hard disk, if they are available there, and from
the Backup Set media. (You may be prompted
to insert one or more members of the Backup
Set. Have the media ready.)

After gathering the needed components,
Retrospect saves an ISO format image file. You
can later use this image file with your favorite
CD mastering software and a disc drive to
“burn” a Disaster Recovery CD.

8. Finishing

The wizard’s final window appears.
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The scrollable region specifies the location of
the ISO file and summarizes your Disaster
Recovery instructions.

Click the Save button to specify a location to
save them as a text file. (The same instructions
are already in a text file on the CD image.) Click
Print to print the instructions and keep them in a
safe place with the Backup Set media, a copy of
the Catalog File on CD, and the CD image.
Click Done to leave the wizard.

At this point, you are done with Retrospect’s
Disaster Recovery preparation. You may now
burn the image to CD or store the image for
future use.

Keeping Preparations Up to Date
After you have prepared for Disaster Recovery,
you can continue to back up to the Backup Set
you used to prepare for Disaster Recovery. This
ensures that you will be able to restore the most
up-to-date information. There are three situa-
tions in which you should create a new Disaster
Recovery CD or image:

* If you do a Recycle backup (page 25) to the
Backup Set you used to prepare for Disaster
Recovery.

* If you begin backing up the computer to a
different Backup Set (other than the one
selected in the preparation wizard). This
includes New Backup Set backups (page
25), that use different Backup Sets.

« If you add new hardware to the computer or
otherwise change its hardware configuration



(including interface cards, backup devices,
and device drivers).

To update a computer’s Disaster Recovery CD
or image, use the wizard and select the Snapshot
from the computer’s most recent backup.

RESTORING THE BACKUP
COMPUTER

There are three methods you can use to restore
the Windows backup computer in the event of a
disaster:

* Restoring from a Disaster Recovery CD
* Restoring from a Full Backup

* Restoring from a Partial Backup

Restoring from a Disaster Recovery
cb

If disaster strikes, gather the Disaster Recovery
CD and/or the printed instructions you created
with the Disaster Recovery preparation wizard.
The printed instructions specify the Backup Set
required for Disaster Recovery. Gather all the
media for this Backup Set. The instructions pro-
vide customized step-by-step procedures for
accomplishing the two main goals of Disaster
Recovery:

« Installing a temporary Windows OS

* Restoring the system volume using a
Retrospect Snapshot

When you start the computer using the Retro-
spect Disaster Recovery CD, the Disaster
Recovery process begins automatically and
steps you through the recovery process.

Restoring from a Full Backup

If your computer has encountered a disastrous
data loss that cannot be easily remedied, but you
do not have a Disaster Recovery CD or custom-
ized instructions, you can still restore the
backup computer from a full backup using the
following procedure.

The steps below, which should be taken only in
the event of serious trouble, involve completely
replacing the contents of your hard drive with a
previous backup in which you backed up “all
files.”

NOTE: To restore from a partial backup in
which you backed up only some of the files,
follow the instructions under "Restoring from a
Partial Backup" on page 195.

1. Restart and Try to Repair the Disk

Find the CD-ROM included with your comput-
er or the emergency recovery disk. Restart your
computer, and put in the disk or CD. When your
computer has started from this disk or CD, run
ScanDisk to examine your hard disk for prob-
lems. (You should also try other disk repair
utilities if you have them.)

2. Assess the Current State of the Hard
Disk

If you were able to repair all damage and no
low-level problems are found, stop here! You
do not need to restore or reformat your hard
disk.

If you could not make any repairs with the disk
utilities, or if the hard disk still is not accessible
from Windows Explorer, you probably need to
reformat your hard disk. Go on to step 4.

If you were able to repair some damage, but
problems remain with the hard disk, you may
need to reformat it. But first you must safeguard
your data as described in step 3.

3. Make New Backups Before Reformatting
Now is a good time to back up your repaired
hard disk. You may want to make two new
backups (with the verification option on) to new
Backup Sets. (Do not do a Recycle backup to an
existing Backup Set, as the damaged drive
might not have all of your files on it and you
don’t want to erase your previous backups.)
Once you are sure you have redundant backups
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of your data, copy your Backup Set Catalogs to
a floppy disk, removable disk, or server.

4. Reformat the Disk

If the disk repair utility cannot fix the disk, you
may have to erase or reformat the disk in order
to prepare it for restoration.

WARNING: Erasing or formatting a hard disk
destroys all data stored on the disk. If you are
not sure whether you should erase or format
your hard disk, contact its vendor for assistance.

5. Re-install Software

Install new Windows operating system software
on your newly-formatted hard disk. (For a Win-
dows Me upgrade, use the Windows 98 CD.)
Restart from this volume.

Make sure to install the same operating system
version and service pack that was running when
you backed up the computer. For example, if
you are restoring from a backup of a computer
that was running Windows XP with Service
Pack 2, make sure to install Service Pack 2 on
the newly-formatted disk.

NOTE: You may also need to install third-party
drivers in order to access backup devices.

Install Retrospect. If you copied your Catalog
Files to floppy or removable disks, copy them
back to your hard disk.

Start the Retrospect application and enter your
license code when prompted. If you did not
make copies or backups of your Catalog Files,
recreate the Catalog or Catalogs from your stor-
age media. See "Recreating a Catalog" on page
280 for more information.

If you copied your Catalog Files from a
CD/DVD or removable disk you must get Ret-
rospect to recognize them. From the navigation
bar, click Configure>Backup Sets, then click
More and Open to add the Catalogs to the list of
available Backup Sets.

RETROSPECT USER’S GUIDE

6. Restore from Backup

Now that your hard disk is working again and
Retrospect is available along with your backup
Catalogs, you can restore your hard disk.
Choose Restore>Restore from the Retrospect
navigation bar. The Restore Wizard displays.
Click Next to begin restoring.
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Select the Backup Set that contains the full
backup from which you want to restore, then
click Next.
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You can restore your computer to its exact state
at any point in time for which a full system
Snapshot exists. Select the Snapshot to restore,
then click Next.

Choose “Original location” as the destination to
which to restore files, then click Next. If the
“Original location” option is not available,
choose ‘New location” and select your hard
drive manually.



= Restore HWizard (=]

Which Ryprs of revtares weiukd you Bhe: U porform?

) Eestore i ared Frkders:

1) Fopltbaxch mrverything on Dwibre. € (=) b be mscacthy s e on T{7/E004 82
442 FM

00 Bl il U vy Sl e et o b oty 59 void 4
TR0 o -1 P

oo | | [ coma |

Because your whole hard disk was wiped out
and needs to be completely restored, choose
“Rollback everything...”, then click Next. This
option deletes all the existing files on the desti-
nation, then restores all the files in the Snapshot
to the destination. This option also restores the
registry and System State information from the
source Snapshot.

Click Preview Files to view the files that will be
restored, or click next to display the Restore
Wizard summary screen. Click Start in the sum-
mary screen to begin restoring.

7. Restart to Finish

After Retrospect finishes copying the files, exit
Retrospect and restart the computer. The Retro-
spect Helper service runs automatically and
finishes restoring the registry and System State.
When it finishes, your computer is ready to use.

Restoring from a Partial Backup

If your computer has encountered a disastrous
data loss that cannot be easily remedied, but you
do not have a Disaster Recovery CD, custom-
ized instructions, or a even full backup, you can
still restore the backup computer from a partial
backup using the following procedure.

1. Get the Computer Working

Follow steps one through four of "Restoring
from a Full Backup," which starts on page 193.

Install new Windows operating system software
on your newly-formatted hard disk. Eject any

CDs and restart to boot from the new operating
system on the hard disk.

2. Get Retrospect Working

Install Retrospect from the Retrospect CD. Start
the Retrospect application and enter your li-
cense code when prompted.

If you copied your Catalog Files from a
CD/DVD or removable disk you must get Ret-
rospect to recognize them. From the navigation
bar, click Configure>Backup Sets, then click
More and Open to add the Catalogs to the list of
available Backup Sets.

If you did not make copies or backups of your
Catalog Files, recreate the Catalog or Catalogs
from your storage media. See "Recreating a
Catalog" on page 280 for more information.

3. Restore from Backup

Now that your hard disk is working again and
Retrospect is available along with your backup
Catalogs, you can restore your hard disk.
Choose Restore>Restore from the Retrospect
navigation bar. The Restore Wizard displays.
Click Next to begin restoring.
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Select the Backup Set that contains the partial
backup from which you want to restore, then
click Next.
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Select the Snapshot to restore, then click Next.

TIP: If you have Snapshots for multiple
volumes, you’ll need to repeat Step 3 for each
volume to restore all the files and folders for
which a backup exists.

Choose “Original location” as the destination to
which to restore files, then click Next. If the
“Original location” option is not available,
choose ‘New location” and select your hard
drive manually.
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Because you are restoring from a partial back-
up, choose “Restore files and folders”, then
click Next. This option allows you to restore
some or all of the files in the Snapshot, while
leaving existing files on the destination as is.
this is especially important when you are doing
multiple partial restores to the same destination.

Click Select Files to view and select the files to
restore. Click OK in the file selection window,
then click Next.
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If you are doing multiple partial restores to the
same destination, choose “Only if the Backup
Set file is newer”. That way if different versions
of the same file are contained in different vol-
ume Snapshots, Retrospect will only replace the
file on the destination if the file in the Snapshot
is more recent.

Click Next to display the Restore Wizard sum-
mary screen. Click Start in the summary screen
to begin restoring.

Repeat step 3 for each volume for which you
have a Snapshot.

RESTORING CLIENT COMPUTERS

The process for restoring client computers is
different than the process of restoring the back-
up computer.

This section describes:

* Restoring Clients from a Disaster Recovery
CD

* Restoring a Windows Client

* Restoring a Mac OS Client

* Restoring Mac OS File Servers
* Restoring a UNIX Client

Restoring Clients from a Disaster
Recovery CD

Retrospect can create client disaster recovery
CDs for Windows clients (except Windows 95



and Windows NT 4.0), provided that you have
the required license. If you created a disaster re-
covery CD for a client, the restoring process is
greatly simplified.

Find the disaster recovery CD and/or the printed
instructions you created with the Disaster Re-
covery preparation wizard. The printed
instructions specify the Backup Set required for
Disaster Recovery. Gather all the media for this
Backup Set. The instructions provide custom-
ized step-by-step procedures for accomplishing
the three main goals of Disaster Recovery:

* Installing a temporary Windows OS
* Installing a temporary Retrospect Client

* Restoring the client system volume from the
backup computer using a Retrospect
Snapshot

When you start the client computer using the
Retrospect Client Disaster Recovery CD, the
Disaster Recovery process begins automatically
and walks you through the first two steps of the
recovery process. The disaster recovery instruc-
tions included on the CD describe how to
restore the client from the backup computer.

Restoring a Windows Client

If you don’t have a Retrospect Client Disaster
Recovery CD or printed instructions, follow
these steps:

1. Restart and Try to Repair the Disk

Find the CD-ROM included with your comput-
er or the emergency recovery disk. Restart your
computer, and put in the disk or CD. When your
computer has started from this disk or CD, run
ScanDisk to examine your hard disk for prob-
lems. (You should also try other disk repair
utilities if you have them.)

2. Assess the Current State of the Hard
Disk

If you were able to repair all damage and no
low-level problems are found, stop here! You

do not need to restore or reformat your hard
disk.

If you could not make any repairs with the disk
utilities, or if the hard disk still is not accessible
from Windows Explorer, you probably need to
reformat your hard disk. Go on to step 4.

If you were able to repair some damage, but
problems remain with the hard disk, you may
need to reformat it. But first you must safeguard
your data as described below in step 3.

3. Make New Backups Before Reformatting
Now is a good time to back up your repaired
hard disk. You may want to make two new
backups (with the verification option on) to new
Backup Sets. (Do not do a Recycle backup to an
existing Backup Set, as the damaged drive
might not have all of your files on it and you
don’t want to erase your previous backups.)
Once you are sure you have redundant backups
of your data, copy your Backup Set Catalogs to
a CD/DVD, removable disk, or server.

4. Reformat the Disk

If the disk repair utility cannot fix the disk, you
may have to erase or reformat the disk in order
to prepare it for restoration.

WARNING: Erasing or formatting a hard disk
destroys all data stored on the disk. If you are
not sure whether you should erase or format
your hard disk, contact its vendor for assistance.

5. Re-install Software

Install new Windows operating system software
on your newly-formatted hard disk. Restart
from this volume. (If you are going to restore a
dual-boot system that includes NT or 2000, in-
stall NT or 2000 and do the following steps
from NT or 2000.)

6. Configure TCP/IP
Make sure the computer is properly set up for
use with TCP/IP networking. (If you need help
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configuring TCP/IP see your network
administrator.)

7. Install Client Software

Use the Setup program to install the client soft-
ware as instructed in "Installing Retrospect
Client Software on Windows Computers" on
page 163.

8. Prepare Client Database
From the backup computer, forget the old cli-
ent, then log in the new client.

9. Restore Files

Now that the hard disk is working again, you
can restore the client over the network from the
backup computer. Choose Restore>Restore
from the Retrospect navigation bar. The Restore
Wizard displays. Click Next to begin restoring.
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Select the Backup Set that contains a full back-
up of the Windows client computer, then click
Next.
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You can restore the client computer to its exact
state at any point in time for which a full system
Snapshot exists. Select the Snapshot to restore,
then click Next.

Choose “Original location” as the destination to
which to restore files, then click Next. If the
“Original location” option is not available,
choose “New location” and select the client
computer’s hard drive manually.
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Because the client’s entire hard disk was wiped
out and needs to be completely restored, choose
“Rollback everything...”, then click Next. This
option deletes all the existing files on the desti-
nation, then restores all the files in the Snapshot
to the destination. This option also restores the
client’s registry and System State information
from the source Snapshot.

Click Preview Files to view the files that will be
restored, or click next to display the Restore
Wizard summary screen. Click Start in the sum-
mary screen to begin restoring the client
computer.

10. Clean Up

Restart the client computer. The Retrospect
Helper service runs automatically and finishes
restoring the registry and System State. When it
finishes, your computer is ready to use.



Restoring a Mac OS Client

The following instructions tell how to restore an
entire volume on a Mac OS client over the
network.

Youmust first work at the client computer to get
it operating with the network before performing
the actual restore operation from the backup
computer.

The steps below, which should be taken only in
the event of serious trouble, involve completely
replacing the contents of a client computer’s

hard drive with a previous backup in which you
backed up “all files” or “all files except cache”.

NOTE: The steps below are not for a Macintosh
that serves data via file sharing or AppleShare.
To restore a server, see "Restoring Mac OS File
Servers" on page 201.

1. Restart and Try to Repair the Disk

Find the Mac OS 9 or Mac OS X CD-ROM, re-
start the Macintosh, and put in the CD. Press
and hold the “C” key during startup to force the
computer to boot from the CD-ROM. Under
Mac OS 9, open the Disk First Aid utility appli-
cation from the CD. Under Mac OS X, choose
Open Disk Utility from the Installer menu then
click the First Aid tab. Use Disk First Aid to ex-
amine the hard disk for problems and repair
them, if possible. (You should also try other
disk repair utilities if you have them.) Use the
low-level verification or test function of the
Drive Setup utility or your disk formatter to ex-
amine the hard disk for defects that other
utilities will not find.

2. Assess the Current State of the Hard
Disk

If you were able to repair all damage and no
low-level problems are found, stop here! You
do not need to restore or reformat your hard
disk.

If you could not make any repairs with the disk
utilities, or if the hard disk still does not mount

on the Desktop, you probably need to reformat
your hard disk. Go on to step 4.

If you were able to repair some damage, but
problems remain with the hard disk, you may
need to reformat it. But first you must safeguard
your data as described below in step 3.

3. Make New Backups Before Reformatting
Now is a good time to back up the repaired hard
disk. You may want to make two new backups
(with the verification option on) to new Backup
Sets. (Do not do a Recycle backup to an existing
Backup Set, as the damaged drive might not
have all of your files on it and you don’t want to
erase your previous backups.)

4. Reformat the Disk

If the disk repair utilities could not fix the disk,
you may have to erase or reformat the disk in or-
der to prepare it for restoration.

WARNING: Erasing or formatting a hard disk
destroys all data stored on the disk. If you are
not sure whether you should erase or format
your hard disk, contact its vendor for assistance.

If the disk is beyond repair under Mac OS 9, use
the Finder to select the damaged volume and
choose Erase Disk from the Special menu. If the
disk is beyond repair under Mac OS X, use Disk
Utility to select the damaged volume, click the
Erase tab, choose a format, supply a name, and
click Erase. If erasing is unsuccessful from the
Mac OS 9 Finder, you need to reformat the
disk. To do this, start the Drive Setup applica-
tion from the Disk Tools disk or CD, or the
formatting software that came with the hard
disk, and use it to format the hard disk.

5. Install System Software

Install new Mac OS system software on the
newly-formatted hard disk. Restart the Macin-
tosh from the Mac OS 9 or Mac OS X CD-
ROM, pressing and holding the “C” key during
startup to force the computer to boot from the
CD.
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Install new Mac OS system software on the
newly-formatted hard disk. You must install the
same exact version number of Mac OS X as the
version of Mac OS X you will restore. For ex-
ample, if the client was backed up running
version 10.2.4, you must install Mac OS X
10.2.4.

Eject any CDs and restart from the new system
on the hard disk. Use the Date & Time control
panel or system preference to set your local time
and time zone, and, if necessary, change the
Daylight Saving setting. Under Mac OS 9, re-
name the System Folder to “temp.”

6. Configure TCP/IP

Make sure the computer is properly set up for
use with TCP/IP networking. (If you need help
configuring TCP/IP see your network
administrator.)

7. Install Client Software

Install Retrospect client software on the Macin-
tosh and restart it. From the backup computer,
forget the old client, then log in this new client.

8. Prepare the Client Macintosh for
Restore

Open the Retrospect client control panel (under
Mac OS 9) or Retrospect Client application
(Mac OS X) and verify the client software is
turned on and is waiting for first access.

For ideal restoring conditions under Mac OS 9,
shut down the client Macintosh so the Retro-
spect client shutdown dialog appears.

E Now waiting for backup...
=1 i

*four computer will shut down after the next scheduled backup
A soreen saver will start in a few seconds.

RETROSPECT® [__Restart | [ ShutDown |

Leave the client Macintosh with this dialog; do
not shut down or restart.

RETROSPECT USER’S GUIDE

Before restoring to a volume other than the cur-
rent system volume under Mac OS X, use the
Finder’s Show Info command on the volume.
Choose Privileges from the info window’s
menu then turn off the “Ignore privileges on this
volume” option.

For ideal restoring conditions under Mac OS X,
log out so the single-user login window or mul-
tiple-user login list window appears. Leave the
client Macintosh at this window; do not log in,
shut down, or restart.

9. Restore Files

Now that the hard disk is working again, you
can restore the client over the network from the
backup computer. Choose Restore>Restore
from the Retrospect navigation bar. The Restore
Wizard displays. Click Next to begin restoring.

= Restore Wirard [=]

wrinich Backup St do you mant 1o resore from?

‘Setiet Cher ayckup et e 0ontans your date and clok et
'remeeamms«mtmm dd.l'bl!lmsds
Tarecreshe a Backue Set from meda,

[ o ] &
Bl Badhup 5ot 28
el Dacup Set WF

T

WEH
| Bore Dackp Seis... | [ Eecests...
Coe | Cogosr | o> ] [Ccomn |

Select the Backup Set that contains a full back-
up of the Mac OS client computer, then click
Next.
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You can restore the client computer to its exact
state at any point in time for which a full system
Snapshot exists. Select the Snapshot to restore,
then click Next.

Choose “Original location” as the destination to
which to restore files, then click Next. If the
“Original location” option is not available,
choose “New location” and select the client
computer’s hard drive manually.
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Because the client’s entire hard disk was wiped
out and needs to be completely restored, choose
“Restore everything...”, then click Next. This
option deletes all the existing files on the desti-
nation, then restores all the files in the Snapshot
to the destination.

Click Preview Files to view the files that will be
restored, or click next to display the Restore
Wizard summary screen. Click Start in the sum-
mary screen to begin restoring the client
computer.

10. Restart, Rebuild, and Discard

When the restore is completed, for Mac OS X
clients, restart the computer. For Mac OS 9 cli-
ents, restart the computer and rebuild its
desktop by pressing and holding both the Com-
mand and Option keys while the Macintosh
starts (until the Macintosh asks you to confirm
rebuilding the desktop). After it starts and re-
builds the desktop, place the “temp” System
Folder in the Trash and empty the Trash.

Your computer is now ready to use.

TIP: If you often restore clients consider setting
up a hard disk with System software and a
logged in Retrospect Client control panel.
Connect this hard disk to the Macintosh you
need to restore and you are well on your way to
restoring more quickly. Just boot off this drive
to restore all your clients without having to
reinstall the operating system.

Restoring Mac OS File Servers

This section describes how to use Retrospect to
restore volumes shared by Mac OS file sharing.
These operations require special procedures to en-
sure access privileges are intact after the volume is
restored.

Access privileges are restored for a server only
if file sharing was active when the backup was
made and if file sharing is active during the re-
store operation.

If your server is undamaged and you need to re-
store only some of the files and folders from a
backup (for instance, because somebody acci-
dentally deleted some folders from the server),
just follow one of the sets of instructions in "Re-
store" on page 70.

If you need to restore an entire server, use the
following procedure.

1. Restart and Try to Repair the Disk

Find your Mac OS 9 or Mac OS X CD-ROM,
restart your Macintosh, and put in the CD. Press
and hold the “C” key during startup to force the
computer to boot from the CD-ROM. Under
Mac OS 9, open the Disk First Aid utility appli-
cation from the CD. Under Mac OS X, choose
Open Disk Utility from the Installer menu then
click the First Aid tab. Use Disk First Aid to ex-
amine your hard disk for problems and repair
them, if possible. (You should also try other
disk repair utilities if you have them.) Use the
low-level verification or test function of the
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Drive Setup utility or your disk formatter to ex-
amine the hard disk for defects that other
utilities will not find.

2. Assess the Current State of the Hard
Disk

If you were able to repair all damage and no
low-level problems are found, stop here! You
do not need to restore or reformat your hard
disk.

If you could not make any repairs with the disk
utilities, or if the hard disk still does not mount
on the Desktop, you probably need to reformat
your hard disk. Go on to step 4.

If you were able to repair some damage, but
problems remain with the hard disk, you may
need to reformat it. But first you must safeguard
your data as described below in step 3.

3. Make New Backups Before Reformatting
Now is a good time to back up your repaired
hard disk. You may want to make two new
backups (with the verification option on) to new
Backup Sets. (Do not do a Recycle backup to an
existing Backup Set, as the damaged drive
might not have all of your files on it and you
don’t want to erase your previous backups.)
Once you are sure you have redundant backups
of your data, copy your Backup Set Catalogs to
a floppy disk, removable disk, or another server.

4. Reformat the Disk

If the disk repair utility cannot fix the disk, you
may have to erase or reformat the disk in order
to prepare it for restoration.

WARNING: Erasing or formatting a hard disk
destroys all data stored on the disk. If you are
not sure whether you should erase or format
your hard disk, contact its vendor for assistance.

Ifthe disk is beyond repair under Mac OS 9, use
the Finder to select the damaged volume and

choose Erase Disk from the Special menu. If the
disk is beyond repair under Mac OS X, use Disk
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Utility to select the damaged volume, click the
Erase tab, choose a format, supply a name, and
click Erase. If erasing is unsuccessful from the
Mac OS 9 Finder, you need to reformat the
disk. To do this, start the Drive Setup applica-
tion from the Disk Tools disk or CD, or the
formatting software that came with the hard
disk, and use it to format your hard disk.

5. Install System Software

Restart the Macintosh from the Mac OS 9 or
Mac OS X CD-ROM, pressing and holding the
“C” key during startup to force the computer to
boot from the CD.

Install new Mac OS system software on the
newly-formatted hard disk. You must install the
same exact version number of Mac OS X as the
version of Mac OS X you will restore. For ex-
ample, if the client was backed up running
version 10.2.4, you must install Mac OS X
10.2.4.

Eject any CDs and restart from the new system
on the hard disk. Use the Date & Time control
panel or system preference to set your local time
and time zone, and, if necessary, change the
Daylight Saving setting. Under Mac OS 9, re-
name the System Folder to “temp.”

6. Configure TCP/IP

Make sure the computer is properly set up for
use with TCP/IP networking. (If you need help
configuring TCP/IP see your network
administrator.)

7. Install Client Software

Install Retrospect client software on the Macin-
tosh and restart it. Log this client into
Retrospect and name it Temp Client.

8. Prepare the Client Macintosh for
Restore

Open the Retrospect client control panel (under
Mac OS 9) or Retrospect client application
(Mac OS X) and verify the client software is
turned on and is waiting for first access.



For ideal restoring conditions under Mac OS 9,
shut down the client Macintosh so the Retro-
spect client shutdown dialog appears.

Eg Now waiting for backup...
[—]

‘four cornputer will shut down after the next scheduled backup
A soreen saver will start in a few seconds.

RETROSPECT® [__Restart | [ ShutDown |

Leave the client Macintosh with this dialog; do
not shut down or restart.

Before restoring to a volume other than the cur-
rent system volume under Mac OS X, use the
Finder’s Show Info command on the volume.
Choose Privileges from the info window’s
menu then turn off the “Ignore privileges on this
volume” option.

For ideal restoring conditions under Mac OS X,
log out so the single-user login window or mul-
tiple-user login list window appears. Leave the

client Macintosh at this window; do not log in,

shut down, or restart.

9. Restore Files

Now that the hard disk is working again, you
can restore the server over the network from the
backup computer. Choose Restore>Restore
from the Retrospect navigation bar. The Restore
Wizard displays. Click Next to begin restoring.
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Select the Backup Set that contains a full back-
up of the Mac OS server client computer, then
click Next.
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You can restore the Mac OS server to its exact
state at any point in time for which a full system
Snapshot exists. Select the Snapshot to restore,
then click Next.
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Choose “New location” as the destination to
which to restore files and select the Mac OS
server’s hard drive from “Temp Client” in the
Backup Clients container. Click Next.

WARNING: Before restoring to a volume other
than the current system volume under

Mac OS X, use the Finder’s Show Info
command on the volume. Choose Privileges
from the info window’s menu then turn off the
“Ignore privileges on this volume” option.
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Because the Mac OS server’s entire hard disk
was wiped out and needs to be completely re-
stored, choose “Restore everything...”, then
click Next. This option deletes all the existing
files on the destination, then restores all the files
in the Snapshot to the destination.

Click Preview Files to view the files that will be
restored, or click next to display the Restore
Wizard summary screen. Click Start in the sum-
mary screen to begin restoring the client
computer.

When Retrospect is finished restoring, restart
the Mac OS server client computer. Discard the
“temp” System Folder by placing it in the Find-
er’s Trash can and emptying the Trash. Then,
use Retrospect to forget the Temp Client and
log in the original client.

10. Extra Steps for Mac OS 9

If you are using Mac OS file sharing, start file
sharing. Choose the volumes or folders you
wish to share, then select the appropriate Owner
and Group for root access privileges and set
your desired options.

With sharing on, perform another restore oper-
ation using the same Snapshot and the “restore
everything...” method. Retrospect performs a
“smart” incremental restore, copying only a few
files (or none if no files have changed), and then
sets the access privileges. Retrospect may re-
port sharing violation errors but they are not
significant and you should ignore them.
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Restart the server, and rebuild the Desktop by
holding down the Command and Option keys
until a confirming dialog appears.

NOTE: This step is only required for Mac OS 9
servers.

11. Extra steps for Mac OS X.1.x

After restarting the computer, share points may
be missing or replaced with improper share
points. Using Server Admin, take the following
steps to correct these problems:

* Remove invalid share points.
* Re-establish desired share points.

* Reset the Home Directory Defaults for any
affected users and groups lists (or NetInfo
domains).

NOTE: These extra steps are not required for
Mac OS X Server 10.2 and later.

Restoring a UNIX Client

If the UNIX client computer is undamaged and
you need to restore only some of the files and
folders from a backup, just follow one of the
sets of instructions in "Restore" on page 70.

If the UNIX client computer crashes or suffers
from other serious problems, you must take the
following approach.

1. Restart and Try to Repair the Disk

If you have a boot disk for your system, restart
the client computer, and put in the disk. When
the computer has started from this disk, follow
the instructions to repair your disk.

Alternatively, you can boot the system and run
a file system check (fsck or equivalent). If this
does not result in a bootable system, you have

two options, depending on your expertise with
the operating system. For the experienced ad-

ministrator, boot to single-user mode from your
OS installation media and repair the boot sector,
replace the kernal, etc. If you have less experi-
ence, or do not feel comfortable with the above



steps, you should re-install the OS, after replac-
ing the hard disk (if necessary).

2. Assess the Current State of the Hard
Disk

If you were able to repair all damage and no
low-level problems are found, stop here! You
do not need to restore or reformat the hard disk.

If you could not make any repairs with the boot
disk, or if the hard disk still is not accessible,
you probably need to reformat the hard disk. Go
on to step 4.

If you were able to repair some damage, but
problems remain with the hard disk, you may
need to reformat it. But first you must safeguard
your data as described below in step 3.

3. Make New Backups Before Reformatting
Now is a good time to back up the repaired hard
disk. You may want to make two new backups
(with the verification option on) to new Backup
Sets. (Do not do a Recycle backup to an existing
Backup Set, since the damaged drive might not
have all files on it and you do not want to erase
previous backups.) Once you are sure you have
redundant backups of your data, copy your
Backup Set Catalogs to a removable disk or
server.

4. Reformat the Disk

If the boot disk cannot fix the hard disk, you
may have to erase or reformat the hard disk in
order to prepare it for restoration.

WARNING: Erasing or formatting a hard disk
destroys all data stored on the disk. If you are
not sure whether you should erase or format
your hard disk, contact its vendor for assistance.

5. Re-install Software

Install new UNIX operating system software on
the newly-formatted hard disk, making sure to
create the same mount points as the original sys-
tem. Restart from this volume.

6. Install Client Software

Use the Setup program to install the client soft-
ware as described in "Installing the Client
Software on UNIX Computers" on page 163.

7. Prepare Client Database
From the backup computer, forget the old cli-
ent, then log in the new client.

8. Restore Files

Now that the hard disk is working again, you
can restore the client over the network from the
backup computer. Choose Restore>Restore
from the Retrospect navigation bar. The Restore
Wizard displays. Click Next to begin restoring.
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Select the Backup Set that contains a full back-
up of the UNIX client computer, then click
Next.
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You can restore the client computer to its exact
state at any point in time for which a full system
Snapshot exists. Select the Snapshot to restore,
then click Next.
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Choose “Original location” as the destination to
which to restore files, then click Next. If the
“Original location” option is not available,
choose the client computer’s hard drive
manually.

Because the client’s entire hard disk was wiped
out and needs to be completely restored, choose
“Restore everything...”, then click Next. This
option deletes all the existing files on the desti-
nation, then restores all the files in the Snapshot
to the destination. This option also restores the
client’s registry and System State information
from the source Snapshot.

Click Preview Files to view the files that will be
restored, or click next to display the Restore
Wizard summary screen. Click Start in the sum-
mary screen to begin restoring the client
computer.

9. Clean Up
Restart the client computer.
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MANAGEMENT
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* LOG AND REPORTS

* REPORTSWATCHER
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This chapter describes how to perform various tasks to manage Backup Sets and scripts,
including viewing reports, and maintaining scripts. It offers several strategies for doing
backups. It also offers advice on using Retrospect and describes techniques for more
effective backups, including tips on Open File Backup and using Retrospect with other
software.

CHAPTER 9 - MANAGEMENT 207



BACKUP STRATEGIES

This section suggests several strategies for
backing up your computer or your entire net-
work. Review each strategy and decide which
will work best for your situation. Perhaps you
will need to slightly modify a strategy to better
fit your needs. Perhaps you will devise your
own strategy which bears no relation to these
suggestions. Realize these are but a few sug-
gested strategies, and Retrospect’s features
allow an unlimited number of different strate-
gies. Just remember the basic backup rules
when you go about creating a backup strategy of
your own.

The different backup actions available with Ret-
rospect are integral to developing successful
strategies. They are described in "Backup Ac-
tions" on page 24.

Basic Backup Rules

While Retrospect is a powerful tool for safe-
guarding your data, it is most effective when
you follow some basic backup rules:

* Back up often because you cannot restore
what is not backed up. For example, if your
hard disk malfunctions today but you most
recently backed it up a week ago, you have
lost the data you have accumulated over the
week. Retrospect is most effective when you
back up everything and back up often, which
you can ensure by setting up scripts to
automate backups.

Keep multiple backups of your data. Rotate
among different Backup Sets. Using more
Backup Sets makes you less likely to lose
data if you misplace or damage media.

Retire old media on a regular schedule.
Regularly introduce new media using New
Backup Set backups, because having all of
your backups on one media set leaves you
too vulnerable. (If even one tape of a set is
damaged, you no longer have a complete
backup.) A benefit of new media in your
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backup strategy is that it is faster to restore
from a few media members than to restore
from a set that has many members and
backup sessions.

Use meaningful names for your Backup Sets
based on what they contain and how often
they get rotated and then label your media
appropriately.

Always store at least one Backup Set off-site
to guard against fire, theft, and natural
disaster.

Back up the backup computer. You probably
have put more time and energy than you
realize into your Retrospect configuration
and catalogs.

Take care of your backup media, which can
easily be damaged by the environment.
Media can also wear out after as few as
several hundred uses. See "Media Longevity
and Storage" on page 50 for more
information.

Leave the Verification option on so
Retrospect can confirm the backup data
matches the original data.

Periodically verify your backups are
working properly. Retrospect provides
options and tools that allow you to compare
data and verify media to ensure valid
backups. It also creates logs and reports that
detail backup successes and failures.

* Back up your Catalog Files to their own

Backup Set. See "Catalog Backups" on page
251.

Individual Backup Strategies

The following strategies are useful for backing
up a single computer. If you need to back up
more than one computer, see "Network Backup
Strategies".

Individual Strategy 1- Run Documents
Create a backup script and make one Recycle
backup run document and one Normal backup



run document. Information on how to make a
run document appears in "Manual Script Execu-
tion," which starts on page 135.

Execute the Normal backup run document daily
or whenever you please, and every few weeks
execute the Recycle backup run document to
keep your Backup Sets from becoming large
and cumbersome.

To introduce new media for rotation with other
sets or off-site storage, periodically configure
the Backup Set to use new a Backup Set, as de-
scribed in "The Options tab" on page 236.

Individual Strategy 2- Scheduled Script
Create a backup script and schedule it to run au-
tomatically. Add a day of week scheduler doing
a Recycle backup every Friday and another do-
ing Normal backups Monday through
Thursday.

The two schedulers look like this:

Day of week schedulers

Recycle backup to & Daily Backup |
Every Friday,| starting 12/3/2004 at 10:00 PM

Motmal backup to & Daily Backup
Every Mon/Tue/wWed/Thu, starting 12/6/2004 at 10:00 PM

To introduce new media for rotation with other
sets or off-site storage, periodically configure
the Backup Set to use a new Backup Set, as de-
scribed in "The Options tab" on page 236.

Network Backup Strategies

When you need to back up a network of client
computers, you must decide which kind of
backup scripts to use. The table below lists situ-
ations which are suited to Proactive Backup
scripts or regular backup scripts.

Situations Suiting Proactive Backup

Situations Suiting Backup Scripts

You have a backup computer dedicated solely to that
purpose.

Your backup computer has other duties at other
times.

You have too many clients with too much data to be
entirely backed up in a single night.

Your scheduled backups are completed before the
client computers are used in the mornings.

You find yourself trying to catch up with your back-
ups, making special scripts and immediate backups
for certain clients that are not completely backed up
by your regular backup script.

Your scheduled backups are completed before the
client computers are used in the mornings and
unsuccessful backups are rare.

You have mobile clients and portable drive volumes
that appear on the network at random times.

Your network includes only desktop computers, no
removable disks or notebook computers.

You want Retrospect to back up to whatever media is
in the backup device.

You always insert the correct media beforehand for
unattended backups.
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If you choose to use a strategy that includes Pro-
active Backup, skip ahead to "Network Strategy
4- Basic Proactive Backup" on page 211.

Network Strategy 1- Scheduled Script
Create a backup script. Set the destination to use
three Backup Sets. Add a day of week scheduler
to run the script daily to a particular Backup Set,
every three weeks. Add a similar scheduler to
run the script daily to the second Backup Set,
every three weeks starting one week after the
first scheduler. Add a similar scheduler to run
the script daily to the third Backup Set, every
three weeks starting one week after the second
scheduler.

The three schedulers look like this:

Day of week schedulers

Marmal backup ko B Red |
Every 3 weeks on MTWTF,,|starting|3/10/2001 at 10:00 PM

Marmal backup ko B Green
Every 3 weeks on MTWTF., starting|3/17/2001 at 10:00 PM

Marmal backup to &2 Blue
Every 3 weeks on MTWTF., starting 9/24/2001 at 10:00 PM

This strategy does not include scheduled Recy-
cle and New Backup Set backup actions, so you
should manually configure the Backup Sets for
Recycle and New Backup Set backups at appro-
priate times. See "The Options tab" on page
236.

Network Strategy 2- Scheduled Script with
Recycle and New Media Rotation

Create a backup script. Change the script desti-
nation to use three Backup Sets. Add a day of
week scheduler to run a Normal backup Mon-
day through Thursday to the first Backup Set,
every three weeks. Add a day of week scheduler
to do a Recycle backup to the first Backup Set
on Friday, every three weeks. Add similar
schedulers for the second and third Backup
Sets, but set their starting dates one and two
weeks later, respectively. Finally, add a repeat-
ing interval scheduler to do a New Backup Set
backup to one of the Backup Sets every six
weeks. (After a New Backup Set backup take
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the old Backup Set media off site for safe
keeping.)

The schedulers look like this:

Day of week scheduler
Day of week (or repeating interval) scheduler
Marrnal backup ko B Red
Every 3 weeks on Mon/TuefWedThu,|starting 9/10/2001 at 9:00 PM

Recyrle backop ko Gy Red [
Ewvery 3 weeks on Friday, starting 9/14/2001 at 7:00 PM

Morrnal backup ko BZh Green
Every 3 weeks on Mon/TuefWedThu, starting 9/17/2001 at 9:00 PM

Recvele backop ko Bl Green
Ewvery 3 weeks on Friday, starting 9/21/2001 at 7:00 PM

Morrnal backup ko B2 Blue
Every 3 weeks on MonTuefWedThu, starting 9/24/2001 at 9:00 PM

Recyrle backop ko G Blue
Ewvery 3 weeks on Friday, starting 9/28/2001 at 7:00 PM

Mew Media backup to B2 Red
Every 6 weeks on Friday, starting 10/5/2001 at 7:00 PM

Repeating interval scheduler

Network Strategy 3- Scheduled Script with
Rotating Daily Backup Sets

Make a script with five Backup Set destinations,
named Monday through Friday. Add five day of
week schedulers to back up to each respective
Backup Set. Add five repeating interval sched-
ulers to stagger Recycle backups every four
weeks to each respective Backup Set, starting
with Monday the first week, Tuesday the sec-
ond week, and so on. But for Friday, make the
repeating interval the last Friday of the month,
doing a New Backup Set backup to the Friday
Backup Set. (Take the old Backup Set media off
site for safe keeping.)



The schedulers look like this:

Day of week scheduler

Mormal backup to Bl Monday
Every Monday, starting 9/10/2001 at 10:00 PM

Mormal backup to By Tuesday
Every Tuesday, starting 9/11/2001 at 10:00 P

Mormal backup to By Wednesday
Every Wednesday, starting 2/12/2001 at 10:00 PM

Mormal backup to B&ly Thursday
Every Thursday, starting 9/13/2001 at 10:00 PM

Mormal backup to B Friday
Ewery Friday, starting 9/14/2001 at 10:00 PM

Recycle backup ko Bl Monday
Every 4 weeks on Monday, starking 10/8/2001 at 7:00 PM

Recycle backup ko Tuesday
Every 4 weeks on Tuesday, starting 10/16/2001 at 7:00 PM

Recycle backup ko Wwednesday
Ewvery 4 weeks on Wednesday, starting 10/24/2001 at 7:00 PM

Recycle backup ko Thursday
Every 4 weeks on Thursday, starting 11/5/2001 at 7:00 PM

Mew Media backup to B2l Friday
Every month on the last Friday, starting 11/30/2001 at 7:00 PM

Repeating interval scheduler

NOTE: When you schedule the New Backup
Set backup, make sure it occurs at the same time
as the scheduled Friday Normal backups. When
Retrospect encounters the New Backup Set
backup scheduled for the same execution time
as the Normal backup, it executes only the New
Backup Set backup. If you were to schedule
them at different times, both backups would
execute.

Network Strategy 4- Basic Proactive
Backup

Create a Proactive Backup script backing up all
client sources. Schedule it to work from 7:00
P.M. to 7:00 A.M. during the work week (so as
not to interfere with the users during their work-
days) and all the time during weekends. Set the
backup interval so Retrospect backs up every
twelve hours.

Network Strategy 5- Basic Proactive
Backup Including Mobile Computers
Duplicate the basic Proactive Backup script de-
scribed above. Make mobile clients its only
sources. Remove these volumes from the origi-
nal script. Schedule the new script to run

twenty-four hours per day, with a backup inter-
val of eighteen hours.

TIP: If you implement a strategy that includes
Proactive Backup, read "Proactive Backup Tips
and Techniques" on page 140. It includes
information to help you devise a more effective
strategy.

Network Strategy 6- On-Demand Proactive
Backup

Create a Proactive Backup script backing up all
client sources. Leave the schedule always active
so it works twenty-four hours a day. Set the
backup interval option so Retrospect backs up
every ninety-nine days. Leave on the script op-
tion to allow early backup. Except for the initial
backups when this strategy is first implemented,
and every ninety-nine days thereafter, clients
are not backed up unless they request it from
their control panels. This strategy requires that
you clearly communicate the responsibility to
the users and, ideally, is supplemented with a
regular backup script.

Staged Backup Strategies

Retrospect is designed to support staged backup
with either an individual computer or a network
of computers. Staged backup involves backing
up to disk, then transferring the backups to tape.
This takes advantage of the benefits of both disk
and tape.

Disks are great at absorbing data transfers that
arrive in bursts from network computers, result-
ing in faster backups than if you backed up
directly to tape. Once data is backed up to disk,
it can be easily transferred to tapes. The transfer
from disk to tape is efficient because data from
the disk arrives at a constant rate (no network
bottlenecks), keeping your tape drive streaming
forward at maximum speed. Tapes can then be
stored offsite for safety, while disk backups
stored onsite can be used to perform restores
quickly.
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Retrospect has many features that are useful for
creating a staged backup strategy. Some ways to
combine these features are discussed here, but
there are countless possibilities for creating
your own staged backup strategy using the fol-
lowing features:

* "Disk Grooming" on page 38

* "Scripted Backup Set Transfer" on page 124
* "Scripted Snapshot Transfer" on page 126

* "Backup Actions" on page 24

Staged Backup Strategy 1- Grooming and
Backup Set Transfer

Start by creating a Proactive Backup script
backing up all client sources. Schedule it to
work from 7:00 P.M. to 7:00 A.M. during the
work week and all the time during weekends.
Set the backup interval so Retrospect backs up
every twelve hours.

Use a disk Backup Set with grooming enabled
as the destination. Set the grooming option so
that Retrospect keeps at least the last 10 back-
ups for each source. This ensures that you will
have a 10 day rolling window of client data for
quick local restores.

NOTE: The grooming policy you specify
depends on how much data you are backing up
and how big the destination disk is.

Create a Transfer Backup Sets script to transfer
the disk Backup Set data to a tape Backup Set
once a week. These tapes can be stored offsite
for safety and can be used to restore older data
that is eventually groomed from the disk Back-
up Set.

Transferring the Backup Set to tape provides a
complete, redundant copy of the disk Backup
Set. This includes all the Snapshots in the disk
Backup Set and enables you to restore clients
computers to any point in time for which a
Snapshot exists.
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Staged Backup Strategy 2- Grooming and
Snapshot Transfer

Start by creating a Proactive Backup script
backing up all client sources. Schedule it to
work from 7:00 P.M. to 7:00 A.M. during the
work week and all the time during weekends.
Set the backup interval so Retrospect backs up
every twelve hours.

Use a disk Backup Set with grooming enabled
as the destination. Set the grooming option so
that Retrospect keeps at least the last 10 back-
ups for each source. This ensures that you will
have a 10 day rolling window of client data for
quick local restores.

NOTE: The grooming policy you specify
depends on how much data you are backing up
and how big the destination disk is.

Create a Transfer Snapshots script to transfer
the disk Backup Set data to a tape Backup Set
once a week. In the source Snapshots window,
choose the “Transfer all Snapshots and associ-
ated files in Backup Set” option and check the
“Select only the most current versions during
transfer” check box. These selections result in
what is called a “synthetic full” backup. A syn-
thetic full backup includes the same files that a
full backup done at the same time would, but it
takes a lot less time and no network bandwidth.

These tapes can be stored offsite for safety and
can be used to restore older data that is eventu-
ally groomed from the disk Backup Set.

Transferring the most current Snapshots to tape
provides a full backup of the client sources as
they existed at the end of each week (when the
transfer script runs). This does not include addi-
tional Snapshots in the disk Backup Set from
other points in time during the week (although
these continue to exist in the disk Backup Set
until it is groomed).



LOG AND REPORTS

Retrospect’s reporting abilities lets you monitor
execution history and error messages by view-
ing logs and reports. You may need to examine
these to find out why an operation was unsuc-
cessful in order to diagnose problems. Click
Reports from Retrospect’s navigation bar to ac-
cess the logs and reports overview window.

NOTE: You can set Retrospect to provide e-
mail notifications when it encounters errors,
requires media, etc. See "E-mail Preferences"
on page 249 for more information.

» The Backup Report shows a detailed
account of backup operations for each local
and networked volume.

* The Operations Log shows a record of each
Retrospect operation, transaction, and event,
and any errors that occurred.

* Session Contents shows the files that were
actually backed up in a specific backup
session.

* Database Backup History lists all database

A: SQL Server Agent and Appendix B:
Exchange Server Agent for more
information.

Viewing the Backup Report

Click Reports>Backup Report to view the
Backup Report. An example of a Backup Re-
port is shown below.

Unlike the Operations Log, to which Retrospect
repeatedly appends new information, the
Backup Report is completely updated each time
a backup is performed. It allows you, as the
backup administrator, to see, on a volume-by-
volume basis, any problems with recent
backups.

Understanding the Backup Report

The Backup Report can be viewed in two for-

mats: Standard Format and Performance Data

Format. See "Customizing the Backup Report"
on page 214 for information on how to switch

between formats.

Both formats include the following

backups and includes information on the information:
backup type and Backup Set. See Appendix
[ Backup Report ! E
7 ouk of 7 successful events shown
2 out of 2 unsuccessful events shown
®|E
Uservolume Elapsed Days Errars Backup Set Script
= = My Computer
= 29 Drive C (C:)
= 1 My Documents
Lack of report 3/22/2003 6:29 PM 0 errars EBackup Set-Daily My PBS
events indicates the # (0 Saturn Read Mes
volume has never =3 Drive D (D)
been backed up # (1 Ben Birthday
= 1 Birfday Broomball
32512003 209 PM 0 errars Backup Set-Daily Immediate Backup
No errors means = (1 Bradiey Hut
the backup was a 3{25/2003 2:09 PM 0 ervars Backup Set-Daily Immediate Backup
complete success = =1 My Network Places
= 53 Backup Clients
= & D¥_Ben Corson [ iMac OF X
= =059
32712003 852 PM 2 error -503 {backup client tu Backup Set Hard Disk. Immediate Backup
2712003 845 PM 0 errars Backup Set Disk Immediate Backup
ared “>” indicates - ‘%]?ixmi e
the volume was not bl 1 )
successfully 32712003 8:51 PM Stopped by operator Backup Set CD Immediate Backup
backed up # [} DV_BENC
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User/Volume is the source volume name. Cli-
ent computer names, if logged in, are also listed.
The date and time listed below a volume are the
date and time of the most recent backup of the
volume.

Script is the name of the script that did the most
recent successful backup.

You can select a line in the report and open the
script it refers to by using the Edit Script button.
You can select a line in the report and click the
Find in Log button to cross-reference the Oper-
ations Log. You can select any line listed in the
report and clear it by choosing Clear from the
Edit menu or by pressing the Delete key. If you
clear a script or forget a Backup Set, that infor-
mation is removed from the report. This may
cause a volume to appear as if it was never
backed up.

A Standard Format Backup Report contains the
following information, in addition to User/Vol-
ume and Script:

Elapsed Days is the number of days since the
backup.

Errors and Warnings indicates any errors or
warnings that occurred for each backup. (Use
the Find in Log command to isolate an error or
warning in the Operations Log.)

Backup Set is the name of the Backup Set used
for the most recent successful backup.

A Performance Data Format Backup Report
contains the following information, in addition
to User/Volume and Script:

Duration shows the time duration of the back-
up, in hours and minutes. Large numbers may
indicate sources with heavy backup needs.

MB is the amount of data, in megabytes, backed
up from the volume.
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MB/Min is the speed, measured in megabytes

per minute, of the source’s backup. Abnormally
slow performance may indicate problems with
the network, backup device, or other hardware.

NOTE: Retrospect lets you specify an
Execution performance threshold, which is
useful for abandoning client backups that are
too slow. See "Client Execution Options" on
page 225

Customizing the Backup Report

You can use Report Options to display the
Backup Report in Standard Format or Perfor-
mance Data Format, specify the event types or
event dates to include in the report, and various
other options. Click the Report Options icon
from the Backup Report toolbar to bring up a di-
alog in which you can make changes.

| RepeiOotems |
1_\_’) Wiews settings..

retioes: | EETENEET I
Everd brged: | M Trows
Dviit datid:  [3) Bl ety
Byt nthe nt [T g
S A Bachuge
b [=] Everks whare 0o Fles arm copied

] Chontfvolume offinm ervers

[ & | ancel |

Use the options to customize the Backup
Report.

Working with the Backup Report

The Backup Report is a database of backup
events. Each time Retrospect completes a back-
up it adds a new backup event to its database.
For each combination of source, destination and
script, it saves all unsuccessful backup attempts
and the latest successful backup.

When you forget a script, source, or Backup
Set, Retrospect removes that item’s backup
events from the Backup Report database.



Forgetting Events

To remove events from the Backup Report,
click the Forget Events icon from the toolbar.
This brings up a dialog with which you can re-
move the following execution events from the
report:

* All but the most recent successful backup
* All successful backups

* All unsuccessful attempts

* Events older than one week

* All execution events

* All Proactive Backup events

NOTE: The only one of these options that
affects Proactive Backup events is “All
Proactive Backup events.”

You can delete a specific execution event from
the Backup Report by right-clicking it and se-
lecting Delete.

WARNING: Proactive Backup relies upon the
Backup Report to determine when a volume
was most recently backed up. If you delete an
event from the Backup Report and the
associated volume is a source in an active
Proactive Backup script, Proactive Backup
assigns a higher priority to that volume and will
attempt to back it up sooner.

Finding Events in the Operations Log
Select a line from the Backup Report and click
the Find in Log button to view more informa-
tion about that event in the Operations Log.

Editing an Event Script

Select a line from the Backup Report and click
Edit Script to open the script summary window
for the script which executed and created the
event.

NOTE: If you backed up a volume using an
immediate operation, the Backup Report
indicates that in the Script column (e.g.
“Immediate Backup”).

Printing or Exporting the Backup Report
To print the Backup Report, view it, then
choose Print from the File menu. If you have
only a portion of the report selected, only that
portion will print. If you have nothing selected,
the entire report will print. To export the Back-
up Report to a text file, view it then choose
Export from the File menu.

TIP: You can set a preference option, described
in "Logging Preferences" on page 249, to have
Retrospect automatically export the Backup
Report.

Viewing the Operations Log

The Operations Log stores any messages that
are generated during an operation such as a
backup or restore. You may need to review the
log to find out why an operation was unsuccess-
ful in order to diagnose problems.

To view the Operations Log, click Reports>Op-
erations Log, or choose Log from the Window
menu.

The example below shows how information ap-
pears in the Operations Log.

The log shows the following information for
each successful operation.

Completed indicates the number and size of the
files that were copied. If you used Retrospect’s
data compression feature, the log also shows
compression achieved for this session.

Snapshot stored indicates the size of the vol-
ume Snapshot stored in the Backup Set.

Performance indicates the number of mega-
bytes of information copied per minute. If the
Verification option is turned on, additional per-
formance figures are listed for comparing.

Duration shows the total time required to com-
plete the operation. If you clicked Pause during
the operation or there were delays while you in-
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serted media, the waiting time is shown
separately. The waiting figure includes time
spent during tape drive locate functions and oth-
er required functions.

Finding Items in the Log

Retrospect has commands for finding items in
the Operations Log. The Operations Log’s win-
dow and the Edit menu both have these
commands.

Find Backward: This toolbar command
prompts you to enter the text you want to search
for. When you click OK, Retrospect searches
the log bottom-up (from the current selection)
instead of top-down, because the most recent
operations are at the bottom of the log.

Find Again Backward: After you have used
the Find or Find Backward command, this tool-
bar command searches bottom-up for the text
you previously specified.

Find: This command on the Edit menu prompts
you to enter the text you want to search for.
When you click OK, Retrospect searches the
log top-down from the current selection.

Find Next: After you have used the Find or
Find Backward command, this Edit menu com-
mand continues the search from the current

selection forward, or down. Upon reaching the
end of the log, it continues searching from the
beginning.

Find Prev: After you have used the Find or
Find Backwards command, this Edit menu
command continues the search from the current
selection backward, or up. Upon reaching the
log’s beginning, it continues searching back-
ward from the end.

Clearing the Log

To delete the contents of the Operations Log,
view the log, then click the Clear Log icon from
the toolbar.

NOTE: You do not have to manually clear the
log, since Retrospect automatically removes old
log entries when the log fills to its capacity, as
defined by the log size limit preference (see
page 249).

Printing or Exporting the Log

To print the Operations Log, view it, then
choose Print from the File menu. If you have
only a portion of the log selected, only that por-
tion will print. If nothing is selected, the entire
log will print.

To export the Operations Log to a text file, view
it then choose Export from the File menu.

B Operations Log ! E

A8 X[
Logsize 3 34aines, using 455 K on disk
+script executed + Executing Daily Backup at /2872003 7:25 PM (Execution unit 1) ”

To Backup Set M-W-F Backup Set...

—operation began - 2/28/2003 7:29:49 PM: Copying (] architecture on Driwe C (C:)
Z/258/2003 7:29:55 PM: Snapshot stored, 10 EB
2/28/2003 7:29:56 PM: Comparing (O architecture on Driwve C (C:)
Z/28/2003 7:30:00 PM: Execution completed successfully
Completed: 28 files, §,436 KB
Performance: 141.2 ME/mirute (123.5 copy, 247.1 compare)
Duaration: 00:00:10 (00:00:02 idle/loading/preparing)

on this volume

>error occurred >

Can't access wvolume QUsers onr DV _EBen Corson / iMac 05 ¥, error -530 (backu
2/28/2003 7:30:27 PM: Execution incomplete
Total performance: 141.2 MB/minute
Total duration: 00:00:10 (00:00:03 idle/loading/preparing)
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NOTE: You can set a preference option,
described in "Logging Preferences" on page
249, to have Retrospect automatically export
the Operations Log.

Viewing Session Contents

Retrospect can report which files were copied to
a Backup Set during a specific backup or ar-
chive session.

To view the contents of a Backup Set, first click
Reports from the navigation bar, then click
Session Contents.
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In the upper list box, select the Backup Set you
want information about. (Click More to access
more Backup Sets.) After you select a Backup
Set, the lower list box displays the backup ses-
sions contained within the selected Backup Set.
Select the backup session or sessions you want to
review.

At this point, you can choose Export from the
File menu to export the list to a text file, or click
Browse. When you do the latter, a browser win-
dow appears listing the files and folders that
were backed up during the session or sessions
you selected.

B8 et s B bgs st & 1 /7070800 BARA
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You can print the list, export it to a text file,
search for specific files, get the properties of
specific files, retrieve specific files, or change
the view format from the browser window’s
toolbar. You can view browser windows for
multiple sessions at the same time by perform-
ing the same steps and selecting multiple
sessions. When exporting, Retrospect exports
the fields in the following order, regardless of
the view format: file name, size, create date,
create time, modify date, modify time, backup
date, backup time, Mac OS type, Mac OS cre-
ator, Backup Set, and path.

For information about using the browser win-
dow and menus, see "Browsing" on page 264.

REPORTSWATCHER

Intended primarily for large sites with multiple
backup computers, ReportsWatcher is a stand-
alone utility that converts Retrospect Backup
Reports into HTML summaries for viewing
from a web browser. Used in conjunction with
Retrospect’s feature to automatically export the
Backup Report to a custom location, Reports-
Watcher allows you to monitor one or more
backup computers from any computer with a
web browser.

Installing ReportsWatcher

When you install Retrospect using the default
method (Complete), the ReportsWatcher appli-
cation is automatically installed. If you chose to
do a custom install that did not include Reports-
Watcher, you can install it now.
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To install ReportsWatcher:

1. Locate and launch the Retrospect
InstallShield Wizard (setup.exe).

2. Click Next.

3. Select the Modify radio button and click
Next.

4. Make sure ReportsWatcher is selected for
installation, then click Next.

5. Click Install.
6. Restart your computer if necessary.
The ReportsWatcher folder is now available in

the same folder as the Retrospect application.
By default, this is:

..\Program Files\Dantz\Retrospect\

Launching ReportsWatcher

Go to Start>All Programs>Retrospect> Re-
portsWatcher. You can also double-click the
watcher.exe file in the ReportsWatcher folder.

Because ReportsWatcher’s job is to continuous-
ly monitor updated reports and automatically
generate a master report from them, it should al-
ways be running.

TIP: Add a shortcut for Watcher.exe to the Start
menu’s StartUp (or Startup) folder so that
ReportsWatcher opens automatically whenever
the computer starts up.

Configuring Retrospect for
ReportsWatcher

In order to take advantage of the benefits of Re-
portsWatcher, you must configure some
Retrospect settings.

To configure Retrospect:
1. At each backup computer, open Retrospect
and go to Configure>Preferences.

2. Select the Logging preferences from the
Notification category.
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3. Turn on the option to export the Backup
Report.

Export the backup report and operations log
Expott the backup report and operations log to a tab-delimited text file,

Select Location, ..

Ci\Documents and Settingsiall UsersiApplication
DatalRetrospectiBackup Report.utx

4. Click the Select Location button.

5. Browse to a location where you want
Retrospect to save the Backup Report.

NOTE: If you are gathering Backup Reports for
multiple backup computers, this location must
be the same for all of them. Therefore make sure
you select a network location accessible to all
backup computers and workstations.

6. Specify a name for the exported Backup
Report.

NOTE: Ifyou are gathering reports for multiple
backup computers, make sure each one uses a
unique file name.

7. Click Save.

Configuring ReportsWatcher

After configuring Retrospect to automatically
export the Backup Report for each backup com-
puter, you must configure ReportsWatcher to
gather those reports and generate a summary
HTML report.

To configure ReportsWatcher:
1. Open ReportsWatcher.
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2. Click the Reports button and browse to
location where Retrospect Backup Reports are
stored.

This location was specified in "Configuring
Retrospect for ReportsWatcher".

3. Choose any report in the folder and click
Open.

NOTE: A/l reports in the folder (not just the one
you choose here) will be included in the Backup
Report summary.

4. Click the Save In button and specify a folder
in which to save the HTML summaries.

Make sure this location is accessible to all users
who will need to view the Backup Report
Summary.

5. Click Save.

6. Click the Options button to change
ReportsWatcher’s update time interval or other
options. Click OK when done.
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7. Click the Edit HTML button to change
ReportsWatcher’s HTML code.
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You can edit the HTML for each of the five
different report types. Click OK when done.

Leave ReportsWatcher open in order for it to
continuously monitor reports.

Viewing the Report

You can view the report on any computer with
a web browser and access to the location where
the HTML summaries are saved (as specified in
"Configuring ReportsWatcher").

Browse to the HTML summaries folder and
open the index.htm file. The index summarizes
available reports. It has a variety of report for-
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mats. To view details of a particular backup
computer’s report, click the report name. To
view details of successful backups, failed back-
ups, or volumes never backed up, click the
numbers in the appropriate table cells.

Customizing the Report
ReportsWatcher is a Visual Basic application

and its source code is included in the Reports-
Watcher folder.

If you know Visual Basic, you can edit the
source code to customize ReportsWatcher for
your needs.

EXECUTION OPTIONS

Retrospect has many options you can set to de-
termine how your backup, duplicate, archive,
transfer, and restore operations (immediate and
scripted) are executed. For example, you could
set a backup script to turn on software data com-
pression and synchronize client computer
clocks. You can set options while setting up an
immediate operation or while editing a script.
Execution options are local rather than global,
so they apply only to the current operation or
script, not to all operations and scripts.

Retrospect also has global program preferences
that affect all executions. See "Retrospect Pref-
erences" on page 243 for more information.

To set options for an immediate operation or a
script, click the Options button in the summary
window, then click More Choices to view a
complete list of available options grouped by
category. You can display the options for each
category by clicking the category name in the
list.

To turn an option on or off, click its checkbox
or radio button. Some options use time and date
controls, and others let you enter numbers or
text. If any options in a category have been
changed from their default settings, the catego-
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ry name is shown in boldface. Clicking Use
Default reverts all visible options to their de-
fault states. Clicking Fewer Choices returns you
to the basic Options window.

Proactive Backup Interval Options

These options are available only with Proactive
Backup scripts, which are described in "Proac-
tive Backup Scripts," which starts on page 137.

1 I days

Back up each source when possible, but not more often than thiz interval
[except for an eady backup].

Back up every:

allow early backup

Allow backup client users to schedule another backup beFore the prewious
backup interval elapsas,

Back up every: n days/hours: This time inter-
val, which is one day by default, specifies the
minimum time between backups. Each source is
backed up when possible, according to the pri-
ority of need, but not more often than this
interval unless the client user initiates a backup.

Allow early backup: When this option is on,
which is the default, client users may initiate
backups from their Retrospect Client control
panels, overriding the backup interval. A re-
quest for an early backup does not necessarily
immediately move the user’s volume to the top
of the priority list. Other sources are taken care
of before Proactive Backup polls the client and
learns of the early backup request, at which time
Proactive Backup backs up the client source
volumes.

Proactive Backup Countdown
Options

These options are available only with Proactive
Backup scripts.

Countdown time (seconds): ’E

The backup client countdawn dialag notifies the user that a backup is about ta
beqin, allawing them to defer execution if desired,

Enter a From the Retrospect Proactive Backup:
countdown “aesrripte % is about to begin,
Mmessage: Click Defer to run it later,



Countdown time: Retrospect gives client users
advance notice of when a backup is about to be-
gin, counting down the time specified here. The
default time is twenty seconds. (Enter zero to
make Retrospect skip the countdown.) When it
is going to back up a source from a client com-
puter, Retrospect puts up a dialog on the client.
This dialog displays the countdown message
(see below) and offers buttons to defer the back-
up to a later time or bypass the countdown and
immediately begin backing up. If the client user
does not take any action Retrospect backs up
when the countdown reaches zero.

Countdown message: The text in this box is
shown to a client user when a backup is about to
begin, according to the countdown time option.
Retrospect will replace the text “%%script% %"’
with the name of the script it is executing.

Proactive Backup Polling Options

These options are available only with Proactive
Backup scripts.

Check source every: a0 I seconds
Wait at least this interval between atternpts to access each source,

Client connect every: 5 I minukes
Wait at least this interval before checking if the backup client user has changed
their backup schedule,

Retry Failure after: 30 I minukes

Wit at least this interval before trying to back up again after a source's
backup Fails or is canceled,

Check source every: n seconds/minutes: Ret-
rospect uses this time interval, which is ninety
seconds by default, to check whether a source is
available for backup. Retrospect does not check
sources while a backup is in progress.

Client connect every: n seconds/minutes:
Retrospect uses this time interval, which is five
minutes by default, to access a client to check
whether the user has changed the backup sched-
ule or requested an early backup. Retrospect
does not connect to clients while a backup is in
progress.

Retry failure after: n minutes/hours: After a
backup has failed or was canceled, Retrospect
waits at least this long, thirty minutes by de-
fault, before again trying to back up a source.

Backup Execution Options

These options are available only with backup
operations and Proactive Backup scripts.

() Mormal backup
(O Recycle backup
Normal backup: The selected files will be appended to the Backup Set,

Werification
After copywing, compare ach file with the original,
1 Data compression (in software)

Sornetimes slower, but requires as little as half the space, This option is
autornatically disabled if the storage device uses hardware compression.

Normal backup: Only available with immedi-
ate backups, this option makes Retrospect
perform a Normal (progressive) backup, as de-
scribed in "Normal Backups" on page 24.

Recycle backup: Only available with immedi-
ate backups, this option makes Retrospect
perform a Recycle backup, as described in "Re-
cycle Backups" on page 25.

NOTE: For scripted backups, you can select a
Normal or Recycle backup when you schedule
the script. See "Common Scheduler Elements"
on page 131 for more information.

Verification: Verification ensures files are cop-
ied correctly by comparing files in the Backup
Set with the original source files after the back-
up is performed. If the Backup Set spans
multiple tapes, CD/DVDs, or disks in the ses-
sion done with verification, you must reinsert
all members to which data has been written. Al-
though verification increases the time it takes
for a backup to complete, it ensures that infor-
mation is correctly written to the Backup Set.
This option is on by default.

Data compression (in software): Data Com-
pression saves space in the Backup Set by
compressing files before copying them into the
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Backup Set. Files are automatically decom-
pressed back to their original state when
restored. Compression savings achieved during
an operation are reported in the status window
and the Operations Log. The amount of com-
pression savings you can expect depends on the
types of files you are compressing. Text files
compress substantially; application and system
files do not. Backups using data compression
are slower than those without, as are restores.

When copying to a tape device that has built-in
compression, Retrospect automatically turns off
software compression in favor of the faster
hardware compression. Retrospect uses its
built-in compression filter to identify files that
are already compressed (such as those com-
pressed with a utility such as WinZip) so it will
not attempt to re-compress them with software
data compression. The Data Compression op-
tion is off by default.

Archiving Execution Options

These options are available only with archiving
operations.

verification
After copying, compare each file with the original,
[] Data compression (in software)
Sometimes slower, but requires as little a3 half the space, This option is

autornatically disabled if the storage device uses hardware compression,

1 Move Files
Drelete sourcs files after copying and wetifying.

The archiving options include Verification and
Data compression, as described in "Backup Ex-
ecution Options", and Move files. An archive is
just like a backup unless you move files.

Move files: This option deletes files from the
source volume after they have been copied. If
verification is turned on and the files do not
match exactly, the originals will not be deleted.
Do not turn on the move files option without
also turning on the verification option. You
should perform at least one additional verified
archive, backup, or duplicate before deleting
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files from the source. Retrospect cannot move
files from a client computer if its Retrospect
Client control panel has been set to allow read
access only. By default, this option is off.

A related option is described in "Files Execu-
tion Options" on page 222.

TIP: Before you use the Move files option, first
archive to a different Backup Set by copying
without moving. This provides an extra
measure of safety should one Backup Set
become unusable.

See "Archiving Tips" on page 70 for more in-
formation about archiving.

Duplicate Execution Options

These options are available only with duplicate
operations.

Werification

After copying, compare each file with the original,

[ Update backup report
Add this execution to the backup repart,

Verification: This is the same option described
in "Backup Execution Options",

Update backup report: When this option is
checked, Retrospect treats the duplicate opera-
tion like a backup and adds or changes
information in the Backup Report.

Files Execution Options

These options are only available with duplicate,
archive, and restore operations.

[ Move Files
Drelete source files after copying and werifying,

On Move, don't delete empty Folders
Mat available because Mowve is tumed off,

Move files: This option, which is only available
for duplicate operations, deletes files from the
Source volume after they have been copied. If
verification is turned on and the files do not
match exactly, the originals will not be deleted.



Do not turn on the move files option without
also turning on the verification option. You
should perform at least one additional verified
archive, backup, or duplicate before deleting
files from the source. Retrospect cannot move
files from a client computer if its Retrospect
Client control panel has been set to allow read
access only. By default, this option is off. Also
see the related files option below.

NOTE: Archive operations also include a
Move files option. See "Archiving Execution
Options" on page 222.

On Move, don’t delete empty folders: This
option is only available for archive and dupli-
cate operations. It keeps folders that become
empty as a result of the move instead of auto-
matically deleting them. By default, this option
is off.

[1 update modify dates

Set the madify date of each copied destination file to the current date and
tirne.,

Update modify dates: This option is only
available for restore operations. It causes Retro-
spect to set the modification date and time of
restored files to the current date and time. By
default, this option is off.

Transfer Execution Options

These options are available only with Backup
Set and Snapshot transfer operations, whether
scripted or initiated from the Tools menu on the
navigation bar.

Copy Snapshots
Copy all Snapshats Frorn the source Backup Set to the destination, This will
not owerwtite existing Snapshats,

Werification
After copying, compare each file with the original,

[] Data compression {in software)
Sometimes slower, but requires as little as half the space. This option is
autornatically disabled if the storage device uses hardware compression,

[] recycle source Backup Set after successful transfer
The source Backup Set is recycled if the transfer operation completes without
any errors,

[] Transfer any needed intermediate database Snapshots,

Transfers all full, differential, and log backups required to bring the database
cornpletely up to date as of the selected database Snapshot date and time,

Copy Snapshets: This option is only available
for Backup Set transfers. It copies all of a Back-
up Set’s Snapshots to the destination Catalog
and media. This option is on by default. If you
turn this option off, Retrospect copies all the
files from a Backup Set’s Snapshots, but not the
Snapshots themselves.

WARNING: EMC Dantz generally
recommends leaving this option set to the
default. If you turn Copy Snapshots off, you can
only restore by search (not by Snapshot) and
cannot restore the System State or security
information.

Verification: Verification ensures files are cop-
ied correctly by comparing files in the
destination Backup Set with the original source
files after the transfer is performed. Although
verification increases the time it takes for a
transfer to complete, it ensures that information
is correctly written to the Backup Set. This op-
tion is on by default.

Data compression (in software): Data com-
pression saves space in the destination Backup
Set by compressing files before copying them.
Files are automatically decompressed back to
their original state when restored. Compression
savings achieved during an operation are report-
ed in the status window and the Operations Log.
The amount of compression savings you can ex-
pect depends on the types of files you are
compressing. Text files compress substantially;
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application and system files do not. Transfers
using data compression are slower than those
without, as are restores.

Retrospect uses its built-in compression filter to
identify files that are already compressed (such
as those compressed with a utility such as Win-
Zip) so it will not attempt to re-compress them
with software data compression.

When copying to a tape device that has built-in
compression, Retrospect automatically turns off
software compression in favor of the faster
hardware compression. The Data Compression
option is off by default.

Recycle source Backup Set after successful
transfer: Select this option to recycle to source
Backup Set(s) after a successful transfer. Recy-
cling clears the Catalog File contents of a
Backup Set so it appears that no files are backed
up. The next time you use the recycled Backup
Set as a destination, Retrospect looks for the
first media member of the Backup Set, erases it,
then copies files to it. Since no files exist in the
Backup Set, all selected files are copied.

WARNING: Make sure you can afford to lose
all data on the source Backup Set before
recycling it.

Transfer any needed intermediate database
Snapshots: If your source includes a database
Snapshot from a backup type other than a full
backup (e.g., log, incremental, or differential),
select this option transfer all backups required
to bring the database completely up to date as of
the selected database Snapshot date and time.
This eliminates the need to manually transfer
multiple Snapshots.

Restore Database Options

This option is only available when restoring
SQL or Exchange databases.

Restore any needed inkermediate Snapshots,

Restores all full, differential, and log backups required to bring the database
completely up to date as of the selected Snapshot date and time.
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Restore any needed intermediate Snapshots:
If you select a database Snapshot from a backup
type other than a full backup (e.g., log, incre-
mental, or differential), Retrospect will restore
the most recent full backup and any needed in-
termediate backups before it restores the
selected Snapshot. This eliminates the need to
manually restore multiple Snapshots.

You can change this behavior by turning off this
option. In most cases you will want to leave this
option set to the default.

Retrieval Execution Options
These options are only available during an im-

mediate restore by searching for current or older
files.

|:| Only most recent versions
Find only the most recent wersion of each fAle when searching, Older wersions
are ignored,

] minimal Folder structure
Restare fles using as few Folders as necessary,

Only most recent versions: Of files which
match the search criteria, Retrospect uses only
those most recently added to the Backup Set. It
ignores files from older sessions. By default,
this option is off, which makes Retrospect use
matching files from older and most recent
sessions.

Minimal folder structure: Restores files to
their original folders, in the minimum required
hierarchy. Empty folders are not restored. This
option is off by default.

Catalog File Execution Option

This option is available with all types of opera-
tions except duplicate, restore, and transfer.

Save source Snapshots for restore

Snapshots permit disks to be automatically restored to their exact state as of
the backup,

Save source Snapshots for restore: This op-
tion directs Retrospect to save a volume
Snapshot to the Catalog, replacing the old Snap-



shot, if any, and to save another copy of the
Snapshot onto the backup media. By default,
this option is on.

NOTE: Snapshots are an important,
fundamental feature of Retrospect, described in
detail in "Snapshots" on page 26. Turning off
this option has consequences described in
"What are the consequences of not saving
Snapshots to save time and space?" on page
306.

Client Execution Options

These options are available with all types of op-
erations except restore and transfer, and these
options apply only when backing up Retrospect
client computers.

[ Byte-by-byte File comparison
TMuch slower, but pinpoints the exact location of the cormparizon Failure,

Speed threshold (K Bytes/second): I o

Do not back up a client and log an ervor iF the initial connection speed batween
the client and backup server does not exceed this value,

Execution performance threshold M Bytesfminute): I 1]

Stop backing up a client and log an etror if execution performance drops below
thiz walue,

[ synchronize clock

Synchronize the backup client's clack ta match the clack of this cormputer,
Ignoved if the client is set to Read Access Onlby,

Byte-by-byte file comparison: This option
overrides Retrospect’s fast client compare, ver-
ifying files the same way Retrospect does for
local backups. When this option is turned off,
Retrospect uses a faster, checksum-based tech-
nique to verify copied files. Both methods
reliably compare backed-up data to the original
files. By default, this option is off and you
should keep it off.

Speed threshold: This option, which is avail-
able only with scripts, is useful for preventing
backups which would be too slow. The number
you enter here determines the minimum accept-
able rate at which the client computer is
accessed. If, upon testing the network connec-
tion to the client prior to the operation,
Retrospect finds the network or client is not

working fast enough, it will terminate the oper-
ation and log an error.

This option is useful, for example, for prevent-
ing Proactive Client Backup from trying to back
up a notebook computer volume when its user

dials in to connect with the LAN.

Retrospect checks the client connection speed
only once, as an operation starts. The perfor-
mance threshold option described below is a
more comprehensive control.

Execution performance threshold: This op-
tion, which is available only with scripts, is
useful for halting backups which are too slow.
This allows queued backups and other opera-
tions to execute rather than wasting time on a
hopelessly slow client. The number you enter
here determines the minimum acceptable data
copying performance, in megabytes per minute,
for the client. Retrospect continually measures
and updates its performance with the client. An
execution that initially performs acceptably
may later be halted by Retrospect if its perfor-
mance drops below the threshold. If the
threshold number is set to zero, which is the de-
fault, Retrospect does not evaluate execution
performance and will not halt an execution for
lack of performance.

Synchronize clock: This option sets the date
and time on each client computer to match the
clock on the backup computer. This is useful to
get times and dates to agree and is especially
useful when changing to and from daylight sav-
ings time. Retrospect cannot synchronize a
client computer’s clock if its Retrospect Client
control panel has been set to allow read access
only. By default, the synchronize option is off.

Matching Execution Options

These options are available with all types of op-
erations except duplicate and restore.
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Makch source volumes to Catalog File
Dratarrnine which files are already in the Backup Set.

Don't add duplicates to Backup Set
WWhen a matched file is found, prevent the duplicate file from being copied to
the Backup Set again,

[] Match only files in same location

Consider file location when matching, Identical Ales in different falders or
wolurmes won't match,

Match source volumes to Catalog File: This
option directs Retrospect to identify previously
backed up files during Normal backups. Retro-
spect compares the files on the source volume to
file information in the Backup Set Catalog. The
Windows file matching criteria are name, size,
creation date, and modify date. The Mac OS file
matching criteria are name, size, type, creator,
creation date, and modify date. The UNIX file
matching criteria are name, size, and modify
date. Retrospect considers a file already backed
up if all of these criteria match. When you view
the preview browser while setting up an imme-
diate backup, files that have already been
backed up are preceded by a diamond symbol.

Archive operations have the matching option
off by default, which results in archiving all se-
lected files, regardless of whether they are
already in the Backup Set. Unless you turn on
the Move files option, matching is the only dif-
ference between archive and backup scripts.

NOTE: For transfer operations, this option is
called “Match source Catalog File to destination
Catalog File”. When selected, Retrospect only
copies those files and Snapshots not already in
the destination Catalog File.

Don’t add duplicates to Backup Set: This op-
tion works with the “Match source volumes to
Catalog File” option to prevent previously
backed up files from being added to the Backup
Set again. Select both of these options when you
want to perform a standard Progressive Backup;
that is, you only want new or modified files cop-
ied to the Backup Set. If this option is
deselected, Retrospect adds all files, including
previously backed up files, to the Backup Set
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every time a Normal Backup is performed. By
default, this option is on and you should keep it
that way unless you have a specific need to
change it.

Match only files in same location: This option
is only available if “Match source volumes to
Catalog” is selected. It makes Retrospect more
strictly match otherwise “identical” files from a
source to a destination. (Normally, files are con-
sidered identical files when they have the same
criteria described above in “Match source vol-
umes to Catalog File”.) This option adds
another criterion; files must also come from the
same volume.

By default, this option is off and you should
keep it that way unless you have a specific need
to change it.

Schedule Execution Option

This option is only available for scripts (not in-
cluding Proactive Client Backup scripts).

Schedule. ..

Execute this script only during the specified times, This defaults to the settings
in Configure =Preferences =Execution=Schedule, Click S$chedule to change
the specified tirmes For this script.

Click Schedule to define a time period during
which this script may execute. The default
schedule reflects the global schedule prefer-
ence, described in "Schedule Preferences" on
page 244.

Sharing Execution Option

This option is available with all types of opera-
tions except restore and transfer. It is off by
default.

Lock out volumes during backup

For file servers, Az each server wolume is backed up, disconnect its users and
dizable access until done,

‘“Warning kime in minutes: I 5

~ Enter a Preparing ko back up server volume %%%volumes
disconneck %, Please close any documents you're using on it
Mmessage: and disconnect Fram it.




Lock out volumes during backup: This option
disconnects users connected to the backup com-
puter through Microsoft Networking and
prevents them from using a shared volume dur-
ing backup. When you check this option, you
can enter a warning message that is displayed to
users before they are disconnected. (Windows
NT/2000/XP users automatically receive warn-
ing messages. Windows 98 users receive
warning messages if they are running Winpop-
up.exe; Windows 95 and Macintosh users do
not receive warning messages.) You can also
specify how many minutes advanced warning
users will be given. This option will lock out us-
ers only if you are running Retrospect on the
server itself; it does not apply to clients.

The lock out option behaves differently for Ser-
vices For Macintosh network volumes on NT
Servers and Windows 2000 Servers. All Servic-
es For Macintosh shared volumes are locked out
at once, even if they are not all actively being
backed up. All are locked while any one is
backed up with the sharing lock out option
enabled.

By default, this option is off.

Windows System Options

These options are available with all types of op-
erations except restoring by searching and
transfers. The specific options change accord-
ing to the operation. No option in this category
affects UNIX or Macintosh clients.

Back Up System State

Back up system configuration information, such as the registry, when the
Windows walurne is backed up.

[ clear archive attribute
Clear the archive Aag of a Windows file when it iz backed up.

Windows System options for a backup or archive
operation.

Duplicate System State
Druplicate selected system configuration information, such as the registry,
when the Windows walurne is duplicated,

[ 1anore encrypted File verification errors
Dron't repart vetification errors For encrypted files on MTFS wolurnes,

Windows System options for a duplicate operation.

Restore System State
Restore systemn configuration information, such as the reqistry, when the
Iindows volume is restored,

Restore security information
Restare security information For MTFS walurnes,

Set archive attribute

Set the archive Aag of a Windows file when it is restored,

Windows System options for a restore operation.

System State: provides the option to copy the
Windows registry, COM+, active directory, and
certificate services when the Windows folder is
included in the file selection criteria. Retrospect
stores the information in the Snapshot and it
must be restored with a restore method using the
Snapshot.

In order to restore the System State, the source
Snapshot must contain a backed up System
State and the destination must be a system
volume.

In order to duplicate the System State, the
source and destination must both be system vol-
umes (i.e., they must both include System State
information).

NOTE: You must have Administrator or
Backup Operator privileges to copy System
State information under Windows
NT/2000/XP.

The archive attribute: can be cleared by Ret-
rospect during backups and archives or set by
Retrospect during restores. When selected, this
option causes Retrospect to clear the archive
flags of files on the source volume when it cop-
ies them to the destination, or to set the archive
flags of files on the destination volume when it
copies them from the Backup Set.
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Ignore encrypted file verification errors: in
duplicate operations, which is off by default,
causes Retrospect to ignore verification errors
with encrypted files on NTFS volumes.

Restore security information: is only avail-
able for restore operations. When selected,
Retrospect restores the security information of
NTES volumes. It must be restored using the
volume Snapshot.

NOTE: Security information can only be
restored if it was backed up. See "Windows
Security Options".

Windows Security Options

These options are available with all types of op-
erations except restores and transfers. The
specific options change according to the
operation.

Back up server security information
Back up MTFS security information from serwers,

[] Back up workstation security information

Back up MTFS security information frorn workstations and Microsoft
Metworking wvolurnes,

Windows Security options for a backup or archive
operation.

Duplicate server security information
Duplicate MTFS security information fram server wolurnes,
[ buplicate workskation security information
Cruplicate MTFS security infarmation fram workstations and Micrasoft

Metwarking wolurnes,

[ 1gnore file verification errors in security stream
Dron't report werification ervors in security strearn on MTFS wolumnes,

Windows Security options for a duplicate operation.

Security information: can be backed up, ar-
chived, and duplicated from servers or
workstations. These options cause Retrospect to
copy the security information of NTFS vol-
umes, storing the information in the Snapshot.

Ignore file verification errors: in duplicate op-
erations, which is off by default, causes
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Retrospect to ignore verification errors with se-
curity streams on NTFS volumes.

Windows Open Files Options

These options are available with all types of op-
erations except restore and transfer.

NOTE: Open File backup is an add-on product
to the main Retrospect application. If the
backup computer is installed with Retrospect
Disk-to-Disk, Small Business Server, Single
Server, or Multi Server and you have a license
code for Open File Backup, you can back up
open files on Windows 2000, NT 4.0, and XP
computers. To back up open files on a Windows
XP computer, it must have an NTFS volume.
Click Configure>Licenses to view your current
licenses or purchase new ones.

Open Files can be backed up, archived, and du-
plicated. If you have the Open File Backup add-
on, this option is on by default.

NOTE: To restore files that were backed up
with Open File Backup, make sure to close or
stop the application that uses the open files on
the destination volume.

Back Up Open Files

Protect open fles and system components using Cpen File Backup,

Protect Multi-Yolume Datasets
Suppott applications that rely on related fles stored on rultiple volumes,

[] stop when open files cannot be backed up
Lag an etror and halt the operation,

Disk inactivity threshold: I 5000

The amount of time in millizeconds the disk must be idle to back up open files,

Retry timeout: I 10

The marirnurn armount of time, in minutes, that Retrospect attempts to meset
the disk inactivity threshald,

Back Up/Duplicate Open Files allows Retro-
spect to copy busy files which could otherwise
not be copied. It is on by default.

Protect Multi-Volume Datasets backs up or
archives applications that store files on more
than one volume.



Stop when open files cannot be backed
up/duplicated causes Retrospect to halt the op-
eration if the retry timeout occurs or if the
system configuration does not support Open
File backup. When this option is off, Retrospect
backs up or duplicates all other files (i.e., files
that are not open).

Disk inactivity threshold is the amount of time
Retrospect waits for the source disk to be idle in
order to proceed with Open File Backup. When
the threshold is reached, Retrospect waits again
until the retry timeout occurs. The default
threshold is 5000 milliseconds.

Retry timeout is the total amount of time allot-
ted for Retrospect to monitor disk inactivity,
looking for its opportunity to copy open files.
When it times out Retrospect either halts the op-
eration immediately or continues without Open
File Backup, depending on the above “Stop”
option. The default time is 10 minutes.

Windows Outlook Options

These options are available with all types of op-
erations except restore and transfer.

[] Force backup of Microsoft Outlook data

Retrospect will close Microsoft Outlaok to back up its data files, then relaunch
it after copying is complete, IF Outlook data can be backed up using Cpen
File Backup, then thiz option has no effect,

Force backup of Microsoft Outlook data
causes Retrospect to close Microsoft Outlook in
order to back up Outlook data files. After Retro-
spect copies the files, you must manually
relaunch Outlook.

Windows SQL Server Options

Retrospect has some SQL Server options that
are available only for backup operations.

(%) Full Backup

Buack up an entire database, Full database backup copies everything in the
database, including any needed portions of the transaction log,

() Differential Backup
Buack up only the database changes, Differential database backup records all
modifications made to a database after the last Full database backup,

() Log Backup
Baack up transaction log, committed transactions are truncated aftenward,

Buacking up a transaction log backs up only the changes that hawe occurred in
the transaction log since the transaction log was last backed up.

() Log Backup Mo Truncate

Back up transaction log with no truncation, useful when database fle is
carupted or rissing.

Backup type lets you specify the type of SQL
database backup to perform. By default, Retro-
spect performs a full backup.

Other SQL Server options are only available
when restoring SQL databases.

[[] Use new database name for restare database
[[] Use custam path For restare database data and log files

[] Restare anly recards before paint in time

For restares using a transactional log, only restore records before the specified
date and time.

Make SQL database operational

After restaring the database, have SGL Server make it operational, Turmn this

option off if you need to restore additional differential or transactional

Snapshots ta the database,
Use new database name for restore database
lets you specify a new name for the restored
database.

Use custom path for restore database data
and log files lets you specify a destination path
for the restored files.

Restore only records before point in time lets
you specify a time and date for restoring trans-
actional logs. Retrospect will only restore

records from before the specified date and time.

Make SQL database operational tells the
SQL server to make the database operational af-
ter the restore operation is complete. Turn this
option off only if you need to restore additional
differential or transactional Snapshots after the
current operation has executed.
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Windows Exchange Server Options

Retrospect has some Exchange Server options
that are available only for backup operations.

(® Full Backup

Buack up an entire database, Full database backup copies everything in the
database, including any needed portions of the transaction log,

() Differential Backup

Buack up only the database changes, Differential database backup records all
modifications made to a database after the last Full database backup, All lag
files are backed up but not deleted,

(O Log{Incremental Backup
Baack up transaction log, committed transactions are truncated aftenward,

Buacking up a transaction log backs up only the changes that hawe occurred in
the transaction log since the transaction log was last backed up.

Backup type lets you specify the type of Ex-
change database backup to perform. By default,
Retrospect performs a full backup.

Other Exchange Server options are only avail-
able when restoring Exchange databases.

[] Use custam path For restare lag files

Choosing this option allows you to specify a ternparary location on the
Exchange server to store the logs used by Exchange during restore,

Leave Exchange database operational

After restoring the database, hawe Exchange make it operational, Turm this
option off if you need to restore additional differential or transactional
Snapshots ta the database,

Mount database after restore
Allow users ta log into the database after it is restored,

Use custom path for restore log files lets you
specify a destination path for the restored files.

Leave Exchange database operational tells
the Exchange server to make the database oper-
ational after the restore operation is complete.
Turn this option off only if you need to restore
additional differential or transactional Snap-
shots after the current operation has executed.

Mount database after restore allows users to
log into the database after it is restored. Turn
this option off only if you need to restore addi-
tional differential or transactional Snapshots
after the current operation has executed.

Macintosh Client Options

These options are available with all types of op-
erations except restore and transfer. No option
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in this category affects Windows or UNIX
clients.

Set source volurme's backup time
[ set source Folders' hackup time
[ set source files' backup time

Set the backup time starnp of each itern on the Mac OF source,

(&) Mever shut down
() shut down when done

Shut down when done cornpletes deferred shutdown For Mac ©S backup
cliznts ot scheduled For Aurther access within 12 haurs,

Set source (volume’s/folders’/files’) backup
time: These options, not available with dupli-
cate operations, record a backup time for each
source volume, folder, or file. (The Mac OS
keeps track of the creation date, modification
date, and backup date for each file, folder, and
volume.) Using these options allows you to cre-
ate selectors based on the “backup time,” which
is the moment execution begins. Retrospect
cannot set the source backup time on a client
computer if its Retrospect Client control panel
has been set to allow read access only. By de-
fault, the volume option is on and files and
folders options are off.

NOTE: When matching files, Retrospect does
not use the backup time stamp. It uses more
sophisticated and flexible criteria, as described
in "How Retrospect Works" on page 22.

Never shut down/Shut down when done: This
option specifies how Retrospect handles the

Finder’s Shut Down process on a client Macin-
tosh after Retrospect is done with its operation.

NOTE: The desired behavior only happens
when the client Macintosh is waiting for backup
as described in "Execution Preferences" on
page 177.

* Shut down when done completes shut down
unless the client is scheduled for another
operation within the look ahead time period
(see "Schedule Preferences" on page 244).

» Never shut down prevents the operation for
which this option is selected from shutting
down the client.



By default, the option is set to Shut down when
done

One Macintosh Client option is only available
with restore operations.It does not affect affects
Windows or UNIX clients.

|:| Recompute icon positions
Position copied Mac ©S destination file icons so they do not owedap.

Recompute Icon Positions: To prevent over-
lapping, this option manipulates the positions of
file and folder icons copied to a Mac OS desti-
nation. By default, this option is off.

MANAGING BACKUP SETS

Retrospect provides a number of tools to help
you effectively manage your Backup Sets.
Click Configure>Backup Sets from the naviga-
tion bar to view a list of current Backup Sets,
organize the Backup Set list, configure, create,
and delete Backup Sets, and add new members
to existing Backup Sets.

Viewing the Backup Set List

To view a list of the Backup Sets currently in
use by Retrospect, click Configure>Backup
Sets. The Backup Sets window displays.
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You can modify the list by:

* Creating New Backup Sets
* Recreating Old Backup Sets
* Forgetting Backup Sets

Creating New Backup Sets

To create a new Backup Set, click Create New.
The process of creating a new Backup Set is de-
scribed in "Creating Backup Sets" on page 232.

Recreating Old Backup Sets

If your Backup Set does not appear in the Back-
up Sets window, you can add it to the list using
its Catalog File. To start, click More. The Ac-
cess More Backup Sets window displays.

..i;." Access more Backup Sets. .

Chek Opan i wowss we anins Cotakg Pl Chok ecreate 1o rebuld o gl wemant
it by Pl Frofn the Backogs So's ioeda.

L cgpen.. | Beceste.. | Cancel

From this window you can:

* Open an existing Catalog File: If you know
the location of the Backup Set’s Catalog
File, click the Open button. Browse to the
location where the Catalog File is stored,
select the file, then click Open.

* Recreate the Catalog File from the storage
media: Click the Recreate button. Recreate
the Catalog File as described in "Recreating
a Catalog," which starts on page 280.

After you open or recreate the Catalog File, its
associated Backup Set appears in the list.

Forgetting Backup Sets

You can remove a Backup Set from the Backup
Set list by selecting it and clicking the Forget
button. Click OK when prompted to remove the
Backup Set. Forgetting a Backup Set does not
affect the contents of the Backup Set, nor does
it delete its Catalog File. However, it does re-
move the Backup Set from any scripts that use
1t.

Aslong as you don’t delete the Catalog File and
erase the media on which the Backup Set is
stored, you can always add the Backup Set back
to the list later. This process is described in
"Recreating Old Backup Sets".
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Organizing the Backup Set List

When you have to manage a large number of
Backup Sets, you can use folders to help orga-
nize them. For example, you might want to
create folders for inactive Backup Sets that you
have moved to an off-site safe deposit box.

NOTE: The folders you create in the Backup
Sets window are for organizational purposes
only and do not exist outside of Retrospect.

To create and populate a folder:

1. In the Backup Sets window, click the New
Folder icon in the toolbar.

2. Enter a name for the folder and click Create.

3. Drag and drop the Backup Set(s) you want
to move into the folder.

NOTE: You can also right-click the Backup
Sets you want to put in the folder and select Cut
from the pop-up menu. The right-click the
folder and select Paste.

Creating Backup Sets

You can create new Backup Sets from either the
Backup Sets window (Configure>Backup Sets)
or from the Backup Set Selection window that
appears when setting up some immediate and
scripted operations (e.g. specifying the destina-
tion for an Advanced Mode backup).

Click the Create New button to create a new
Backup Set. The Create New Backup Set Wiz-
ard launches.

Welcome Screen

Read the information in the introductory screen,
then click Next to begin creating a new Backup
Set.
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TIP: To skip this screen the next time you
create a new Backup Set, select the check box
before clicking Next.

Choosing the Backup Set Type

Click an option button to select the type of back-
up media you want to use for this Backup Set
and click Next.
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Naming Tape Backup Sets

Enter a unique and descriptive name in the
Name field. Retrospect uses this name to identi-
fy both the Catalog File and the Backup Set
media.

It is important to give the Backup Set a name
before proceeding with any other steps.

NOTE: Once you name a tape Backup Set, you
cannot rename it later.

Set the data compression option. When the Al-

low Hardware Data Compression check box is

selected, Retrospect uses the tape drive to com-
press data in this Backup Set, provided that:



* The tape drive supports data compression

» The Backup Set data is not encrypted

NOTE: If you need to use both encryption and
compression, specify an encryption option in
the security dialog and use Retrospect’s
software compression option. For more
information, see "Backup Execution Options"
on page 221.

Set the WORM option. Select “Make this a
WORM Backup Set” to create a WORM tape
Backup Set. See "WORM Tape Support" on
page 41 for more information.

To define multiple tape Backup Sets at once, se-
lect the “Go directly to defining additional tape
Backup Sets” check box and click Next.

Defining Multiple Tape Backup Sets

You can create up to five tape Backup Sets at
one time.
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Enter a name for each Backup Set you want to
create and click Next.

NOTE: All the Backup Sets defined here will
have the same options (hardware compression,
WORM, security, and Catalog File location).

Naming Disk Backup Sets

Enter a unique and descriptive name in the
Name field. Retrospect uses this name to identi-
fy both the Catalog File and the Backup Set
media.

It is important to give the Backup Set a name
before proceeding with any other steps.

NOTE: Once you name a disk Backup Set, you
cannot rename it later.

To specify a disk:
1. Click Select.
2. Select a hard disk or removable disk to add
as storage.
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You can browse local disks and network
volumes or click Advanced to specify a UNC
path to the volume you want to use.

NOTE: Removable disks do not appear unless
a disk is loaded in the drive.

3. Click OK.

4. Specify the maximum amount of disk space

that Retrospect should use for the Backup Set
data.

NOTE: This only applies to hard disks. For
removable disks, Retrospect uses the entire
disk.

5. Click Next.

Naming CD/DVD Backup Sets

Enter a unique and descriptive name in the
Name field. Retrospect uses this name to identi-
fy both the Catalog File and the Backup Set
media.

NOTE: Once you name a CD/DVD Backup
Set, you cannot rename it later.
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Naming File Backup Sets

Enter a unique and descriptive name in the
Name field. Retrospect uses this name to identi-
fy both the Catalog File and the Backup Set
media.

It is important to give the Backup Set a name
before proceeding with any other steps.

NOTE: File Backup Sets can be renamed with
the Windows Explorer.

If you want to save the file Backup Set datato a
location other than the default, click Browse,
specify the location, then click Save.

Setting Backup Set Security Options

This screen allows you to specify a password to
restrict access to the Backup Set, with the op-
tion to encrypt the Backup Set data.

NOTE: Using encryption increases backup
time.

Creabe Sew Rackup Set

Retrospect

Choose an option from the Backup Set Security
list box:

* None: provides no password protection for
the Backup Set and does not encrypt the
Backup Set data.

» Password only: provides password
protection for the Backup Set. Stored data is
not encrypted.

* SimpleCrypt: provides password protection
and encrypts Backup Set data using EMC
Dantz’s proprietary encryption format.
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* DES: provides password protection and
encrypts Backup Set data using the Data
Encryption Standard.

* AES-128: provides password protection and
encrypts Backup Set data using the
Advanced Encryption Standard (128 bit).

WARNING: If you forget your password you
cannot access your Backup Set. There is no
“magic key” or “back door” to circumvent the
encryption. Not even EMC Dantz Technical
Support can help you.

If you set a password and want Retrospect to re-
member it under certain circumstances, select
an option from the remember password list box.

* Remember password for any access: saves
the password for use with all immediate and
automated operations.

* Remember password for scripted access
(default): saves the password for use with
automated operations only. For example, if
the Backup Set is the destination for an
overnight backup script, Retrospect will not
require the password to be entered manually.

* Do not remember password for any
access: requires you to enter the password to
access the Backup Set in any way. For
example, you cannot back up to it or view its
properties without entering the password.
After you enter the password once, you do
not have to enter it again until you quit and
restart Retrospect.

NOTE: You can change this setting at a later
time by modifying the Backup Set’s properties.
See "Configuring Backup Sets" on page 235 for
more information.

Grooming Options for Disk Backup Sets
These options are only available disk Backup
Sets. The selection you make tells Retrospect
what to do when the hard drives to which you
are backing up becomes full (or uses all the disk
space you allotted).



NOTE: You can change or turn off a disk
Backup Set’s grooming options at any time. See
"The Options tab" on page 236 for more
information.

Coeaabe e Rackup Set

What do you mank to de e yous hacdomn drive Becomes hullF
W b o i, s ot £ iy i e Ly prerde e
deib g on automatico sy delete okder bachuge bo make more room. What do pou
At Retraspect b do shan your bacup Srve bacomes R
) ek For i e ke
O e ovty thalast [ Bachups
() Egen acconding to Retrospeact's definad polcy

gt el b 120 B 1 e Bt 1 el 2 o Bk B i
ot it e e st e,

Retrospect

Ca Coi (s (o)

* Ask for a new disk: When the backup drive
fills up, Retrospect asks for another hard
drive on which to store additional backups.
All of your backups on the original hard
drive are preserved.

Keep only the last n backups: Specify the
number of backups you want to preserve for
each source when the backup drive fills up.
Retrospect then automatically “grooms”
(i.e., deletes) all the other, older backups on
the hard drive to make room for new data.

Keep according to Retrospect’s defined
policy: When the backup drive fills up,
Retrospect uses its own grooming policy to
delete old backups. At a minimum,
Retrospect’s policy retains two backups for
each source. Retrospect keeps the last
backup of the day for each source from the
two most recent days on which each source
was backed up. If the disk has enough space
available, Retrospect keeps a backup of each
source for every day in the last week, a
backup for each week in the last month, and
a backup for each previous month.

WARNING: Grooming deletes files and
folders. These files and folders cannot be
recovered. Before enabling grooming, make
sure you have a backup policy that protects your
critical files and folders.

Saving the Catalog File

Enter a location (or use the default location) to
save the Catalog File that keeps track of the con-
tents of the Backup Set.

For file Backup Sets the Catalog File and Back-
up Set are stored together in the location chosen
earlier.
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NOTE: Do not save the Catalog on a removable
disk that will be used as a backup destination.
Retrospect needs to access the Catalog on a
readily accessible volume, preferably the local
hard disk.

Finishing the Wizard

This screen includes information specific to the
type of Backup Set you created. read the infor-
mation, then click Finish to exit the wizard.

For tape Backup Sets, you can select the check
box and click finish to add one or more tapes in
your tape drive as members of this Backup Set.
See "Adding Tapes to a Backup Set" on page
240 for more information.

NOTE: This option is not available if you
created multiple tape Backup Sets at one time.

Configuring Backup Sets

You can view and modify the properties of ex-
isting Backup Sets at any time. Click
Configure>Backup Sets to view a list of current
Backup Sets. Select the Backup Set to config-
ure, then click Properties.
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The Backup Set Properties window displays.
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The window is divided into six tabs:

* The Summary tab

* The Options tab

* The Snapshots tab

* The Sessions tab

» The Members tab (not available for File
Backup Sets)

* The Binding tab (only available for tape
Backup Sets)

The Summary tab
The Summary tab displays general information
about the Backup Set, including:

* Used shows how much space is used on the
current Backup Set member and how many
files are stored on that member.

* Available shows how much space remains
on the current Backup Set member.

* Storage summarizes the number of media
members and sessions in the Backup Set and
the number of Snapshots in its Catalog File.

* Catalog File shows the path to the location
where the Backup Set’s Catalog is stored.

The Options tab

The Options tab has controls for the Catalog
File, media action, and remembering
passwords.
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The Catalog File compression option allows
you to compress the Catalog File, saving space
on your hard disk.

When the Fast Catalog rebuild option is select-
ed, Retrospect stores a copy of the Catalog File
on each new media member. This greatly reduc-
es the time required to recreate a lost or
damaged Catalog File.

The Password options allow you to choose the
level of password protection for secure Backup
Sets. Password options are not available if you
did not specify encryption or password protec-
tion when you created the Backup Set.

* Ask for any access: This option requires you
to enter the password to access the Backup
Set in any way. You cannot back up to it,
view its properties, etc. without entering the
password. After you enter the password
once, you do not have to enter it again until
you quit and restart Retrospect.

Save for scripted access (default): This
option saves the password for use with
unattended scripts only. For example, if the
secure Backup Set is the destination for a
scripted overnight backup, Retrospect will
not require the password to be entered
manually.

Save for any access: This option saves the
password for all types of operations,
immediate, automated, attended, and
unattended. It is the equivalent of not having
a password at all.

NOTE: Changes to the password access option
do not take effect until you exit and restart
Retrospect.

The Media Action button allows you to specify
the backup action, i.e. how the storage media
will be handled the next time you perform a
backup to this Backup Set. For more informa-
tion on backup actions, see page 24.



*» Normal continues to append data to the
current Backup Set and media.

* Recycle erases and reuses the media, in
addition to erasing the Catalog. This is
known as resetting the Backup Set.

» New Backup Set creates a new Backup Set
that expects a new medium.

* New Member requests a new member to add
to the current Backup Set. New member is
useful when the current member (CD/DVD,
tape, or disk) is almost full and you wish to
get a complete, unattended execution
without changing media.

The Capacity button, available only with tape
Backup Sets, allows you to change Retrospect’s
estimate of your tape capacity. The capacity es-
timates are used for display purposes only and
do not affect how much data Retrospect will
copy to a medium because it always uses all
available space. Leave the default (automatic)
to let Retrospect estimate the capacity, unless
your media consistently get higher capacity
than Retrospect estimates. To see the actual ca-
pacity, click the Members tab. Doing this for a
few of your Backup Sets that have full tapes will
give you a good idea of the useful capacity of
your media.

Grooming options are available for disk Backup
Sets only. Disk Backup Sets can be set up to au-
tomatically “groom” (i.e. delete) old data to
make room for new data when Retrospect finds
the disk is full or hits a specified disk limit. You
can either specify the minimum number of
Snapshots you want to retain for each source, or
use the Retrospect grooming policy. At a mini-
mum, Retrospect’s policy retains two Snapshots
for each source. Retrospect keeps the last Snap-
shot of the day for each source from the two
most recent days on which each source was
backed up. If the disk has enough space avail-
able, Retrospect keeps a Snapshot of each
source for every day in the last week, a Snap-
shot for each week in the last month, and a

Snapshot for each previous month. See "Disk
Grooming" on page 38 for more information.

WARNING: Grooming deletes files and
folders. These files and folders cannot be
recovered. Before enabling grooming, make
sure you have a backup policy that protects your
critical files and folders.

For more information on setting disk grooming
options in the Backup Set Creation Wizard, see
"Grooming Options for Disk Backup Sets" on
page 234.

The Snapshots tab

The Snapshots tab shows the active Snapshots
in the Backup Set Catalog File and provides ba-
sic information about each Snapshot.

* Select a Snapshot and click Properties to
view the Snapshot’s Backup Set, type, user,
creation date and time, OS, and file system.

* Click Add to retrieve older Snapshots from
the storage media. In the Snapshot Retrieval
window, select a session, then click
Retrieve.

* Select a Snapshot and click Forget to remove
the Snapshot from the Catalog File.(The
Snapshot remains on the backup media and
can be retrieved later). When you forget a
Snapshot from a disk Backup Set with
grooming enabled, Retrospect deletes the
selected Snapshot and its associated files.
(The Snapshot and files cannot be retrieved
later).

* Select a Snapshot and click Browse to view
a list of the files and folders in the Backup
Set.

For disk backup Sets that have a grooming op-
tion enabled, you can select individual
Snapshots to manually groom, thereby reclaim-
ing disk space.

NOTE: When you manually groom a Snapshot,
Retrospect also grooms all other Snapshots in
the Backup Set that require grooming based on
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the grooming policy you set. See "The Options
tab" on page 236 for information on grooming
policies.

To manually groom a Snapshot:
1. Choose Configure>Backup Sets from the
Retrospect navigation bar.

2. Select a disk Backup Set that has grooming
enabled.

NOTE: You can click the Options tab in the
Backup Set properties window to see if a
grooming is selected.

3. Click the Snapshots tab.

If the Snapshot you want to groom is not

displayed in the Snapshots list, click Add to
retrieve it from the disk.

4. Select a Snapshot to groom and click Forget.

NOTE: Snapshots with the lock icon & are
protected from grooming and cannot be
groomed until they are unlocked. They can be
forgotten.

5. Click Forget to remove the selected
Snapshot from the Backup Set Catalog File.

WARNING: Once you click Forget, Retrospect
will groom the Snapshot and its associated files.
Click Cancel if you do not want to groom the
Snapshot.

6. Close the Backup Set properties window.
7. The grooming dialog displays.

NOTE: If the selected Snapshot was locked, the
grooming dialog does not display.

8. Click Now to groom the Backup Set now.
If you want to groom the Backup Set later, click
Later. Retrospect automatically grooms the

Backup Set during the next grooming session
(as determined by the Backup Set’s grooming

policy).
It is possible to unlock Snapshots that Retro-
spect is protecting from grooming.
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To unlock a Snapshot:
1. Choose Configure>Backup Sets from the
Retrospect navigation bar.

2. Select a disk Backup Set that has grooming
enabled.

3. Click the Snapshots tab.

4. Right-click a locked Snapshot 2 and
choose Unlock.

WARNING: The selected Snapshot is now
unprotected and may be groomed (i.e., deleted)
from the Backup Set.

You can also protect critical backups by locking
individual Snapshots, thereby preventing them
from being groomed.

To lock a Snapshot:
1. Choose Configure>Backup Sets from the
Retrospect navigation bar.

2. Select a disk Backup Set that has grooming
enabled.

3. Click the Snapshots tab.
4. Right-click a Snapshot and choose Lock.
The selected Snapshot is now locked and it

displays the lock icon 2 nextto its name. This
Snapshot cannot be groomed.

The Sessions tab

The Session tab lists all archive and backup ses-
sions in the Backup Set. You can see a list of the
files backed up in any session by selecting the
session and clicking the Browse button.

The Members tab

The Members tab summarizes the media mem-
bers of a Backup Set and lets you control its
media.

NOTE: This tab is not available for file Backup
Sets.

If a member of a Backup Set gets lost or dam-
aged, you can designate it as missing. This lets
Retrospect know that the files previously saved
to that member are no longer available.



* For tape and CD/DVD Backup Sets, select
the missing or damaged member, then click
Set Missing.

* For disk Backup Sets, select the member,
click Properties, then check “This member is
lost or damaged”.

During the next backup or archive operation,
Retrospect will copy the missing files to a new
Backup Set member, ensuring that they are
protected.

Tape and disk Backup Sets have an Add button
on the Members tab that allows you to configure
new Backup Set members in advance. See
"Adding Members to Backup Sets" for more
information.

For hard disk Backup Sets, you can select any

member and choose to skip it. When a member
is marked as skipped, Retrospect automatically
looks for the next member (or a new member).

To skip a hard disk Backup Set member:

1. Select the member you want to skip, then
click Properties.

2. Select the “Skip this member” checkbox.
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NOTE: If Retrospect uses up all the available
space on the disk (or it experiences problems
backing up to the disk) it automatically selects
this checkbox. You can change the amount of
usable memory (if any is available) and deselect

the checkbox and Retrospect will try to use this
member again.

The Binding tab

The Binding tab is only available for tape Back-
up Sets and if you have a license for Advanced
Tape Support.

When using multiple tape drives with Retro-
spect, you may want to “bind” a Backup Set to
a specific drive. For example, if you have two
tape drives, a faster drive and a slower drive,
you may want to bind the Backup Set for your
client computers to the slow drive, and the
Backup Set for the local server to the fast drive.
That way the networking speed and drive speed
will be more in sync and the tape drives will
have to spend less time repositioning the heads.

By default, Retrospect allows Backup Sets to
use any available tape drive:

To bind a tape drive:
1. Click the “Selected tape drives” radio
button.

2. Select one or more of the tape drives.

NOTE: You can also remove a binding by
selecting “Any tape drive”.

3. Close the Properties window.

For more information on binding, see "Binding
Tape Backup Sets to Tape Drives" on page 158.

Adding Members to Backup Sets

To save time and prevent unattended backups
from stopping when media fills up, you can pre-
define Backup Set members for tape and disk
Backup Sets.

The process for each type of Backup Set varies
slightly:

* Adding a Disk to a Backup Set
* Adding Tapes to a Backup Set
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Adding a Disk to a Backup Set

You can prepare disks for use ahead of time by
adding them as members of a Backup Set.
When Retrospect is executing a script unattend-
ed and requires additional storage space, it will
automatically use the disks you added as
members.

To add disk members:

1. Click Configure>Backup Sets.

2. Select a disk Backup Set and click
Properties.

3. Click the Members tab.

4. Click Add.
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5. Browse to the disk you want to add, select it,
and click OK.
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For hard disks, a window that appears
summarizes information about the disk you are
adding and lets you specify how much of the
storage space to dedicate to the Backup Set.
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6. Click the Advanced button, to specify
additional options.

* A location for the backup data folder.If you
don’t specify a location, the folder is
automatically saved on the root level of the
disk.

* A password for a network volume so
Retrospect can automatically log in during
unattended backups.

» With non-system local volumes, you can
also have Retrospect erase and rename the
disk.

7. Click OK to add the disk.

Adding Tapes to a Backup Set

It is a good idea to prepare tapes for use ahead
of time by adding them as members of a Backup
Set. When Retrospect is executing a script unat-
tended and requires additional storage space, it
will automatically use the tapes you added as
members.

To add tape members:
1. Click Configure>Backup Sets.

2. Select a tape Backup Set and click
Properties.

3. Click the Members tab.
4. Click Add.
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5. Select a tape to add to the Backup Set and
click Add.

If you have a tape library, you can select
multiple tapes to add at one time.



NOTE: Retrospect will not add tapes that
already belong to an existing Backup Set. It will
add blank, erased, or content unrecognized
tapes.

6. Click Done, then close the tape Backup Set
Properties window when you’re done adding
members.

NOTE: You can also add members to a tape
backup Set from the Storage Devices window.
See "Preparing Tapes for Use" on page 44.

MAINTAINING SCRIPTS

This section provides instructions for various
tasks you may need to perform in maintaining
the scripts you have created. Maintenance tasks
include:

* Checking Scripts

* Modifying Script Settings

* Duplicating, Renaming, or Deleting a Script
* Viewing Scheduled Scripts

» Skipping Script Execution

Checking Scripts

Before exiting Retrospect to run a script unat-
tended, it is a good idea to confirm the script is
valid. You can also make sure the required me-
dia is available in the backup device.

To check a script
1. From the navigation bar, click Automate>
Validate Scripts.

The Script Selection window displays a list of
scripts.

2. Select the script to test and click OK.

Retrospect checks the script definition to make
sure that a Source and Destination have been
properly defined. A message informs you if the
script is missing necessary information. Click
Edit to modify the script.

If the script is complete, a message appears
telling you the script is ready.

Retrospeck

\v Script & Daily Backup appears valid:
Mext scheduled for Monday, February 28, 2005 at 10:00 PR
Motmal backup to [l MLW-E Backup Set

ppending to disk "1-M-W-F Backup Set"
815.2 M awvailable (319 of 9964 M tatal capacity

] [ Check Media ]

NOTE: The information in this window
depends on the type of Backup Set and the
media currently loaded in the backup device.
3. Click OK to close the window, or click
Check Media to have Retrospect check whether
the required Backup Set member is available.
NOTE: When you exit Retrospect, it
automatically prompts you to check media for
the next scheduled valid script.

Modifying Script Settings

At any time, you can modify the settings you
specified when creating a script—you can
choose different source volumes or destination
Backup Sets, change the file selection criteria,
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the options, or the schedule. You modify scripts
from the script summary window.
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To modify script settings:

1. From the navigation menu, click Automate>
Manage Scripts.

2. Select the script to modify and click Edit.

3. Modifying the script is the same as creating
it. See Chapter 5 * Automated Operations.

4. Click the Save icon in the toolbar to save the
modified script.

Duplicating, Renaming, or Deleting a
Script

You can base a new script on an existing one by
duplicating a script and then modifying the set-
tings of the duplicate. Scripts can also be
renamed or permanently deleted.

To duplicate, rename, or delete a script

1. Click Automate from the navigation bar,
then click Manage Scripts to display the list of
scripts.

2. Select the script to duplicate, rename or
delete.

3. To duplicate the script, click Duplicate from
the toolbar.

Enter a name for the new script and click New.

4. To rename the script, click Rename from the
toolbar.

Enter a new name for the script and click
Rename.
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5. To delete a script, click Delete from the
toolbar.

Click OK to confirm deletion. The script is
removed from the list and its scheduled
executions are eliminated.

TIP: If you do not want to receive a
confirmation message when you delete or
duplicate scripts, press and hold the Shift key as
you issue these commands.

Viewing Scheduled Scripts

Retrospect maintains a list of upcoming scripts.
You can view this list to see which scripts are
scheduled to run and when. You can also modi-
fy the execution schedule by deleting scheduled
events or by editing a script and changing its
schedule.

Click Activity Monitor>Scheduled, to view the
execution schedule for all scheduled scripts.

NOTE: To view scheduled Proactive Scripts,
click the Proactive tab in the Activity Monitor.
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The Scheduled pane displays the date, time, and
day of the week that upcoming scripts are
scheduled to run. It also lists the script name,
backup action, and destination.

Deleting a Scheduled Event

To delete a scheduled event and all prior events
for the same script, click the event to select it
then click Delete. Click OK to confirm deletion.



The event and all prior events for the same
script are removed.

Editing Scheduled Scripts

To edit the script associated with an event listed
in this window, click the event to select it then
click Edit Script. The script summary window
appears, and you can click the Schedule button
to modify the schedule.

For details on modifying schedules, see "Sched-
uling Scripts" on page 130.

Skipping Script Execution

If you do not want a script to run for a period of
time, you can turn the script schedule off and
specify when to turn it on again. This is useful,
for example, if your office closes a week for
holidays and nobody will be there to change
media in the backup device.

To skip script execution:

1. Click Automate>Manage Scripts to display
the list of scripts.

2. Select a script then click Edit.

The script summary window appears.

3. Click Schedule.

Retrospect lists the currently scheduled dates

and times for this script.
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4. Click the Skip scheduled execution
checkbox at the bottom of the window.

A date and time field appears at the bottom of
the window.

Skip scheduled executions until:

R R

[10:00 pm

5. Set the date and time at which the script is to
again be allowed to execute, then click OK.

Retrospect ignores execution events prior to the
date.

NOTE: When multiple schedulers are shown in
the script schedule window, the selected
scheduler is not the only one skipped by this
feature. It skips all the scheduled executions for
this script.

RETROSPECT PREFERENCES

You can adjust Retrospect preferences to modi-
fy the application’s behavior to best meet your
needs. Retrospect preferences are global, that is,
they affect all operations performed by
Retrospect.

To access Retrospect preferences, click Config-
ure from the navigation bar, then click the
Preferences button. The Preferences window
displays.
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The list box on the left contains the category op-
tions. The options for the selected category
appear on the right. Set the options, then click
OK to save your selections.

If you change the default setting for an option,
the category name will appear in bold in the list
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box. To restore the default settings, select the
category name and click Use Default.

Execution Preferences

The Execution preferences control Retrospect’s
execution units, look ahead time, and password
protection, among other things.

There are four categories of Execution
preferences:

 General Preferences
* Schedule Preferences
* Security Preferences

* Startup Preferences

General Preferences

Execution units: I 2

The number of executions that can run at once,

Execution history limit: 250

Rernowve the oldest execution history as necessary to stay within this limit,

Execution event limit: 100

Rernowve the oldest execution event as necessany ta stay within this limit,

Depending on which edition of Retrospect you
have and which add-ons are licensed, you can:
change configuration settings during execution;
execute independent operations in parallel; han-
dle resource conflicts (including serializing
conflicting executions); have the Proactive
Backup system kick off multiple executions;
and use multiple drives in a tape library simul-
taneously. See "Multiple Executions" on page
157 for more information.

NOTE: Retrospect Professional does not
support multiple concurrent executions.

Execution units lets you specify the maximum
number of concurrent operations Retrospect can
run. If your edition of Retrospect supports mul-
tiple execution units, this option is
automatically set to the optimal number based
on the backup computer’s total amount of
memory.
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NOTE: The software allows up to 8 concurrent
executions, provided the computer has enough
memory and backup devices to support such a
configuration.

Execution history limit specifies the maxi-
mum number of operations to save in the
Activity Monitor’s History tab. Once this max-
imum is reached, Retrospect replaces the oldest
operations with newer ones to stay within the
limit. See "History Tab" on page 153 for more
information.

Execution event limit specifies the maximum
number of events to save in the Activity Moni-
tor’s Events tab. Once this maximum is
reached, Retrospect replaces the oldest events
with newer ones to stay within the limit. See
"Events Tab" on page 154 for more
information.

Schedule Preferences

Look ahead time: 12 | hours
Look ahead this number of hours For future script execution, Affects shut down
of backup clients, shut down warnings, and the Startup action,
Schedule. ..

Retrospect will autornatically execute scripts only during the specified times
each day, This sets the default for all scheduled scripts, Click Schedule to
change it,

Look ahead time: n hours defines the number
of hours Retrospect looks ahead for scheduled
script executions. This affects what happens
when you begin to shut down the backup com-
puter or a Macintosh client, and what
Retrospect does when it completes an unattend-
ed operation. The default preference is twelve
hours.

For more information, see "Alerts Preferences"
on page 248, "Macintosh Client Options" on
page 230, and "Startup Preferences" on page
246.

Schedule lets you define a window during
which scripts are allowed to execute. This pref-
erence affects all scripts, except Proactive
Client Backup scripts, but it can be modified for



individual scripts. The default window during
which scripts are allowed to run is twenty-four
hours a day, seven days a week.

To customize the schedule:
1. Click Schedule.

The Weekly Schedule window displays.
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2. To select a day of the week, click it. Click
and drag to select contiguous days of the week.
Use the Shift or Control key and click or drag to
select days without deselecting the previous
selection.

To change a time, click on it and type or use the
control.

« Start is the earliest time at which scheduled
executions may begin.

* Wrap Up is the period of time (in hours and
minutes) before the stop time, during which
Retrospect should complete the current
operation but not begin new operations.

* Stop is the time at which Retrospect
absolutely must halt scripted operations
(until the next start time).

NOTE: You can also set times by dragging the
icons on the hourly schedule bar, but you should
first experiment by typing the times to see how
these controls work.

When a time is changed, the hourly schedule

bar changes accordingly to graphically
represent the start, wrap-up, and stop times.
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Each selected day has a scaled-down hourly
schedule bar, though it does not have controls.
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The Always and Never buttons set the daily
operating time to twenty-four hours and none,
respectively.

3. Click OK when done.

Security Preferences

The prograrn password will be required to access Retrospect manually, Setting |
a password does not intetfere with autornatic execution,

(%) Run Retrospect as the logged-in user
Retrospect will run in the local system account when autornatically launched,
Unattended backups of databases and network resources may not wark,

() Always run Retrospect as the specified user
To back up servers, including SGL and Exchange, Retrospect must run under a
uzer account with administrator access to all resources,

User:

Password:

Log on kot

Run Retrospect in the Terminal Services session

When auternatically launched Retrospect will run in the Terminal Services
session, if available, For the specified user,

Protect allows you to specify a password that
must be entered to start Retrospect manually,
though it does not interfere with automatic
script execution. If a user enters three incorrect
passwords an error is recorded in the Operations
Log. By default, there is no password
protection.

When protection is added Retrospect enables
the Lock Application item in the File menu.
Choose this item to force Retrospect into
locked, unattended mode to prevent someone
from interrupting executions. Click the mouse
or press a key to enter the password and unlock
the application.

Unprotect lets you enter the password and re-
move the protection from the Retrospect
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application. Unprotect appears only when pro-
tection is added.

Run Retrospect as... lets you choose the user
account under which Retrospect runs.

Run Retrospect as the logged-in user, provides
access to only those resources available to that
user. In addition, when you select this option
and Retrospect is launched automatically to run
a script, it will run under the local system ac-
count and only have access to resources
available to that account.

What this means is that if you choose to run Ret-
rospect as the logged-in user, you may not have
access to SQL or Exchange servers or network
volumes.

Always run Retrospect as the specified user, al-
lows you to specify a user account that
Retrospect will run under whether it is manually
or automatically launched.

If you plan to back up SQL or Exchange serv-
ers, or need access to network volumes, you
should create an account that has administrator
access to all of those resources and enter that in-
formation here.

For SQL and Exchange, make sure the account
has the necessary privileges to access all the da-
tabase servers you want to back up. See
Appendix A: SQL Server Agent and Appendix
B: Exchange Server Agent for more
information.

For network volumes make sure the account has
the necessary privileges to access any volume
you want to use as a source, destination, or lo-
cation for saving Catalog Files.

Run Retrospect in the Terminal Services ses-
sion lets you choose to run Retrospect in the
Terminal Services session (if available) when
the application is automatically launched. See
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"Terminal Services and Remote Desktop" on
page 255.

Startup Preferences

Enable Retrospect Launcher service

Enable the Retrospect Launcher service, allowing autornatic execution and
notification alerts when Retrospect is not running,

Automatically launch Retrospect
Autornatically launch Retrospect when a script is waiting to run,

O Stay in Retrospect
() Exit

) Log off

O Restart

() shut down

Take this action when Retrospect is auto launched, execution is complete and
no other scripts are scheduled to run within 12 hours,

Show taskbar ican
Show the . rmenu in the Windows taskbar,

Enable Retrospect Launcher service registers
the launcher application as a service so it is al-
ways running. This allows the auto-launch
preference explained below and alert preferenc-
es described in "Alerts Preferences" on page
248. It is on by default.

Automatically launch Retrospect automati-
cally starts Retrospect when a scheduled script
is waiting to execute. By default, this preference
is turned on.

NOTE: If the Stop all execution activity button
on the Retrospect toolbar is selected, this
preference is turned off and disabled. It is
enabled and turned on again when the Stop
button is deselected. See "Stop Button" on page
148 for more information.

Stay in Retrospect, Exit, Log off, Restart,
and Shut down determine what Retrospect
does when a script is completed and no addi-
tional scripts are scheduled in the specified look
ahead time. (See "Schedule Preferences" on
page 244.) By default, this preference is set to
Exit.

Show taskbar icon tells Retrospect whether or
not to display the Retrospect icon in the Win-
dows taskbar’s system tray. This preference is



on by default. See "The System Tray Icon" on
page 18 for more information.

Media Preferences

The Media preferences control how Retrospect
works with storage media including media re-
quests, erasing media, retensioning tapes and
more.

There are four categories of Media preferences:

« Erasure Preference
* Handling Preferences

* Request Preferences
Erasure Preference

Automatically reuse named media
Don't confirrn befare erasing destination media with same narne alkeady
containing data.

[ Minimal erase confirmation

Dron't confitn befare erasing any destination media already containing data,

These options only affect media that already
have data on them.

Automatically reuse named media When this
preference is selected, Retrospect automatically
erases destination media with the same name
when the media already contains data. By de-
fault this option is selected.

For example, if this option is selected and you
do a Recycle backup to a tape Backup Set mem-
ber named “1-Backup Set A”, and a member
with that name is loaded in your tape drive, Ret-
rospect will automatically erase and reuse the
tape. In this case, Retrospect does not display a
warning dialog asking if you really want to
erase the tape.

Minimal erase confirmation When this prefer-
ence is selected Retrospect skips the
confirmation message that normally appears
when you proceed with a backup operation and
Retrospect needs to erase the media. By default,
this preference is turned off.

For example, let’s say you do a Normal backup
to a tape member Backup Set named “1-Backup
Set A”, but the only member loaded in your tape
drive has a different name. Retrospect displays
the media request window in which you can se-
lect the currently loaded tape. If the minimal
erase option is checked and you select the tape
and click Proceed, Retrospect will erase and use
the tape. If the minimal erase option is un-
checked, Retrospect displays a warning dialog
asking if you really want to erase the tape.

Handling Preferences

|:| Retension tapes
Autornatically retension media to compensate for slow netwark backups to
Trawan, OnStrearn and DG 6000 tape drives,

[] Don't eject removable disks
Mewer automatically eject rermowable disks during execution,

[ Eject tapes and discs when exiting
Eject amy accessed tapes or discs when exiting,

Stop Removable Storage Manager
Stop Windows Rernowable Storage Manager for library managernent
carnpatibility

[ Use new media automatically after write Failure
When using a tape library, don't stop backup, archive and transfer operations
ta report media Failures,

[] Use ASPI to communicate with devices

ASPL if installed, will be used instead of MT Passthrough. Changes to this
preference take effect after relaunch,

Retension tapes winds a tape forward to the
end and back to even out the tension and align-
ment. (This applies only to some drives.) By
default, this preference is turned off.

Don’t eject removable disks prevents Retro-
spect from ejecting removable disks when it
needs other media in operations. By default, this
preference is turned off.

Eject tapes and discs when exiting does so
with tape cartridges and CD/DVD discs when
Retrospect exits. By default, this preference is
turned off.

Stop Removable Storage Manager causes
Retrospect to automatically stop Windows 2000
and XP’s Removable Storage service when Ret-
rospect scans the communications bus for
devices. With the service stopped, which is the
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default for this preference, you cannot use the
Removable Storage management console to
manage tape libraries and other storage devices
in conjunction with the operating system’s
built-in backup utility.

If you need the Removable Storage service in-
tact for managing devices other than those used
by Retrospect, you can deselect this preference
and configure Removable Storage in order use
both simultaneously. See "Using Retrospect
and Removable Storage Simultaneously" on
page 49.

WARNING: Deselecting this preference may
cause problems if you don’t also configure
Removable Storage.

Use new media automatically after write fail-
ure allows Retrospect to continue backup,
archive, and transfer operations to a tape library
or autoloader, even after a media failure. If this
option is selected and Retrospect encounters a
media failure, it looks for the next available tape
and uses it instead.

TIP: The tape that caused the media failure will
appear with a red tape icon in Retrospect’s
Storage Devices window.

Use ASPI to communicate with devices By
default, Retrospect communicates with devices
using NT Passthrough. Do not change this pref-
erence unless directed to do so by EMC Dantz
Technical Support.

Request Preferences

[] Media request: timeout
{never)

Lirnit the time Retrospect waits for media during execution,

[] automatic skip to blank media

Use a blank tape/dizkidisc when the last member of the Backup Set is not
available, even though it's not yet full,

Media request timeout specifies a period of
time for Retrospect to wait for media during ex-
ecution. When the time elapses, the execution
stops and Retrospect proceeds according to the
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next scheduled event. This preference is off by
default, so it never times out.

Automatic skip to blank media allows Retro-
spect to use any available blank tape, disk, or
CD/DVD when the current member of the
Backup Set is not available; even when the cur-
rent member is not full. Retrospect performs a
Normal backup (i.e., only new and changed
files since the last backup) to the blank media,
which is added as a member of the destination
Backup Set.

By default, this option is not selected and Retro-
spect always displays a media request when the
current member of the Backup Set is not avail-
able. See "New Member Backups" on page 24
for information on a related backup action.

WARNING: This preference should not be
turned on when you are using WORM tapes.
Since WORM tapes cannot be erased or reused,
you want to make sure each tape is filled with
data before moving to a new tape.

Notification Preferences

The Notification preferences control the types
of alerts Retrospect displays, the size of the log,
and e-mail notifications.

There are three categories of Notification
preferences:

* Alerts Preferences
* Logging Preferences

» E-mail Preferences

Alerts Preferences

Check validity of next script

Display informnation on the next scheduled script when exiting,

Motify For Failures and media
Motify Far serious Failures after autornatic execution and when media will be
needed in the future,

Report HP Compaq SMART hard drive errors

Present a backup wizard when HP Compag SMART hard drive etrors are
reported,



Check validity of next script does so when you
quit Retrospect. It automatically verifies and
displays information about the next script
scheduled to execute. By default, this prefer-
ence is turned on.

Notify for failures and media displays an alert
message if errors occur during the automatic ex-
ecution of a script. It also displays an alert
message when media will be needed in the fu-
ture. By default, this preference is turned on.
This option is only available if the Enable Ret-
rospect Launcher service unattended execution
preference (see page 246) is on.

Report HP Compaq SMART hard drive er-
rors opens Retrospect and starts a backup
wizard when Retrospect learns of errors on HP
Compaq SMART hard drive volumes. By de-
fault, this preference is turned on.

Logging Preferences

Log size limit {14 Bytes): I 10

Rernowve the oldest portion of the log as necessary to stay within this limit,

[] Export the backup report and operations log
Expott the backup report and operations log to a tab-delimited text file,

Ci\Documents and Settingsiall UsersiApplication
DatalRetrospectiBackup Report.utx

Log size limit (M Bytes) maintains the Opera-
tions Log size within the limit you set in the
field provided. You can set the limit anywhere
between 1MB and 100MB. When the log reach-
es the limit, the oldest portion of the log is
deleted to keep its size within the limit. The de-
fault size is 10 MB.

Export the backup report and operations log
produces or updates a backup report file (Back-
up Report.utx) and an operations log file
(operations_log.utx) after each execution. The
files are stored in a location you specify with the
Select Location button.

See "Printing or Exporting the Backup Report"
on page 215 and "Printing or Exporting the

Log" on page 216 for more information on how
to export these files manually.
E-mail Preferences

E-mail preferences...

[] send e-mail for failure and media requests

Send e-mail for successful events

Backup server name: |

This narne is used in the subject of the e-mail.

From address:

To addressies):

Qutgoing mail server:

My outgoing server (SMTP) requires authentication

User name:

Password:

Send e-mail for failure and media requests,
when selected, enables Retrospect to send e-
mail to one or more recipients after failed oper-
ations or media requests.

Send e-mail for successful events, when se-
lected, enables Retrospect to send e-mail to one
or more recipients after successful operations.

NOTE: This option is only available if the Send
e-mail for failure and media requests check box
is selected.

If e-mail notifications are enabled, Retrospect

automatically enters the host computer name in
the Backup server name field. You can enter a
different name. This information is included in
the subject field of e-mail notifications.

Enter the sending account in the From address
field and enter one or more recipient accounts
(separated by semicolons) in the To address
field. Enter the mail server DNS name (e.g.,
mail.dantz.com) in the Outgoing mail server
field.

If your mail server requires SMTP authentica-
tion, select that check box and enter the user
name and password.
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Sounds

After installing Retrospect, the backup comput-
er’s Windows Sounds control panel includes the
Retrospect Attention Sound and Completion
Sound. You can assign any available sound to
these events.

MOVING RETROSPECT

If you ever decide to switch backup computers,
you must do more than just install Retrospect
and your backup device on the new machine.
You must move some other files to the new
backup computer in order to keep Retrospect’s
preferences, clients, catalogs, scripts, and
schedules intact.

To move Retrospect to a new backup
computer:

1. Install Retrospect on the new computer.

2. Copy the Catalog Files (with name
extensions .rbc and .rbf) from the old backup
computer to the new computer.

NOTE: The default location that Catalog Files
are saved is ..\My Documents\ Retrospect
Catalog Files.

3. Copy the configuration file (Config70.dat)
from the old backup computer to the new
computer.

NOTE: The configuration file is saved is either
in the same folder as the Retrospect application,
or in .\Documents and Settings\All
Users\Application Data\Retrospect.

4. Next, you must force Retrospect (on the new
backup computer) to recognize the Catalog
Files you just moved.

The easiest way to do this is to select all of the
catalogs in the Windows Explorer, and drag
them onto the Retrospect application icon.
Retrospect opens a Backup Set configuration
window for each Catalog, causing it to
recognize the catalogs.
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5. If you want to back up the old computer
and/or the new backup computer, you must
perform a few extra steps:

« If the new backup computer was previously
backed up as a client, that is no longer
necessary since its volumes are now local.
Forget the client. Edit the sources in any
Retrospect scripts which used client
volumes from the new computer and add the
volumes which are now local.

* If you still want to back up the old backup
computer you must install Retrospect client
software on that machine to access its
volumes with Retrospect from the new
backup computer. After installing and
configuring the client, add its volumes to
your scripts. Click Configure>Volumes and
use the Forget command to remove the
previously local volumes. Forgetting
volumes removes them from the volumes
database and any scripts which use them.

CATALOG AND CONFIGURATION
BACKUPS

Part of your backup strategy should be to back
up the backup computer. The simplest way to
do this is to include the computer in your back-
up scripts. The most important files to back up
are Retrospect’s backup configuration file
(Config70.bak) and your Catalog Files (.rbc
files).

You can use the Windows Explorer or Retro-
spect to back up these files. Periodically copy
them to another volume, such as a removable
disk or file server, to help you recover from a di-
saster more quickly. Or, set up a Retrospect
duplicate script to automatically copy the files
to a folder on another volume. Use the Retro-
spect Files selector to select appropriate files,
and schedule the script to run daily, when your
other backups are complete.



If you back up your backup computer to multi-
ple Backup Sets, your catalogs and
configuration are automatically covered in case
of a disaster. Each Backup Set contains backups
of the other Backup Sets’ catalogs. Alternative-
ly, if you have several large catalogs, consider
backing them up to their own dedicated Backup
Set to help recover from a disaster or lost Cata-
log faster.

Catalog Backups

Catalog files are important adjuncts to Backup
Sets, but face the same risks as your files since
they often share the same hard disk. If you lose
your Catalog Files, Retrospect cannot restore
any files until the catalogs are recreated, which
can be a lengthy process. For this reason, back
up your Catalog Files as well as your regular
files.

The default location that Catalog Files are saved
is ..\My Documents\ Retrospect Catalog Files.

TIP: Create a separate Backup Set for just
Catalog Files and back them up on a regular
basis. This will save time when you need to
restore files.

Configuration Backups

Retrospect’s configuration file contains your
client database, scripts, schedules, preferences,
custom selectors, and other important informa-
tion. Retrospect uses the configuration file,
named Config70.dat, located in the folder in
which the Retrospect application resides or at
the path:

.\Documents and Settings\All Users\
Application Data\Retrospect\

Each time you exit Retrospect, it automatically
saves a backup copy of Config70.dat in a file
named Config70.bak. You should back up this
file regularly. If your active configuration file
(Config70.dat) is ever lost or becomes corrupt,

delete it then open Retrospect, which creates a
new Config70.dat from the Config70.bak.

WORKING WITH FILE SERVERS

Retrospect is compatible with Windows 2000
Server and Advanced Server, Windows Server
2003, Windows Small Business Server 2000,
Windows NT 4.0 Server, and Apple’s Mac OS
X servers. Retrospect can back up files from
any server to which the backup computer has
access via Windows Explorer.

NOTE: Retrospect does not support clusters or
SharePoints.

Backing Up a Server to Move its
Contents

If you are going to back up a server to move its
contents (for example, you have a more power-
ful computer to be the new server) you should
make two separate verified backups. Verifica-
tion, which is on by default, ensures the
integrity of the data; having two backups will
not leave you stranded if one fails for some
reason.

Backing Up DHCP Server and WINS
Server Information

Retrospect does not back up certain active
DHCP and WINS server files. However, the op-
erating system can maintain its own backups,
which you can back up from Retrospect.

The DHCP server copies its files to a folder
named “backup” in the “dhcp” folder, once an
hour. The WINS server, by default, does not
make copies of its needed files, but you can
make it do so.

If you need to back up a Windows server run-
ning WINS, take the steps described below to
make these files available for Retrospect
backups.
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To prepare the WINS server for backup:

1. For Windows NT, use the WINS Manager
and go to Server>Configuration>Advanced.

For Windows 2000, use WINS and go to
Action>Properties.

2. Set the backup database path to
%SystemRoot%\configbk\ then exit WINS or
WINS Manager.

If the folder you specified does not exist, it will
be created automatically.

After you take these steps, the WINS files will
be copied to the backup folder every three
hours.

Backing Up the Configurations

It is important to make sure that your backups
include the DHCP/WINS backup database
paths (the backup and configbk folders).

TIP: The All Files and OS Folder selectors
ensure the files will be included in backups.

Restoring the DHCP and WINS Databases
To restore the DHCP and WINS databases, fol-
low the steps under "Restoring from a Full
Backup" on page 193. After completing the
steps, DHCP or WINS server information is
restored.

Microsoft Exchange Server

The Retrospect Exchange Server Agent pro-
vides specialized support for optimally backing
up Microsoft Exchange 2003, Exchange 2000,
and Exchange 5.5 servers and mailboxes. It is
an add-on product that must be purchased sepa-
rately and requires a license code.

The Exchange Server Agent uses Microsoft
APISs to effortlessly and automatically protect a
Microsoft Exchange server that runs continu-
ously and cannot be stopped for backups.

See Appendix B: Exchange Server Agent for
more information.
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Microsoft SQL Server

The Retrospect SQL Agent provides special-
ized support for optimally backing up Microsoft
SQL 7.0 and Microsoft SQL 2000 servers. It is
an add-on product that must be purchased sepa-
rately and requires a license code.

The Retrospect SQL Agent uses Microsoft APIs
to effortlessly and automatically protect a Mi-
crosoft SQL server that runs continuously and
cannot be stopped for backups.

See Appendix A: SQL Server Agent for more
information.

Backing Up Mac OS File Servers

This section describes how to use Retrospect to
back up volumes shared by Mac OS file sharing.
These operations require special procedures to en-
sure access privileges are intact after the volume is
restored.

Restoring servers is described in "Restoring
Mac OS File Servers" on page 201.

Shared volumes maintain access privileges that
determine which users and groups of users can
see and change files and folders. These privileg-
es are active only when the server is running and
the volume is shared.

To retain access privileges for a server, file
sharing must be on during the backup. During a
subsequent restore operation, Retrospect reas-
signs privileges to the same users and groups
that were active during the backup. Otherwise,
any privileges for the restored and retrieved
folders revert to the volume owner or server
administrator.

WORKING WITH OPEN FILES

With Open File Backup, you can back up, dupli-
cate, and archive files, even if they are in use.
Open File Backup can protect multi-volume



datasets, enabling you to copy related open files
across multiple volumes.

Requirements for Open File Backup

* Retrospect Disk-to-Disk, Small Business
Server, Single-Server, or Multi-Server

* License code for Open File Backup. Open
File Backup must be purchased separately.
Click Configure>Licenses to view your
current licenses or purchase new ones.

* The volume being backed up must be
running Windows NT 4.0 Server or
Workstation with Service Pack 6; Windows
2000 Professional, Server, or Advanced
Server with Service Pack 2; or Windows
XP. To back up open files on a Windows XP
computer, it must have an NTFS volume.

« If the volume being backed up is a client, it
must be running Retrospect Client 6.0 or
greater.

NOTE: If you have Retrospect Professional,
you can use Open File Backup, as long as the
backup computer is running Windows XP and it
has an NTFS volume. You do not need a license
code to use Open File Backup in this case.

Options

Retrospect has a number of options that are spe-
cific to Open File Backup. See "Windows Open
Files Options" on page 228 for more
information.

Backing Up SQL and Exchange
Servers

You can back up SQL and Exchange servers us-
ing Open File Backup, however, the Retrospect
SQL Agent and Retrospect Exchange Agent
provide specialized support for optimally back-
ing up these servers. EMC Dantz recommends
using the agents instead of Open File Backup
for SQL and Exchange servers.

See Appendix A: SQL Server Agent and Ap-
pendix B: Exchange Server Agent for more
information.

Open File Backup Tips

If you plan to use Open File Backup, EMC
Dantz strongly recommends that you follow the
tips below.

Perform thorough testing of Open File Backup
before using it on production systems. Every
environment is unique and it is important to en-
sure your data is backed up accurately and
completely. Do a complete backup and restore
of volumes containing open files. Check for
data integrity and application functionality on
the restored volume.

Optimize your environment, scheduling, and
Open Files options to maximize disk inactivity.
Open File backup requires a period of inactivity
on the source volume’s disk (disk inactivity
threshold) in order to accurately copy open
files.

To avoid error messages:

* Schedule scripts that use Open File Backup
during off-peak hours.

* Experiment with the Disk inactivity
threshold and Retry timeout options to
determine optimal values. A lower disk
inactivity threshold increases the chances
that it will be met, but also increases the
possibility of data inconsistency. A higher
disk inactivity threshold decreases the
chances that it will be met, but also
decreases the possibility of data
inconsistency.

* During Open File Backup, disable or stop
applications on the source volume’s disk
that could increase disk activity, e.g. anti-
virus software, disk defragmentation
software, etc.
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« If the Open File Backup operation includes
multiple volumes, but none of the open file
data spans multiple volumes, make sure the
Protect Multi-Volume Datasets option is off.

NOTE: If you have other applications with
open file backup capabilities, you may
experience problems with Retrospect’s Open
File Backup.
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TERMINAL SERVICES AND
REMOTE DESKTOP

Microsoft Terminal Services allows a user to re-
motely control an application running on a
remote server by transmitting only keyboard,
mouse, and display information over the net-
work. Each Terminal Services user connects to
the server by establishing an individual session,
which is managed by the server, independent of
other user sessions. The following best practic-
es describe how to use Terminal Services to
administer Retrospect when it is running on a
remote server.

Connecting to and Configuring the
Server

The Windows server must be configured prop-
erly to ensure that Retrospect can run under the
correct user account.

To connect to a Windows server via
Remote Desktop (the Terminal Services
client):

1. Click Start, point to All Programs, point to
Accessories, point to Communications, and
then click Remote Desktop Connection.

2. Type inthe IP address of the server and click
the Connect button.

To connect to a Windows Storage Server
2003-based server via a Web browser:

1. Launch Internet Explorer.

2. Type inthe IP address of the server followed
by :8098 to connect to the server.

For example: https://192.168.1.1:8098

3. Click the Maintenance tab.

4. Click the Remote Desktop icon.

Creating or Modifying a User Account
to Run Retrospect

To separate your backup tasks from your de-
fault Administrator account, create a Backup
Administrator account on the server and assign
Administrator rights to the account.

To create a Backup Administrator account
with Administrator rights:

1. Right-click My Computer and choose
Manage.

2. In Computer Management, expand Local
Users and Groups and select Users.

3. In the Action menu, select New User...

4. For the User name and Full name, type
Backup Administrator.

5. Choose a secure password.

6. Uncheck User must change password at next
login.

7. Check Password never expires.

8. Click the Create button.

9. Double-click the newly created user to see
its properties.

10. Click the Member Of tab.

11. Click the Add... button.

12. In the Enter the object names to select: field,
type Administrators, then click Check Names.

13. Click the Sessions tab.

14. Ensure that the End a disconnected session:
option is set to Never.

15. In the Properties window, click Apply and
then click OK.

NOTE: If you want to use your Administrator
account for backup administration, ensure that
you set up your Administrator account with the
options defined in the preceding procedure.

After you create a Backup Administrator ac-
count, close the remote window to disconnect
from the current session or log off from the cur-
rent account. Then log in using the Backup
Administrator account in order to configure the
Terminal Services connection properties.

To configure the Terminal Services
connection properties:

1. Openthe Administrative Tools control panel
folder.
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2. Launch the Terminal Services Configuration
control panel.

3. Highlight Connections in the navigation bar,
right-click RDP-TCP and select Properties.

4. Click the Sessions tab.

5. Ensure the Override User Settings option is
unchecked.

6. Click Apply and then OK.

Installing and Setting Up Retrospect
on the Remote Server

Perform the following procedures to install and
set up Retrospect so that you can use it remotely
via Terminal Services. Retrospect must always
be run under the same specific account (usually
the Backup Administrator account discussed in
the preceding section) for you to successfully
access it remotely. To ensure that Retrospect al-
ways launches under that specific account, you

must modify Retrospect's security preferences.

To install Retrospect:
1. Connect to the server using Terminal
Services or Remote Desktop.

2. Copy the Retrospect installer to the server.
3. Install Retrospect.

To set up Retrospect:
1. Connect to the server using Terminal
Services or Remote Desktop.

2. Log on to the account you want Retrospect
to run from.

3. Launch Retrospect.

The first time you start Retrospect, the Getting
Started Wizard runs.

4. In the user account screen, select “Always
run Retrospect as the specified user” and enter
user, password and domain information.

NOTE: A user must have Administrator
privileges to all network resources and
SQL/Exchange servers that the user plans to
access.
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5. Click OK.

6. Click Yes to run Retrospect in the Terminal
Services session.

7. Finish the Getting Started Wizard.

8. Click Relaunch Now to quit and restart
Retrospect.

NOTE: You can change Retrospect’s login and
Terminal Services preferences later by
choosing Configure>Preferences from the
Retrospect navigation bar and clicking Security.
See "Security Preferences" on page 245.

Keeping Retrospect Running

Logging off from the Terminal Services session
causes all running applications to quit, includ-
ing Retrospect. To ensure that Retrospect
continues to run, do not use the log off option in
the Start menu to log off from Terminal Servic-
es. Instead, simply close the Terminal Services
window.

Closing the window disconnects you from the
Terminal Services session, but leaves the ses-
sion running. Retrospect remains unaffected,
and the next time you connect to the remote
server via Terminal Services, Retrospect will be
running.



TOOLS

WORKING WITH VOLUMES
BROWSING

* USING SELECTORS
MAINTENANCE AND REPAIR

EXTERNAL SCRIPTING

Retrospect has a number of features that go above and beyond the basics required for
backup and restore operations. Your knowledge of these features is not essential to use
Retrospect, but knowing them allows you to work with the program more quickly and more
efficiently.
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WORKING WITH VOLUMES

A volume is the operating system’s representa-
tion of a random-access storage device, such as
a hard disk drive or partition, removable disk, or
CD/DVD. It can also be a file server on the net-
work. A volume is the basic storage unit
containing files and folders. Retrospect uses
volumes as sources for backups and other oper-
ations and helps keep track of files with volume
Snapshots.

If the backup computer or a logged in client has
Microsoft SQL Server or Exchange Server in-
stalled, they will also appear in Retrospect’s
volume list windows. If Exchange Server is in-
stalled an additional container, Exchange
Mailboxes, will also appear.

NOTE: In order to back up and restore SQL and
Exchange databases and mailboxes, you need
Retrospect’s SQL Server Agent and Exchange
Agent. See Appendix A: SQL Server Agent for
more information on working with SQL
servers. See Appendix B: Exchange Server
Agent for more information on working with
Exchange servers and mailboxes.

Volume List Windows

Retrospect has two volume list windows. Many
Retrospect operations use a volume selection
window for you to select one or more volumes
for the operation at hand.
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The volume selection window for an immediate backup.

A similar window, the Volumes Database win-
dow, can be used to manage volumes. The
Volumes Database window has some additional
features that are not available from the volume
selection windows. For example, the Volumes
Database window’s list is organized for and in-
cludes controls for more involved navigation
and selection of the listed volumes.
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The volumes database window.

Using either window is fairly straightforward;
you click on the volumes you want, then click a
button or toolbar icon to proceed or act on the
selected volume. (You can also right-click to
use a contextual menu.)

To practice the techniques described here, open
the Volumes Database window by clicking
Configure>Volumes.



The volumes listed in the scroll box are orga-
nized in an outline format similar to that of
Windows Explorer.

Displaying Volumes

In a volume list window, the + and — icons on
the left work just like those in the Windows Ex-
plorer. Click on a + icon to show the contents of
its container (see page 259) or folder (see page
261). Click on a—icon to hide the contents of its
container or folder. A volume does not have this
control unless it has one or more defined
Subvolumes.

Selecting Volumes

In a volume list window, you click on a volume
to select it. This deselects any other selected
volumes.

Press and hold the Control key and click a vol-
ume to select it without deselecting any
currently selected volumes. You can make a
multiple non-contiguous or contiguous selec-
tion this way.

Press and hold the Shift key and click a volume
to select all volumes listed from the current se-
lection to the Shift-clicked volume. This is
called a contiguous multiple selection.

Some operations do not allow multiple selec-
tions. (For example, you cannot restore to
multiple volumes.)

Following are examples of these selection
methods.

Original selection

29 Desdermona (C:)
= Tago (D)
= Othella (E1)

&) Cassio (Fi) )

After clicking on lago
A9 Desdemona (C:)

= lago (D:)
= othello (E2)
=) Cassio (F1) .

After Control-clicking on After Shift-clicking on
lago lago
29 Desdernona (C:)
EH 1ago (D)

= othello (E)

29 Desdemona (C:)

These methods of making individual and multi-
ple selections work throughout Retrospect, not
just in the volume list.

Containers

In a volume list, volumes, clients, and groups
are organized under the containers My Comput-
er, My Network Places, Backup Clients, and
Source Groups.

|£ My Eumputer|
=4 My Network Places
22 Backup Clients
£% Source Groups

Selecting one of these top-level containers se-

lects everything in that container. For example,
you could back up every hard disk and remov-
able disk attached to the backup computer, and
every client logged into Retrospect, simply by

selecting the My Computer and Backup Clients
containers as sources.

My Computer

The My Computer container holds local drive
volumes. This includes the internal hard disk,
any inserted removable disk, and external
drives. It does not include mapped network
drives or network volumes. The My Computer
container also includes local SQL and Ex-
change databases and Exchange mailboxes.

When you select the My Computer container it-
self, you are instructing Retrospect to select all
volumes in that container on the backup com-
puter, except for floppy disks and CD-ROM
discs.
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The following example of a My Computer con-
tainer selection shows the volumes to which it
resolves. (For example, if the selection were
used in a backup operation, the resolved vol-
umes would be backed up.)

...resolves to

Using this selection... these volumes

Capulet
2y Capulet (C:) Montague

=9 Montague (D)

= Star-Crossed (E:)

My Network Places
The My Network Places container holds only
shared volumes you have added to it.

When you select the My Network Places con-
tainer itself, you are instructing Retrospect to
select all shared volumes contained within it.

To add a network volume to the volumes
database:

1. Choose Configure>Volumes from the
navigation bar.
2. Click the My Network button.

3. Navigate through the network to the volume
or folder you want to add.

NOTE: You can also click Advanced to specify
a UNC path to the volume you want to add.

4. Select it and click the Add button.

If the server requires it, enter a login and
password and click OK.

& Enter Network Password

Server Login
1)

Server: ORN_NETAPP1
Yolume:

Connect as: I |

Password: I

Cancel

NOTE: If you set Retrospect up to log in as a
user with privileges to the network volume, you
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will not be prompted to log in again. See
"Security Preferences" on page 245 for more
information.

Backup Clients

The Backup Clients container holds client com-
puters that you have added to it by logging them
in for use with Retrospect. Clients themselves
contain one or more volumes, which are made
available according to how they are configured
with the Volumes tab of the client properties
window. For details, see Chapter 7 ¢« Network
Backup.

When you select the Backup Clients container
itself, you are instructing Retrospect to select all
clients contained within it.

NOTE: If you have added SQL or Exchange
servers as clients, they appear in the Backup
Clients container. If you have an Exchange
server client, the Exchange Mailboxes container
also appears.

Source Groups

The Source Groups container holds volumes
grouped together for better organization.
Groups, which you define, do not contain the
actual volumes themselves, but aliases which
are shortcuts to actual volumes (which are in
My Computer, My Network Places, or Backup
Clients).

For example, you could make an Accounting
group containing the volumes from the account-
ing department. Later when you are creating a
backup script, instead of tediously selecting
each individual accounting volume, you can
just select the Accounting group and Retrospect
knows you mean all of the volumes within that

group.
NOTE: Source Groups are not available in
volume lists of duplicate and restore operations.

Creating Groups: To create a new group,
choose Configure>Volumes from the naviga-



tion bar. In the Volumes Database window,
click New Group from the toolbar. After you
enter its name in the dialog, the new group ap-
pears under the Source Groups container. Any
items that were highlighted when the group was
created will belong to the new group.

Adding Volumes to Groups: You can drag any
item from the My Computer, My Network Plac-
es, or the Backup Clients container into a group.

TIP: Since Source Groups contain shortcuts to
volumes and not the volumes themselves, the
same volume can be added to more than one
group.

Arranging Group Items: You can drag any
item out of one group and into another group.
You can drag an item to a different location
within its group to rearrange the order of the

group.

Removing Groups: You can remove an un-
wanted group or item by selecting it and
clicking Forget from the toolbar or pressing the
Delete key.

Folders

You can create folders to help organize the in-
formation that appears in the volume list
window. For example, while setting up a back-
up you can select a folder as a backup source
and Retrospect will back up all the volumes in
the folder.

NOTE: These folders are specific to Retrospect
and do not appear outside the program.

Creating Folders

To create a folder, click New Folder from the
toolbar. Retrospect asks which type of folder
you want. Your selection determines whether it
is created in the My Computer container, the
My Network Places container, or the Backup
Clients container. After you make your choice
and give it a name, the folder, identified by the

(e icon, appears with the volumes in the list.
You can drag it to reposition it in the list.

Arranging Folders
You can drag any volume into or out of a folder
to better organize the list of volumes.

= =2 My Computer
=5 Drive E(E2) #
F— [#]1 House of Capulet
29 Capulet ()
F— [#] House of Montague
= Montague (D)

Just like folders on a hard disk, folders are use-
ful for hiding numerous items to avoid
cluttering your work space. For example, if you
are administering a large number of clients, you
can arrange them in a logical order by placing
the individual volumes into their respective de-
partment folders, such as Accounting,
Engineering, and Manufacturing. You can then
select a folder in a volume selection window
and Retrospect selects all the volumes within
the folder.

NOTE: Each volume can only be added to one
folder. This is different from Source Groups
where the same volume can be added to more
than one group.

Removing Folders

You can remove an unused folder by selecting
it and clicking Forget from the toolbar or press-
ing the Delete key. However, you must move
the contents out of the folder before you forget
it.

Subvolumes

A Subvolume is a folder on a volume you define
to work like a volume for use within Retrospect.
After a folder is designated as a Subvolume it
can be specified as a source or destination for
Retrospect operations. Subvolumes have no
function outside Retrospect and their mere ex-
istence does not affect a volume’s files and
folders in any way.
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If you only want to back up files in a single fold-
er, specifying a Subvolume (instead of
specifying a volume and using a custom selec-
tor) reduces the file scanning time, minimizes
the number of files displayed in a browser, and
reduces the amount of memory needed.

Retrospect treats a Subvolume as another vol-
ume on your system. Once a folder has been
defined as a Subvolume, do not remove or re-
name the folder. If you do, Retrospect will not
be able to locate the Subvolume.

NOTE: Subvolumes are considered part of
their parent volume when performing multiple
executions. For example, you cannot back up
subvolumes belonging to the same volume
concurrently. If you attempt to do so,
Retrospect will back up the volumes
consecutively.

Specifying Subvolumes

In a volume list, select a volume, then click
Make Subvolume from the toolbar or click the
Subvolume button in the window. A dialog ap-
pears, listing folders at the top level of the
selected volume.

B3 Subvulume Selection M [=]

=] D irn 3 focder i 3 ol .,
vl o e b v arywebare e prograes.

21 Doouments and Settirgs
1 Program Fles

T PEFONTS

£ RECYOUER:

C1 Risstimae Fibes

22 Petrespect

1 Systern Viokume Information
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You can specify any folder on the selected vol-
ume as a Subvolume, including folders nested
deep within the folder hierarchy. Select the
folder you want to specify as a Subvolume and
click Define. (To define the folder name cur-
rently displayed in the list box as a Subvolume,
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click Use.) The Subvolume folder, identified by
the |:| icon, then appears with the volumes in
the volume list.

=l |£ My Eumputer|
(229 Drrivve  (122)
= =9 Freeze (D)

[Z1 Desperate Panic

NOTE: If you specify both a Subvolume and its
parent volume as Sources, they will be treated
as separate objects. However, operations
involving the parent volume will include the
contents of the folder designated as a
Subvolume.

To discard a defined Subvolume:

1. Select the Subvolume from the Volumes
Database window.

2. Click Forget from the toolbar or press the
Delete key.

Forgetting a Subvolume does not affect the
contents of the original folder or any file you
may have already backed up from it.

Volume Utilities

In the Volumes Database and volume selection
windows, the toolbar has commands for defin-
ing and forgetting Subvolumes and for
renaming, ejecting, erasing, and getting infor-
mation about listed volumes.

TIP: Click the right mouse button in the volume
list to pop up a menu of commands equivalent
to the those on the toolbar.

Make Subvolume

To define a folder as Subvolume, select its par-
ent volume and click the Make Subvolume icon
or press Control+U. Use the dialog as described
in "Specifying Subvolumes".

Licensing

If you purchased Retrospect SQL Server Agent
or Retrospect Exchange Server Agent licenses,
you must apply a license to each server you



want to back up. To apply a license code to a
SQL or Exchange server, select the server, then
click the License icon in the toolbar, or press
Alt-L.

NOTE: Local servers are listed in the My
Computer container. Client servers are listed in
the Backup Clients container.

Properties

To view a volume’s properties, select it, and
click the Properties icon or press Alt-Enter.
Properties include type, file system, total and
available space on the volume, and location.

Login as

The best way to ensure that all operations in-
volving network volumes and SQL and
Exchange servers will be successful is to log in
to Retrospect as a user that has permissions for
these resources. See "Security Preferences" on
page 245 for more information.

See Appendix A: SQL Server Agent and Ap-
pendix B: Exchange Server Agent for more
information about setting up login information
for SQL and Exchange servers.

You can use the Login as button if you are
logged into Retrospect as a user that does not
have permissions to a network volume and you
want to perform an immediate operation using
the volume. Select the volume in the Volumes
Database list, click the Login as icon in the tool-
bar, and enter a user name and password.

NOTE: Automated operations using the
volume may not work.

Rename

To change the name of a volume or Subvolume,
select it and click the Rename icon or press
Control-R. Enter a new name in the dialog that
displays.

Eject

To eject removable media from a drive, select
its volume name and click the Eject icon or
press Control-J.

Forget

To remove a volume or Subvolume from the
list, select it and click Forget from the toolbar,
or click Delete. Currently active volumes, such
as your hard disk or an inserted cartridge, may
not be forgotten. Forgetting a server forgets its
databases and defined Subvolumes.

Erase

To erase the contents of a volume, select it and
click Erase or press Control-E. Be careful; this
command permanently removes all files from
the volume.

Browsing

The Volumes Database window has a Browse
button. To view and work with the contents of a
volume, select the volume and click the Browse
button to open a browser. Browsing a volume is
explained in detail in "Browsing" on page 264.

Windows Volume Mount Points (NTFS
Mounted Drives)

Windows 2000 and Windows XP allow you
designate an empty folder as a volume mount
point, a kind of gateway for accessing a differ-
ent drive. For an overview and configuration
instructions, see the Windows 2000/XP help in-
dex under “mounted drives overview” and
“mounting volumes as NTFS folders.”

Appearance and Organization

In the Windows Explorer a mount point appears
with a drive icon and bears the name of the fold-
er through which the drive is accessed.
Hierarchically, the mount point appears as a
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drive within a drive, not on the same level as
other drives under My Computer.

1 Documents and _ettings

(| Program Files
COwiINNT

Parent volume C: in Windows Explorer

In Retrospect a mount point appears with a
drive icon and bears the drive label. In Retro-
spect’s Volumes Database and volumes
selection windows, the mounted drive appears
at the same hierarchy level as other drives under
the My Computer container.

= = My Computer
259 Drrive C (122)
= kilimanjaro (D)
=D Drive E (E

Mounted volumes available to Retrospect

In Retrospect’s volume browser windows,
browsing the parent volume of a mount point,
the mount point appears merely as the empty
folder it really is.

1 pocuments and Settings
= ‘Zd Mount Kilimanjaro
CIProgram Files &
COIWINNT

The mount point’s parent volume in a Retrospect
browser

Logic and Functionality

Retrospect considers a mounted drive as a dis-
tinct volume, not as a folder or Subvolume of
the parent NTFS volume. To back up a volume
accessed through a mount point, you must select
that mounted drive in Retrospect. It will not be
backed up if you select the parent drive contain-
ing the mount point folder or if you select the
folder itself.
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When Retrospect backs up the parent volume of
a folder used as a mount point, it includes the
mount point folder in the Snapshot but does not
include files and folders from the mounted
volume.

When Retrospect restores from a Snapshot, it
restores the mount point folder and the neces-
sary information for Windows to access its
volume through the mount path. (This is depen-
dent upon the accessed drive being present in its
original state; if not, the folder is restored but it
is not made a mount point.) To restore files and
folders to the mounted volume, you must re-
store it as you would restore any other drive
with Retrospect, by selecting it as a distinct
drive.

BROWSING

Browsers are Retrospect’s powerful tools for
viewing, selecting, and manipulating files and
folders on your source and destination volumes.
From within Retrospect, browser windows pro-
vide file management facilities similar to those
in the Windows Explorer, and include other fea-
tures not available in the Explorer.

Browsers “unfold” the contents of a volume so
you can work with all of its contents all at once.
This lets you easily select multiple files within
different folders. You can also view browsers in
a flat-file structure, without the folder
hierarchy.

Browsers allow you to see the files chosen for
backup, restore, duplicate, and copy operations.
You can also use browsers in a “stand-alone”
manner to view and manage the contents of vol-
umes. In backup, restore, duplicate, and copy
operations, browsers show you which files have
been chosen by the selector you designated and
allow you to mark and unmark files.

You can open any number of browser windows,
including different browsers for the same vol-



ume. You can also leave browser windows open
while performing other Retrospect operations
and switch back and forth between browser
windows and other Retrospect windows.

In each browser window, Retrospect has a tool-
bar. It has commands for finding, selecting, and
managing folders and files in the browser list-
ing. (You can also right-click to use a
contextual menu.)

Viewing a Stand-alone Browser

To view a stand-alone browser of a volume,
click Configure>Volumes. The Volumes Data-
base window appears, listing the names of
available volumes. Select a volume, then click
Browse. Retrospect scans the selected volume,
then displays a browser window listing all the
folders and files contained in the selected
volume.

To view a stand-alone browser of a Backup Set,
see "Viewing Session Contents" on page 217.
To view a stand-alone browser of a Snapshot,
see "The Snapshots tab" on page 237.

Viewing a Browser from an Operation
To view a browser within an immediate backup,
restore, duplicate, or copy operation, click the
summary window button named either Files
Chosen or Preview. Retrospect displays a
browser window for each source.

Browsers and Scripts

You cannot use a browser within a script be-
cause scripts are meant for unattended
execution at a later time. Using a browser would
not be useful because a volume’s contents are
likely to change between the time you edit the
script and the time the script is executed.

About Browsers

A browser window displays a hierarchical file
list of folders and files in the selected volume.
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At the top of the list (and at the highest level of
the hierarchy) is the name of the volume. Fold-
ers have + and — controls to their left; click + to
show the contents of the folder. Click — to hide
the contents of the folder. Open folders have
different icons, a, than closed folders, D
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Folder contents hidden (left) and exposed (right).

The scrolling folder index on the left of the win-
dow provides a thumbnail view of the folders on
the volume. Click on the folder index to display
the associated file list on the right side of the
window. The pathname of the current selection
is shown above the index. Tick marks in the
folder index indicate the location of selected
items in the file list. Index lines appear grey for
unopened folders or black for open folders.

The upper right corner of the window indicates
how many files are highlighted or marked and
shows their total size.

Selecting Files and Folders

In a browser window, you select files and fold-
ers on which to perform operations. Select files
by clicking on entries in the file list. Drag
through the list or Shift-click to select a range of
files or folders. Control-click to select or dese-
lect non-contiguous items. Select all items by
choosing Select All from the Edit menu. Dou-
ble-clicking a file both selects (highlights) and
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marks it. Marking is described below, under
“Marking Files and Folders.”

Getting Additional Information

Retrospect provides a Properties command you
can use to view information about the selected
files and folders.

To View Information About Files or
Folders:

1. From abrowser, select the files or folders for
which you want more information.

2. Click Properties from the toolbar.

A properties window appears for each selected

file or folder, displaying additional information.
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Marking Files and Folders

A marked file or folder is one that is designated
to be used in some way (for example, backed
up, archived, duplicated, or restored). When
performing operations, Retrospect marks files
according to the rules of the selectors in the
search criteria, but you have no way of knowing
which files are marked unless you use browsers.
In addition to simply viewing a list, you can
manually mark and unmark files and folders
within a browser.

Marked files indicate the files you want Retro-
spect to evaluate when performing an operation.
Not all the marked files will be backed up (or
duplicated, restored etc.). For example, during a
backup using Retrospect’s default settings, only
new and modified files will be backed up, re-
gardless of which files you mark. Retrospect
displays a diamond icon in the browser list next
to source files that already exist on the destina-
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tion. These files will not be copied to the
destination again, saving time and media space.

You mark files and folders in a browser by se-
lecting them and clicking the checkbox to the
left of a file or folder. Click a checked checkbox
to unmark the item. You can also mark and un-
mark files and folders by double-clicking them.

To mark or unmark an item without affecting
the highlighting of other items, press and hold
the Control key while clicking.

By marking or unmarking a folder you perform
the same operations on all the files (and folders)
contained within that folder. For example, to
specify a single folder for backup, you would
double-click on the volume name at the top of
the file list to unmark all of the files, then scroll
to the folder you want to back up and double-
click the folder icon to mark it and its contents.

The browser window’s toolbar provides addi-
tional commands for highlighting and marking
in the window.

Highlight Marks: highlights marked files. If
you click or double-click an item without hold-
ing the Control key you may end up
unhighlighting marked items. This command is
useful for rehighlighting them.

Cross Reference: allows you to locate files in
the same hard disk or session that are related to
a specified file. Specifically, Cross Reference
finds duplicate files, older versions of the same
file, and even files that have been renamed but
were originally from the same file. This com-
mand highlights, but does not mark, cross-
referenced files.

Selecting View Formats

Click the Hierarchical/Sorted View button on a
browser window’s toolbar command to change
how Retrospect displays the contents of a
volume.



The hierarchical format displays files and fold-
ers in the same hierarchical structure in which
they are stored on the volume. This is the de-
fault layout that Retrospect uses when you first
open a browser window.

The sorted files format displays all files stored
in the selected volume as a single “flat file” list,
discarding any folder designations.

For both types of browser layouts, the toolbar’s
list box allows you to specify the type of file in-
formation displayed in the browser window. It
always displays flags, name, and size. For the
final piece of information you can choose from
modification date/time, backup date/time, and
attributes.

With the sorted files layout, you can choose the
sort criterion of the list by clicking on a column
heading. Clicking it a second time reverses the
sort order. Retrospect normally sorts the files in
ascending order. For example, if sorting by size
is specified, the browser lists the smallest files
at the top of the list and largest files at the
bottom.

Finding Files

The Edit menu has a Find item that you can use
to locate specific files or folders (but not empty
folders) on the volume.

NOTE: Restoring by searching uses the same
window as the one described below.
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The Find window (showing fewer choices).

This basic find window considers a file or folder
name as the primary search criterion. Click
More Choices to build a custom selector to use
other criteria. The window that appears is iden-
tical to the selector details window you use to
build Retrospect selectors.

For more information on using the Find window
to build search conditions, see "Using Selec-
tors" on page 269.

In the text entry field, type the text to use in your
criteria. It is not case-sensitive unless you click
the Match case check box.

Use the File and Folder checkboxes to consider
or disregard files and folders while searching.
When you consider folders, check “Include en-
closed folders” to select all enclosed items of
found folders, including files nested in other
folders.

Use the “does/does not” list box to control the
search logic. “Does” is inclusive; “does not” is
exclusive. For example, if you choose “does
not,” and perform a search on file names, Retro-
spect selects all the files and folders whose
names do not contain the search text.

Use the other list box to specify where the
search text is positioned within the name. You
can specify that the search text be located at the
beginning (start with) or end (end with) of the
name, or contained somewhere within a name
(contain). You can specify that the name exactly
match the search text and no additional text
(match). Or you can specify that the name
matches a pattern (match pattern) of the search
text. When matching a pattern, you can use the
wildcard character ? to match any single charac-
ter, and use the wildcard character * to match
multiple characters.

After you edit the search criteria in the find win-
dow and click OK, Retrospect highlights all
files and folders that meet the search criteria.
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You can then mark the highlighted files for use
in your operation.

Printing or Exporting a File List

Any time a browser window is active, you can
print the contents of the file list or export it to a
file. To print, choose Print from the File menu.
If you use Page Setup to reduce the printing
size, Retrospect will print a browser in more
than one column to save pages. To export to a
text file, choose Export from the File menu.
Retrospect exports the fields in the following
order, regardless of the view format: file name,
size, create date, create time, modify date, mod-
ify time, backup date, backup time, Mac OS
type, Mac OS creator, Backup Set (if any), and
path.

Copying and Pasting Selections

You can copy selections between browser win-
dows. When you copy a selection, only the file
and pathname information is copied, not the
files themselves. This feature is useful for copy-
ing selections from a stand-alone browser
window into a browser window opened during
a Retrospect operation such as restore.

NOTE: You cannot paste a copied selection
into any other applications or documents.

To Copy Selections Between Browser
Windows:

1. Make your file and folder selection then
choose Copy from the Edit menu.

2. Open (or bring to the front) the appropriate
browser window for the same volume.

3. Choose Paste from the Edit menu.

Retrospect pastes the selection into the new
browser window, highlighting only the same
files and folders (in the same folder hierarchy)
that were selected and copied in the other
browser window.
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Saving Selections as a Selector

You can also save file and folder selections as a
selector that you can use to reselect files for fu-
ture Retrospect operations on the same volume,
including backups and restores.

NOTE: Before you save a selection as a
selector, consider creating a custom selector as
described in "Using Selectors" on page 2609.
You can easily review and modify custom
selectors at any time. A selector created with a
browser’s Save Highlights command is less
flexible.

To Save Selections as a Selector:

1. Select the files/folders you want to apply to
a selector.

2. Click Save Highlights from the toolbar.
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The window that appears tells you how many
files were selected and will be selected by this
selector if pathnames match exactly.

3. Use the list box to control whether the saved
selector is inclusive or exclusive.

This window also includes file and folder
options similar to those in the find window, as
described in "Finding Files" on page 267.

4. Click OK then enter a selector name to save
your new selector.

Rescanning a Volume

You can update the contents of the browser win-
dow by choosing Refresh from the File menu.
This is useful, for example, if you make changes
to the volume (for example, in the Windows Ex-
plorer or another browser window) while the
volume’s browser window is open.



The Refresh item appears in the File menu only
when Retrospect is working with a volume di-
rectly. For example, you can not rescan a
volume when you are browsing a Backup Set.

Deleting Files

Retrospect browsers have a Delete command to
remove files from a volume, which is like plac-
ing a file in the Windows desktop’s Recycle Bin
and emptying it.

NOTE: Retrospect does not allow you to delete
files from a Backup Set.

To Delete Files:

1. Select the file or files you want to delete in
the file list.

2. Click Delete from the toolbar.

A dialog appears, asking you to specify whether
you want to remove the selected files only or
remove the selected files and any empty folders
that may result from the file deletions.

3. Make your choice, then click OK.

Retrospect permanently deletes the selected
files from the volume.

WARNING: A delete command may not be
undone with the Undo command, nor may a file
be pulled from the Recycle Bin. When a file is
deleted, it is gone.

The browser window toolbar has Delete en-
abled only when Retrospect is working with a
volume directly. For example, you can not de-
lete a file when you are browsing a Backup Set.

USING SELECTORS

You can use selectors with immediate and auto-
mated operations to specify the types of files
and folders you want the operation to include.
Using selectors to intelligently select certain
files and folders you can limit the amount of
time and media required for an operation.

Selectors let you choose files based on almost
any criteria, including name, date, type, or size.
Retrospect includes a number of built-in selec-
tors, and you can also create custom selectors.
For example, you can create a selector that will
choose all text documents modified after Octo-
ber 15, 2004.

A file that is marked by a selector will not nec-
essarily be copied to the destination. All
copying operations (such as backups) using se-
lectors are “smart,” or progressive, because of
Retrospect’s matching feature. For each selec-
tor, there is the implied meaning of “select this
file, but do not copy it if it already exists in the
destination.”

NOTE: Retrospect’s selectors do not select
empty folders.

The Selectors Window

You create and modify selectors through Retro-
spect’s selectors window.

To display the selectors window, click
Configure>Selectors. The selectors window
lists all of the built-in and custom selectors.
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The selectors window has two buttons for work-
ing with the selectors.

New creates a new selector.

Edit allows you to add new conditions or mod-
ify existing conditions for a selector.
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The selectors window includes a toolbar with
the following commands:

New Folder makes a folder container for orga-
nizing selectors.

Duplicate makes a copy of the currently high-
lighted selector.

Rename lets you change the name of the cur-
rently highlighted selector.

Export lets you export selectors to a file. For
example, you can create a custom selector for
use with Retrospect on one backup computer,
then export the selector for use with another
copy of Retrospect running on a second backup
computer.

Import lets you import selectors from a file.

Delete removes the currently highlighted
selector.

TIP: Click the right mouse button in the
selectors list to pop up a menu of commands
equivalent to the those on the toolbar and the
buttons in the window.

Built-in Selectors

Retrospect includes a number of built-in selec-
tors, with predefined conditions for selecting
files.

NOTE: Some selectors and selector conditions
function differently with Windows, Mac OS,
and UNIX volumes. The descriptions below
focus on how the built-in selectors interact with
Windows volumes. To determine how the
selectors work with other operating systems,
double-click on a selector to view its details, or
check the selector on a non-Windows volume.
See "Selector Toolbar" on page 276 for more
information on checking selectors.

Retrospect’s built-in selectors are:
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All Files marks all files on the source, including
the operating system folder. This is the default
selector.

All Files Except Cache Files marks all files on
the source, except cache files used by certain
applications, such as web browsers. These
cache files, which are often large, are not need-
ed for restoring.

Applications marks only executable applica-
tions (.exe) and code libraries (.dll), except
those that reside in the system folder.

Documents marks files that are not executable
applications (.exe) or code libraries (.dll), and
which do not reside in the Program Files folder
or in the operating system folder, except for
files within the Desktop and Favorites folders.

Documents and Settings marks files in the
Documents and Settings folder, which contains
every user’s folders including My Documents,
Favorites, Application Data, and Desktop.

NOTE: For Windows 9x systems, the
“Documents and Settings” selector marks the
Profiles folder.

For Mac OS X, this selector marks the Users
and Library/Preferences folders.

Movies marks files with common movie file ex-
tensions (.mov, for example) anywhere on the
source, except the Windows and Program Files
folders. It also marks all files in the My Docu-
ments\My Videos and Movies folders for all
users.

Music marks all files in the My Documents\My
Music folder for all users. It also marks files
with common music file extensions (.mp3, for
example) anywhere on the source, except the
Windows and Program Files folders. This selec-
tor also marks the Music folder for all users on
Mac OS X and Windows computers (if the fold-
er exists).



No Files does not mark any files.

Office Documents marks Microsoft Office
Documents, Microsoft Outlook data, and Ado-
be PDF files anywhere on the source, except the
Windows and Program Files folders.

Operating System and Applications marks
system files, including the Windows folder and
the System State. Also marks application files,
including everything in the Program Files fold-
er, as well as files with known application
extensions (like .exe and .dll) anywhere on the
source.

OS Folder marks files within the operating sys-
tem folder. For UNIX, this selector marks no
files.

Pictures marks all files in the My Documents\
My Pictures folder for all users. It also marks
files with common picture file extensions (.jpg,
for example) anywhere on the source, except
the Windows and Program Files folders. This
selector also marks the Pictures folder for all us-
ers on Mac OS X and Windows computers (if
the folder exists).

Retrospect Files marks catalogs, logs, configu-
rations, and other documents related to
Retrospect. For UNIX, this selector marks no
files.

All Files is the default selector used for imme-
diate operations and scripts. You should use this
selector to ensure complete backups.

To view details about a selector, click on it to
select it in the Selectors window and click Edit
(or just double-click the selector), which brings
up a window with the selector’s conditions.
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See "Selector Conditions" for help understand-
ing the conditions that make up a selector.

Selector Conditions

A selector is made up of a combinations of con-
ditions that include or exclude files and folders
that meet certain criteria. Retrospect includes
many detailed conditions that allow you to cre-
ate sophisticated selectors.

To view or modify selector conditions, select a
selector from the Selectors window, then click
Edit. The selector details window appears. It in-
cludes one section for adding conditions to
include certain files and folders and another
section for adding conditions to exclude certain
file files and folders.
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Click the + button underneath the Include or Ex-
clude heading to display the Condition window.
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Along the left of the Condition window, Retro-
spect lists the categories of conditions available:

* Universal Selector Conditions
* Windows Selector Conditions
* Mac OS Selector Conditions
* UNIX Selector Conditions

* Mailbox Selector Conditions

Universal Selector Conditions

Universal conditions work with all supported
file systems. You can build your own selectors
using the following conditions.

Attributes (Universal) uses read-only and hid-
den attributes, in addition to Retrospect’s
marked and matched attributes.

Client Name (Universal) uses the name from
Retrospect’s client database as the condition.

Date (Universal) uses creation, modification,
or backup dates as conditions. Windows operat-
ing systems do not implement a true backup
date for files; they instead use an archive at-
tribute. When the archive attribute is on, one is
to assume the file has changed since its last
backup and needs to be backed up.

File System (Universal) uses the source vol-
ume’s file system as the condition.

Login Name (Universal) uses file sharing own-
er, group or login names as the condition.
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Name (Universal) uses the name of the file or
folder as the condition.

Selector (Universal) uses another selector as
the condition.

Size (Universal) lets you specify file or folder
size as the condition.

Volume Name (Universal) uses the name of
the volume as the condition. For Windows vol-
umes, this is the volume label shown in its
properties, not the drive letter.

Windows Selector Conditions

Windows conditions work with FAT and NTFS
file systems. You can build your own selectors
using the following conditions.

Attributes (Windows) uses archive, system,
encrypted, and offline flags as conditions. You
do not have to use archive flag conditions in se-
lectors to perform Progressive Backups;
Retrospect does Progressive Backups by de-
fault. For more information see "How
Retrospect Works" on page 22.

Date (Windows) uses Windows-specific date
attributes as conditions.

Drive Letter (Windows) uses the source vol-
ume drive letter as the condition.

Path (Windows) uses the path to the file or
folder as the condition. Folder hierarchy is de-
lineated by the “\” character.

Special Folders (Windows) uses certain sys-
tem-defined folders, such as Volume Root and
Documents and Settings, as conditions.

Mac OS Selector Conditions
Mac OS conditions work with HFS and HFS+
file systems. You can build your own selectors
using the following conditions.



Attributes (Mac OS) uses file attributes (file
busy, alias, name locked, stationery, or custom
icon) as the conditions.

File Kind (Mac OS) uses file creator and type
as conditions.

Label, Icon Color (Mac OS) uses a file or fold-
er’s label as a condition. The Label menu or
submenu in the Finder contains seven labels
(and colors, if your monitor displays colors or
shades of gray) and the “None” option. Each
checkbox in this window corresponds to a spe-
cific item position in the Label menu and not to
the actual color or label name.

Path (Mac OS) uses the path to the file or fold-
er as the condition. Use a colon (:) as the
separator in path names for both Mac OS X and
Mac OS 9 and earlier. Path names must include
the volume.

Permissions (Mac OS): Read, write, and exe-
cute permissions for user, group, and other. Mac
OS X file/folder permission much match the
condition exactly (with * used as a wildcard).
For example, to select all files that can be writ-
ten to by either user, group, or other, you would

need to create three separate “or” conditions:
*W******* ****W**** and *******W*
b b .

Special Folders (Mac OS) uses certain system-
defined folders, such as the Volume Root and
Control Panels folder, as conditions. These con-
ditions are only for use with Mac OS 9 and
earlier.

UNIX Selector Conditions

UNIX OS conditions work with UNIX file sys-
tems. You can build your own selectors using
the following conditions.

Attributes (UNIX OS) uses file attributes
(symbolic link flag settings) as the conditions.

Date (Unix OS): UNIX-specific date attributes

Path (Unix OS): Path to the file or folder. Fold-
er hierarchy is delineated by the *“/”” character.

Permissions (Unix OS): Read, write, and exe-
cute permissions for user, group, and other.
UNIX file/folder permission much match the
condition exactly (with * used as a wildcard).
For example, to select all files that can be writ-
ten to by either user, group, or other, you would

need to create three separate “or”” conditions:
*W******* ****W**** and *******W*
b b .

Mailbox Selector Conditions

Mailbox conditions can be used when backing
up or restoring Exchange mailboxes.

Sender uses the sender of the message as the
condition.

Working with Conditions

Each condition type has its own controls for en-
tering and specifying details for the condition.

When you add or change a condition it appears
in the selector detail window.
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You can add multiple conditions to a selector by
clicking the + conditions buttons. The location
of the + button determines the relationship be-
tween the conditions; it may add a condition
with the And operator or may add a condition
with the Or operator. When you click a + button
to open a condition window, the window shows
its operator type so you know whether you are
And-ing or Or-ing a new condition.

Adding and condition. ..
Use the list box ta select a condition type.

The And operator allows you to combine condi-
tions so that a file or folder must meet the

combined conditions before it is selected. Each
condition uses an And operator, except each fi-
nal condition of the Include and Exclude areas.

Adding or condition..,
Use the list box to select a condition type,

The Or operator allows you to build conditions
where a file or folder must meet at least one
condition—but not necessarily all conditions—
before it is selected. The last condition under
each Include and Exclude area always uses an
Or operator.

Click on this button to add an “And”
condition to the “name” condition.
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Click on this button to add an “Or”
condition to the Exclude area.

To gain a better understanding of how this
works, see "Creating a Custom Selector" on
page 275 and experiment with conditions on
your own.

Condition Examples
The table below shows an example of a custom

selector and its effect when applied to some
files.

Condition Rules

Exclude statements always take precedence
over Include statements when Retrospect ap-
plies the selector. For example, if a selector has
a statement which includes the Profiles folder
and a statement which excludes the OS Folder,
the files in the Profiles folder will not be
marked.

Using this Selector

On these Files

Marks these Files

Include files matching

B2 | d [§ name contains something
ol @ matching

= o [3 name contains nothing

5= I e

nothing can survive in a
vacuum

some things I'd like to say
something for nothing
something more to give

nothing can survive in a
vacuum

something for nothing
something more to give

Include files matching

2| d [3 name contains nothing
= o ard [ name contains something
5= I

nothing noble in your fate
something breaks the silence
something for nothing

something for nothing
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Creating a Custom Selector

Retrospect allows you to quickly build selectors
that can perform sophisticated file and folder
selection. The best way to learn about custom
selectors is to create one. In the following ex-
ample, you create a custom selector that
excludes certain applications and a folder called
“Games” from backup.

Creating a New Selector

From the navigation bar, click Configure>
Selectors button, then click New. Retrospect
prompts you to name the new selector. This ex-
ample uses “Unwanted games and apps” but
you can enter a name of your own.
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After typing the name, click New. Retrospect
displays a selector details window for the new
selector. Notice the window name is the selector
name.
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By default, new selectors include everything
and exclude nothing, until you add conditions.

Excluding Files

Click the + button beneath the exclude heading
to add a condition. In the condition window that
appears, select the Windows Special Folders
condition to specify a folder type to exclude.
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Select Application Data and click OK. The se-
lector details window now reflects our new
condition.

At this point, the selector excludes the applica-
tion data folder on Windows volumes. You are
now ready to add a second condition.

Click the second + button below the exclude
heading, which has the word “or” next to its ]
handle icon. In the condition window that ap-
pears, select the Mac OS File Kind condition.

Condition description

File type entry box
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This window lets you specify a file type and/or
creator as a condition. The default file kind is a
generic application with the type “APPL.”
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Since this is the condition we would like to use
in this example, click OK. The selector details
window now reflects our new condition.

[ P el s [-10]=]

Because we added this condition from the low-
est + button, Retrospect added the condition to
the selector with the Or operator. Or and And
operators are explained in "Working with Con-
ditions" on page 273.

We are ready to add a third condition. Click the
lowest + button beneath the exclude heading,
then select the Universal Name condition in the
condition window.

Condition description ~ Text box for entering name

Logical decision
Text matching action

Choose contain for the text matching action and
enter “games” in the text box. Leave the other
controls as they are. Click OK to return to the
selector details window.
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At this point, the selector excludes the contents
of the Windows application data folder, all
Mac OS applications, and any folder containing
the word “games.”

You can save this selector and use it in scripts,
immediate operations, and browsers.

Selector Toolbar

The selector details window includes a toolbar
with the following commands.

Save: This saves the selector using its current
name, replacing what was last saved.

Save As: This lets you save the selector using a
different name. Enter the new name in the dia-
log which follows, then click Save. The original
selector remains as it was when it was last
saved.

Revert: This lets you discard your current
changes to a selector and revert it back to its last
saved state.

Rename: This lets you change the name of the
selector. Enter the new name in the dialog, then
click Rename.

Check Selector: This lets you test your selector
by applying it to a volume. Retrospect asks you
to select a volume for browsing with your selec-
tor. Do so and it opens a browser window with
the files that match the selector criteria marked
with checks. The marked files are the ones Ret-
rospect would back up when using this selector.



If the correct files are marked, the selector is
working properly and you can begin using it for
immediate operations or in scripts.

If the files that are marked are not the correct
ones, you need to modify your selector and
check it again. You may need to add conditions,
delete conditions, or modify the conditions. Pay
close attention to the And and Or operators
which affect the results of your selector. When
you have finished modifying your selector, save
itand check it again to see if the correct files are
now marked. Repeat this process as needed un-
til your selector is working correctly.

Delete: This lets you delete the selected condi-
tion from the selector.

Printing a Selector

You can print the contents of selector details
windows to keep for reference. To print a selec-
tor window, edit the selector and choose Print
from the File menu.

Modifying a Selector

Any condition that appears in a selector details
window can be modified. After you modify a
condition, Retrospect returns to the selector de-
tails window, where you can add new
conditions or modify existing conditions.

To open a selector from the selectors window,
click on the selector you want to modify then
click Edit (or just double-click the selector).
Retrospect opens the details window for the
selector.

To edit a selector’s existing condition, select it
and click Modify, or just double-click the con-
dition line (except on the +and ] icons). In the
condition window, you can modify its options
and controls. Click OK to accept the changes to
the condition.

To add a new condition, click a + icon. (Re-
member, the + next to the || handle with the
grayed-out “or...” adds an “Or” condition, while

the other + icons add an “And” condition.) A
condition window appears, providing options
and controls for the type of condition you chose.
Make the appropriate choices and settings in the
window then click OK to add it to the selector.
The condition window closes and the selector
window now displays the new condition.

Disabling Conditions

At any time, you can disable a condition within
a selector. When a condition is disabled, it has
no effect on file selection and will remain inac-
tive until it is enabled. This feature is useful
when a selector becomes very complex and you
want to resolve problems by testing parts of it.

To disable a condition, first open a selector and
select the condition you want to disable. Click
Disable and Retrospect disables the selected
condition, displaying it in grayed out text to
identify it as inactive.

You can restore a disabled condition by select-
ing the condition and clicking Enable.

Moving Conditions

Within a selector details window, you can move
a condition by dragging the | handle next to
the condition description and dropping it at a
new location within the window’s scroll box.

You can drag any condition to a new location,
either in the same group or another group or
heading. For example, if you added a name con-
dition under the Include heading, you can
change the same condition to an exclusionary
condition by dragging it beneath the Exclude
heading.

When you move a condition, its outline follows
the hand cursor, indicating the new location for
the condition. Release the mouse button when a
new outline appears in your desired destination.
After you drop it, Retrospect moves the condi-
tion to the new location, inserting it before the
outlined destination condition.
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To copy the condition, press and hold the Shift
key while dragging. Dragging an “or matching”
heading moves the entire group. Shift-dragging
an “or matching” heading copies the group.

NOTE: Be careful to pay attention to the
operator type (And or Or) of what you are
dragging; moving it may change the operator.

Removing Conditions
At any time, you can remove a condition from
within a selector.

To delete a condition, first open a selector and

select the condition you want to remove. Click
Delete and confirm to remove the selected con-
dition from the window.

Deleting a Selector

If you no longer need a selector you can delete
it through the selectors window.

To delete a selector, click on the selector to se-
lect it, then click Delete from the toolbar or
press the Delete key. A dialog appears asking
you to confirm the deletion. Click OK. Retro-
spect deletes the selector.

Duplicating a Selector

Sometimes, you will want to duplicate a selec-
tor so that you can make slight modifications to
fit your needs. For example, you may want to
modify a copy of one of Retrospect’s built-in
selectors but leave the original untouched. You
can make a duplicate through the selectors
window.

To duplicate a selector, click on the selector to
select it, then click Duplicate from the toolbar.
A dialog appears providing a field for entering
a new selector name. Type a new name and
click New. Retrospect creates an exact copy of
the selector, using the name you provided in the
dialog.
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Selector Examples

Following are some examples of selectors and
detailed explanations of each.

Network Backup Selector

This selector marks all documents to be backed
up, except for files in a folder named “Games”
on Leslie’s client computer. In this example, the
backup administrator knows that Leslie has a
large folder with games that do not need to be
backed up.
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Restore Searching Selector

This selector uses a date condition to search for
an Acrobat PDF document file that was modi-
fied on or after October 17, 2001 at 5:04 p.M. It
uses a name condition to find it on a Windows
volume and uses a file kind condition to find it
on a Macintosh volume. This selector is a good
example of how, during an immediate restore
operation, you could have Retrospect find a file
when you forgot its name. Even though you do
not know the exact file name, you know the file
was last saved after a certain date and time.
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Client Restore Searching Selector

This selector searches for a named file that was
created on a particular client user’s computer. In
this case, the name of the file is “Dissertation”
and client’s name is “Neil.” This selector could
be used during an immediate restore operation.
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MAINTENANCE AND REPAIR

This section provides instructions for maintain-
ing and repairing catalogs and media by
performing the following tasks:

 Updating catalogs that are out-of-date or
“out of sync”.

* Recreating catalogs that are missing or
damaged. (If it produces “chunk checksum”
errors, it is damaged.)

* Repairing damaged file Backup Sets.
* Verifying Backup Set media integrity to
confirm that all files are readable.
To perform these tasks, first click Tools from
the navigation bar.

Updating a Catalog

You should update a Backup Set’s Catalog
when Retrospect reports a “catalog out of sync”
error while operating with the Backup Set. You
must update the Catalog to synchronize it with
the media or you will be unable to use the Back-
up Set.

A “catalog out of sync” error indicates Retro-
spect was unable to update the Catalog the last
time it copied data to this Backup Set—possibly

because of a crash or power failure. This error
may also be caused by a full disk or by a lack of
memory.

NOTE: If, after updating a Catalog, you
continue to get “out of sync” errors when using
the Backup Set, do not attempt to repair the
Catalog again. You must skip to new media,
reset with a full or new backup, or create a new
Backup Set. See page 309 for more information
on the error message.

To Update a Catalog:
1. Click Tools>Repair Catalog from the
navigation bar.
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2. Select Update existing Catalog File then
click OK.
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3. Select the Backup Set to update and click
OK.

4. If Retrospect cannot find the most recent
member, it displays a media request window.

Insert the requested media.

5. Retrospect displays a dialog asking if there
are any other members in the Backup Set.
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If there are no more members, click No to begin
recataloging.

If there are more members in the Backup Set,
click Yes. Retrospect continues to ask you for
additional Backup Set members until you click
No or Done.

6. Retrospect recatalogs the Backup Set,
informing you of its progress in the Activity
Monitor.

7. Click the History tab in the Activity Monitor
for details on whether the update was
successful.

If the operation was not successful, click the
Log button for additional information.

Recreating a Catalog

You cannot use a Backup Set unless it has a Cat-
alog File, so you should recreate the Catalog
whenever the original Catalog File is lost or
damaged. Retrospect can recreate a Catalog by
reading the Backup Set media. Recreating may
take a long time, depending on the amount of
data in the Backup Set.

The procedure for recreating a Catalog for a
disk Backup Set is different from the procedure
for tape and CD/DVD Backup Sets.

Recreating a CD/DVD or Tape Catalog
Before you begin make sure to load the most re-
cent Backup Set member for the Catalog you
are recreating into the backup device.

To recreate a CD/DVD or Tape Catalog:

1. Click Tools>Repair Catalog from the
navigation bar.

2. Select Recreate from tapes or Recreate from
CD/DVD discs and click OK.

The Media Selection window displays.
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3. In the Media Selection window, click the
Status tab, then select the most recent member
of the Backup Set.

NOTE: For a Backup Set created with
Retrospect 5.0 or 5.1, it requests the first
member of the set.

If you do not have the most recent medium,
insert the most recent available member of the
Backup Set to be recataloged.

4. Click OK.

If you are recreating a Catalog for a Backup Set
that is still known by Retrospect, it asks whether
you want it to recognize the recreated Backup
Set instead of the known Backup Set. Click OK
to replace the known Backup Set.

5. If the Backup Set is encrypted, Retrospect
asks for its password. Enter the password and
click OK.

6. Specify a location to save the recreated
Catalog File and click Save.

Retrospect recatalogs the Backup Set,
informing you of its progress in the Activity
Monitor. When Retrospect finishes
recataloging a particular member of a Backup
Set it asks if there are any more members to
recatalog.
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7. If there are no more members because you
have already given Retrospect the final medium
in the Backup Set, click No to complete the
recataloging.

If there are more members in the Backup Set,
even if one or more members are lost or
damaged, click Yes.

8. Insert the requested member of the Backup
Set, or if you do not have it, click Choices.

A dialog asks what happened to the member.
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If you have already given Retrospect the final
medium in the Backup Set, click Done. If you
do not have the requested Backup Set member,
or if it is damaged, click Missing.

9. Retrospect continues to ask you for
additional Backup Set members until you click
No or Done.

Click the History tab in the Activity Monitor for
details on whether the recatalog was successful.
If the operation was not successful, click the
Log button for additional information.

NOTE: After Retrospect informs you the
recataloging was successful, you should edit the
scripts that used the Backup Set and add the
newly-recognized, recreated Backup Set to each
script.

Recreating a Disk Catalog

If you are recreating a Catalog from removable
disks, make sure to load the most recent Backup
Set member for the Catalog you are recreating
into the backup device before you begin.

To recreate a Disk Catalog:
1. Click Tools>Repair Catalog from the
navigation bar.

2. Select Recreate from disks and click OK.
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3. If you know which disk was most recently
used to store the Backup Set data, click Last
disk. If you are not sure, click All disks.
WARNING: Do not select Last disk if this
Backup Set’s Fast Catalog File rebuild option
was turned off.
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4. Select a disk and click OK.

Retrospect displays a list of the Backup Sets on
the disk.
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5. Select the Backup Set to recatalog and click
OK.

If you selected All disks, Retrospect asks if
there are any more disks in the Backup Set. If
there are, click Yes and select another disk.
Retrospect continues to ask you for additional
disks until you click No.

6. If you are recreating a Catalog File for a
Backup Set that is still known by Retrospect, it
asks whether you want it to recognize the
recreated Backup Set instead of the known
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Backup Set. Click OK to forget the known
Backup Set.

7. If the Backup Set is encrypted, Retrospect
asks for its password. Enter the password and
click OK.

8. Specify a location to save the recreated
Catalog File and click Save.

Retrospect recatalogs the Backup Set, inform-
ing you of its progress in the Activity Monitor
window. When Retrospect finishes, click the
History tab in the Activity Monitor for details
on whether the recatalog was successful. If the
operation was not successful, click the Log but-
ton for additional information.

NOTE: After Retrospect informs you the
recataloging was successful, you should edit the
scripts that used the old Backup Set and add the
newly-recognized, recreated Backup Set to each
script.

Repairing a File Backup Set

The Catalog File for a file Backup Set is stored
in the same file as the Backup Set data. In order
to repair a file Backup Set Catalog, you must
have access to the Backup Set.

To repair a file Backup Set:

1. Click Tools>Repair Catalog from the
navigation bar.
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2. Select Repair file Backup Set and click OK.

Retrospect displays the Backup Set selection
window.

3. Locate the file Backup Set that needs repair,
select it, and click Open.

A message asks you to confirm the repair.
4. Click Yes to repair the Backup Set.
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5. If the Backup Set is encrypted, Retrospect
asks for its password. Enter the password and
click OK.

Retrospect recatalogs the Backup Set, inform-
ing you of its progress in the Activity Monitor
window. When Retrospect finishes, click the
History tab in the Activity Monitor for details
on whether the recatalog was successful. If the
operation was not successful, click the Log but-
ton for additional information.

Incomplete Catalog Repair

When you stop a cataloging operation, the fol-
lowing dialog may appear.
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Revert stops recataloging and allows you to
continue updating the Catalog from the current
medium later. (To continue later, use the Up-
date existing Catalog File function.)

Save should be used when you do not wish to
try to catalog any more data from the current
medium. All data cataloged so far should be re-
trievable. (To continue later, use the Update
existing Catalog File function.) Recataloging
will resume with the next medium, if there is
one. If you back up more data to the Backup Set
after using this option, Retrospect will ask for a
new medium, treating this one as full.

Verifying Media Integrity

Retrospect can check all files on your Backup

Set media to make sure that they are readable,

then report files lost or damaged by media fail-
ure. For example, if Retrospect informs you that
the file you just retrieved is damaged, you may
want to verify the Backup Set media to ensure

that other files are intact.

Verifying media does not mean Retrospect
compares the files on the media with the origi-



nal files. It only verifies that the files on the
Backup Set media are readable.

To verify media integrity:
1. Click Tools>Verify Media.

Retrospect displays the Backup Set selection
window.

2. Select the Backup Set to verify, and click
OK.

Retrospect verifies the Backup Set media,
informing you of its progress in the Activity
Monitor window.

If the Backup Set uses CD/DVDs, removables
disks, or tapes, Retrospect asks you to insert
each Backup Set member as it is needed.

If you do not have the requested Backup Set
member, but have other members of the Backup
Set to verify, click Choices, then OK, and insert
the next requested piece of media.

3. When Retrospect finishes, click the History
tab in the Activity Monitor for details on
whether the recatalog was successful.If the
operation was not successful, click the Log
button for additional information.

NOTE: Consider backing up unverified files to
a new Backup Set.

4. Click Done.

EXTERNAL SCRIPTING

Retrospect events can be handled by external

scripts, which you can author in any scripting
language that can create executable files. You
can attach a single executable script to Retro-
spect or to a Retrospect client to act upon the

events.

This section assumes knowledge of Windows
scripting. Retrospect’s external scripting func-
tionality is only for experienced script authors
who wish to further automate Retrospect with
external scripts. If you want to learn Windows

scripting, start with Microsoft’s web-based doc-
umentation for developers.

Due to the complex nature of Windows script-
ing, EMC Dantz offers only minimal support
for these features.

Installing Windows Scripting Support
Files for Retrospect

The External Scripts folder is installed by the
Retrospect setup program in default (“Recom-
mended”) installations. You can add it to your
Retrospect folder by using the setup program to
modify the existing installation.

When you install external scripting functional-
ity, the External Scripts folder is put in the same
folder as the Retrospect application. By default,
this is:

..\Program Files\Dantz\Retrospect\

Windows Script Host must be installed on your
system to use scripts created with VBScript or
other scripting languages not directly supported
by the operating system. Windows Script Host
is available free from Microsoft.

Retrospect Events

Retrospect has fifteen events that can be han-
dled by scripts. Retrospect client software has
two of these events. Below are the event names
and descriptions of when they are triggered.

StartApp occurs when Retrospect is opening,
including when it is autolaunching.

EndApp occurs when Retrospect quits.

StartBackupServer occurs when Proactive
Backup is about to start.

StopBackupServer occurs when Proactive
Backup is stopped.

StartScript occurs when a script is about to
start.
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EndScript occurs when a script is finished.

StartSource occurs when a source is about to
be accessed for the first time. This event is
present in both the Retrospect application and
Retrospect client software.

EndSource occurs when a source has finished
being accessed. This event is present in both the
Retrospect application and Retrospect client
software.

MediaRequest occurs when Retrospect is
about to request media, and again every five
minutes while the media request window is
open.

TimedOutMediaRequest occurs when Retro-
spect has requested media and it has waited
longer than the time specified in the
preferences.

ScriptCheckFailed occurs when Retrospect
quits after running a script and there is a sched-
uled script set to run outside the look ahead time
and the script check fails.

NextExec occurs when Retrospect quits after
running a script and there is a scheduled script
set to run outside the look ahead time and the
script check passes.

SchedStop occurs when a script is running and
about to stop because its allowed time of execu-
tion has expired.

PasswordEntry occurs after someone enters a
password.

FatalBackupError occurs when a fatal backup
error occurs.

Implementing a Script with Retrospect
Copy your external script file to the Retrospect
program folder (the default path is ..\Program
Files\Dantz\Retrospect) and rename your script
RetroEventHandler. Add the filename exten-
sion that matches your script type, such as
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.BAT, .EXE, .VBS, or any other supported by
Windows Scripting Host.

NOTE: If more than one RetroEventHandler
file is present, only one will be used. If you want
to take multiple actions with multiple events,
you must write a single script to do it.

Implementing a Script with a
Retrospect Client for Windows

To use external scripting with a Retrospect cli-
ent, copy your script file to the Retrospect
Client program folder (the default path is ..\
Program Files\Dantz\Client) and rename it as
detailed in "Implementing a Script with
Retrospect".

Executing an External Script

When an event occurs, Retrospect notifies the
external script and waits for a response from the
script before continuing. After five seconds,
Retrospect displays a status window to indicate
it is executing a script.
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When the script finishes, Retrospect continues.

Sample Scripts

The External Scripts folder includes sample
scripts written in four script languages (batch
files, Visual Basic, VBScript, and C). You can
study the source code of an example in a given
language to learn how to write your own script
to handle Retrospect events. They demonstrate
how you might use the information sent for each
event and provide examples of the acceptable
values returned.

To use an example script with Retrospect, copy
it from its sample folder to the Retrospect pro-
gram folder.



NOTE: The .BAT batch example script uses
the batch command extension ask.exe, installed
in the Retrospect program folder.

The example scripts display a window as each
event occurs, naming the event and listing the
event’s information. For example, opening Ret-
rospect triggers the StartApp event.
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You must respond in each window to allow Ret-
rospect to continue. You must do something
else to trigger another event that will be handled
by the example script.

After sampling an example script, remove it
from the Retrospect program folder so it doesn’t
interfere with your backups or other scheduled
Retrospect scripts.

Useful Scripts

The External Scripts folder includes some
working scripts you may find useful. To use one
ofthese, copy it from its folder to the Retrospect
program folder.

Lotus Domino Server Application

This external script is designed to back up a Lo-
tus Domino Server running as an Application.
This batch file requires the Microsoft Windows
Resource Kit to be loaded. Using this script,
Retrospect will quit the Lotus Domino Server,
perform a consistency check, compress its data-
bases, then back up.

When Retrospect completes its operations, the
Lotus Domino Server will be restarted.

This batch file requires the user to configure the
path to the Domino Server directory (for exam-
ple C:\Lotus\Domino) and set the version
number of the Domino Server (for example,
4.6a=460, 5.0.2=502). These settings are in the

top portion of the batch file and are clearly
noted.

Lotus Domino Server Service

This external script is designed to back up a Lo-
tus Domino Server running as a service. Using
this script, Retrospect will stop the Lotus Dom-
ino Server service before backing up. After
Retrospect finishes backing up, the Lotus Dom-
ino Server service will be restarted.

This batch file requires the user to set the name
of the service to match the name of Lotus Dom-
ino Server service in the services control panel
(for example, Lotus Domino Server). The name
of'the service will differ for different versions of
Domino.
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PROBLEMS AND SOLUTIONS

TROUBLESHOOTING
COMMON QUESTIONS

* RETROSPECT ERROR MESSAGES
RETROSPECT ERROR NUMBERS
RETROSPECT CLIENT ERRORS

RETROSPECT SUPPORT

This section offers solutions to problems you may encounter with Retrospect and its clients.
It includes general troubleshooting help, answers frequently asked questions, and
introduces you to the same troubleshooting techniques EMC Dantz Technical Support uses
to solve problems.

"Troubleshooting" includes common problems encountered during installation and backup
and restore operations and offers explanations and solutions. "Common Questions"
presents frequently asked questions. These questions do not involve error messages and are
more general than the troubleshooting problems. "Retrospect Error Messages" provides a
numerically ordered list of error numbers with detailed explanations. "Retrospect Support"
offers troubleshooting techniques and procedures for getting help.
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TROUBLESHOOTING

Most problems encountered while using Retro-
spect fall into a few general categories. EMC
Dantz Technical Support follows some basic
troubleshooting procedures for each of these
categories. With a little effort, you can learn
how to troubleshoot many problems on your
own. This section outlines those procedures and
shows you the most common problems and
their treatments.

We recommend that you keep notes of your
troubleshooting efforts. Even if you are unable
to resolve a problem right away, your notes can
establish a pattern of behavior to help us both
understand the problem. If, after reading this
section, you find you are still unable to solve a
problem, try using some of the other Retrospect
support resources. See "Retrospect Support" on
page 321.

Troubleshooting Road Map

The first step in troubleshooting a problem is to
isolate the problem by identifying exactly when
and where it occurs. Knowing when an error oc-
curs gives you a fixed point of reference to help
you solve a problem. Retrospect has different
phases of operation. For example, a backup typ-
ically includes scanning, matching, copying,
and verification phases in that order. If you can
determine the problem happens while matching,
you are on your way toward solving it.

Client Configuration Issues

A client in the local subnet or in another
Retrospect-configured subnet does not
appear in Retrospect’s live network
window, or appears intermittently.

Use the Test button in the live network window
to see if the client is on the network.

Open the Retrospect Client control panel on the
client computer and check whether the client
software was loaded at startup and whether it is
turned on. Check that its status field says
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“Ready” or “Waiting for first access.” If itis a
Mac OS client check that it is actually a TCP/IP
client and that it does not say “AppleTalk” next
to its version number.

Make sure the client computer is connected to
the network and its network settings are correct.

Should these measures not work, see "Testing
and Pinging to Verify TCP/IP Communication"
on page 298. If the backup computer and client
ping successfully yet the client still does not ap-
pear, your network may not fully support TCP/
IP and UDP. Passive networking hardware,
such as hubs and bridges, may not forward net-
work information Retrospect needs to work
with TCP/IP clients. Retrospect’s advanced net-
working lets you directly add a client by its
DNS name, WINS name, or IP Address (see
page 172) and may skirt around the problems
and let you work with a client.

After taking the appropriate measure you may
log in the client.

If the client has more than one Ethernet card,
that might also be the source of the problem.
See “Troubleshooting multiple ethernet cards
on a Retrospect Client running Windows” in the
EMC Dantz Knowledgebase
(www.emcdantz.com/knowledgebase) for more
information.

A client outside the local subnet does not
appear in Retrospect’s live network
window.

The live network window shows only clients
Retrospect found in a specific network with a
specific way of searching for clients.

Retrospect Professional can only access clients
connected to the backup computer’s local sub-
net. Retrospect Single Server, Multi Server, and
Small Business Server can access clients direct-
ly anywhere on the network by using an IP
address, DNS name, or WINS name. It can also
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access clients on any network segment you de-
fine. See "Advanced Networking" on page 171.

If the client has more than one Ethernet card or
NIC, that might also be the source of the prob-
lem. See “Troubleshooting multiple ethernet
cards on a Retrospect Client running Windows”
in the EMC Dantz Knowledgebase
(www.emcdantz.com/knowledgebase) for more
information.

See also "-530 (backup client not found)" on
page 313 and "-541 (backup client not installed
or not running)" on page 314.

The advanced networking direct access
method fails to connect with the client at
the specified IP address or name.

Make sure the client computer is connected to
the network and its network settings are correct.

Open the Retrospect Client control panel on the
client computer and check whether the client
software was loaded at startup and whether it is
turned on. Check that its status field says
“Ready” or “Waiting for first access.”

Make sure the IP address you are using is cur-
rent. If the client is using dynamic IP addressing
its IP address may have changed. It is not a good
idea to directly add a dynamic address unless it
has a long-term lease. Use the subnet broadcast
access method instead.

If you are using the client’s DNS or WINS name
try using its IP address.

Ping the computers to check whether they are
correctly communicating with TCP/IP. See
"Testing and Pinging to Verify TCP/IP Com-
munication" on page 298.

There may be a firewall between the client’s
network and the backup computer’s network,
restricting outside access. For example, Win-
dows XP with Service Pack 2 enables the
firewall by default. See the EMC Dantz Knowl-
edgebase (www.emcdantz.com/

knowledgebase) for information on creating a
firewall exception for Retrospect and Retro-
spect Client.

The advanced networking direct access
method added the wrong client.

Make sure the IP address you are using is cur-
rent. If the client is using dynamic IP addressing
(for example, DHCP) its IP address may have
changed. Use the subnet broadcast access meth-
od instead. Also see "Common Questions" on
page 299.

Backup Issues

Immediate backups and scripted backups differ
in the way they are started and what they do
when they are done. Otherwise, both follow the
same procedure after starting: scanning, match-
ing, requesting media, copying, comparing, and
then closing.

Retrospect fails to automatically launch to
execute a scheduled script.

There are a few reasons why this can happen:

* Confusion About Start Date: The date you
expect a script to run may not be its actual
start date. See "Common Scheduler
Elements" on page 131.

¢ Incorrectly Scheduled Script: Check the
list of future scripted operations to confirm
that Retrospect has the same schedule you
expect your scripts to run. To do this, click
Activity Monitor>Scheduled. Check that
you have not set a limited schedule of
possible execution times with the Schedule
preference (see page 244).

* Autolaunch Preference Not On: Check
that the unattended execution preference is

turned on (see "Startup Preferences" on page
246).

Retrospect crashes while it is being
launched.

The Config70.dat file may be damaged. Move it
(and any other configuration files, “con-
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fig** ***) out of its parent folder and try
launching again. If this solves the problem,
place the suspect configuration file in the recy-
cle bin. (Retrospect creates a new configuration
file using the default settings.) If you do not
want to recreate your scripts and settings and
log in clients again, you can rename the
Config70.bak file to Config70.dat, or restore a
recent version of the Config70.dat file from a
backup.

The Config70.dat and Config70.bak files can be
found either in the same folder as the Retrospect
application, or in ../Documents and Settings/All
Users/Application Data/Retrospect.

Windows NT reports a registry quota alert.

Take the following steps to increase the registry
size.

1. Open the System control panel.
2. Click the Performance tab.

3. Click the Change button for Virtual
Memory.

4. Change the maximum registry size to
something higher, typically double the current
value.

Retrospect reports an error during
scanning or matching.

There may be a problem with the volume being
scanned. In this case, Retrospect reports a spe-
cific error in the Operations Log.

Look up the error number in "Retrospect Error
Messages," which starts on page 308.

A removable cartridge drive does not
appear in the Volumes Database or media
request window.

Removable disks (such as Zip, Jaz, SuperDisk,
DVD-RAM, or MO) must be accessible with a
drive letter in the Windows Explorer.
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A tape drive or CD/DVD drive does not
appear in the Storage Devices window or
media request window.

Go to Configure>Devices and click the
Environment tab. If the driver name listed for
your device does not appear in boldface, some
other software loaded a driver inappropriately,
keeping Retrospect from using its own driver.
Determine which other device driver is loading
and disable it.

All devices should be connected before launch-
ing Retrospect. Verify the drive is properly
connected and terminated then make sure it is
turned on. If other devices on the communica-
tions bus are off, turn them on and restart. Use
Retrospect’s Environment tab (from
Configure>Devices) to review your ID settings.
For a SCSI device verify it has a unique SCSI
ID number.

Under Windows 98/Me, make sure ASPI is in-
stalled. Run the ASPI check utility from the
Retrospect folder. If it reports ASPI is not fully
installed on your computer, run the ASPI in-
staller from the Retrospect folder. See "ASPI"
on page 32 for more information.

On Windows NT, 2000, and XP systems, Retro-
spect uses NT Passthrough by default to access
devices. When using ASPI instead, if the ATA-
PI miniport driver is disabled Retrospect will
not see the ATAPI bus. You must enable the
miniport driver by editing the registry key at the
path:

\ \HKEYiLOCALiMACHINE\ SYSTEM\
CurrentControlSet\Services\Aspi32\
Parameters

Set the ExcludeMiniports value data to empty
so Retrospect sees all buses.

If you have a new drive model, it may not be
supported by the version of Retrospect you are
using. To find out if a newer version of Retro-
spect is required for this drive, refer to the EMC
Dantz web site.
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Retrospect reports “the drive can’t be
used because no drive letter is assigned”
for a CD/DVD drive that has an assigned
drive letter.

Under Windows NT, 2000, or XP if the ATAPI
miniport driver is disabled Retrospect reports

the drive does not have an assigned drive letter.

You must enable the miniport driver by editing
the registry key at the path:

\ \HKEYiLOCALiMACHINE\ SYSTEM\
CurrentControlSet\Services\Aspi32\
Parameters

Set the ExcludeMiniports value data to empty
so Retrospect sees all buses.

Retrospect can’t use the inserted disk or
tape because it is “busy.”

There are several possible causes.

* You saved the disk Backup Set Catalog on a
disk that is a Backup Set member. Catalogs
must be saved on different volumes. Move
the Catalog to your hard disk and double-
click it to force Retrospect to recognize it.

* You are using the disk as both a source and
destination, which is illogical and not
allowed. For example, you are trying to back
up the 2-Dunsinane volume to the
Dunsinane Backup Set, of which
2-Dunsinane is a member.

» Some other software may be creating or
using files (which may be invisible) on your
backup disk. Likely suspects are
compression programs; see the latest “read
me” file for conflicts and workarounds.

* The drive may be malfunctioning. Contact

the drive vendor for assistance.

» The medium may be damaged. Designate it
as missing and use a new medium.

Retrospect refuses to use the inserted
medium.

Retrospect has a system for recognizing media
and for adding them to Backup Sets. If Retro-

spect is not automatically using the tape or disk
you think it should, carefully read the text that
appears in the media request window. It ex-
plains what medium Retrospect needs.

You may not have inserted the exact medium
required by Retrospect. Check that the name of
the medium you are inserting exactly matches
the requested name. If the name is the same and
Retrospect does not proceed with the operation
when you insert the medium, you probably have
two pieces of media with the same name and are
inserting the wrong one. This can happen if you
switch media when you perform a Recycle
backup to a particular Backup Set.

TIP: Turn on the “Automatically reuse named
media” preference to avoid this scenario. See
"Erasure Preference" on page 247.

Retrospect may require new media. Insert the
tape or disc you want Retrospect to use and wait
for it to appear in the window, or click Add to
use hard disk storage space, and then click
Proceed. Retrospect will not use media that is
part of a known Backup Set, as detailed below.
It will automatically use any media that is
erased or correctly named.

Retrospect asks for a new medium, but
then complains “You can’t use “1-Birnam
Wood’, it already belongs to a Backup
Set!”

This is a feature designed to prevent accidental
erasure. If you are sure you want to erase this
medium and use it for the current backup, click
Erase from the toolbar, then click Proceed if
necessary. Erasing the medium removes the en-
try for this member from the Backup Set it
previously belonged to.

Retrospect asks for a particular medium,
but then reports ‘““2-Dunsinane’ is not a
member of this Backup Set. Although it is
named correctly, it has a different creation
date.”

This means you have more than one medium

with the same name. This can happen if you run
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a Recycle backup to new media and later try to
do a Normal backup with older media. If possi-
ble, locate the proper tape, disk, or CD/DVD for
the restore.

Try other media to see if any match the Catalog
you are using.

If you are sure this medium has the files you
want, rebuild its Catalog. Click Tools>Repair
Catalog, and select the appropriate repair func-
tion to recreate the Catalog. See "Recreating a
Catalog" on page 280.

Retrospect asks for a particular medium,
but you do not have it.

If you know where it is, but it is not available
right now and you must back up, follow these
instructions. Click Choices, then click Skip.
Retrospect treats the requested member as if it
were full and backs up progressively to a new
piece of media. Files previously backed up to
the requested member are not backed up again.
Future backups will require the new member
and you will need to use both members later if
you need to restore.

Once you click Skip, you will not be able to take
advantage of the remaining free space (if any)
on the skipped member.

If you know it is lost, damaged, or erased, fol-
low these instructions. If this is the first member
of the Backup Set, it is easiest to start a new
Backup Set or run a Recycle backup to this
Backup Set. Either way, Retrospect asks for a
new medium, which becomes the new first
Backup Set member. If this is not the first mem-
ber and you wish to continue backing up
progressively to the members you do have, click
the Choices button, then click Missing. Retro-
spect will start backing up to a new medium.
Files that were backed up to the missing mem-
ber will be backed up again, if possible, during
your next Progressive Backup.
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Retrospect reports a Catalog out of sync
error at start of backup.

Update your Catalog from the media.
See "Updating a Catalog" on page 279.

Retrospect reports a chunk checksum
error.

If the error occurs only with a particular Backup
Set, repair its Catalog and try again.

See "Updating a Catalog" on page 279.

Retrospect reports verification errors.

If Retrospect reports “different modify date/
time...” for a particular file, the most likely ex-
planation is that the file was modified during the
backup. In this case, no action is required.
When you next back up, Retrospect will re-copy
the file.

Errors such as “File ... didn’t compare at off-
set...” usually indicate a problem with the
communications bus (for example, SCSI or
ATAPI). Back up again to re-copy the file.

Note, however, that these “offset” error messag-
es usually point to serious data corruption
problems you should not ignore. If the error oc-
curs with many or all sources, including clients,
or with a source connected to the backup com-
puter itself, troubleshoot its communications
bus. If the error occurs only on a particular
source being backed up over the network, trou-
bleshoot the communications bus of that
computer and possibly the network connection
to that computer.

See "FireWire and USB Device Issues" on page
296, "SCSI Issues" on page 297, and "Network
Troubleshooting Techniques" on page 298.
Consider using diagnostic software on affected
volumes.

When it has finished executing an
operation, Retrospect does not quit, log



off, restart, or shut down according to the
Unattended preference.

Retrospect quits, logs off, restarts, or shuts
down when it finishes only if it is executing an
operation in unattended mode and no additional
operations are scheduled within the look ahead
period (see page 244).

Retrospect automatically enters interactive
mode when you start an immediate operation
and unattended mode when you start a script.
While Retrospect is copying, use the Control
menu to switch between modes.

A Macintosh client does not shut down
after the backup.

Retrospect shuts down Macintosh client com-
puters when all four of the following conditions
are met.

* The client is running Mac OS 9.x or prior.

* The Shutdown when done option is enabled
in the client options of your script (this is the
default).

* The client is displaying the “waiting for
backup” dialog.

* The client is not scheduled for another

backup within the look ahead time (see page
244).

Retrospect is not backing up a particular
client volume.

Check that your backup script includes the vol-
ume as a source.

Make sure the client volume is not designated as
private (see page 177).

Make sure the client’s volume is mounted for
use with the client computer. (Under Mac OS,
the volume icon is on the Desktop; under Win-
dows, the drive letter is accessible.)

Use the client container as the source, rather
than specific client volumes, to select all vol-
umes connected to the client. Then go to
Configure>Clients, get the properties of the cli-

ent in question, click the properties window’s
Volumes tab, and choose Client Desktop from
the list box.

For more information about using client con-
tainers see "Configuring Clients" on page 166.

The client crashes during the backup.
Failing network hardware, a virus, or a software
conflict may be causing the client to crash. Use
diagnostic utilities to look for viruses and hard
disk problems. If it is a Mac OS 9.x or prior cli-
ent, refer to the system extensions
troubleshooting techniques in "Troubleshooting
Mac OS Clients" on page 299. Use the latest
network software which matches your network
hardware.

Proactive Backup Issues

Proactive Backup indicates “media,” but
there is a medium in the drive.

Proactive Backup is reporting it needs a specific
media member to back up a source. To deter-
mine which Backup Set needs more media,
click the Backup Sets tab in the Proactive Back-
up status window and look for any Backup Set
with a status showing “media.”

If you have never backed up to the Backup Set
that needs media, Retrospect accepts any new or
erased medium. Stop Proactive Backup, use
Configure>Devices to erase the medium you
want to use, then start Proactive Backup again.

If you still cannot determine why Proactive
Backup is not accepting your medium, start a
backup to that Backup Set using Backup>
Backup. Retrospect displays a window naming
the medium being requested.

Retrospect does not quit when Proactive
Backup completes its backups.

Proactive Backup is optimized to run continu-
ously. If you have other kinds of scripts, they

will start at their scheduled times even though
Proactive Backup is still running.
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If you schedule Proactive Backup to run only
part of the time (for example, from 7:00 A.M.
until 7:00 P.M. each day), you can quit Retro-
spect after the Stop time without affecting
Proactive Backup. Retrospect will automatical-
ly launch when the next script is scheduled to
start.

The Retrospect Client control panel’s
Proactive Backup Schedule was set to “As
soon as possible” but the client was not
immediately backed up.

The “As soon as possible” preference waits for
Proactive Backup to poll the client; the client
does not initiate contact itself. Meanwhile, Pro-
active Backup may be busy backing up other
sources or polling other clients; it may even be
inactive, according to its schedule. When Retro-
spect does poll the client set to ASAP, it backs
1t up.

See "Allow Early Backups" on page 141.

Restore Issues

When you start a restore, you first select the
Backup Set from which you are restoring. Ret-
rospect then goes through the following stages:
selecting a volume (specifying where the files
are going), matching or selecting files, request-
ing media, copying, and setting privileges if
necessary.

You have problems selecting a Backup
Set.

If your Backup Set is not in the list, click the
More button. Click Open if the Catalog for your
Backup Set is available, or click Recreate to re-
build it from the media.

If Retrospect reports a chunk checksum error
after selecting a Backup Set, see "-641 (chunk
checksum didn’t match)" on page 314.
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You have a medium that you want to
restore from, but you do not see its
Backup Set in the selection window.

Use Windows Explorer to look for the Backup
Set Catalog File on your hard drive. It will have
the same name as the medium in Retrospect’s
Storage Devices window. For example, if a tape
is named “1-Macduff” look for a Catalog File
named “Macduff”’. Double-click the Catalog
File to show Retrospect where it is.

If you cannot find the Catalog File on your hard
drive, click Tools>Repair Catalog, and select
the appropriate function to recreate it (see page
280).

You cannot find the files you want to
restore.

If you are using “restore selected files,” be sure
the Snapshot you select is for the right volume.
By default, the files chosen preview browser
shows your files and folders in alphabetical or-
der, organized as they were on the backed-up
hard disk. Once you find the file you want, dou-
ble-click it to mark it for retrieval. If you cannot
find your file, choose Find from the Edit menu
to search by name or other attributes. A file with
a poof icon indicates the file is on a missing
member of the Backup Set.

If you are restoring older versions of files, use
Restore>Find Files. Tell Retrospect to look for
a particular file or folder name, and if necessary
click More Choices to use Retrospect’s Selector
interface for finding files.

See "Restore" on page 70 and "Using Selectors"
on page 269.

While retrieving an older Snapshot from
media, Retrospect says no Snapshot is
available.

There are two possible causes:

* You turned off the “Save source Snapshots
for restore” option (see page 224).



* You cancelled the backup before it was
completed. Retrospect does not save a
Snapshot for a volume until the backup is
finished.

Retrospect refuses to use the inserted
medium, reporting it is named correctly
but has a different creation date.

This means that you have more than one medi-
um with the same name. This can happen if you
run a Recycle backup to new media and then try
to restore with older tapes, disks, or CD/DVDs.
If possible, locate the proper medium for the
restore.

Try other media to see if any match the Catalog
you are using.

If you are sure this medium has the files you
want, rebuild its Catalog. Click Tools>Repair
Catalog, and select the appropriate repair func-
tion to recreate the Catalog. (See "Recreating a
Catalog" on page 280).

Retrospect reports the disk is full while
copying during restore.

The volume you are restoring to does not have
enough space for the files you are restoring.
You will need to manage your disk space by
moving or deleting files, or avoid the problem
by marking fewer files to restore. If you are re-
storing a volume that was using a compression
utility, you may need to restore your files in
batches and use your compression utility be-
tween restores to make room for the next batch
of files.

After restoring, NTFS security
permissions are not set.

You must restore by Snapshot and leave on the
option to copy security information. See "Win-
dows Security Options" on page 228 and
"Restoring from a Full Backup" on page 193.

After restoring, Mac OS file sharing
privileges are not set.

Retrospect will only set the privileges for Mac
OS 9 file sharing while sharing is active. (Note
that sharing also had to be on during backup.)
Turn on sharing and restore again.

Before restoring to a volume other than the cur-
rent system volume under Mac OS X, use the
Finder’s Show Info command on the volume.
Choose Privileges from the info window’s
menu then turn off the “Ignore privileges on this
volume” option.

See "Restoring Mac OS File Servers" on page
201.

After restoring a Macintosh OS 9.x or prior
client, documents have generic icons in
the Finder.

The Macintosh Desktop needs to be updated af-
ter a large restore. Restart the Macintosh while
holding down the Command and Option keys to
rebuild the Desktop.

After restoring a backup to a new
Macintosh hard disk, the volume icon on
the Finder Desktop is no longer custom. It
is now generic.

Restart the computer.

After restoring, Subvolume definitions for
a Macintosh client are wrong.

Subvolume definitions may be re-identified fol-
lowing an operation restoring a large number of
folders. The Subvolumes may have incorrect
names (because they were re-associated with in-
correct folders) in Retrospect’s volume
selection window and browsers. The cause has
to do with the invisible directory identification
numbers of folders.

To prevent this rare problem from occurring,
erase or format the destination volume before
you use Retrospect’s “restore entire volume”
feature. To avoid Subvolume confusion, check
the names and accuracy of all Subvolumes after
any large restore operation (such as restoring an
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entire disk). You will have to re-define each
Subvolume on a volume after a full volume
restore.

You can’t retrieve or restore data to a
client.

Take the following steps:

1. Attempt to access the client. From the client
database, select the client and click Properties
from the toolbar. Click the Refresh button to
check whether Retrospect can connect to the
client.

2. Go to Configure>Volumes, select the
volume to which you wish to restore data, and
click Properties from the toolbar. Make sure the
volume has enough free space to accommodate
the files you want to restore, and that there is no
lock symbol on the Attributes line. (If there is
no Attributes line it is not locked.)

If you are sure that the volume to which you are
restoring data is both unlocked and has free
space but you still experience difficulty restor-
ing, refer to Chapter 8 » Disaster Recovery for
general assistance.

FireWire and USB Device Issues

If you’re having problems with FireWire or
USB devices it could be due to a number of
issues.

Hardware Issues

* Isolate the device. Another device on the
chain may be interfering with the backup
device’s communication. If your backup
device is connected to your computer
through a hub or another FireWire/USB
device, unplug it and connect it directly to a
port on the computer. If it is already
connected directly to the computer, try
changing ports. If the problem persists, do
not reconnect the other devices, and
continue down the checklist.

* You may have a bad cable. Replace the cable
that connects the device to the computer.
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* The system board or FireWire/USB adapter
in the computer may be having a problem.
Install Retrospect on another computer, if
available, and try the device there as the only
device.

Media Issues
* Try a new piece of media to see if the
problem is related to a faulty or damaged
medium. If applicable, try using a different
brand of media. Often drives are picky
regarding the brand of media. Follow the
manufacturer’s recommended list of brands.

« If you are using a tape drive, clean the heads
with a cleaning cartridge.

Windows 98 Issues

* Microsoft has made dramatic improvements
to USB and FireWire (1394) support with
Windows 98 Second Edition. If you are
experiencing media failures,
communication errors or other device
problems during backup, consider
upgrading your version of Windows 98.
Windows 98 Service Pack 1 is better then
the original Windows 98. SP 1 is a free
upgrade from Microsoft. Windows 98
Second Edition is better then Service Pack 1
but is a paid upgrade from Microsoft.

* We also recommend installing the Windows
98 Second Edition 1394 Storage
Supplement, available from,
www.microsoft.com.

* Turn off auto insert notification in CD-RW
device manager properties.

Firmware/Software Issues

* Check to make sure you have the latest USB
or FireWire firmware update for your
computer. Hardware vendors often release
firmware updates that may help to resolve
USB or FireWire issues. Search the vendor
web site for Updates. Retrospect lists the
current firmware of the drive that you are
using in the version column of the Device
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Status (or Environment) window. If there is
a known problem with a firmware version,
this will be listed on the EMC Dantz web
site.

* Update or reinstall the FireWire and USB
adapter drivers. Corrupt drivers can cause
issues that may not be otherwise detectable.
Check the manufacturer’s or vendor’s web
site for updated drivers.

» Completely uninstall any other third-party
backup software that may be on your
machine, including any drivers that software
may have loaded for the device.

If you have investigated all the issues listed
about and still get failures on new media, then
the backup device itself may be defective. Con-
tact your drive vendor for further diagnostics,
tests, or to inquire about repair or replacement.

SCSl Issues

If the SCSI chain is not set up properly, commu-
nication errors may cause data corruption or
system failures during copy operations. The fol-
lowing information is designed to give you
guidance when you encounter SCSI problems.

Also see "USB/USB 2.0" on page 31, your
SCSI card’s user’s guide, and the manual that
came with your hardware device.

These sample errors can indicate communica-
tion errors on a SCSI bus:

* File “Tech Note” didn’t compare at offset
3,253

* Trouble reading: “1-Office Backup 2” (0),
error —102 (trouble communicating)

* Trouble writing: “1-Macbeth” (0), error
—205 (lost access to storage medium)

These errors can usually be traced to a failure in
the SCSI configuration, whether it is termina-
tion, a particular device, cabling, or device
order. The most common cause of SCSI bus
communication problems is improper termina-

tion or bad SCSI cables. Try changing
terminators, using a powered terminator, chang-
ing cables, isolating the device on the SCSI
chain, and moving the device to a different
computer. If it is a tape drive, clean its heads
and if cleaning does not work, try different
kinds of tapes.

Termination

The general rule for termination is to use only
two terminators on the SCSI bus; one at the be-
ginning and one at the end. If you have only a
single device on the SCSI bus, then only one
terminator is needed because your SCSI card
should have built-in termination. Some SCSI
peripherals come with internal termination built
in, and must be placed at the end of a SCSI
chain.

Consult your hardware’s user guide for its spe-
cific termination requirements.

SCSI Cables

Communication problems can be caused by bad
or loose-fitting SCSI cables. Check all cables to
ensure they are properly seated in each connec-
tor. The entire length of your SCSI bus should
not exceed 20 feet. Whenever possible, try to
use short (12 to 36 inches) cables and avoid ca-
bles over six feet in length.

Device Order and Device Conflicts

To avoid problems caused by device order or
device conflicts, make sure that each device has
aunique SCSI address. To see the SCSI address
ofeevery device, click Configure>Devices. Then
click the Environment tab to view all of your de-
vices. You may print this window for future
reference. If problems occur (for example, a de-
vice does not appear that you know is turned on
and connected), try changing the order of SCSI
devices or temporarily removing unneeded de-
vices. Recheck that each device has a unique
SCSI ID.
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Some devices, such as scanners and removable
disk drives, can cause communication failures
on the SCSI bus, especially if they are turned
off. If you are experiencing SCSI communica-
tion problems, make sure all of your SCSI
devices are turned on when you use your com-
puter. Even if you are not experiencing SCSI
problems, we highly recommend you turn on all
SCSI peripherals before starting the computer.
Do not turn them off until after you shut down
the computer.

Unresolved SCSI Problems

If everything is properly set on the SCSI chain,
there is still the unpredictability of “SCSI voo-
doo,” the cause of problems which theoretically
should not occur because the “rules” of SCSI
are being followed. SCSI voodoo may require
you to rearrange the devices on the chain,
change the termination, assign new IDs, or re-
place SCSI cables. (Short cables cause less
problems than long ones.) In theory SCSI has
well-defined rules and expected results, but in
practice SCSI sometimes is an inexact science.

Network Troubleshooting Techniques

Testing and Pinging to Verify TCP/IP
Communication

Use the Test button in the live network window
to see if Retrospect can connect to a computer
on the network via TCP/IP and communicate
with the client software. Click Test and enter an
IP address, DNS name, or WINS name. If Ret-
rospect reports error —541, it connected to the
computer at that address but no client software
responded. If it reports error —530, Retrospect
could not even connect to the computer. Other
errors may indicate network and TCP/IP config-
uration trouble and you should “ping” the
backup computer and client computer from oth-
er computers to check whether they are
communicating with TCP/IP.

Windows computers configured for TCP/IP
have built-in ping commands. From a TCP/IP
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Windows computer on your network, go to the
MS-DOS command prompt and type “ping”
followed by a space and the IP address.

Mac OS 9.x and prior does not include a ping
utility, but you can obtain a ping-capable utility
from the Internet. Such utilities include
iNetTools (www.wildpackets.com),
IPNetMonitor (www.sustworks.com),
Interarchy (www.interarchy.com), OTTool
(www.neon.com), and WhatRoute
(homepages.ihug.co.nz/~bryanc).

On Mac OS X, click the Ping tab on the Net-
work Utility (located in /Applications/Utilities).

NOTE: TCP/IP must be loaded when you ping
a Mac OS 9 computer. To ensure it is loaded,
open the TCP/IP control panel, uncheck the
option “Load only when needed” (available
only in Advanced and Administrator modes)
and restart.

Using an IP pinging utility on the troublesome
client computer, first ping the IP address of the
backup computer. A reply tells you the pinged
computer’s TCP/IP setup is operational. If it
times out or reports it as unreachable there is a
problem with the TCP/IP setup, the network in-
terface hardware, or the network itself.

If pinging the backup computer is successful,
use it or another computer to ping the IP address
of the troublesome client computer.

Selecting the Appropriate Network Driver
The backup computer and Windows client com-
puters should be using 32-bit network drivers
for best network performance and compatibili-
ty. Windows NT, 2000, and XP use 32-bit
network drivers by default. For Windows 95/
98/Me, open the Network control panel and se-
lect the computer’s network interface adapter.
Click the Properties button, select Enhanced
mode, and click OK. You may need to get up-
dated software from your network adapter
vendor.
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Verifying Open Transport Version

To work with TCP/IP, Mac OS 9.x and prior
clients must have Open Transport version 1.1 or
later. Each computer’s TCP/IP control panel
should be set to always load, as described
previously.

NOTE: Mac OS X clients do not require Open
transport.

Troubleshooting Networks

When you have network problems with Retro-
spect or clients, start by identifying a pattern of
failure. If the problem occurs on a single client,
begin your troubleshooting by examining that
particular computer. If the problem occurs on
multiple client computers, find out if those com-
puters share a common hub, router, bridge, or
gateway. You may be able to identify a faulty
network component that should be repaired or
replaced. If you encounter failures on multiple
client computers but cannot identify a pattern,
troubleshoot the networking hardware on the
backup computer.

Troubleshooting Mac OS Clients

When troubleshooting an individual Macintosh,
the first step is to determine whether the prob-
lem lies with the Macintosh’s software or its
network hardware.The following information
describes how to troubleshoot Mac OS 9.x and
prior clients.

For detailed information on troubleshooting
Mac OS X clients, read “I can’t see an OS X cli-
ent on my network. What can [ do?” in the EMC
Dantz Knowledgebase. From within Retro-
spect, choose Online Knowledgebase from
Retrospect’s Help menu.

Start by limiting extensions and control panels
on the client Macintosh to the Retrospect Client
control panel, needed networking software, and
minimal default Apple system software. Do this
with the Extensions Manager.

If the client continues to experience the prob-
lem, there may be an incompatibility with
networking software. If the client has a third
party networking card, update to the latest ver-
sion of its software. If the client uses its built-in
Ethernet, get the latest version of Apple’s net-
work software installer or Open Transport,
available from the Apple Software Update web
site.

If the client continues to experience the prob-
lem, exchange the network hardware with that
of another client Macintosh. Whether it uses
built-in Ethernet or an Ethernet adapter card, it
is sufficient to exchange all components exter-
nal to the Macintosh. If the Macintosh has an
internal network card, you will need to ex-
change the card as well. Make sure to exchange
the cables along with the other components. Af-
ter exchanging the network hardware, try an
operation with both clients. If the error moves to
the other client, then the problem lies in the net-
work hardware.

If the problems persist after minimizing exten-
sions and exchanging network hardware,
performing a clean installation of the System
software.

COMMON QUESTIONS

This section answers common questions about
setting up and configuring Retrospect Clients,
backing up files locally and over the network,
Backup Sets, Catalogs, devices, and media.

Client Setup Questions

How do I find out the IP address of a client
so | can access it directly?

It depends on the operating system and how the
client computer is configured. If the client has a
static IP address you can use it with the direct
access method. However, if the client automat-
ically obtains a dynamic IP address from a
DHCEP server you probably should not be using
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the direct access method. Dynamic IP addresses
may change later and Retrospect may find a dif-
ferent machine at that address if you directly
added a dynamic IP address. You should use multi-
cast or subnet broadcast instead.

Here’s how to determine a computer’s IP ad-
dress and whether it is static or dynamic.

Mac OS: Open the TCP/IP control panel (OS
9.x or prior) or Network preferences

(Mac OS X) on the client. It shows the “IP Ad-
dress” the computer is currently using. Above
the IP address is the Configure pop-up menu. If
it shows “Using DHCP Server” it is a dynamic
address. If it shows “manually” it is a static
address.

Windows 95/98/Me: From the Run dialog or
the DOS prompt, enter WinIPcfg, which shows
some configuration information in a window.
Click its More Info button to see the full
configuration.

Windows NT/2000/XP: Open the DOS prompt
and enter “IPconfig -All”, which lists the full IP
configuration.

All Windows Systems: The IP configuration
information shows the IP address the computer
is currently using. It shows whether the comput-
er is using a DHCP server and, if so, shows the
lease dates of the automatically obtained IP ad-
dress. If it does not show DHCP server and
lease information, the IP address was specified
manually (that is, it is static).

Client Configuration Questions

How do | change the name of a client?
The client is named when it is first accessed
from the backup computer.

If a client has already been logged in and you
want to change its name, click Configure>
Clients, double-click the client to be renamed,
then click the Tools tab in the client properties
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window. Click the Rename button and enter a
new name.

The name change will not affect previously
backed up files—they are still stored under the
old client name. New files and Snapshots will
be stored under the new name.

How do | log in a client when | forgot its
password?

You must uninstall the client software, reboot
the client computer, then reinstall the client
software with a new password.

How can | get back a client volume after
accidentally using Forget?

If you forget a client’s volume, you can put it
back into Retrospect’s volume lists by configur-
ing the client (see page 166). Remember to add
the volume to the appropriate scripts, if
necessary.

Backup Questions

How do | back up to a hard disk drive?
Use a disk Backup Set or a file Backup Set on
the hard disk. See "Backup Sets and Their Com-
ponents" on page 23 and "Hard Disk Drives" on
page 37.

How do | back up a Snap Server or other
NAS? How do | use it as a backup device?
Retrospect works with Network Attached Stor-
age (NAS) devices in a number of ways. You
can run the Retrospect application or Retrospect
Client on the NAS device, or you can use the
NAS device as the destination to store data for
file and disk Backup Sets.

See "Network Attached Storage (NAS) Devic-
es" on page 50 for more information.

How do | back up only files which have
changed?

Retrospect does this automatically. The first
time you back up, Retrospect copies all selected
files. On subsequent Normal backups, it copies



only the selected files which are new or
changed.

How do | specify complete (full) or
progressive (incremental or differential)
backups?

By default, Retrospect does progressive back-
ups; i.e. it backs up only new or changed files.
You can modify this behavior by setting the
backup action. See "Backup Actions" on page
24 for more information.

There are many ways to do this:

* When executing an immediate backup, by
changing the backup options (see page 221).

* When running a script by selecting an item
from the manual execution dialog’s combo
box (see page 135).

* When creating a script scheduler (see page
131).

* By configuring the Backup Set and clicking
the Media Action button see (page 236).

How do | back up multiple volumes to the
same tape, disk, or CD/DVD?

Use the same destination Backup Set. To back
them up at the same time, select each volume
you want to back up in the volume selection
window. You can make a non-contiguous selec-
tion using the Control key or select a range of
volumes using the Shift key. When you execute
the backup, Retrospect backs up each of the se-
lected volumes, one after another.

You can later do Normal backups of other vol-
umes to the same Backup Set and Retrospect
will add them to the medium until it is filled.

How do I quickly start a backup?

First create a script in Retrospect and save a run
document (see page 136) from it. Use the run
document to start that script directly from the
Windows Explorer.

How do | include or exclude files with
particular attributes?

You can specify which files Retrospect backs
up by using selectors. These allow you to in-
clude or exclude files by their size, kind, dates,
and many other attributes. See "Using Selec-
tors" on page 269.

Network Backup Questions

How do | see what was backed up last
night? How can I tell if everyone has been
backed up by Proactive Backup?

The Backup Report shows a summary of the
backup operations for each volume. To view the
report, click Reports>Backup Report. See page
213.

The Operations Log shows by date and time
which volumes were backed up, how much data
was copied, and whether the backup completed
successfully. To view the log, click Reports>
Operations Log. The log also lists any errors
which occurred. See page 215.

To view files backed up during the most recent
backup, click Reports>Session Contents. Select
the appropriate Backup Set from the top list in
the contents report window, select one or more
sessions from the bottom list, and click Browse.
A browser appears, listing the files in the order
they were backed up. See page 217.

To see all files on a particular volume at the
time of a given backup, get the Backup Set
properties and view the Snapshots tab. See page
237.

Can more than one backup computer run
on the same network at the same time?
Yes, you can run multiple backup computers at
the same time on the same network with no
problems, though when they transfer data at the
same time both backups will probably slow. If
you run backups in different physical network
segments, traffic on one segment will not affect
other segments.
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| want to make a computer on a different
network segment the backup computer.
What should | do?

Moving to a new backup computer is explained
in detail in "Moving Retrospect," which starts
on page 250.

How can | use multiple network cards on
the backup computer?

Retrospect Multi Server allows you to access all
clients from multiple subnets without crossing
your network backbone. Connect each network
interface card to a separate network segment
and use Retrospect’s advanced networking fea-
tures (see page 171) to configure a separate
interface for each card/subnet combination.

What is Retrospect’s network port
number?

Retrospect uses a well-known port, 497, as-
signed by the Internet Assigned Number
Authority (IANA), for both TCP and UDP.

How many client computers can | back up
from a single backup computer?

There is no fixed limit to the number of clients
you can access from one backup computer. It is
not a question of numbers, but more a question
of resources. You can back up more clients with
a faster backup computer, a faster backup de-
vice with higher capacity media, and simply
more time to do the backups.

If the backup computer is not completing back-
ups in its scheduled time periods or if you want
volumes to be backed up more often than they
are, you may need a faster backup computer or
a faster backup device, if not both.

Why do my network backups take too
long?

For a discussion of backup performance, in-
cluding guidelines for estimating your backup
speed, see "Network Backup Guidelines", and
"Choosing the Backup Computer" on page 183.
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If you notice that your backups have suddenly
become much slower, or if one particular client
backs up more slowly than others with a similar
configuration, you may be experiencing a prob-
lem. Potential problems may lie with the
following:

* The amount of activity on the backup and
client computers during the backup. Other
applications (anti-virus software for example)
running on either computer draw processing
power away from Retrospect. Try a backup with
Retrospect as the only application running on
the backup computer for optimal performance.

* The amount of data being copied. Recycle
backups tend to show higher performance fig-
ures than Progressive Backups. For each
backup, Retrospect must spend time examining
the entire volume to determine which files need
to be backed up, regardless of the amount of
data that needs to be backed up. The ratio of this
overhead time to total backup time will be high-
er for a small amount of data (Progressive
Backup), as compared to a large amount of data
(for a Recycle backup or when an empty Back-
up Set is first used in a Normal backup).
Backups of small amounts of data may there-
fore report slower performance times than
backups of large amounts.



Table 11-1 below shows sample data from sev-
eral backups. Performance figures for the
Recycle backup are much higher than for subse-
quent backups of the same client due to the
lower proportion of overhead time to the
amount of data actually backed up.

* The total number of sessions for which a
Backup Set has been used. The greater the
number of sessions created, the longer Retro-
spect takes to match sessions to determine what
files need to be backed up. Periodically reset-
ting your Backup Set with a Recycle backup or
adding new media to your rotation using a New
Backup Set backup will limit the number of ses-
sions in your Backup Set, thereby speeding up
both your backup and restore operations.

* File sharing. File sharing slows copying on
both clients and the backup computer. Turning
off file sharing when it is not needed can help
optimize network performance.

* Backing up across network segments. The
backup computer and a client may reside on two
physically different networks connected by a
bridge or router that may slow the progress of
data from one machine to the other. Backup per-
formance may also suffer if the two networks
vary greatly in terms of their relative network
activity or performance. You can confirm the
speed of the connection between the backup
computer and the client by getting properties

from Configure>Clients. If the echo time seems
higher than under normal circumstances (for ex-
ample, consistently above 0.3) or the KB/
second performance figure seems lower than
normal, a network problem may be affecting
your backup speed. Get properties to view the
performance figures for various client comput-
ers and compare them to determine current
levels of network performance.

* The performance of the backup and/or
client computer. Problems with either ma-
chine affect the speed of your backup.
Specifically, you should check for hard drive
fragmentation, problems on the SCSI bus, and
network problems.

* The speed of the backup computer. Differ-
ent computer models feature various central
processing units with various clock rates (for in-
stance, a relatively slow Pentium or a relatively
fast Pentium III) that determine how quickly
they perform tasks. The performance of similar
CPUs also varies based on their clock cycles (as
expressed in megahertz). Finally, the speed of
the SCSI bus varies among the different expan-
sion cards, influencing how fast each computer
can transfer data across its SCSI bus. For opti-
mal backup performance, assign a relatively
fast computer to run Retrospect.

Backup Action (iteration) Number of Files M%%::gl?gaes Time (mm:ss) MB per minute
Initial Backup 8345 719.6 24:00 30
Progressive (1) 51 5.7 00:22 154
Progressive (2) 360 19.7 01:26 13.8
Progressive (3) 43 5.7 00:25 13.5
Progressive (4) 53 6.1 00:30 12.6

Table 11-1: Sample values for client backups over an Ethernet network.
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 Using encryption or software compression.
If possible, avoid using encryption on the back-
up media or link encryption for client
computers. Encryption requires additional pro-
cessing power the backup computer would
otherwise use to increase backup performance.
Whenever possible, use hardware compression
(if your tape drive includes hardware compres-
sion capabilities), since hardware compression
works faster than software compression. Be-
cause backup speed influences tape capacity,
hardware compression also allows more data to
fit on a tape.

How do | determine a working speed
threshold for the client execution option?
Get the properties of several different clients
from the clients database window. For about a
minute, observe the speed of each client.

Can Retrospect shut down a Windows
client computer when it is done with its
backup?

No. The Retrospect client software for Win-
dows does not support software shutdown
because most PCs must be turned off with a hard-
ware switch.

Can | duplicate the system from one
Windows computer to another?

No, because too much of a Windows comput-
er’s information is specific to that computer.
Each card, peripheral, and software program re-
quires specific settings which are unlikely to
carry over from one PC to another, even if they
were identical models and configurations.

Do | have to upgrade my clients to the
latest version?

EMC Dantz strongly recommends using the lat-
est version of the Retrospect client software
with clients used with the latest version of
Retrospect.

How can | prevent the “waiting for backup”
dialog from appearing on Macintosh
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clients on nights when no operation is
scheduled?

The Retrospect Client control panel has no way
of knowing when an operation is scheduled to
occur, so it always waits at shutdown if this op-
tion is turned on in the Retrospect Client control
panel preferences dialog. There are several
ways to get around this if you do not perform
operations every night.

Make a script using the No Files selector then
schedule it to run on nights when no backups are
scheduled. Retrospect shuts down the script’s
Macintosh sources.

Tell users which days they should click the Shut
Down button in the “waiting for backup” dialog
when they leave for the day.

Turn off the Wait at Shutdown preference in the
Retrospect Client control panel on each user’s
Macintosh. Tell the users which nights to leave
their Macintosh computers on. Remind them to
turn down the monitor brightness or turn off its
power to prevent screen burn-in.

Will Retrospect wake a sleeping
PowerBook Mac OS client to back it up?
Retrospect cannot wake a PowerBook in sleep
mode, but a PowerBook will not go to sleep
while it is plugged in and AppleTalk is on.

Restore Questions

| thought | just restored some files. Where
are they? Where did they go?

Look on the root level of your hard disk for a
folder with the same name as the Backup Set
from which you restored.

Does Retrospect restore empty folders?
Yes. Empty folders are restored when you re-
store from a Snapshot using Restore>Entire
Volume, using any option except “Restore just
files”.



| backed up multiple volumes using a
single backup script. How do | restore all
of the volumes at once?

Create and schedule a restore script for the first
Snapshot you wish to restore. Duplicate this
script. Edit the copy of the first script, changing
the source and destination to reflect the next
Snapshot to restore. Repeat this process for each
volume you wish to restore. Retrospect runs
each script, one after the other, alphabetically
by script name, starting at the time you
specified.

Backup Set and Catalog Questions

What if | forget my Catalog?

If you forget a Backup Set Catalog from within
Retrospect, its file remains on your hard disk
until you drag it to the recycle bin. If you have
mistakenly told Retrospect to forget a Catalog,
you can open the Catalog File from within Ret-
rospect or from Windows Explorer. After
forgetting a Catalog, you must add the Backup
Set to your scripts again because Retrospect re-
moves them when you forget the Catalog.

What if | lose my Catalog?

If you lose your Backup Set Catalog (perhaps
because it was deleted, corrupted, or lost), you
can have Retrospect recreate the Catalog by
scanning last member of the Backup Set. See
"Recreating a Catalog" on page 280.

If the Fast Catalog File Rebuild option was
turned off, Retrospect will need to scan all
members of the Backup Set. If this is the case, it
may take several hours to recreate a Catalog if
there is a large amount of data in the Backup
Set.

Can | delete files from a Backup Set?

No, you cannot delete files from a Backup Set
because most types of storage devices do not al-
low it. If you want to keep only selected files
from a Backup Set, you can copy these files to a
different Backup Set using Retrospect’s Backup

Set transfer operation. See "Transfer Backup
Sets" on page 90.

Can | rename a Backup Set?

Retrospect has no facility for renaming Backup
Sets but you can rename a file Backup Set in the
Windows Explorer. (Other types of Backup
Sets cannot be renamed.) Open the file Backup
Set after you rename it to make Retrospect rec-
ognize the change.

Can | put more than one Backup Set on a
tape, disk, or CD/DVD?

You cannot have more than one Backup Set on
a tape or CD/DVD but you can have multiple
file Backup Sets or disk Backup Sets on a disk.
When you add a removable medium to a Back-
up Set, Retrospect reserves the entire medium
for that Backup Set.

You can, however, back up as many volumes as
you want to a single Backup Set.

What is the best way to manage Catalog
Files?

Catalogs typically contain about 4 MB for each
10,000 files you back up. Keep your often-used
Catalogs on your hard disk. If you have little
available space on your hard disk, here are a few
alternatives:

» Store infrequently used Catalogs on a file
server.

* Archive old Catalogs to their own Backup
Set.

» Compress the Catalogs. See "Configuring
Backup Sets" on page 235.

It’s a good idea to duplicate Catalog Files in
case they are damaged.

I back up by moving a tape drive from
computer to computer. What is the best
way to do this?

It is not necessary to create a separate Backup
Set for each computer unless you plan to use a
different tape for each workstation. If you use a
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single Backup Set for the computers, do not do
a Recycle backup of each workstation; use Nor-
mal backup only, and New Backup Set backup
when you need to rotate media.

After each backup, copy your Backup Set Cata-
log to a server or removable disk and then, once
you move to the next computer, copy the Cata-
log to its hard disk. You may want to use
Retrospect’s Catalog compression option (see
page 236) to keep the Catalog as small as
possible.

Alternatively, keep the Catalog on a server ac-
cessible from each computer. This, though,
assumes all of your computers are connected by
anetwork, in which case you will save yourself
a great deal of trouble by purchasing Retrospect
Clients. For less than thirty dollars per client,
Retrospect client software allows Retrospect to
back up Windows and Mac OS computers over
a network without moving the backup device.

What are the consequences of not saving
Snapshots to save time and space?

Turning off the Save source Snapshots for re-
store option (see page 224) mainly makes it
harder to view or restore a volume’s folder
hierarchy.

Without a Snapshot, you cannot:

* restore a volume to its exact state as of a
given backup, as you would after a crash, for
example;

» restore the Windows registry (necessary
when restoring an entire disk);

« restore NTFS security information;

* restore empty folders;

* browse a volume backup for restoring.

Should you need to restore files, you will have
to use a selector (and/or browse “flat files”
without hierarchy) to choose which files to re-
store—a time-consuming process.
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Devices and Media Questions

Why are my DAT tapes filling up sooner
than | expected?

Drives using the DDS-1 format support 60 or 90
meter tapes for an uncompressed data capacity
of'about 1.3 GB or 1.9 GB, respectively. Drives
using the DDS-2 format support 120 meter
tapes for an uncompressed data capacity of
about 4 GB. Drives using the DDS-3 format
support 125 meter tapes for an uncompressed
data capacity of about 12 GB. Drives using the
DDS-4 format support 150 meter tapes for an
uncompressed data capacity of about 20 GB.

For typical everyday use, when your tape is full,
it may store up to 30% less data than its ideal
maximum capacity.

If you use a drive with hardware compression,
you can effectively increase the capacity of
your tapes. Your tape’s actual capacity will de-
pend largely upon how well the data you are
copying compresses. Text compresses well, for
example, but applications do not.

If you back up many small files or back up files
over a network, your tape’s actual capacity will
also decrease.

Retrospect requests a new tape for one of three
reasons:

* The tape drive reports the current tape is full.

* An error occurred while writing to the tape.
Open the log to see if an error occurred.

* You selected Skip or Missing while
configuring a Backup Set, or you are
performing a New Backup Set backup.

How much space is left on my tape?
Retrospect estimates your tape’s capacity to
help you manage your backup. To view this es-
timate, click Configue>Backup Sets. In the
Backup Set selection window, select your
Backup Set and click Properties. The window



that appears lists the estimated available space
on that Backup Set’s current member.

This estimate is only to help you gauge when
Retrospect will request new media. Regardless
of the estimated available space, Retrospect
uses a member until the tape drive reports the tape
is full.

Because many tape drives do not report a tape’s
capacity dynamically, Retrospect’s estimate
may be inaccurate. To change the estimate to
match your tape’s actual capacity (based on
your own experience), uses the Capacity button
as described in "The Options tab," which starts
on page 236.

What do | do when | know my tape or disk
is going to fill up during tonight’s backup?
If you think there is not enough space for the
next backup on the current tape or disk of your
Backup Set, you can tell Retrospect to ask for a
new one.

To skip to a new member, use the Media Action
button, described in "The Options tab," which
starts on page 236. The next time Retrospect
adds files to that Backup Set it will ask for new
media, in effect skipping over the blank space at
the end of the current member.

If this situation arises frequently, consider using
Retrospect’s Automatic skip to blank media
preference. When this preference is on, Retro-
spect automatically uses any erased media if the
current member is not available.

You might also consider purchasing a tape li-
brary, a backup device which holds a magazine
of many tapes. When one tape fills, Retrospect
uses an empty tape from the magazine.

When | try to erase a tape or disk
Retrospect asks for the Catalog File, but |
no longer have it. How can | erase the
tape?

When you erase a disk or tape, Retrospect tries
to remove the member’s contents from the Cat-

alog for that Backup Set. If it is missing,
Retrospect asks you for it. You need to tell Ret-
rospect to forget the Catalog because it is gone,
which will then allow you to erase the tape. Go
to Configure>Backup Sets and Forget the Back-
up Set then go to Configure>Devices and Erase
your tape.

If | have two tape drives, will Retrospect
use them both when performing
unattended backups?

Yes it will if the devices are similar, with the
same kind of mechanism. When it fills up a
tape, Retrospect looks in any available drive for
any tape that is new or erased, or has the correct
name.

If you have Retrospect’s Advanced Tape Sup-
port add-on, you can run simultaneous
operations using both tape drives at once.

See "Multiple Concurrent Executions" on page
156 for more information.

How do | start over at the beginning of the
tape?

Insert the tape and click Configure>Devices.
The devices window that appears shows you the
name of the tape. Select the tape and click Erase
from the toolbar.

WARNING: Erasing a tape that is a member of
a Backup Set erases the backed up files.

How do I recycle tapes from old Backup
Sets?

To re-use a tape from a Backup Set that you no
longer need, insert the tape, and click
Configure>Devices. The Storage Devices win-
dow that appears shows you the name of the
tape. Select the tape and click Erase from the
toolbar. The next time Retrospect requests a
new member for a Backup Set, it will automati-
cally use this or any other erased tape in the
backup device.

You should also remove the old Backup Set’s
Catalog. Click Configure>Backup Sets. In the
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Backup Set selection window that appears, se-
lect the old Backup Set and click Forget from
the toolbar. Drag the old Backup Set Catalog
File to the recycle bin.

How do | determine the name of a certain
tape?

To view the name of a tape, click Configure>
Devices. Retrospect scans for available tape de-
vices. The Storage Devices window appears,
listing each tape drive, its status and location,
and the name of the inserted tape. Insert the tape
if you have not done so.

Once you know the name of a tape, use a soft-
tip pen and the manufacturer’s adhesive labels
to identify the tape cartridge.

Can | use my audio DAT or DV camera
deck for backup?

No.

Can | use audio DAT tapes in a DAT drive?
No. While audio-grade DAT tapes can be used
in some computer DAT drives, we recommend
data-grade media. Data-grade tapes must pass
more stringent testing than audio-grade tapes.
More recent computer DAT drives recognize
only Media Recognition System (MRS) data-
grade tapes.

Miscellaneous Questions

In summary windows and browsers, why
do the file sizes reported by Retrospect
differ from the Windows Explorer?

The discrepancy in size is due to the difference
between any given file’s logical size and its
physical size. The logical size of a file is the ac-
tual number of bytes the file contains. The
physical size is the amount of space the file oc-
cupies on a hard disk or other volume. This
physical size varies for a given file depending
upon where you store the file (for example, on a
floppy disk or a hard disk). Retrospect reports a
consistent size based on the physical size of a
file, regardless of where you store the file.
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How do | get rid of a Backup Set | don’t
need anymore?

Click Configure>Backup Sets. In the Backup
Set selection window, select the Backup Set to
be removed and click Forget from the toolbar.
This removes the Backup Set from the destina-
tion lists of all your scripts. To remove a
Backup Set completely, you must also drag the
Backup Set’s Catalog File to the recycle bin
with Windows Explorer.

How do | get rid of a volume that no longer
exists?

Click Configure>Volumes. In the volume se-
lection window, select the volume to be
removed and click Forget from the toolbar. This
removes the volume from the source lists of all
your scripts.

When | quit Retrospect, how can | prevent
the message that tells me the next time
Retrospect will execute?

Click Configure>Preferences. Select the Notifi-
cation Alerts Preferences category and turn off
Check validity of next script.

Where are my scripts stored?

Your Retrospect scripts are stored in the
Config70.dat file.The Config70.dat and file can
be found either in the same folder as the Retro-
spect application, or in ../Documents and
Settings/All Users/Application Data/
Retrospect.

Many other customizations you make to Retro-
spect are stored there as well.

RETROSPECT ERROR
MESSAGES

When Retrospect detects compare errors while
backing up, write errors while retrieving, or
read errors while retrieving or verifying, it
opens a browser displaying the files involved.
The execution errors browser may be printed
for reference, or copied and pasted into another



browser for easy re-selection. Look in the Oper-
ations Log for the error message associated with
each file and act appropriately.

When Retrospect is performing operations over
the network, either the client or the backup
computer can generate errors, which are then re-
ported by Retrospect on the backup computer.
In general, errors that are reported at the client
occur when the Retrospect client software sur-
veys the system and determines that Retrospect
will not be able to use it over the network.

Catalog out of sync

Retrospect was unable to update the Catalog the
last time it copied data to this Backup Set.

This may have been due to equipment failure or
power failure, or was caused by a full disk or by
a lack of memory.

If updating the Catalog does not eliminate the
“Catalog out of sync” error Retrospect cannot
add files to that tape. You have three options:

* Perform a Recycle backup, which resets the
Catalog and erases the media, removing its
existing backup files.

* Skip to a new member using the Media
Action button (page 236), forcing
Retrospect to use a new piece of media for
the next backup.

* Create a new Backup Set and do a backup to
new media.

Resynchronizing (slow)

When Retrospect reports this message during a
Catalog update or a Backup Set recreation, the
Backup Set medium in use may be damaged.

If this message appears for more than about fif-
teen minutes, stop the recataloging or recreation
and save the partial session. You will not be
able to add any more data to the medium. The
next backup to this Backup Set will require a
new or erased medium.

This error can indicate device communication
problems. See "FireWire and USB Device Is-
sues" on page 296, and "SCSI Issues" on page
297.

Bad Backup Set header

Retrospect encountered a missing or damaged
file header, which contains information such as
the file’s name and size.

This error can indicate device communication
problems. See "USB/USB 2.0" on page 31, and
"SCSI Issues" on page 297.

Content Unrecognized

Retrospect can see data on the medium, but the
data is not recognized as data formatted by Ret-
rospect. With a removable cartridge, the
unrecognized content most likely is other files,
which you may not want to lose.

WARNING: When a floppy, Zip, Jaz,
SuperDisk, DVD-RAM, or MO disk shows as
Content Unrecognized, use caution. Any files
on a disk are permanently removed when
Retrospect uses the disk in an operation with a
disk Backup Set.

For tapes this usually means that the tape was
damaged, used by an incompatible backup pro-
gram, or used with an incompatible drive. This
often results with tapes used with hardware
compression drives then used with drives which
do not support the same hardware compression.
Do the following to troubleshoot:

» Make sure the tape cartridge you are
inserting is compatible with your tape drive.
For example, DDS-4 150 meter tapes cannot
be read by DDS-1, -2, or -3 drives. Refer to
the EMC Dantz web site for current
information on tapes that each tape drive
supports.

* Clean your tape drive and continue to clean
it according to your drive vendor’s
recommendations. Tape drives need to be
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cleaned regularly with special cleaning
cartridges (see page 42).

Check if other tapes also show as content
unrecognized. If only one tape does then
either it is damaged, it has been written to by
other backup software, or it was created in a
different, incompatible tape drive. If all
tapes are unrecognized, then they were
either all created in a different tape drive,
there is a problem with your SCSI
configuration, or your tape drive may be
broken. See "SCSI Issues" on page 297 for
detailed instructions on troubleshooting
your SCSI bus.

If possible, try your tape or tapes in a
compatible tape drive. If tapes are
recognized in one drive but not another of
the same type, it is possible that one drive
needs repair. Contact your drive vendor for
advice before assuming a drive needs repair.

Media too different

Retrospect reports that your media is too differ-
ent in two cases:

* You are trying to append to a tape Backup
Set that is damaged. If you crashed or
experienced a power failure while last
writing to your tape and are now getting this
error when trying to append, your Backup
Set is damaged. You will not be able to
append to this Backup Set, but you can
retrieve all files from it. Create a new set, or
do a Recycle backup to this set if you wish
to start over. The media is not damaged, but
the Backup Set is damaged such that
Retrospect cannot append to it.

You are trying to append to a tape Backup
Set using a drive with a different kind of
mechanism. Use similar drives when
creating mixed drive Backup Sets.

Verification Errors

The following messages indicate an error while
comparing to verify files:
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* File “Home.html”: different modify date/
time

* File “Bore Dimensions”: didn’t compare at
offset 263,078

A verification error occurs during verifying
when Retrospect determines a file it copied to
the destination is not identical to the file copied
from the source. The file in question is not con-
sidered valid in the destination. If this happened
during a backup, for example, Retrospect would
try to copy the file again during the next Normal
backup to this Backup Set.

When you know the file was in use at the time
the copying was done, a verification error is
usually nothing to worry about. It simply means
the file changed between backup and verifica-
tion. Verification errors that mention offsets
usually indicate problems with the communica-
tions bus. See "SCSI Issues" on page 297.

Media request timeout after waiting

This is how the Operations Log reports error
—1204 (user didn’t respond).

Failure Notification

Retrospect experienced a major problem not
due to normal errors or circumstances. When
this happens, Retrospect creates an error log in
the Retrospect folder named “assert log.utx”.

If you experience one of these errors restart
your computer and try to do what you were do-
ing when the error occurred.

RETROSPECT ERROR NUMBERS

If Retrospect is unable to complete an opera-
tion, it will display an alert with an error
number. This section explains some common
error numbers in greater detail.

—102 (trouble communicating)
The backup computer lost contact with the
backup device.



Check the communications bus and device ca-
bling, termination, and settings. See "FireWire
and USB Device Issues" on page 296 and "SCSI
Issues" on page 297.

—107 (out of application memory)
Effectively the same as error —625.

—203 (hardware failure)

The backup device is having problems because
of a bad medium, a communications problem,
or a mechanical error.

If the error occurs only when you use a particu-
lar medium, that medium is probably damaged.
Try using a new medium. If the error occurs
when you use any medium, you may have a
problem with your communications bus or de-
vice. Try turning off the backup device and
computer for two minutes and then turning
them back on again.

See "FireWire and USB Device Issues" on page
296 and "SCSI Issues" on page 297.

—204 (device busy)

This error will likely occur if you store the Cat-
alog for a disk Backup Set on a disk used as a
member of that Backup Set. Keep the Catalog
on your hard disk.

—205 (lost access to storage media)
Usually indicates the communications bus was
reset during a backup, causing Retrospect to
lose contact with the medium.

This error usually indicates a communications
bus problem and may be accompanied by an er-
ror —102 (trouble communicating). If error—102
accompanies error —205, see "FireWire and
USB Device Issues" on page 296 and "SCSI Is-
sues" on page 297.

If error —102 does not accompany error —205
and communication problems have been ruled
out, the next step is to check for media failure on
the source volume.

Some hard drives reset the bus when they sense
they are experiencing a media failure. Try test-
ing the hard drive with the software that was
originally used to format it.

—206 (drive reported a failure, dirty heads,
bad media, etc.)

There is trouble reading from or writing to the
Backup Set medium. This error is always gener-
ated by the backup device, and is usually due to
one of four causes.

* The media is physically defective and needs
to be replaced. Try using a different
medium.

The heads on the tape drive are dirty and
need to be cleaned. Consult the manual that
came with your tape drive or contact the
drive manufacturer for cleaning
recommendations.

Another device is causing interference. If
you have a drive immediately next to
another electronic device, try moving the
devices further apart. Try removing one or
more devices temporarily to see if there is
some other device conflict. Try using your
backup device on another computer to see if
interference is caused by your monitor or
other nearby electronic devices. Also see
"FireWire and USB Device Issues" on page
296 and "SCSI Issues" on page 297.

Retrospect can also report error —206 when
a crash or power failure interrupts the
backup computer or tape drive. Some tape
drives require an end of data (EOD) marker
on a tape to append data. If a tape does not
have an EOD marker Retrospect may report
error —206 when it next tries to append to the
tape. Tape drives are responsible for writing
EOD markers, but a drive may not get the
chance if you shut down or restart the
backup computer or the power is
interrupted. Lacking an EOD, the tape will
later produce error —206 when you try to
append (write data) to it with Retrospect.
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* To avoid problems, take the following
precautions: do not disable the Verification
option in scripts and immediate operations;
let the tape drive fully rewind or eject the
tape before you power off or restart the
computer; and if the computer crashes, try to
eject the tape (using the drive’s eject button)
before restarting or turning off the computer.

When Retrospect reports error —206 on a tape
because it lacks an EOD marker, that tape is un-
usable for future appends until you erase it,
though it is not physically damaged and you can
use it to restore. The tape cannot be repaired
with Retrospect’s repair tool. To use the tape for
additional backups or archives, you must first
either reset the tape’s Backup Set from
Configure>Backup Sets or erase the tape from
Configure>Devices.

When the error persists on multiple media and
you have eliminated the above possibilities, the
device may be failing. Contact the vendor.

-503 (backup client turned off)

The client was turned off by the user at the cli-
ent computer before the operation started. The
Retrospect Client control panel will automati-

cally turn on when that client is restarted.

-505 (backup client reserved)

The client is in use by another backup comput-
er. A client may be used by only one backup
computer at a time.

This can also happen when the backup comput-
er or client computer crash during an operation.
Restart both computers.

—507 (incorrect password)

Make sure you are properly typing the pass-
word. It is case sensitive, so you must type the
password’s proper upper case and lower case
letters. Make sure you are entering the pass-
word for the client, not a license code.
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If you cannot remember the password for a cli-
ent, you must uninstall the Retrospect Client
software, reboot the client computer, and then
reinstall the client software with a new
password.

-508 (access terminated)

The client user has turned off the Retrospect
Client control panel during the operation. When
this occurs, the backup computer logs the error
and moves on to the next client.

-515 (piton protocol violation)

Retrospect sees its data is becoming corrupt
while being transferred over the network. It is
usually caused by a hardware failure.

Look for a pattern to these errors. If the problem
occurs only on one client, it is likely that there
is a problem with the client’s network connector
or its connection to the network. If the problem
happens on several clients with no coherent pat-
tern, the problem may be with the backup
computer’s network card or connection, or with
a gateway/router common to all network trans-
actions. See page 298 for more information.

-519 (network communication failed)

The backup and client computers ceased to
communicate, a situation which has many caus-
es and solutions, as detailed below.

A user shuts down a client during the backup, or
the client fails or is disconnected from the net-
work during a backup. Determine why the client
is failing or what part of the network communi-
cation link is failing (for example, a router,
bridge, hub, or individual network connector).
See the next item for help in determining if the
problem is due to a software conflict.

A user is using too many applications on the cli-
ent during the backup, or an application takes
up most of the computer’s processing power.
Schedule backups for periods when the client is
idle.



A network communication problem caused by
hardware or software is making transactions un-
reliable. A failed network connector on a client
will cause errors on that client. To determine
whether a failed network connector is causing
the problem, try switching connectors with a
nearby computer that is not experiencing prob-
lems. See "Network Troubleshooting
Techniques" on page 298.

A bad or failing hard disk is hanging the client
computer. If the hard disk read light on the cli-
ent is stuck “on,” and not blinking, and the
client must be restarted before it will work, the
client has a failing hard disk or a bug in the hard
disk’s firmware or software. For the hard disk
that is hanging, update its driver to the latest
version from its vendor. Then try running a
disk-checking program.

Your network software is incompatible with
your network hardware. Use the latest network
software which matches your network hardware
because older software might have problems.

Windows: Two different bugs in Windows 95
can cause the client to lose contact with Retro-
spect. Make sure the TCP/IP fix and Winsock

2.0 have been installed on Windows 95 clients.
See "Working with Windows Clients" on page
180 for details.

Mac OS: An extension or some other software
on the Macintosh has broken the network con-
nection. Make sure you are not using software
applications which prevent communication,
such as older versions of security or compres-
sion programs that are active during a backup.
Try starting up the Macintosh with the Retro-
spect Client control panel turned on, but all non-
Apple extensions turned off.

This error may be caused by a problem with
built-in Ethernet on all non-G3 PC I-based
Mac OS computers. It tends to occur during
large data transfers on a busy network. One so-

lution is to upgrade to Mac OS 8.6, which has a
new extension that fixes the problem. Another
solution is to install and use third-party Ethernet
cards. For more information, use the
knowledgebase on the EMC Dantz web site to
search for “PCI networking.”

-525 (name/login conflict)

Usually this error appears when a client has
been uninstalled and re-installed or replaced by
client software which is not logged in.

On the backup computer, go to Configure>
Clients, select the client experiencing the prob-
lem, then Forget the client. Click Add to go to
the live network window and add the client of
the same name. Add the client to your scripts.

-527 (backup client was renamed)
Another backup administrator has renamed a
client from another backup computer. Simply
configure the client again to update the name in
your own client database.

—-530 (backup client not found)

Retrospect cannot find the client computer on
the network. Make sure the client computer is
connected to the network and turned on and that
it is not powered off by energy saving software.
If it is a mobile computer make sure it has not
been “suspended” or put into “sleep” mode.
(Restart a suspended Windows computer to let
Retrospect see it.) Make sure the client has the
most recent version of the Retrospect client
software and that the client software loads at
startup.

If not, follow the suggestions provided for the
error "Client service not loaded at system start-
up" on page 317 or "Retrospect Client not
loaded at system startup" on page 319.

Test the connection between the backup com-
puter and the client by using Properties from
Configure>Volumes. If it can connect with the
client, Retrospect displays its measured transfer
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rate in kilobytes per second. Also, try pinging it
(see "Testing and Pinging to Verify TCP/IP
Communication" on page 298).

If this error occurs with a Windows 95 client it
may be caused by a bug in the operating system.
Microsoft’s Winsock 2.0 update fixes the prob-
lem. It is available free from Microsoft at:
http://www.microsoft.com/windows95/
downloads/contents/wuadmintools/
s_wunetworkingtools/w95sockets2/default.asp

—540 (trouble creating service)

Retrospect could not properly access a Win-
dows client. The error usually occurs with
Windows 95 clients that do not have Winsock
2.0 installed. Retrospect requires Winsock 2.0
to back up Windows 95 clients.

If the client already has Winsock 2.0 installed

under Windows 95, or it is running a different

Windows operating system, a required DLL or
system component on the client may not be in-
stalled. Reinstall the client software.

—541 (backup client not installed or not
running)

The backup computer can see the client com-
puter at the IP address but no client software is
operational.

Make sure the client computer is turned on and
that it is not powered off by energy saving soft-
ware. If it is a mobile computer make sure it has
not been “suspended” or put into “sleep” mode.
Restart it and try again.

Open the Retrospect Client control panel and
examine its Status field for an error message

about why the client software is not working.
You may need to reinstall the client software.

If the backup computer has more than one
Ethernet card, that might also be the source of
the problem. See “Troubleshooting multiple
ethernet cards on a Retrospect Client running
Windows” in the EMC Dantz Knowledgebase
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(www.emcdantz.com/knowledgebase) for more
information.

—625 (not enough memory)

There is not enough memory available to Retro-
spect for it to continue the operation. This error
occurs most often when scanning volumes and
Catalogs.

Retrospect may report this error when other ap-
plications are using most of the memory or your
computer does not have enough RAM installed.

Try exiting your other applications, restarting,
or adding more virtual memory swap space to
make more memory available to Retrospect.
Repeat the operation which brought about the
error.

If your edition of Retrospect is capable of run-
ning multiple simultaneous executions, EMC
Dantz recommends the following:

* 2 execution units, 512 MB RAM
* 4 execution units, 1 GB RAM
« 8 execution units, 2 GB RAM

If you are following these guidelines and still
encountering error -625, try reducing the num-
ber of execution units. See "General
Preferences" on page 244.

—641 (chunk checksum didn’t match)
One of Retrospect’s files, likely a Catalog, is
corrupt.

To check whether a Catalog is corrupt, set up a
restore by searching on a blank file name so
Retrospect scans all files in the Catalog. If the
error occurs, you know this Catalog is corrupt.

If the error occurs during a backup or archive,
you need to rebuild the Catalog (see page 280)
of the destination. After the Catalog is recon-
structed, reselect this Backup Set in your
scripts. If the error occurs when you launch Ret-
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rospect, see "Retrospect crashes while it is
being launched." on page 289.

-1004 (database backup/restore error)
The database API reported an error.

In the operations log, the lines immediately pre-
ceding this error explain specifically what the
API reported to Retrospect.

—1017 (insufficient permissions)
This error indicates that Retrospect was not able
to access a volume during the backup operation.

This can happen when doing a scripted backup
of a volume via Microsoft networking rather
than a Retrospect Client.

Permission errors can occur under the following
conditions:

* When the script was created you were
logged in as user X. At the time of backup
you are logged in as user ¥ who does not
have permission to connect to the source
server.

* When the script was created you were
logged in as user X. At the time of backup
you are not logged in.

This error can also occur when backing up to or
from mapped network drives. If you receive this
error when running scripts that involve mapped
network drives, it is because the Retrospect
Launcher service (the service that allows Retro-
spect to auto launch) needs to be configured to
log on to the drives as a user with the appropri-
ate privileges.

See the EMC Dantz Knowledgebase
(www.emcdantz.com/knowledgebase) for in-
formation on how to avoid -1017 errors in all
these situations.

-1020 (sharing violation)
The file cannot be accessed because it is in use.

Another application or the operating system
may have the files open, preventing Retrospect
from accessing them. Exit the application that
owns the busy file.

It is possible this error was reported on insignif-
icant files and you can just ignore it.

-1101 (file/directory not found)
Retrospect cannot find a file.

This usually means you or someone moved or
deleted one or more files and folders while an
operation was in progress.

If this error occurs because a Backup Set’s Cat-
alog File was moved and Retrospect asks you
where it is, use the file selection dialog to navi-
gate through files and folders and point out the
new location of the Catalog to Retrospect.

Try backing up again. If this error continues to
occur, run a disk checking utility to check for
possible directory corruption.

-1102 (drive missing/unavailable)
Retrospect cannot find the drive.

This error occurs with Subvolumes when the
folder has been moved or deleted.

-1110 (general i/o failure)
A media problem occurred on a source volume.

Try verifying your source volume using a disk
utility or the formatting program that came with
your hard drive. Use ScanDisk on a Windows
computer. On a Macintosh, use Drive Setup’s
Test command and Disk First Aid.

-1111 (locked range conflict)

A file is open by another application or service,
using a lock range, preventing Retrospect from
backing it up.

Try stopping the application before starting
backups and resuming it afterward. Consider
using Retrospect’s external scripting ability

CHAPTER 11 + PROBLEMS AND SOLUTIONS 315


http://www.emcdantz.com/knowledgebase

(see page 283) to automatically stop and resume
the other application.

—1115 (disk full)
A volume has little or no available storage
space.

There are three causes of this error:

* You are restoring or duplicating more files
than will fit on the destination volume.

* Retrospect is updating a Backup Set Catalog
and the volume on which it is saved runs out
of room.

* You are backing up to a file Backup Set and
the destination volume runs out of free
space.

Go to the Windows Explorer and make more
space on the full hard disk by removing unnec-
essary files and emptying the recycle bin. Try
marking fewer files to restore or duplicate, or
select a larger destination volume. Use Catalog
compression (see page 236) to make your Cata-
logs use less space.

—1204 (user didn’t respond)

Retrospect could not find a requested disk or
tape before the media request timeout period
elapsed.

Turn off the media request timeout preference
(see page 248) so Retrospect waits indefinitely
for the requested media.

—2241 (Catalog invalid/damaged)
Effectively the same as error —641.

—2247 (snapshot not found)

Retrospect could not find the requested Snap-
shot on the medium. For more information, see
page 294.

—3047 (disk inactivity threshold not met)
You may see this error when using the Open
File backup add-on. Open File Backup requires
a period of inactivity on the source volume’s
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disk (disk inactivity threshold) in order to accu-
rately copy open files. The disk inactivity
threshold is the amount of time Retrospect waits
for the source disk to be idle in order to proceed
with Open File Backup. When the threshold is
reached, Retrospect waits again until the retry
timeout occurs. The default threshold is 5000
milliseconds.

First, try reducing the threshold to a smaller
number. See "Windows Open Files Options" on
page 228.

For other suggestions, see "Open File Backup
Tips" on page 253.



RETROSPECT CLIENT ERRORS

When backing up clients, you can also get error
message on the client side. The errors appear in
the client control panel on the client computer.

Windows Client Control Panel Errors

When everything is set up normally and no er-
rors have occurred, the control panel’s Status
tab should say “Ready” or “Waiting for first ac-
cess” in the Status field. Below the status is the
History area with information about the most re-
cent operation or error messages.

Client service not loaded at system startup

If the status shows this error message, examine
the history field for one of the messages from
Table 11-2 below, then proceed as indicated.

There are a few possible reasons (in addition to
those in the table) why the client software may
not load at startup.

* The client software files are not in their
proper location. The client software must be
in the location you specified during the
installation. Put it back in place or run the
Setup program to reinstall the software. Log
in as the administrator or another user with
full access privileges when you install.

* The client’s service was terminated. This is
unusual. You may be able to run
Retroclient.exe to get the service operating,
but because you do not know what
terminated the service in the first place, it is
best to restart the client computer.

Message

Action/Comment

Retrospect Client startup error: Winsock
initialization failed.

There is a problem with the Winsock network interface. The
file WINSOCK.DLL or WSOCK32.DLL may be an incorrect
version (e.g., a non-standard Winsock). Re-install the DLL
from the Microsoft Windows installation media.

Retrospect Client startup error: Protocol
initialization failed. Make sure protocol is
working.

Make sure the computer is using a valid IP address.

Retrospect Client startup error: Initializa-
tion failed. Make sure IP protocol is
installed.

Install the TCP/IP network protocol from the Microsoft Win-
dows installation media.

Table 11-2: Windows client control panel startup errors.
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UNIX Client Control Panel Errors
When everything is set up normally and no er-
rors have occurred, the control panel’s Status
tab should say “Ready” or “Waiting for first ac-

cess” in the Status field. Below the status is the
History area with information about the most re-
cent operation or error messages.

Message

Action/Comment

“JAVA_HOME is set to an invalid
location”

JAVA_HOME represents the path to
JAVA_HOME.

A symbolic link to /usr/bin/java does not exist or the JAVA_HOME
variable in RetroClient.sh is not set to the correct location. Install
Java if it is not installed. If Java is installed then follow the steps
below.

The RetroClient.sh file assumes that there is a symbolic link to the
Java executable from the /usr/bin/folder. If this link does not exist,
there are two ways of correcting the problem:

1) Create it:

su to root

cd /usr/bin

In —s /usr/jdk1.3/bin/java java

Make sure that “/usr/jdk1.3/bin/java” reflects the path to the java
executable where it was installed on your machine.

2) Change the line “JAVA_HOME=/usr/bin” to point at the “bin”
folder of your Java installation folder.

“Either RETROSPECT_HOME or DIS-
PLAY is not set!”

RETROSPECT_HOME represents the
path to RETROSPECT_HOME. DIS-
PLAY represents the DISPLAY value.

During installation, RETROSPECT_HOME should have been set
to the location of the installation, typically /usr/local/dantz/client. If
this is defined and exported in /etc/profile then the user can just
load the file with “./etc/profile” from the terminal where they want
to start the Client Control Panel.

“Critical file missing.”

Critical files missing from RETROSPECT_HOME path (either ret-
rocpl or retrospect.jar).

If these files have been moved, move them back to the
RETROSPECT_HOME path. If these files are not present, re-
install the client.

“Error obtaining network status.”

Indicates that the client is not running. The Client Control Panel
cannot display client information until the client is started.

Start the client.

Table 11-3: UNIX client control panel errors.
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Mac OS Client Control Panel Errors
When everything is set up normally, and no er-
rors have occurred, the Retrospect Client
control panel should say “Ready” or “Waiting
for first access” in the Status field. Below the
status is the History area with information about
the most recent operation or error messages.

Retrospect Client not loaded at system
startup

If the message “Retrospect Client not loaded at
system startup” is followed by one of the expla-
nations in Table 11-4 below, proceed as
indicated.

If this message appears by itself in the Status ar-
ea, there are several possible causes.

» The Retrospect Client control panel file is
not in its proper location. Place it in the
Control Panels folder within the System
Folder.

* You have not restarted the client after
installing the Retrospect client software.
Restart the client.

* You held down the Shift key when you
restarted the client Macintosh, which
prevented extensions from loading. Restart
without holding down Shift.

* You have an extensions manager program
that specifies that the Retrospect Client
control panel not be loaded. Open the
extensions manager and ensure the
Retrospect Client control panel gets loaded
at startup.

* Another control panel or system extension is
conflicting with the Retrospect Client
control panel. Test for a conflict by
temporarily removing several system
extensions and control panels from the
System Folder, leaving the Retrospect
Client control panel and standard Apple
extensions then restarting the client
Macintosh. After restarting, open the

Retrospect Client control panel. If you see
the message “Ready” or “Waiting for first
access,” you know one of the items you
removed prevented the Retrospect Client
control panel from loading. You may avoid
the conflict by making the Retrospect Client
control panel load first on startup by
replacing the © symbol in its name with a
space.
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Message

Action/Comment

ROM or System Version too
old

The Macintosh appears to be an antique, hopelessly incapable of running the
modern networking software required for use as a client of Retrospect Backup
for Windows. It is not even able to run the long-obsolete networking software
required for use as a client of a ten-year-old version of Retrospect for
Macintosh.

AppleTalk version too old

The Macintosh is trying to use AppleTalk, not TCP/IP. Verify that it meets the
system requirements then install Open Transport and set up TCP/IP
networking.

AppleTalk turned off

The Macintosh is trying to use AppleTalk, not TCP/IP. Verify that it meets the
system requirements then install Open Transport and set up TCP/IP
networking.

ADSP not installed

The Macintosh is trying to use AppleTalk, not TCP/IP. Verify that it meets the
system requirements then install Open Transport and set up TCP/IP
networking.

No Chooser Name specified

The Macintosh appears to be an antique, hopelessly incapable of running the
modern networking software required to use it as a backup client with any Ret-
rospect Backup edition for Windows. However, you can back it up with
Retrospect for Macintosh.

No computer name or owner
name specified in file shar-
ing settings

For System 7.x, open the Sharing Setup control panel. For System 8 or later,
open the File Sharing control panel. Enter computer and owner names then
restart.

Network Name conflict:
“Name”

Another client on the network is already installed with this Owner Name. Trash
the Retrospect Client control panel and install a fresh copy.

Open Transport TCP/IP not
installed

Install Open Transport and set up TCP/IP networking.

Mouse button held down

Holding down the mouse button during startup inactivates the control panel.

Doesn’t run under A/UX

The Retrospect Client control panel cannot be used on a Macintosh running
under A/UX.

Your activator code con-
flicts with John Doe
(123.45.67.8). Please tell

your backup administrator.

Forget one of the clients, trash its Retrospect Client control panel, then install
Retrospect client software version 4.2 or later. Upgrade all older clients to pre-
vent recurring errors.

Table 11-4: Mac OS client control panel startup errors.
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RETROSPECT SUPPORT

Retrospect provides built-in access to a number
of useful resources. From the Retrospect Help
menu, you can access:

* Online help contents page. Fully-
searchable and indexed guide to using
Retrospect.

Retrospect Read Me. Tips, late-breaking
information, known issues, and
workarounds.

EMC Dantz Web Site. EMC Dantz’s home
on the Internet. To access EMC Dantz’s web
site directly, go to www.emcdantz.com.

Online Knowledgebase. Searchable
database containing answers to frequently
asked questions about Retrospect-related
terms, error messages, and troubleshooting
techniques. To access the Knowledgebase
directly go to www.emcdantz.com/
knowledgebase.

Supported Devices. Searchable backup
hardware compatibility database provides
information of which devices Retrospect
supports. To access supported devices
information directly, go to
www.emcdantz.com/supporteddevices.

Retrospect Updates. Product downloads
for Mac OS and Windows products,
upgrades, and updates. To access Retrospect
updates directly, go to www.emcdantz.com/
updates.

EMC Dantz Support. Support section of
the EMC Dantz web site. Includes links to
tutorials, user forums, etc. To access the
support section directly, go to
www.emcdantz.com/support.

All of these resources are available for free and
can help you solve problems quickly and effec-
tively to get the most out of Retrospect.

If you experience problems that you cannot
solve using these resources, EMC Dantz Tech-
nical Support is available to help. To learn more
about available support options, check EMC
Dantz’s support matrix at www.emcdantz.com/
support_matrix.

For information about contacting Technical
Support in the U.S. and Canada, as well as inter-
nationally, see www.emcdantz.com/
contactsupport.
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Log of Your Calls to Technical Support
Use the following form to keep track of calls to EMC Dantz Technical Support.

Registration Number:

Date Technical

Representative Problem/Solution
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SQL SERVER AGENT

REQUIREMENTS

* SECURITY

INSTALLATION

GENERAL USE

* BACKING UP

DATABASE BACKUP HISTORY
RESTORING

* DISASTER RECOVERY

The SQL Server Agent provides the ability to back up and restore Microsoft SQL servers.
Without the agent add-on, Retrospect cannot easily and reliably back up databases from a
running SQL server.

You can back up a SQL server locally, running the Retrospect application on the server

itself, or you can back up the SQL server as a Retrospect client, running the Retrospect
application on a different computer.
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REQUIREMENTS
There are different minimum requirements of

Retrospect, SQL, and Windows, as described
below.

SQL Server

The Retrospect SQL Server Agent works with
the following combinations of operating system
software and database software.

* SQL Server 2000 with Service Pack 3,
Windows Server 2003

* SQL Server 2000 with Service Pack 2,
Windows 2000 Server with Service Pack 2
or later

* SQL Server 2000 with Service Pack 2,
Windows NT 4.0 Server with Service Pack
6a

* SQL Server 7 with Service Pack 4, Windows
2000 Server with Service Pack 2 or later

* SQL Server 7 with Service Pack 4, Windows
NT 4.0 Server with Service Pack 6a

SQL Server Running Retrospect
Application

To use a SQL server as the backup computer,
running the Retrospect application on the server
itself, one of the following application licenses
is required:

* Retrospect Disk-to-Disk
* Retrospect Single Server
* Retrospect Small Business Server

* Retrospect Multi Server

You can upgrade the Retrospect application to a
more powerful edition by entering a license
code purchased from EMC Dantz.

SQL Server as Retrospect Client

To back up a SQL server as a client, the backup
computer must run Retrospect Multi Server (or
Retrospect Disk-to-Disk, Small Business Serv-
er, or Single Server, with a server client) under
one of the following operating systems:
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* Windows NT 4.0

* Windows 2000

* Windows XP

* Windows Server 2003

SECURITY

If you will also be using the Retrospect Ex-
change Server Agent add-on, please read
"Security" on page 334 for details on setting up
Exchange Server Agent security.

Numerous security measures prevent an unau-
thorized user from simply launching Retrospect
on the backup computer and backing up a SQL
server. You must prepare Retrospect to run in
the correct security context, or to access each
SQL server in the correct security context. This
involves configuring preferences in Retrospect
so that the application runs as a certain user with
sufficient privileges for the SQL server, or con-
figuring Retrospect to log in to each SQL server
individually using SQL authentication or do-
main authentication.

Regardless of whether you have yet installed or
run Retrospect, and regardless of how you pre-
viously set its security preference, follow these
instructions to ensure you can work with SQL.

Create and Manage User Logins

You must create a special login for use by Ret-
rospect and identify human users of Retrospect
as Backup Operators. These steps, which use
Active Directory Users and Computers (Win-
dows 2000 and 2003) or User Manager for
Domains (Windows NT 4.0), are described
below.

Create a Retrospect Backup User Account
Within the SQL server’s domain, create a login
dedicated for use by Retrospect, such as RBU
(for Retrospect backup user account).


http://www.emcdantz.com

Make this account a member of Domain Users,
Domain Admins, Administrators, and Backup
Operators.

Add Backup Operators

Make the accounts of human users of Retro-
spect members of Backup Operators. Any login
to be used with Retrospect on the backup com-
puter must be a member of Backup Operators or
Administrators.

Configure Retrospect Security
Preference

After configuring the Retrospect backup user
account, you must configure Retrospect to use
the new account. Although you can configure
Retrospect to run as a different domain user for
each SQL server, or to use a given SQL login
for each SQL server, it is easier and better to
configure a particular preference so Retrospect
runs as the Retrospect backup user for all SQL
servers. The following steps describe how to set
that preference. You can later configure differ-
ent SQL server logins.

Log in to the backup computer using an admin-
istrator-privileged login.

If you have not already done so, install Retro-
spect on the backup computer as described in
Chapter 1 » Getting Started.

Launch the Retrospect application.

If this is the first time you have run Retrospect
on the backup computer, the Getting Started
Wizard displays. It includes a screen on which
to enter user account information.
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If this is not the first time you have run Retro-
spect on the backup computer, click Configure
on the Retrospect navigation bar, then click
Preferences. In the Execution preferences
group, click Security.
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Choosing the User Login

In both the preferences window and the first-
launch user account window, the two radio but-
tons determine the user login under which the
Retrospect application executes.

“Run Retrospect as the logged-in user” does so
when you launch Retrospect manually (from the
Start menu or Windows Explorer). When Retro-
spect automatically launches (to execute a
script), it runs under the Local System account.
Neither is ideal for use with SQL, because back-
ups will likely fail due to lack of privileges.
Therefore, do not select this preference.

“Always run Retrospect as the specified user” is
the preferred setting for use with SQL. Click the
radio button to select this preference. Enter the
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Retrospect backup user name, password, and
domain.

When you click OK to accept the security pref-
erence change, Retrospect may ask you to
confirm your entry; click OK.

If Retrospect tells you the login is invalid, you
may have mistyped the domain user name or
password. Re-check the name and follow the
above steps starting at "Create a Retrospect
Backup User Account" on page 324.

When it verifies the specified domain user, Ret-
rospect tells you to exit the application and re-
launch for the change to take effect. Exit now
and log off the administrator before taking the
next step.

Verifying Proper Operation

Log in to the backup computer as a user who is
a member of Backup Operators. Launch Retro-
spect and take note of its application window
title, which includes the user the application is
running as. Though you are logged in to the
backup computer as a different user, the “user”
running the application is the Retrospect backup
user account.

Retrospect (GHOSTRIDER" rbu)

File Edit Run ‘Window Help

Local Administrator Privileges

When you tell Retrospect to always run under a
particular login, it assigns local administrator
privileges to the login if it has none.

With the security preference set as described
previously and a member of Backup Operators
or Administrators logged in to the backup com-
puter, Retrospect always runs with local
administrator privileges, at minimum.

This means a backup operator could exploit ad-
ministrator privileges in Retrospect to
manipulate files on the local computer.
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To provide additional security, consider using
Retrospect’s password protection preference to
control user access to the Retrospect
application.

INSTALLATION

If you have not already done so, install Retro-
spect on the backup computer as described in
Chapter 1 « Getting Started. Set the security
preference as described previously, under "Se-
curity" on page 324.

If you will use a SQL server as a Retrospect cli-
ent, install the Retrospect client software on that
computer. For details see Chapter 7 » Network
Backup.

Logging in the Client

If you are using a SQL server as a Retrospect
client, log in the client from the backup comput-
er. For details see Chapter 7 * Network Backup.

Licensing and Logging In
Choose License Manager from the Window
menu to see licensed components.

If SQL Database Backup is not listed, or if it is
listed with no available licenses, click Add and
enter a license code for SQL Database Backup.
(Click Purchase to get a code from EMC
Dantz.)

After adding a SQL Backup license, it is listed
as available for use. The next step is to use it.

Using a License

From the navigation bar, click Volumes to see
the volumes database window. Under My
Computer and Backup Clients are all the SQL
servers known to Retrospect.



&= Yohumes Dok abase [-I=] =]
O s| W w2 x| 2@
5 &) My Comganer
B - Py Rpotceh
500 Sarver (ot Beenesd
2L My Metmork Plases
g Dok Clieni
O Source Groups

Their icons are grayed out because they are not
yet licensed, as indicated by the text. Though
there is a license available in the license manag-
er, Retrospect does not know with which
servers you want to use it. You must apply a li-
cense to each server you wish to use with
Retrospect.

Click on the SQL server you want to work with,
which makes Retrospect ask whether you wish
to use an available license. Click OK. After a
moment, the “not licensed” tag disappears from
the SQL Server container.

If Retrospect does not do anything when you
click SQL Server, or it asks you to enter a login
for alocal (non-client) server, the logged in user
may not have sufficient privileges to access the
SQL server or the service may not be running.
Confirm the service is working and re-read "Se-
curity" on page 324 and set up security correctly
before trying again.

SQL Server Login for a Client

For a server that is a client of Retrospect, Retro-
spect asks you to enter SQL server login
information immediately after applying a
license.

Follow the steps below.

Logging in to a SQL Server

For each SQL server, Retrospect lets you spec-
ify an authentication method other than the
Retrospect backup user account.

For each SQL server that is a client of Retro-
spect, you must enter login information for the

SQL server immediately after applying its
license.

For a just-licensed client, Retrospect already
has the login window up. Otherwise, in the vol-
umes database window, select a SQL server and
click the Login as button on the toolbar.

Select an authentication method: Use SQL Au-
thentication, Use Domain Authentication, or
Use current RBU information (to authenticate
using the Retrospect backup user account you
supplied in the security preference). Enter the
login information for your selected authentica-
tion method.

If Retrospect does not display the SQL server
databases, or it tells you authentication failed,
the specified user may not have sufficient priv-
ileges to access the SQL server on the client
computer or the service may not be running.
Confirm the service is working and re-read "Se-
curity" on page 324 and set up security correctly
before trying again.

GENERAL USE

After licensing a SQL server, you can add it to
your scripts, working with it in source and des-
tination lists. You can also work with SQL
servers in the volumes database window.

NOTE: You cannot archive SQL data.

Working with a Volumes List

From the navigation bar, click Configure>
Volumes to display the Volumes Database win-
dow. Under My Computer and Backup Clients
are all the SQL servers known to Retrospect.

APPENDIX A - SQL SERVER AGENT 327



My twirk

Exchange Sarver (rot Moensad)
JiEstharge Malteroas (et ket
) My bk ok Maces
B Nackup CBent s
B Stnwie Groanns

For each SQL server there is a SQL Server con-
tainer under each computer operating as a SQL
server. If you are running Retrospect on the
server itself, the SQL container is under My
Computer.
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If you are not running Retrospect on the server,
the SQL container is under Backup Clients.
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If a SQL Server container’s icon is gray, or
nothing is nested beneath it, Retrospect may be
running as a user with insufficient privileges to
see the SQL server data. If you use the SQL
Server container in scripts they will fail when
executed. Re-read "Security" on page 324 and
set up security correctly.
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If a SQL Server container’s icon is colored and
one or more items are nested beneath it, Retro-
spect is running as a user privileged to see the
SQL server data. This means you set up the se-
curity correctly.

The SQL Server Container

Retrospect displays one SQL Server container
per SQL server. It appears under My Computer
when Retrospect is run locally on the server it-
self. For a SQL server that is a networked client
of Retrospect, its SQL Server container appears
under its computer’s client container.

A SQL Server container includes one or more
databases. Click the + or — controls of a SQL
Server container to expose or hide its contents.

Selecting a SQL Server container as a backup
source causes Retrospect to back up all of the
server’s databases.

If you do not wish to back up all databases with-
in a given server, you can select one or more
individual databases to be backed up. Individual
databases appear under the SQL Server
container.

Releasing a License

You can release Retrospect’s license of a SQL
server you no longer wish to back up or restore,
making the license available for other use with
other SQL servers.

Select a SQL container and click the Licensing
button on the toolbar. Retrospect asks whether
you wish to release the used license. Click OK
to release it.

After releasing a SQL license, SQL containers
and their databases become invalid in scripts.

BACKING UP

To back up a SQL server or a database, you can
use a backup script or you can initiate an imme-
diate backup. Each method uses the familiar



components of a backup: source, destination,
selection criteria, and options.

For the source, select any one or combination of
SQL Server containers and databases. Or, select
My Computer or Backup Clients to back up a
local SQL server or client SQL server,
respectively.

For the destination, select any one or combina-
tion of Backup Sets.

Retrospect ignores selectors when backing up
SQL databases. If your sources include both
non-database volumes and SQL databases, Ret-
rospect applies the specified selector to the non-
database volumes only.

The SQL Server options group lets you deter-
mine the type of backup Retrospect should
attempt for the source. Choose Full Backup,
Differential Backup, Log Backup, or Log Back-
up No Truncate.

Retrospect cannot do any other type of backup
unless the database has previously had a full
backup. In this case it automatically attempts a
full backup.

When implementing a scripted backup strategy,
you will have separate scripts for the different
backup types. For example, you might have a
full backup script scheduled to run on Fridays
and a differential backup script running daily.

For details on the available options, see "Win-
dows SQL Server Options" on page 229.

Recovery Model

You must ensure a given database uses a recov-
ery model (SQL 2000) or options (SQL 7)
compatible with your desired types of backup.
For example, Retrospect will report an error try-
ing to do a log backup of a SQL database that
uses the simple recovery model.

Backup Sets
Unlike backups of other data, database backups
are not necessarily self-contained within a sin-
gle Backup Set.

You are not assured you will be able to restore
a database Snapshot from one set of media, as is
the case with restoring files. Retrospect may re-
quire media from multiple Backup Sets to
restore a given database, depending on your
backup strategy and backup history.

DATABASE BACKUP HISTORY

Retrospect tracks each backup session of each
database. You can view the history of these
backups from Reports>Database Backup
History.
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The window lists all of Retrospect’s database

session Snapshots of each SQL database. (Ex-
change databases and storage groups are also

listed in this window.)

Using the buttons at the bottom of the window,
you can view the properties of a Snapshot, add
a database session from a Backup Set, or re-
move a Snapshot from this list.

Viewing the properties of a Snapshot shows you
the Backup Set media required to restore the
database.

APPENDIX A -+ SQL SERVER AGENT 329



RESTORING

To restore a SQL server or one or more databas-
€s, you can use a Script or you can initiate an
immediate restore. Each method uses the famil-
iar components of a restore: source database
Snapshot, destination server, chosen files (mes-
sages and folders from mailboxes only), and
options.

Restoring a Database

To restore a database from a SQL server back-
up, click Restore>Database (to initiate an
immediate restore) or create a Restore Database
script.
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For the source, select a database Snapshot from
which to restore.
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You can add and remove database Snapshots
from this list with the Add and Forget buttons.

Set the destination for the database to be re-
stored by selecting a SQL Server container.
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Click Options to specify execution options. For
details on the available options, see "Windows
SQL Server Options" on page 229 and "Restore
Database Options" on page 224.
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Notice how multiple sessions are listed below
the source database Snapshot if its most recent
backup was not the full backup type. This is be-
cause Retrospect has an execution option, on by
default, that causes it to restore each session
needed to completely restore the source.

Once your database restore operation is set up,
you can save the script or proceed with the im-
mediate restore.

DISASTER RECOVERY

After completely backing up a SQL server (sys-
tem volume and databases), you can recover
from a disastrous data loss.



First, follow the appropriate steps in "Restoring
the Backup Computer” on page 193. Next, fol-
low the steps below.

1. Restart Services

If you restored from a backup that used the
Retrospect Open File Backup add-on to back up
the SQL server (specifically, its master, model
and msdb system databases), follow this step. If
not, skip this step on continue with the next
step.

These databases allow the SQL service to start
after the SQL application has been restored.
After all partitions on the system have been
restored, verify the SQL services are running. If
a service is not running, start it from SQL
Server Service Manager or SQL Server
Enterprise Manager.

Ifa SQL server lost its registration in Enterprise
Manager, simply re-register it.

Skip the next step.
2. Rebuild then Restart Services

If you did not restore from a backup that used
the Retrospect Open File Backup add-on to
back up the SQL server (specifically, its master,
model and msdb system databases), follow this
step. If you did, skip this step and continue with
the next step.

Use the Microsoft Search utility to find the
rebuildm.exe utility on your system. Have your
Microsoft SQL installation CD available.

Because the SQL service will not start without
the master and other system databases, use the
rebuildm.exe utility to rebuild the databases.
Run the utility for each instance of SQL on the
system. After the system databases are restored,
verify the SQL service has started. Manually
restart the service if needed.

3. Restore Databases in Single User Mode

Start the SQL server in single user mode from
the SQL Server Enterprise Manager, not from
the command line. Right-click on the server and
choose Properties. Click Setup Parameters and

add new parameter -m. Stop and restart the SQL
service using SQL Server Service Manager.
The SQL server is now running in single user
mode and all services are running with the same
user ID.

Use Retrospect to restore only the master
database from its most recent database
Snapshot.

After completing the restore operation, remove
the -m option, then stop and restart the SQL
server to return to normal mode.

4. Delete Suspect Databases

After completing the previous step, there are
databases in the SQL Enterprise Manager that
are grayed out and marked as suspect. This is
because the master database contains a record
of all the databases for that server and any
databases which lack an associated data file are
suspect. Delete all suspect databases on SQL 7
servers to ensure the next step is successful.

5. Restore Databases

Use Retrospect to restore the msdb database,
then restore all other databases, always
restoring from the most recent database
Snapshot. After you have restored all SQL
databases for each SQL server, your system is
ready for use.

TIP: See the SQL Enterprise Manager logs for
details on errors reported by Retrospect.
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EXCHANGE SERVER AGENT

REQUIREMENTS

* SECURITY

INSTALLATION

GENERAL USE

* BACKING UP

DATABASE BACKUP HISTORY
RESTORING

* DISASTER RECOVERY

The Retrospect Exchange Server Agent provides the ability to back up and restore
Microsoft Exchange servers. Without the agent add-on, Retrospect cannot back up the
databases and mailboxes of Exchange stores.

You can back up an Exchange server locally, running the Retrospect application on the

server itself, or you can back up the Exchange server as a Retrospect client, running the
Retrospect application on a different computer.
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REQUIREMENTS

There are different minimum requirements of
Retrospect, Exchange, and Windows, as de-
scribed below.

Exchange Server

The Retrospect Exchange Server Agent works
with the following combinations of operating
system software and database software.

* Exchange 2003, Windows Server 2003

» Exchange 2003, Windows 2000 Server

* Exchange 2003, Windows 2000 Advanced
Server with Service Pack 3 or later

» Exchange 2000 with Service Pack 2 (SP3
optional), Windows 2000 Server with
Service Pack 2 or later

» Exchange 5.5 with Service Pack 4, Windows
2000 Server with Service Pack 2 or later

» Exchange 5.5 with Service Pack 4, Windows
NT 4.0 Server with Service Pack 6a

Exchange Server Running Retrospect
Application

To use an Exchange server as the backup com-
puter, running the Retrospect application on the
server itself, one of the following application li-
censes is required:

* Retrospect Disk-to-Disk
* Retrospect Single Server
* Retrospect Small Business Server
* Retrospect Multi Server

You can upgrade the Retrospect application to a
more powerful edition by entering a license
code purchased from EMC Dantz.

Exchange Server as Retrospect Client
To back up an Exchange server as a client, the
backup computer must run Retrospect Multi
Server (or Retrospect Disk-to-Disk, Small Busi-
ness Server, or Single Server, with a server

RETROSPECT USER’S GUIDE

client) under one of the following operating
systems:

* Windows NT 4.0

* Windows 2000

* Windows XP

* Windows Server 2003

SECURITY

Numerous security measures prevent an unau-
thorized user from simply launching Retrospect
on the backup computer and backing up an Ex-
change server. Because Exchange can only be
backed up and restored by a domain administra-
tor, you must prepare Retrospect to run in the
correct security context. This involves configur-
ing preferences in Retrospect so that the
application or Retrospect client software runs as
a certain user with sufficient privileges for the
Exchange server.

Regardless of whether you have yet installed or
run Retrospect, and regardless of how you pre-
viously set its security preference, follow these
instructions to ensure you can work with
Exchange.

Create and Manage User Logins

You must create a special login for use by Ret-
rospect and identify human users of Retrospect
as Backup Operators. These steps, which use
Active Directory Users and Computers (Win-
dows 2000) or User Manager for Domains and
(Windows NT 4.0), are described below.

Create a Retrospect Backup User Account
Within the Exchange server’s domain, create a
login dedicated for use by Retrospect, such as
RBU (for Retrospect backup user account).

Make this account a member of Domain Users,
Administrators, Backup Operators, and Domain
Admins. Also give it an Exchange mailbox. In
Exchange 5.5, you must use User Manager for


http://www.emcdantz.com

Domains and Microsoft Exchange Administra-
tor for some of these tasks.

Send an e-mail message to this Retrospect back-
up account to initialize it in Exchange.

Add Backup Operators

Make the accounts of human users of Retro-
spect members of Backup Operators. Any login
to be used with Retrospect on the backup com-
puter must be a Backup Operator or
Administrator.

Configure Retrospect Security
Preference

After configuring the Retrospect backup user
account, you must configure Retrospect to use
the new account. Although you could configure
Retrospect to run as a different domain user for
each Exchange server, it is easier and better to
configure a particular preference so Retrospect
runs as the Retrospect backup user for all Ex-
change servers.

Log in to the backup computer using an admin-
istrator-privileged login.

If you have not already done so, install Retro-
spect on the backup computer as described in
Chapter 1 * Getting Started.

Launch the Retrospect application.

If this is the first time you have run Retrospect
on the backup computer, the Getting Started
Wizard displays. It includes a screen on which
to enter user account information.

Gertting Started with Retrospest
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If this is not the first time you have run Retro-
spect on the backup computer, click Configure
on the Retrospect navigation bar, then click
Preferences. In the Execution preferences
group, click Security.
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Choosing the User Login

In both the preferences window and the first-
launch user account window, the two radio but-
tons determine the user login under which the
Retrospect application executes.

“Run Retrospect as the logged-in user” does so
when you launch Retrospect manually (from the
Start menu or Windows Explorer). When Retro-
spect automatically launches (to execute a
script), it runs under the Local System account.
Neither is ideal for use with Exchange, because
backups will likely fail due to lack of privileges.
Therefore, do not select this preference.

“Always run Retrospect as the specified user” is
the preferred setting for use with Exchange.

APPENDIX B « EXCHANGE SERVER AGENT 335



Click the radio button to select this preference.
Enter the Retrospect backup user name, pass-
word, and domain.

When you click OK to accept the security pref-
erence change, Retrospect may ask you to
confirm your entry; click OK.

If Retrospect tells you the login is invalid, you
may have mistyped the domain user name or
password. Re-check the name and follow the
above steps starting at "Create a Retrospect
Backup User Account" on page 334.

When it verifies the specified domain user, Ret-
rospect tells you to exit the application and re-
launch for the change to take effect. Exit now
and log off the administrator before taking the
next step.

Verifying Proper Operation

Log in to the backup computer as a user who is
a member of Backup Operators. Launch Retro-
spect and take note of its application window
title, which includes the user the application is
running as. Though you are logged in to the
backup computer as a different user, the “user”
running the application is the Retrospect backup
user account.

Retrospect {(GHOSTRIDER  vbu)

File Edit Run ‘Window Help

Local Administrator Privileges

When you tell Retrospect to always run under a
particular login, it assigns local administrator
privileges to the login if it has none.

With the security preference set as described
previously and a member of Backup Operators
or Administrators logged in to the backup com-
puter, Retrospect always runs with local
administrator privileges, at minimum.

This means a backup operator could exploit ad-
ministrator privileges in Retrospect to
manipulate files on the local computer.
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To provide additional security, consider using
Retrospect’s password protection preference to
control user access to the Retrospect
application.

INSTALLATION

If you have not already done so, install Retro-
spect on the backup computer as described in
Chapter 1 « Getting Started. Set the security
preference as described previously, under "Se-
curity" on page 334.

If you will use an Exchange server as a Retro-
spect client, install the Retrospect client
software on that computer. For details see
Chapter 7 » Network Backup.

Logging in the Client

If you are using an Exchange server as a Retro-
spect client, log in the client from the backup
computer. For details see Chapter 7 ¢« Network
Backup.

Licensing
Choose License Manager from the Window
menu to see licensed components.

If Exchange Database/Mailbox Backup is not
listed, or if it is listed with no available licenses,
click Add and enter a license code for Exchange
Database/Mailbox Backup. (Click Purchase to
get a code from EMC Dantz.)

After adding an Exchange Backup license, it is
listed as available for use. The next step is to use
it.

Using a License

From the navigation bar, click Volumes to see
the volumes database window. Under My

Computer and Backup Clients are all the Ex-
change servers known to Retrospect.
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Their icons are grayed out because they are not
yet licensed, as indicated by the text. Though
there is a license available in the license manag-
er, Retrospect does not know with which
servers you want to use it. You must apply a li-
cense to each server you wish to use with
Retrospect.

Click on the Exchange server you want to work
with, which makes Retrospect ask whether you
wish to use an available license. Click OK. Af-
ter a moment, the “not licensed” tags disappear
from the Exchange Server container and its at-
tendant Exchange Mailboxes container.

If Retrospect does not do anything when you
click Exchange Server, the logged in user may
not have sufficient privileges to access the Ex-
change server or the service may not be
running. Confirm the service is working and re-
read "Security" on page 334 and set up security
correctly before trying again.

Exchange Container Properties for a
Client

For a server that is a client of Retrospect, Retro-
spect will let you enter Exchange server
authentication information immediately after
applying a license.

Have Retrospect use the Retrospect backup user
account you supplied in the security preference.

If Retrospect does not display the Exchange
server contents, or it tells you authentication
failed, the specified user may not have suffi-
cient privileges to access the Exchange server
on the client computer or the service may not be

running. Confirm the service is working and re-
read "Security" on page 334 and set up security
correctly before trying again.

GENERAL USE

After licensing an Exchange server as described
previously, you can add it to your scripts, work-
ing with it in source and destination lists. You
can also work with Exchange servers in the vol-
umes database window.

NOTE: You cannot archive Exchange data.

Working with a Volumes List

From the navigation bar, click Configure>
Volumes to display the Volumes Database win-
dow. Under My Computer and Backup Clients
are all the Exchange servers known to
Retrospect.

Py Btevinb

For each Exchange server there is an Exchange
Server container and its attendant Exchange
Mailboxes container. There is one pair of con-
tainers organized under each computer
operating as an Exchange server. If you are run-
ning Retrospect on the server itself, the
Exchange containers are under My Computer.

= 2 My Computer
2259 Drive C (2]
= Exchange (M)
= 3 Exchange Server
@5 First Skorage Group
ﬂ Exchange Mailboxes

APPENDIX B « EXCHANGE SERVER AGENT 337



338

If you are not running Retrospect on the server,
the Exchange containers are under Backup
Clients.

= $ Backup Clients
= =} GhostriderClient
1229 Drive C (2]
=3 Exchange (M:)
B G4 Exchange Server
@5 Firsk Skorage Group
ﬂ Exchange Mailboxes

If an Exchange Server container’s icon is gray,
or nothing is nested beneath it, Retrospect may
be running as a user with insufficient privileges
to see the Exchange server data. You can use the
Exchange Server container in scripts but they
will fail when executed, and you cannot use Ex-
change Mailboxes. Re-read "Security" on page
334 and set up security correctly.

If an Exchange Server container’s icon is col-

ored and one or more items are nested beneath
it, Retrospect is running as a user privileged to
see the Exchange server data. This means you

set up the security correctly.

About the Exchange Virtual Drive

As part of its default installation, Exchange
2000 creates a virtual drive and maps it to the
drive letter M. This data on this drive is not use-
ful for backing up and restoring.

WARNING: Backing up the Exchange M:
drive will not back up your Exchange Server
and its data. Restoring to the Exchange M: drive
will not restore your Exchange Server and its
data.

In Retrospect, the Exchange M: drive appears
under the computer container (My Computer or
a client computer), but Retrospect does not in-
clude the Exchange M: drive when you use its
parent container in an operation. For example,
selecting a client container as a backup source
causes its C: drive hard disk to be backed up, but
not its M: virtual drive.

RETROSPECT USER’S GUIDE

Retrospect ignores the Exchange M: drive be-
cause it contains no data you can back up and
restore.

Instead use the Exchange Server and Exchange
Mailboxes containers as instructed under
"Backing Up" on page 340 and "Restoring" on
page 342.

The Exchange Server Container
Retrospect has one Exchange Server container
per Exchange server. It is under My Computer
when Retrospect is run locally on the server it-
self. For an Exchange server that is a networked
client of Retrospect, its Exchange Server con-
tainer appears under its computer’s client
container.

An Exchange Server container includes one or
more storage groups or databases. Click the + or
— controls of an Exchange Server container to
expose or hide its contents.

Selecting an Exchange Server container as a
backup source causes Retrospect to back up all
of the server’s databases or storage groups.

If you do not wish to back up all stores within a
given server, you can select one or more indi-
vidual databases or storage groups to be backed

up.

Individual Storage Groups

Individual databases (Exchange 5.5) and stor-
age groups (Exchange 2003, Exchange 2000)
appear under the Exchange Server container.

Each storage group includes one or more public
folder stores and one or more mailbox stores.
These stores are not otherwise visible in Retro-
spect but you can browse a storage group and
see its stores represented as database files.

Selecting an individual storage group as a back-
up source causes Retrospect to back up all of the
group’s public folder stores and mailbox stores.



You cannot isolate specific stores to be backed
up.

The Exchange Mailboxes Container
Retrospect has one Exchange Mailboxes con-
tainer per Exchange server. It is under My
Computer when Retrospect is run locally on the
server itself. For an Exchange server that is a
networked client of Retrospect, its Exchange
Mailboxes container appears under its client
computer container.

An Exchange Mailboxes container can include:

« one or more individual mailboxes
* one or more Public Folders
« the All Public Folders container

Initially it does not include anything until you
add items manually. It can include mailboxes
from multiple mailbox stores and Public Fold-
ers from multiple public folder stores.

Selecting an Exchange Mailboxes container as a
backup source causes Retrospect to back up all
remembered mailboxes and Public Folders.
This allows you to easily restore an individual
mailbox, Public Folder, or even a single
message.

WARNING: Backing up the Exchange
Mailboxes container is not a substitute for
backing up the entire Exchange server.

Individual Mailboxes and Public Folders
Individual, remembered mailboxes appear un-
der the Exchange Mailboxes container.
Individual Public Folders appear under the All
Public Folders container (which is inside the
Exchange Mailboxes container).

Before you can back up any mailboxes or Public
Folders, you must add them to the Volumes
Database.

Choose Configure>Volumes from the Retro-
spect navigation bar. Select the Exchange

Mailboxes container and click the Mailboxes
button to add mailboxes, Public Folders, or the
All Public Folders container.
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To add the All Public Folders container, select
it and click Define. Retrospect automatically
adds all available Public Folders; you do not
need to add each Public Folder individually.

To add all Exchange mailboxes, select the Ex-
change Mailboxes container and click Define.
Retrospect automatically adds all available
mailboxes; you do not need to add each mailbox
individually.

To add individual Public Folders, select All
Public Folders and click Open. In the list of
Public Folders, select one or more folders and
click Define.

To add individual Exchange mailboxes, select
Exchange mailboxes and click Open.

NOTE: If you create new mailboxes later, they
must be added to the Volumes Database before
Retrospect will back them up, even if the
Exchange Mailboxes container is already in
Retrospect’s Volumes Database. Also, if you
delete mailboxes later, they must be removed
from the Volumes Database. Otherwise,
Retrospect will generate errors trying to back up
the non-existent mailboxes.
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This window shows all mailboxes, from all
mailbox stores, from all storage groups. Select
one or more mailboxes and click Define.

Once you have added mailboxes and/or Public
Folders, they appear in the Volumes Database.
Click the + or — controls of an Exchange Mail-
boxes container to expose or hide its contents.

Remembering an individual mailbox or Public
Folder allows Retrospect to back it up as a
unique entity instead of as a part of its database
or storage group. This is useful to later restore
that particular mailbox or Public Folder and to
restore particular folders or messages from it.
You can even define a folder as a subvolume,
such as the Sent Items folder for a mailbox.

=l ¢ Exchange Maiboxes
= G Ichabob Crane
[ Sent Ttems

To back up a remembered mailbox or Public
Folder, select it under the Exchange Mailboxes
container or select the Exchange Mailboxes
container itself. Selecting the container includes
all of its remembered mailboxes and Public
Folders. You can also select the All Public

Folders container to back up all Public Folders.

The major drawback of remembering individual
mailboxes and Public Folders is that they are
slow to back up. Another drawback is that the
list of mailboxes and Public Folders easily be-
comes large and unwieldy. Carefully consider
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which mailboxes and Public Folders you need
to back up.

Releasing a License

You can release Retrospect’s license of an Ex-
change server you no longer wish to back up or
restore, making the license available for other
use with other Exchange servers.

Select an Exchange container and click the
Licensing button on the toolbar. Retrospect asks
whether you wish to release the used license.
Click OK to release it.

After releasing an Exchange license, Exchange
containers, storage groups, and mailboxes be-
come invalid in scripts.

BACKING UP

To back up an Exchange server, a storage
group, a mailbox, or a Public Folder, you can
use a backup script or you can initiate an imme-
diate backup. Each method uses the familiar
components of a backup: source, destination,
selection criteria, and options.

For the source, select any one or combination of
Exchange Server container, storage group, Ex-
change Mailboxes container, individual
mailbox, individual Public Folder, or All Public
Folders container.

Or, select My Computer or Backup Clients to
back up a local Exchange server or client Ex-
change server, respectively. If you select My
Computer or Backup Clients, Retrospect backs
up everything in the container, including re-
membered mailboxes and Public Folders.

TIP: If your sources include Exchange
mailboxes or Public Folders, as well as non-
Exchange volumes, make sure to group
mailboxes and Public Folders together. This
results in faster performance when backing up



to tape Backup Sets with the verification option
turned on.

For the destination, select any one or combina-
tion of Backup Sets.

Retrospect ignores selectors when backing up
Exchange databases. If your sources include
both non-database volumes and Exchange data-
bases, Retrospect applies the specified selector
to the non-database volumes only.

When backing up Exchange mailboxes, Retro-
spect does apply selectors. Retrospect includes
two conditions that are especially useful for cre-
ating custom selectors to apply to Exchange
mailbox backups; the Sender condition (from
the Mailbox group) and the Date condition
(from the Universal group). For more informa-
tion, see "Using Selectors" on page 269.

When backing up an individual mailbox, you
can set the file selection criteria to back up mes-
sages based on mailbox sender and universal
date conditions. In a scripted backup, create a
custom selector. In an immediate backup, mark
items to back up in the preview browser. You
can use its Find command to search for messag-
es. Choosing up a subset of messages helps
lessen the performance degradation associated
with backing up mailbox messages.

The Exchange Server options group lets you de-
termine the type of backup Retrospect should
attempt for the source. Choose Full Backup,
Differential Backup, or Log/Incremental
Backup.

Retrospect cannot do a differential backup or
log/incremental backup of data unless it has
previously had a full backup. In this case it au-
tomatically attempts a full backup.

When implementing a scripted backup strategy,
you will have separate scripts for the different
backup types. For example, you might have a

full backup script scheduled to run on Fridays
and a differential backup script running daily.

For details on the available options, see "Win-
dows Exchange Server Options" on page 230.

Circular Logging

You must ensure a given Exchange server does
not use circular logging if you wish to do differ-
ential or log backups. For example, Retrospect
will report an error trying to do a differential
backup of a Exchange server that uses circular

logging.

Circular logging is enabled by default in Ex-
change 5.5 and disabled by default in Exchange
2003 and Exchange 2000.

Backup Sets
Unlike backups of other data, database backups
are not necessarily self-contained within a sin-
gle Backup Set.

You are not assured you will be able to restore
a database Snapshot from one set of media, as is
the case with restoring files. Retrospect may re-
quire media from multiple Backup Sets to
restore a given database, depending on your
backup strategy and backup history.

DATABASE BACKUP HISTORY

Retrospect tracks each backup session of each
database or storage group. You can view the
history of these backups from Reports>
Database Backup History.
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The window lists all of Retrospect’s database
session Snapshots of each Exchange database or
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storage group. (SQL databases are also listed in
this window.)

Using the buttons at the bottom of the window,
you can view the properties of a Snapshot, add
a database session from a Backup Set, or re-
move a Snapshot from this list.

Viewing the properties of a Snapshot shows you
the Backup Set media required to restore the
database.

RESTORING

To restore an Exchange server, a storage group,
a mailbox, or one or more messages, you can
use a script or you can initiate an immediate re-
store. Each method uses the familiar
components of a restore: source database or
mailbox Snapshot, destination server or mail-
box, chosen files (messages and folders from
mailboxes only), and options.

Restoring a Storage Group or
Database

To restore a storage group or database from an
Exchange server backup, click Restore>
Selected Database (to initiate an immediate re-
store) or create a Restore Database script.
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For the source, select a database Snapshot.
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You can add and remove database Snapshots
from this list with the Add and Forget buttons.

Set the destination for the database to be re-
stored by selecting an Exchange Server
container.
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NOTE: If you are restoring to an Exchange
2003 server that uses recovery storage groups,
the selected source is always restored to the
recovery storage group. If you are restoring a
storage group that includes a Public Folder
store, that store is not restored to the recovery
storage group. Restore Public Folders as
described in "Restoring a Mailbox or Public
Folder".

Click Options to specify execution options. For
details on the available options, see "Windows
Exchange Server Options" on page 230 and
"Restore Database Options" on page 224.
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Notice how multiple sessions are listed below
the source database Snapshot if its most recent
backup was not the full backup type. This is be-
cause Retrospect has an execution option that
causes it to restore each session needed to com-
pletely restore the source.

Once your database restore operation is set up,
you can click Schedule to save the settings as a
script, or proceed with the immediate restore.

Restoring a Mailbox or Public Folder
To restore an individual mailbox, an individual
Public Folder, all Public Folders, or one or more
specific messages, click Restore>Mailbox from
the navigation bar.
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For the source, select a Snapshot for a mailbox,
Public Folder, or All Public Folders.

Set the destination by selecting an individual
mailbox, an individual Public Folder, or the All
Public Folders container. Set the list box to Re-
trieve Messages & Folders or Retrieve Just
Messages.
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In an immediate restore, choose items to restore
in the browser. You can use the Find command
to search for messages based on mailbox sender
and universal date conditions.

In a scripted restore, you can only restore an en-
tire mailbox or Public Folder.

Click Options to specify execution options.
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Once your restore operation is set up, you can
save the script or proceed with the immediate
restore.

DISASTER RECOVERY

After completely backing up an Exchange serv-
er (system volume and databases), you can
recover from a disastrous data loss.

First, follow the appropriate steps under "Re-
storing the Backup Computer" on page 193.

Next, follow the steps below for your version of
Microsoft Exchange.

TIP: The EMC Dantz Knowledgebase
((www.emcdantz.com/knowledgebase)
includes more detailed articles on Exchange
disaster recovery.

Exchange 2003 and Exchange 2000

After restoring the rest of the computer, restart
the Exchange services but make sure the data-
bases are not mounted. Delete everything from
the storage group folder or folders. This ensures
the log files match the databases and allows you
to remount the stores after restoring the
databases.

After everything is deleted, restore the databas-
es. (For more information, see "Restoring a
Storage Group or Database" on page 342.)
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After restoring, the databases should be mount-
ed and ready for use.

Exchange 5.5

After restoring the rest of the computer, make
sure the Exchange services are stopped. Delete
everything from the mdbdata and dsadata fold-
ers (default installation names). This ensures
the log files match the databases and allows you
to restart the services after restoring the
databases.

After everything is deleted, restore the databas-
es. (For more information, see "Restoring a
Storage Group or Database" on page 342.)

After restoring, the services should be started
and ready for use.


http://www.emcdantz.com/knowledgebase
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access privileges — The privileges given to (or withheld from) users to see folders, see files, and make changes to
shared volumes.

append — To write additional data to a Backup Set. In a Normal backup, Retrospect appends file data to the current
Backup Set member.

archive (verb) — To copy files from a volume to a Backup Set. For example, “Let’s archive these QuickTime mov-
ies.” Archiving may, optionally, involve removing the copied files from the source. Also see back up.

archive (noun) — 1. An operation in which files are archived. For example, “The archive was successful last
night.” 2. An entity of backup materials. For example, “Retrieve the 1997 accounts from the archive.” In this re-
spect, a Backup Set is an archive. Also see Backup Set.

archive attribute — This file and folder attribute in Windows file systems was meant to be used as a flag to do
incremental backups. Retrospect’s Progressive Backup method of determining which files need to be backed up is
much more powerful and flexible.

ASPI (Advanced SCSI Programming Interface) — Software which manages communication among peripheral
devices. This combination of integrated software is known as the ASPI layer.

ATAPI (ATA Packet Interface) — A standard for connecting peripheral devices such as CD-R drives and tape
drives to a computer’s IDE interface. ATAPI allows you to easily attach additional devices to your computer.

back up (verb) — To copy files from a volume to a Backup Set (such as CD-R or CD-RW, cartridges, or floppy
disks). You should back up regularly in case something happens to your hard disk or any files.

backup (noun) — 1. An operation in which files are backed up. For example, “I just did today’s backup.” 2. An
entity of backup materials. For example, “Fortunately, we can get the backup from the safe and restore the files.”
In this respect, a Backup Set is a backup. Also see back up and Backup Set.

backup action — See Recycle backup, New Backup Set backup, New Member backup, and Normal backup.
Backup Clients — The Backup Clients container holds client computers which are logged in to Retrospect.

backup computer — The computer on which you are using Retrospect with a backup device. In a networked en-
vironment, it is the computer used to back up client computers.
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backup date — The mostrecent date and time a
Mac OS file, folder, or volume was copied to a
Backup Set. Retrospect sets this date for vol-
umes, folders, and/or files only when you check
the appropriate boxes in the Macintosh client
options. Also see creation date and modifica-
tion date.

Backup Report — Displays all known volumes
with information about when they were last
backed up.

Backup Set — A set of storage media and Cat-
alog. Retrospect stores all files in Backup Sets.
There are different types of Backup Sets for dif-
ferent media and devices: disk Backup Sets for
removable and fixed disks, file Backup Sets for
a single volume, tape Backup Sets for tape car-
tridges, and CD/DVD Backup Sets for

recordable and rewriteable compact disc drives.

browser — Retrospect’s tool that allows you to
view the folder and file structure of a volume or
contents of a Backup Set. You can also use a
browser to see the files and folders in a Backup
Set. The browser allows you to manipulate files
and mark them to be worked within an opera-
tion such as a backup.

Catalog — Retrospect’s index of the files and
folders contained in a Backup Set. The Catalog
File allows you to mark files for restore or re-
trieval without having to load or insert your
Backup Set media.

CD/DVD Backup Set — For use with record-
able compact discs (CD-R, CD-RW, DVD-R,
DVD-RW, DVD+R, or DVD+RW). Also see
Backup Set.

client — A networked Windows, UNIX, or
Macintosh computer with Retrospect client
software whose volumes are available for back-
up by the backup computer. Also see backup
computer.
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compression — Reduces the size of the data be-
ing copied to the Backup Set media in a backup
or archive. Retrospect can do it with software
compression, or a capable tape drive can do it
with hardware compression.

condition — In Retrospect’s file selectors, a
distinguishing criterion relating to file or folder
characteristics. You can choose multiple condi-
tions to make your own custom selectors. Also
see selector.

Config70.dat file — The file containing your
custom settings, including known Backup Sets,
scripts, security codes, preferences, custom se-
lectors, and client login names. This file is
automatically created the first time you start
Retrospect, and is used while Retrospect is
open. If you delete this file, all of your custom
information will be lost and the default config-
urations will be used.

configured subnet — A subnet that Retrospect
has been configured to search for clients.

container — An item for organizing other items
such as volumes or clients in certain Retrospect
windows. Also see My Computer, My Net-
work Places, and Backup Clients.

Contents Report — A Retrospect report that
shows a single Backup Set in terms of the ses-
sions it contains. A list of all sessions is
displayed for each Backup Set. Double-clicking
a session creates a browser of all files in that
session.

creation date — The time and date a file, folder
or volume was created. A file’s creation date is
set when the file is first saved or made. A fold-
er’s creation date is set when you select make a
new folder. A volume’s creation date is set any
time the volume is formatted or erased. With
Windows file systems, a copied item’s creation
date changes to the date of the copy. Also see
backup date and modification date.



creator code — The four-letter code that repre-
sents the creator of a file with the Macintosh
HEFS file system. For example, documents cre-
ated by SimpleText have a creator code of ttxt.
Retrospect lets you select files according to cre-
ator code.

day of week scheduler — A type of scheduler

that lets you schedule a script to run every week
on specified days of the week (for example, ev-
ery Monday, Wednesday, and Friday).

destination — The storage medium to which
files are being moved, copied, or otherwise
transferred. When backing up or archiving, the
destination is a Backup Set. When restoring or
duplicating, the destination is a volume.

device — Any piece of peripheral equipment
connected to your computer, such as a hard disk
drive, removable disk drive, or CD-RW drive.
In this manual, the term “backup device” refers
to any device that accepts Backup Set media,
such as a CD-R drive or tape drive.

directory — A hierarchical structure on a vol-
ume that may contain files or more directories.
These are known as folders in the desktop met-
aphor used by Windows and the Mac OS.

Disaster Recovery — The process used to re-
store a computer that has ceased to function.
This involves installing a temporary OS and
then restoring the entire hard disk from a Retro-
spect backup.

disc — A CD-R, CD-RW, DVD-R, DVD-RW,
DVD+R, DVD+R DL, or DVD+RW medium.
Compare to disk.

disk — Retrospect uses the term disk to refer to
fixed disks, network volumes, or removable
disks (e.g., Zip, DVD-RAM, MO). This manual
uses the term disk in two contexts: 1. as a Win-
dows Explorer-accessible volume for general
storage; and 2. as a medium for use in a disk
Backup Set. Compare to disc.

disk Backup Set — For use with fixed disks,
network volumes, or removable disks. Also see
Backup Set.

encryption — A way of encoding data so that it
cannot be used by others without the password.

Exchange Agent — Retrospect’s Exchange
Agent provides specialized support for optimal-
ly backing up Microsoft Exchange 5.5, 2000,
and 2003 servers.

file Backup Set — This type of Backup Set
combines the Catalog and the data in a single
file. The Backup Set media must be a single vol-
ume that is accessible from Windows Explorer,
such as a file server or hard disk. Also see Back-
up Set.

file header information — A file’s name, size,
dates, and other attributes. This information is
part of every file, and is also indexed in a Back-
up Set’s Catalog.

file server — A computer running file server
software, which allows users to share informa-
tion over a network.

FireWire — Apple Computer’s proprietary
name for IEEE 1394.

folder — 1. A directory on a volume. 2. A Ret-
rospect container for organizing items such as
scripts, volumes, or clients.

Forget — The Forget toolbar icon allows you to
remove an item from certain windows. Use
Forget to clear listings for volumes,
Subvolumes, clients, or Backup Sets you no
longer wish to use. Note that “forgetting” a
backup source volume does not affect any of the
Backup Sets it has been backed up to; its files
may be restored at any time as long as the Back-
up Set media is intact.

grooming — An option for disk Backup Sets. If
you set a grooming policy for a disk Backup
Set, Retrospect automatically deletes older files
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and folders from the disk when it runs out of
disk space, in order to save newer files and
folders.

group — A Retrospect container for organizing
items such as volumes and clients.

IEEE 1394 — A specification of mechanical,
electrical, and functional standards which lets a
computer connect and communicate with stor-
age devices, such as hard disks and removable
cartridge drives, and other peripheral devices,
such as scanners and video camcorders. IEEE
1394 allows you to easily attach additional de-
vices to your computer. IEEE 1394 technology
is also known as 1394, i.LINK, or FireWire.

local subnet — The subnet in which the back-
up computer resides.

marking — Selecting files in the browser to be
backed up or restored. Files can be marked (or
unmarked) manually, or they can be marked ac-
cording to various criteria using file selectors.
In the browser, a check mark appears next to
any marked file. Files that are highlighted in the
browser are not necessarily marked.

matching — The scheme for comparing file at-
tributes to determine whether files are identical,
which then allows intelligent copying to avoid
redundancy. Also see Progressive Backup.

medium — Any hard drive, disc, tape, floppy
disk, or cartridge to which files can be copied.
In this manual, media usually refers to the re-
movable media of a Backup Set.

member — An individual medium (such as a
floppy disk, CD, tape, or cartridge) used in a
Backup Set.

modification date — The time and date a file
was last changed. This date is automatically at-
tached to the file by the computer’s file system.
A file’s modification date is reset any time you
make changes and save the file (see “backup
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date” and “creation date”). A folder’s modifica-
tion date is updated any time a folder or file is
added, changed or removed from it.

My Computer — Retrospect’s container that
holds local volumes available from the backup
computer.

My Network Places — Retrospect’s container
that holds network volumes available from the
backup computer.

New Backup Set backup — Allows you to pe-
riodically introduce new media into your
backups, keeping the original Backup Set media
and Catalog intact for archival purposes. A New
Backup Set backup copies all selected files to a
new Backup Set of the same name as the old,
with the addition of a generation number, such
as “Backup Set A [001].”

Normal backup — Retrospect’s usual backup
action, performing an incremental backup to
copy new or changed files.

Open File Backup — Retrospect’s Open File
Backup allows files to be backed up even if they
are opened and being used. This is important to
ensure proper backup of server applications
such as customer relationship management ap-
plications and accounting packages, which are
up and running 24 hours a day. For desktop and
notebook computers, files such as those that
contain e-mail messages or calendar appoint-
ments can be backed up while they are in use.

Operations Log — A Retrospect report that
tracks all actions by Retrospect. The Operations
Log documents all start-ups, executions, errors,
and completions, as well as information on the
number of files copied, duration of backup, and
backup performance.

Piton — Retrospect’s own proprietary protocol
for communicating with backup clients. In the
live network window, Retrospect uses the Piton
name service to establish contact with clients.



Proactive Backup — Retrospect’s technology
allowing flexible, resource-driven or user-initi-
ated backups.

Progressive Backup — A backup that intelli-
gently copies only files that are new or have
changed since the previous backup. Retrospect
usually backs up progressively with its Normal
backup action. See also matching.

Recycle backup — A Recycle backup is useful
to periodically reset a Backup Set so that it does
not grow out of control. A Recycle backup com-
pletely erases the Backup Set and Catalog
before copying all selected files to the Backup
Set. All previous data in the Backup Set is lost.

repeating interval scheduler — A type of
scheduler that lets you schedule a script to re-
peat automatically at a specified interval of
time, such as once every three weeks.

restore — An operation which copies files from
a Backup Set to a volume.

root — The highest level of folders in a data
structure. When you select a drive icon from the
Windows Explorer, you see the root folders and
files.

run document — A file that automatically starts
a Retrospect script when opened. A run docu-
ment allows you to run predefined Retrospect
scripts by double-clicking on the run document
file.

scheduler — A script element that lets you
schedule a script to automatically execute at
dates and times of your choice. Also see day of
week scheduler, repeating interval schedul-
er, and single date scheduler.

script — A saved backup procedure that you
can schedule to run at some future date and time
or on a repeating schedule, such as daily. You
can create as many scripts as you want.

SCSI (Small Computer System Interface) —
A specification of mechanical, electrical, and
functional standards for connecting peripheral
devices such as hard drives or tape drives. SCSI
allows you to easily attach additional devices to
your computer.

SCSI terminator — A device used on a SCSI
chain to maintain the integrity of signals on the
chain.

selector — A feature that lets you search for or
filter files which match certain conditions. You
can use Retrospect’s standard selectors, or cre-
ate your own custom selectors. Also see
browser.

session — A group of files from a single opera-
tion stored within a Backup Set.

single date scheduler — A type of scheduler
that lets you schedule a script to automatically
run at a specific date and time.

SMART (Self-Monitoring Analysis and
Reporting Technology) — A technology built
in to some hard disk drives that monitors and
analyzes a drive’s mechanical attributes over
time and attempts to predict and report pending
drive failure.

Snapshot — A Retrospect Snapshot is created
during a backup operation to depict a volume’s
state (that is, all its files and the folder paths to
them). It makes it easy to restore a hard disk to
its exact state as of a given backup.

source — In a backup, duplicate, or archive op-
eration, the volume from which files are copied.
In arestore, the Backup Set from which files are
copied.

staged backup — A backup strategy that in-
volves backing up to disk, then transferring the
backups to tape. This takes advantage of the
benefits of both disk and tape.
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subnet — A group of local computers physical-
ly networked together without a router or
gateway, though they may use a gateway to
connect to other networks. Also see configured
subnet and local subnet.

Subvolume — A folder you designate as an in-
dependent volume for use within Retrospect.

tape Backup Set — For use with tape drives.
Also see Backup Set.

TCP/IP — An industry standard network proto-
col. It is the standard protocol of the Internet,
web servers, and FTP servers. It is the protocol
used by Retrospect clients.

USB (Universal Serial Bus) — A specification
of mechanical, electrical, and functional stan-
dards for connecting peripheral devices
(keyboards, removable cartridge drives, print-
ers) to the USB-capable computers. USB allows
you to easily attach additional devices to your
computer.

volume — A hard or floppy disk, partition of a
hard disk, Subvolume, file server, or any data

storage medium that is logically recognized by
Retrospect as a file and folder storage location.

RETROSPECT USER’S GUIDE



INDEX

A

A/C 166
access methods 171-173
access privileges
NTEFS 228
access privileges, NTFS 228
access restrictions preferences 177
accessibility 19
active directory 227
active status 149
Activity Monitor
Events tab 154
Executing tab 152
History tab 153
Proactive tab 149
Scheduled tab 151
Waiting tab 152
add hard disk to Backup Set 240
Add Snapshot 75, 94, 122, 128
add tape to Backup Set 44, 240
Add to Backup Set 45, 48
adding clients 165
add-on products 11
advanced networking 171

Advanced Tape Support add-on 156

AES-128 60

AES-128 encryption option 234
agent for Exchange 333

agent for SQL 323

AIT 40

All Files Except Cache Files selector 270

All Files selector 270
Allow early backup option 220

Always replace matching files 73

Always run Retrospect as the specified user 325,

335

Applications selector 270
archive

immediate 67

Move files option 222

on-line 70

scripted 120

tips 70
archive attribute 272
archiving files 67
As soon as possible 178
ASAP 149
ASPI

defined 345

overview 32

verifying proper installation 32
ATAPI

fundamentals 31

miniport driver 290

tape drives 38
autochangers see tape libraries
Autolaunch Retrospect preference 246
autoloaders see tape libraries
Automatic skip to blank media preference 248

B

Back up every n days/hours option 220
Back up server security information 228
Back up workstation security information 228
backup

DHCP/WINS services 251

INDEX
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immediate 56

pausing 152

scripted 99

scripting immediate 65

stopping 152

strategies 208-211

troubleshooting 289
backup action

New Backup Set 25, 132

New Member 24, 132

Normal 24, 132

Recycle 25, 132
Backup Clients container 179, 260
backup computer

choosing 183

moving to another 250

requirements 13
backup devices 29-33, 183
backup duration 187
Backup Report 213-215
Backup Report, exporting 249
Backup Set

binding 239

capacity estimation 237

configuring 231

creating 232

encryption 60, 104, 234

forget 214

list 231

Media Action 236

member 23

missing members 238

new 232

organizing list of 232

overview 23

password 234

recreating Catalog 280

transfer 90

types 23-24

viewing members 238
backup strategies
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basic backup rules 208
individual backup strategies 208
mobile computers 211
network backup strategies 209
Proactive Client Backup 211

Backup, client priority 177

Backup, from client countdown 179

backup, staging 211

Bad Backup Set header 309

binding 158, 239

Browser 264-269

busy 291

Byte-by-byte file comparison option 225

C

capacity
media 186
tape 39
case-sensitive 182
Catalog File
backing up 250
overview 26
recreating 280
updating 279
Catalog out of sync 279
CD/DVD
Backup Set 23
custom configuration 35
deleting a custom configuration 36
drives 33-36
viewing disc status 34
CD/DVD drives, configuring 35
CD-R 33
CD-RW 33
certificate services 227
Check source option 221
Check validity of next script preference 249
checking
media 241, 282
scripts 134, 241, 249
selectors 276



choosing the backup computer 183
circular logging 341
clean tape 45
Cleaning Slot 48
Clear archive attribute option 227
client
adding by subnet broadcast 172
adding directly 173
adding licenses 162
computer requirements, Mac OS 164
computer requirements, UNIX 163
computer requirements, Windows 162
configuration 166—168
container 180, 260
containers 168, 179
database 164, 165
licensing 162
name 167
on/off 176
overview 26, 162
restoring a Mac OS computer 199
restoring a UNIX client 204
restoring a Windows computer 197
security 162, 166
status 166
uninstall 170
updating 169-170
volumes 168
client access methods see access methods
client database 164, 165
Client Desktop 168
Client execution options 225
client preferences 176-178
Client sources combo box 168
clients on network 165-166
COM+ 227
common questions 299-308
compare errors 310
compare see Verification option
compression
benefits 185

hardware vs. software 39

software 221, 223
concepts 22
concurrent executions 156
concurrent operations 156
Config70.dat 250
configuration backup 250
configuring

access method 172

advanced interface options 174

clients 166—168

interfaces 174

subnets 172

volumes 262
Configuring CD/DVD drives 35
Connect client every option 221
Connection timeout option 174
containers 168, 179

Backup Clients 259

My Computer 259

My Network Places 259

Source Groups 259
Content Unrecognized 35, 44, 309
controlling Proactive Backup 178-179
Copy Snapshots option 223
Countdown message option 221
Countdown time option 221
countdown, Proactive Client Backup 179
Cross Reference 266

D
DAT 40
Data compression option 221, 223
data grooming 38, 234, 237
database

Exchange 333

restoring 224

Snapshot 329, 342

SQL 323
Database Backup History 329, 341
database Snapshot 330
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Day of Week scheduler 132
Defer, from client countdown 179
deferred status 150
Delete selector button 270
Deleting custom CD/DVD configurations 36
deleting scheduled scripts 242
DES encryption option 234
Devices toolbar 37, 45, 47
devices window 32
DHCP server 251
DHCP, backing up 251
diamond symbol 226
direct client access 172
Disable Proactive Backup 146
disaster recovery
preparation 190
restore 193
disk Backup Set 23
disk Backup Sets, grooming 38, 234, 237
disk Backup Sets, manual grooming 237
disk grooming 38, 234, 237
disk space requirements 13
Disk-to-Disk 10
DLT 40
DNS name 165, 173
Documents and Settings selector 270
Documents selector 270
Don’t add duplicates option 226
Don’t allow scheduled and waiting executions to
start 149
Don’t eject removables preference 247
drive reported a failure 311
duplicate
immediate 82
scripted 112
duplicate method 89, 117
Duplicate Missing Files Only 86, 117
Duplicate server security information 228
Duplicate workstation security information 228
DVD see CD/DVD
DVD+R DL 33
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DVD+RW 33
DVD-R 33
DVD-RAM drive 36
DVD-RW 33

E

editions, Retrospect 10
eject
CD/DVD disc 35
in media request window 155
library magazine 48
removable disk 37
Eject (volume) 263
Eject Magazine 48
eject tape 45
Eject tapes and discs preference 247
EMC Dantz Retrospect Disk-to-Disk 10
EMC Dantz Retrospect Multi Server 10
EMC Dantz Retrospect Professional 10
EMC Dantz Retrospect Single Server 10
EMC Dantz Retrospect Small Business Server 10
Enable Proactive Backup 146
encryption 185, 234
enhanced mode network driver 298
Environment tab 32
erase
CD/DVD 35
in media request window 155
removable disk 37
volume 263
Erase Selected 48
erase tape 45
error messages 308-319
Exchange agent see Retrospect Exchange Agent
Exchange databases, restoring 224
Exchange M drive 338
Exchange Mailboxes container 337, 339
Exchange Server 252
Exchange Server Agent 333
Exchange Server container 337, 338
Exchange, applying licenses 262



Exchange, Public Folders 339
Exchange, saving login 263

excluded UNIX client files 182
excluded Windows client files 181

execution options
Archiving 222
Backup 221
Catalog File 224
Client 225
Client Macintosh 230
Countdown 220
Duplicate 222
Exchange 230
Files 222
Interval 220
Matching 225
Open Files 228
Outlook 229
Polling 221
Retrieval 224
Schedule 226
Security 228
Sharing 226
SQL 229
System 227
Transfer 223

Execution performance threshold option 225

execution preferences 177
execution units 157, 244

executions, not allowing to run 149

Exit when done preference 246
export

Backup Report 215, 216, 249

Browser files list 268
Session contents 217

Export the Backup Report preference 249

external scripts 283

F

Fibre Channel
30

file Backup Set 24
file sharing privileges
NTES 228
file sharing privileges, NTFS 228
file system conversions 182
FileVault 181
Find (in browser) 267
Find Files 79
Find in Log command 215
firewall 165, 289
FireWire
overview 31
troubleshooting 296
folders 180, 261
Force backup of Microsoft Outlook data option 229
forget
Backup Set 214
client 169
effects on Backup Report 214
folder 261
from Backup Report 215
group 261
selector 270
Subvolume 262
volume 263
Forget counter option 175
Forget Events 215
format tape 45
frequently asked questions see common questions
full backup see Recycle or New Backup Set backup
fundamentals 22

G

General tab 166168

Getting Started Wizard 15
grooming 38, 234, 237

grooming, don’t archive 68
grooming, locking Snapshots 238
grooming, media request 156
grooming, protecting Snapshots 238
grooming, unlocking Snapshots 238
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groups 180, 260

H
hard disk
as a backup device 37
crash 193
hardware
ASPI 32, 345
ATAPI 31
CD/DVD 33-36
Fibre Channel 30
FireWire 31
NT passthrough 32
removable disks 3637
SCSI 30
tape drives 38-45
tape libraries 4549
USB 31
hardware compression 39, 232
hardware requirements 13
Highlight Marks 266
history, client 317, 318, 319
hot key 18

ignore encrypted file verification errors option 228
Ignore file verification errors option 228
Immediate operations

Archive 67

Backup 56

Duplicate 82

Restore 70

Transfer Backup Sets 90

Transfer Snapshots 93
import-export support 49
incremental backup see Progressive Backup
installation

Mac OS client 164

Retrospect 14

UNIX client 163
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Windows client 163
interfaces

advanced options 174

configuring 174
IP address, determining 299
iSCSI 30

K

keyboard navigation 19

L

laptop computer backup 137
launcher service 246
license code 162
license manager
adding an upgrade license 15
adding client licenses 162

licenses, applying to SQL/Exchange servers 262

Linear Tape Open 40

link encryption 166

live network 165-166

Live poll interval option 175
loaders see tape libraries

Local System account 325, 335
Lock out volumes option 227
locking Snapshots 238

log out see forget

Log size limit preference 249
logging in clients 165

login information 14

Login information, saving 263
Look ahead time preference 244
Lotus Domino 285

LTO 40

Mac OS client installation 164
Mac OS servers, restoring 201
Mac OS X, FileVault 181
Magazine View option 48



mailbox store 333
Manage Scripts 107, 116, 121, 125, 127
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media preparation

removable disks 37
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Media request timeout preference 248
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members, configuring Backup Set 238
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network backup 26, 183
network installation 163, 164
network port number 302
Network retry warning delay option 174
Network volumes, saving login 263
Never replace matching files 73
Never shut down option 230
New Backup Set 25
New Backup Set backup action 132
New Folder 261
New Group 260
New Member 24
New Member backup action 132
No Files selector 271
Normal backup 24
Normal backup action 132
notebook computer backup 137
Notify after Backup 178
Notify for failures and media preference 249
Notify if no Backup 178
Now waiting for backup 177
NT passthrough 32
NT Server
back up permissions 228
back up security information 228
backup 251
backup DHCP/WINS services 251
Lock out users during backup 226

INDEX

357
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restore security information 228
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On Move, don’t delete empty folders 223
Only if Backup Set is newer 73
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Proactive Backup, client controls 178—-179
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Proactive Backup, defined 349
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Professional 10
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Backup Report 213
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restore
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Mac OS file server 201
Macintosh privileges 201
pausing 152
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troubleshooting 294
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Restore Wizard, matching options 73
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Retrospect launch options 18
Retrospect Launcher service 246
Retrospect logon 14
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Retrospect support 321
Retrospect toolbar 18
Retrospect User Account 14
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Retry option 221
retry status 150
REV drive 36
rewriteable disc 33
rollback see restore
rotating media 24, 25, 208, 209, 210, 303, 306
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Run in Background 177
Run menu 135, 145
Run Retrospect as the logged-in user 325, 335
Run Script 135
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S-AIT 40
Save Highlights 268
Save partial session option 282
Save script 134
Save source Snapshots option 224
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Schedule preference 244245
Scheduled 242
Schedulers
Day of Week 132
Repeating Interval 133
Single Date 133
screen savers 181
Script toolbar 79
scripts
archive 120
backup 99
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duplicate 112
duplicating 242
executing 135
external 283
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modifying 241
Proactive Backup 142
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restore 121
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troubleshooting 297
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Search timeout option 175
searching restore 79
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Backup Set 236
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Exchange agent 334

password protection 245

preferences 245, 325, 335

Retrospect backup login 324

SQL agent 324
Selected Volumes 168
Selecting files and folders 265
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export 217

retrieve files 217

viewing 217
Session Contents Report 217
sessions, Exchange backup 341
sessions, in Backup Set 238
sessions, SQL backup 329
Set archive attribute option 227
Set Password 167
Set source backup time option 230
sharing privileges

NTES 228
sharing privileges, NTFS 228
shortcut key 18



Show Retrospect icon launcher in the taskbar 18
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Shut Down 177
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Shut Down (Retrospect) preference 246
SimpleCrypt encryption option 60, 104, 234
simultaneous executions 156
simultaneous operations 156
Single Date scheduler 133
Single Server 10
skip media 155
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Small Business Server 10
SMART hard drive 249
Snapshot
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restoring from 71
Snapshots tab 237
Snapshots, locking 238
Snapshots, protecting 238
Snapshots, unlocking 238
software requirements 13
Solaris 163
sounds 250
Source Groups container 260
Source Selection window 258
Speed threshold option 225
SQL agent see Retrospect SQL Agent
SQL databases, restoring 224
SQL Server 252
SQL Server Agent 323
SQL Server container 328
SQL, applying licenses 262
SQL, saving login 263
staged backup 211
staging 211
Start Proactive Backup 145

starting Retrospect 15
Startup Volume 168
Stay in Retrospect when done 246
Stop all execution activity 148
stop all execution activity 148
Stop button 148
Stop Proactive Backup 146
Storage Devices window 32
storage group 333
store 333
strategies
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configuration 172
Subvolume
defining 262
incorrect folder 295
removing 262
SuperDisk 36
SuperDLT WORM 42
SUSE Linux 163
Sync Clock 167
Synchronize clock option 225
synthetic full backup 95, 129
system requirements 13
system rollback see restore
System State options 227
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T

Tape Alert 41
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tape drives 38—45
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tape drives, multiple 157
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taskbar icon 18 USB 2.0 31

TCP/1P Use ASPI to communicate with devices 248
interface 174 Use new media automatically after write failure 248
troubleshooting 298 User 177

Terminal Services 51, 255 user-initiated backup 178

Test button 288, 298

The Backup Set and Snapshot information is listed V
in the source window. To transfer
additional Snapshots, click Add. When you
are satisfied with your selection click OK.

Validate Scripts 134
verification errors 310
Verification option 221, 223

. 129 Verify Media 282
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raxsn o Backup Report 214
troubles oot.mg Browser 266
backup issues 289

viewing scheduled scripts 242
virus protection software 169
volume mount point 263
volume properties 263
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Proactive Backup issues 293
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USB 1 296 selecting 259
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Ultrium 40 Windows 2000/XP 227
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UNIX cli Windows client
. © lﬁn:. 163 installation 163
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WINS, backing up 251
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WORM 41, 248

wrap up status 150

Write Once Read Many 41, 248

excluded 182
unlocking Snapshots 238
Update 167
Update All 169
Update backup report option 222
Update modify dates option 223
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