<Topic=Locker - What is it?> <Page=0>
Locker is an application that helps you guard files, of any type, from unwanted eyes. Locker guards your files by encoding them with a sophisticated coding
system that gives you full proof guard.

Locker uses a security code named "Locker Key" to encrypt/lock files. To decrypt\unlock files you will have to use the same Locker Key.

This Locker Key is private & unique for any registered version of Locker. For your information shareware version of Locker is provided with a Public Locker
Key that is the same for all copies and known to all users of this version. In order to get a full-proof guard contact us.

<ATT>Locker Features:
* Locker is a unique file's encryption application designed for Windows '95/'98/NT users.
* A unique encryption algorithm, 64 bits, symmetric & stream encryption.
* Encryption key: 8 characters long (64 bits).
* Locker Key types:
Public key - for a shareware version. (Hard coded key)
Private key - for the user's own protection.
OutKeys & InKeys - for safety transactions & easy keys managing.
* Every file can be locked separately, with its own Private Locker Key.
* Virtual Safe feature.
* Wipe Out feature for secure deleting files.
* Automatic identification for locked files.
* Quick opening for locked files. A unique viewer for locked files.
* Locking files of any kind (executable, picture, document, sound, zipped etc.)
* Simple & private application, with a simple user-interface, user friendly, with on-line help to guide you.
* File's wizard for professional users.
* User's security system to provide full security against illegal users.
* Locker's installer is protected from illegal copies.

<ATT>You Need Locker to...

* Secure your own files from being executed / read / viewed while they are on your hard-disk.

* Secure sensitive information on the network-server from illegal users.

* Transmitting secured E-mail.

* Transporting sensitive information (like source codes) from one point to another.

* Creating a secured environment for a group of users in a large unguarded environment.

* Keeping sensitive files on a network-server/desktop where the old-security-system failed on guarding it. Here you do not need a complete-security-system -
Just Locker, who helps you to guard specific files only.

* Placing sensitive information on a web site, when you only want that  specific group of users to be able to access them.



<B>(c) 1998, Locker is a product of Herodion Software Solutions Ltd. company.

Herodion's E-mail: support@locker4u.com
Locker's web site: http://www.locker4u.com
<ENDT>

<Topic=Selecting Files><Page=1>
In order to lock\unlock file\s you can select files\directories directly or using Locker.

<B>Selecting files directly:

1. Select files\directory from the directory window.

2. Drag & drop files from anywhere to Locker's "Select Files" window.

3. Drag & drop pictures directly from the Internet to Locker.

4. Right-click on locked files and choosing "Unlock" or "View Locked File" option.
5. Double-click on locked files.

When using locked files selection, if Locker is not running already - then this action will run Locker automatically and those files will be added to the list.

<B>Selecting files using Locker:
1. Click <Add Files> button
2. "Select File\s" window appears - select your files and click <Open> button

<B>Selecting Single file:
Right-click on the files-list-panel, which opens option-menu:
"Add" - to add file to list.
"Rename" - to rename selected file.
"Unselect" - to remove file from list.

Locker will automatically scan your selected files and define these files.
<B>Start button Options :

"Start " - No files were selected. Click here to select files.

"Lock" - Files ready to be locked.

"Unlock" - Files ready to be unlocked.

"Error" - Error selecting files. (See error messages)

<B>Menu buttons:

Clean All - Clean all selected files.

Setup - Setting Locker configurations.

View - View locked files using the Locker Viewer.



Add Files - Select files to lock\unlock\view.
Remove File - Remove selected files from the list
Exit - Hide locker windows.

<B>User Settings:

When using the Professional Locker with multi-users, Locker requires the verification of user information: User-I1d & User-Password.
When user is verified you can continue to secured level.

When using a single user version of Locker (like the Personal Locker) , Locker ignores users settings.

In order to deactivate the user-security-system see the Setup form (Users Tab).

<ENDT>

<Topic=Setup Configurations><Page=2>
This form contains information about your Locker version and its users.

<B>Tabs options

System: Locker's system information.

Users: Users information (active only with multi-users version)
License: Locker's license information.

OutKeys: Outgoing Locker Keys information (Mail).

InKeys: Incoming Locker Keys information (Known).

<B>Menu options

View Log - Viewing the Locker's activities log

Add OutKey - Add new Outgoing Locker Keys. (Communication \ Professional Locker only)
Add InKey - Add new Incoming Locker Keys. (Professional Locker only)

<ENDT>

<Topic=Add New User><Page=3>
In order to be able to lock/unlock files you must have a User-Name / User-1d and User-Password. For Creating / Adding new user, follow these steps:

1. After clicking the <Add User> button in the Setup Form you'll see a new form titled "Add New User".

2. Enter your full name.

3. Select a User-ID (up to 8 characters) - This User-Id is used to identify you when entering a secured level.
4. Select your own user-password (it is needed to enter secured-level).

5. Type your password again to confirm that you remember it and didn't make mistake when entering it.

6. Click <Confirm> button to continue.



<ATT>Beware: Don't forget your User-Password!

7. If the password is confirmed you will get a confirmed message. Otherwise go back to step 4.
8. If the action succeeded, user information should appear in the Users tab.
<ENDT>

<Topic=Delete User><Page=4>
If you have unused users or you want to replace an old-user with a new-user choose this option to delete that user.

<ATT>Attention:
The main user cannot be deleted! It's created when installing Locker and belongs to the owner of this copy of Locker.

<B>In order to delete/remove user follow these steps:

1. Return to the "Select Files" window.

2. Verify user by double-clicking the "User" panel (where it shows "User: [user name]")
3. According to the user you want to delete enter the User-ID & the User-Password.

4. After user is verified return to the Setup window by clicking <Setup> button.

5. Click <Delete Current User> button - a warning message is shown.

6. Ifyou sure click the <OK> button.

<ENDT>

<Topic=Changing Passwords><Page=5>
If you think someone knows your user-password you're free to change it any time you want in order to feel safe.

<B>In order to change user password follow up:

1. First enter your old/current user password - 1st field. (Click the V button to continue)

2. After your password was approved enter your new user password. - 2nd field (max. 8 characters long). (Click the V button to continue)
3. Ifnew password is ok - type it again to confirm it. - 3rd field. (Click the V button to finish)

4. If the password is confirmed you will get a confirmed message.

<ATT>Beware: Don't forget your User-Password!
<ENDT>
<Topic=Security Gate><Page=6>

This form appears after selecting files to lock \ unlock or view.
Here you are required to enter a Locker Key in order to access the process.



Your Private Locker Key is given\selected when installing the Locker.
If this is a registered copy of Locker you should have your own Private Locker Key which you have selected.
If this is an unregistered copy of Locker use the Public Locker Key (which is known to all users).

<B>Which Locker Key to use ?
When locking files you can use Public Key, Private Key or OutKey according to your needs of protection. (& your Locker version).

When unlocking files you must type in the same Locker Key of the selected files.

<ATT>Unlocking Tip:

When you want to unlock files using an InKey, OutKey or Public Key which the current Locker version identifies & you don't remember the specific key, you
can type in your own Private Locker key instead of request key (assuming the Private Locker key is the most private key and you have already know this key
and entered it to the InKeys or OutKeys list).

<ATT>Attention:
For your own protection contact Locker's support in order to get your own registered copy of Locker with your own Private Locker Key.

<B>Don't remember your own Locker Key?
Contact Locker's support by E-mail adding your Locker license number and we'll be pleased to help you.

<ENDT>

<Topic=Lock/Unlock Files><Page=7>

This form appears after entering the Locker Key.

In this form the files you selected earlier (in the Select Files window) appear and about to be locked/unlocked/viewed according to your request.
If you want to view them you can scroll them by using the scroll bar on the right side.

The upper field shows the full-path name of the source files (selected).

The lower field shows the full-path name of the target files.

If you are Locking files: Locker is programmed to set automatically the suffix "CRP" (for encrypt) for all the new locked files - for best handling and quick-
opening. If you want to change target files names you can do so (including suffix).

<B>System defaults are: Overwrite original files & quick opening file.

When you are unlocking encoding files, Locker will show you the original file names (the names those files were sealed with). If you want to change target file
names, you can do so.



<ATT>Absolute secure options:
If you want to overwrite the original files (write new files on old files) check the "Overwrite Original Files" option - this provides you full protection because
selected files are deleted and new files are written instead, it doesn't keep track of old files (uses the Safe Clean method).

If you want to enable quick opening files check the " Quick Opening Files" option - this option provides quick access to locked files (default option). If you want
to hide locked files and to create them with the original extension uncheck this option (click to remove V sign).
Attention: if you uncheck this option it will be hard to track the files later.

<ATT>The Virtual Safe Feature

The Virtual Safe feature lets you ground your files to your desktop. When locking file using this Virtual Safe option, not only does your file is locked, but it is
also protected from illegal copies outside your desktop. In other words: If someone stole this file & tries to unlock it (knowing your key) in his own desktop (a
different one) - it won't be unlocked.

The power in this Virtual Safe feature is that your Locker operates like a safe on your desktop. Only the person who knows the key can unlock it & it must be
unlocked on your desktop (no matter where).

<B>Don't activate the Virtual Safe mode when you want to transfer a file outside your desktop!

<ATT>File Management

<B>In order to change target directory:

1. Click the <Target> button. - A directory list is shown.
2. Select new Drive \ Directory.

3. Click the <Apply> button - to confirm change.

In order to start the locking\unlocking process - click the <Lock\Unlock it !> button.
In order to stop the process - click <Stop> button.

<B>Managing Target File:
Double-click target name in order to change it manually.

In order to make changes in the target files the easy way - click the <Wizard> button. (Only with Professional Locker)

Details option - you can switch the window to see full details by checking the <Full Details> box.

<ATT>Attention:

Locker will identify locked files by its sealed information and not by its suffix - you are allowed to change their name or even squeeze them, and it will not

affect those files.

<ATT>Attention:



If target files are already existing Locker will prompt you and ask whether you want to overwrite the old file or rename the target file.

<ATT>Be Careful:
Locker's developers do not take any responsibility for unwise use of Locker.
<ENDT>

<Topic=Files' Wizard><Page=8>
In this form you re-arrange your target files automatically and easily. (Available only in the Professional version of Locker)

<B>View Files List:
The form consists of two separated lists. You can scroll each one separately or you can scroll them together by clicking the up and down buttons.

<B>File Name option:
You can select between the original files name or you can clear all file names.

<B>File Extension option:
You can select between the original extensions or you can set the same extension to all you files (or those you select).

<B>Add options:
If you want to add a prefix, a suffix or a serial number - check the box on the left of each one you want.

"Prefix" - adds the same letters in the head of the file name.
"Suffix" - adds the same letters in the end of the file name.

"Serial No#" - adds a serial number for all the files in the end of the file name (before the suffix). The Serial No# option adds an increasing number for each
file (increases by one each file), starting from the number you select. (Default for 0).

<B>'"Modifying Changes On" option:
You can choose to make changes to all your files or to selected files only. Select by checking the wanted option in "Modify Changes On" panel.

<B> Modify Changes
When you are ready to make changes click the <Modify> button.

<B> Undo Changes
If you want to undo changes you can click the <Undo Changes> button. This will read again the file names information from the previous form.

<B> Apply Changes
When you want to confirm your changes and go back to the Lock\Unlock window click the <Apply> button.



<B>Changing Drive\Directory Target:

1. Click the <Target> button. - A directory list is shown.
2. Select new drive\directory.

3. Click the <Close> button - to confirm change.

<B>Rename file Manually:
Click on the wanted file in the target files list - a little window appears with the file name, rename this file and click the V button to make changes.

You can only refer to the files before processing!

<B>Set Default:
In order to set the default options for the target files click the <System Defaults> button.
<ENDT>

<Topic=Activity Log><Page=9>
In this form you can find a list of all the activities that were made since the first time you installed Locker on your computer.
With this activity log you can get a large view of your files and your users.

<B>View Options:
The log shows all the activities. In order to get a better look at those line you can select from several view option:

All - All the activities.

Last 50 - The newest 50 activities.

Monthly - All the activities made in the current month.
Today - All the activities made in the current day.
User - All the activities made by the current user.

<B>Managing the Log:

In order to remove old activities - click the <Clean> button:

1. In order to set the log to start from a specific date enter the date in the date-field
2. In order to remove all lines from the log check the <Clean all> check box.

3. Click <Confirm> button to modify changes, or <Cancel> to abort cleaning.

<B>Restore Log File:
In order to review all log's activities click the <Restore> button.

<B>Counters:
In addition to the list there are a further 4 activity-counters:



1. Logins: Counts the times you started Locker.

2. Locked Files: Counts all the files that were locked by this copy of Locker.

3. Unlocked Files: Counts all the files that were unlocked by this copy of Locker.

4. Invalid Locker Keys: Counts the times where Locker was terminated due to an incorrect Locker Key.
This counter is very important to see whether someone tries to break into your Locker.

In addition to the counters there is a date-signature of your installation date.
<ENDT>

<Topic=Locker's License Agreement><Page=10>

Locker is a file's encryption application designed for Windows '95/°98 users.

Locker uses a unique security coding system that gives its owner full security against any one who tries to crack into these files.

In this security system every registered copy of Locker is provided with its own Private Locker Key. Locker also protects from illegal users by providing users
with their own User-1d & User-Password.

The unregistered copies of Locker's shareware application is provided with a Public Locker Key that is the same for all copies.

Shareware versions are only for evaluation and testing. In order to get your own private copy of Locker with your own Private Locker Key contact us at:

Email: support@locker4u.com
or visit our Web Site : Http://www.lockerdu.com

<HDR>License Agreement for Evaluation (unregistered) Versions & Registered Versions of Locker Products

You should carefully read the following terms and conditions before purchasing and using this software.

This software and the accompanying files are sold "as is" and without warranties as to performance or merchantability or any other warranties whether expressed
or implied.

In particular, there is no warranty for the optional virus scanning feature (Locker does not scan for viruses). Because of the various hardware and software
environments into which Locker may be put, no warranty of fitness for a particular purpose is offered.

Good data processing procedure dictates that any program is thoroughly tested with non-critical data before relying on it. The user must assume the entire risk
of using the program. any liability of the seller will be limited exclusively to product replacement or refund of purchase price. By receiving and/or using
Herodion's software, you accept the following evaluation and registered user agreement.

You may evaluate the shareware program for 30 days only. After this period this application will be expired and won't be able to use it.
You may allow other users to evaluate copies of the unregistered shareware. All evaluation users are subject to the terms of this agreement.
The evaluator/user/buyer/owner is not allowed to attempt to reverse engineer, disassemble or de-compile Herodion's software and products.

Herodion's and Locker's name and any logo or graphics file that represents our software may not be used in any way to promote products developed with our
software.



All parts of Herodion's software and products are copyright protected. No program, code, part, image, video clip, audio sample, text or computer generated
sequence of images may be copied or used in any way by the user except as intended within the bounds of the single user program.

The evaluator/user/buyer/owner of Herodion's software will indemnify, hold harmless, and defend Herodion against lawsuits, claims, costs associated with
defense or accusations that result from the use of Herodion's software.

Herodion is not responsible for any damages whatsoever, including loss of information, interruption of business, personal injury and/or any damage or
consequential damage without limitation, incurred before, during or after the use of our products.

Our entire liability, without exception, is limited to the customers' reimbursement of the purchase price of the software (maximum being the suggested retail
price as listed by Herodion) in exchange for the return of the product, all copies, registration papers and manuals, and all materials that constitute a transfer of
ownership from the customer back to Herodion.

Each registered copy of the Herodion's software may be used in only one single location by one user. Use of the software means that you have loaded the
program and run it or have installed the program onto a computer. If you install the software onto a multi-user platform or network, each and every individual
user of the software must be registered separately. (available in the Professional version of Locker).

The sale of and/or distribution of registered copies of this software is strictly forbidden. It is a violation of this agreement to loan, rent, lease, borrow, or transfer
the use of registered copies of Herodion's software products.

<HDR>Distribution Agreement
The shareware software may be freely distributed, provided that:

1. Such distribution includes only the original archive supplied by Herodion. You may not alter, delete or add any files in the distribution archive.
2. The distribution does not include a registration number. In particular, you may not distribute a registered piece of software.
3. No money is charged to the person receiving the software, beyond the reasonable cost of packaging and other overheads.

This Agreement shall be governed by and interpreted in accordance with the laws of the State of Israel, and the distributor hereby consents to the exclusive
jurisdiction of the courts sitting in Tel-Aviv, Israel. Notwithstanding anything to the contrary, this Section shall survive termination or expiration of this
Agreement

<ENDT>

<Topic=About Multi Coding System><Page=11>
This version of Locker is registered and uses a Multi Coding System for your own protection.
This copy of Locker contains a Private Locker Key, which was created by its owner (during installation) and known only to him.

In the Personal version of Locker all locked files are locked with the same Private Locker Key set by its owner. In this version of Locker you are allowed to
unlock any files that was locked by Locker under any Locker Key.



In order to get your own registered version of Locker with your own Private Locker Key and fully functional Locker contact us at:

Email: support@locker4u.com

or visit our Web Site : Http://www.lockerdu.com
<ENDT>
<Topic=About Single Coding System><Page=12>
This version of Locker is registered as a Personal version for single desktop and for one user only. This copy of Locker contains a Private Locker Key, which was
created by its owner (during installation) and known only to him.
In the Personal version of Locker all locked files are locked with he same Private Locker Key set by its owner. You are allowed to unlock only those files that
were was locked under the same Locker Key of this Locker copy. In the Personal version of Locker you cannot unlock files with a Locker Key that is different
from the Locker Key that is set in this copy of Locker (if you wish to do so contact us in order to get the Communication\Professional version of Locker)
In order to get your own registered version of Locker with your own Private Locker Key and fully functional Locker contact us at:

Email: support@lockerd4u.com
or visit our Web Site : Http://www.lockerdu.com

<ENDT>

<Topic=Public Security Warning - for Shareware Version><Page=13>
The shareware version of Locker is for evaluation use only. Therefor its Locker Key is public and known to all users in this kind of version.

In this shareware version of Locker you are allowed to lock files and unlock them. All lock files will be locked with a Public Locker Key.
In order to lock files with your own Private Locker Key you'll need a registered version of Locker .
In order to unlock files with another Locker Key (which is different from this shareware version of Locker) you must use a registered version of Locker.
In this shareware version unlocking files with another Locker Key (which is different from this shareware version of Locker) is forbidden!
In order to get your own registered version of Locker with your own Private Locker Key and fully functional Locker contact us at:
Email: support@locker4u.com

or visit our Web Site : Http://www.locker4u.com
<ENDT>

<Topic=Viewing Locked Files ><Page=14>



When you want to view locked files easily you can use the View option.
When viewing files is selected all selected locked files will be temporarily unlocked and will be viewed by their associated application.
After loading a specific file, the unlocked file will be safely erased from your hard drive using locker's Safe Clean method.

If a specific file cannot be erased immediately after loading (because it is being used by the running
application) - the file will be safely erased as soon as the running application release it.

Feel free to use Locker's Viewer whenever you need to take a peek into your locked documents, pictures etc.

<ATT>Attention:
There might be applications that will not support this option.
<ENDT>

<Topic=User's Settings><Page=15>
In this tab you can view & set user's configurations (activate only in multi-users versions).
The main-user is defined as the owner of this copy of Locker.

When working with a single-user version the system will set the default user as the main-user.
<B>Options:

Add user - Click the <Add User> button.
Delete user - Click the <Delete Current User>
Change user password - Click here for changing users password

Activate \ Deactivate the User's Security System - check this option if want to verify users when entering secured level. Uncheck this option if you want to pass-
over this verification.
<ENDT>

<Topic=Using OutKeys><Page=16>
In this tab you can view & set your own Outgoing Locker Keys.

<B>Why do I need OutKeys?
Assuming you want to send a secured locked files to someone (lets call him "Bob"). You can lock these files using your own Private Locker Key and then tell
Bob using phone\fax your Private Locker Key so that he can open the locked files you sent to him. (First option)



Hey, but there goes your private protection on your hard-drive because you've reveled your Private Locker Key ! Ok, you can send him files locked with
Public Locker Key (but its like sending him the original unlocked files! (Second option)

<ATT> Solution - OutKeys for Mail!

With OutKeys you can create special set of keys for this kind of operation.

When using an OutKey your own Private Locker Key stays secured & unknown.

With OutKeys you don't need to care whether they are revealed because they are only for transporting actions and not for securing files on your hard drive.

<ATT> Attention

When using many kinds of keys to lock files you must know, or have a certain way to define which file is locked with which key. You can always try all your
keys, but this is the hard-way.

<B> Available OutKeys
Shareware\Personal version: None.
Communication Locker version: Single key
Professional Locker version: 5 Keys.
<ENDT>

<Topic=Adding New OutKey><Page=17>
Creating a new OutKey is very simple. All you need to do so is the select the specific key you want to create (consisting of: exactly 8 characters, letters, numbers
or symbols) and also you need to specify the usage of this with a name , like "Allison's OutKey" or whatever you want to symbolize this key.

When you are done click <Next> button, if you succeeded you'll see your key-name in the OutKeys list.

<ATT> Attention
Once you created an OutKey you cannot change it or its name, but you always remove it and create a different one. You also cannot view this key, so memorize

the key or choose a simple Key Name to remind you of it, but don't write there the actual key!
<ENDT>

<Topic= Receiving Locker's License ><Page=18>

In this form you are required to confirm your Locker's license in order to approve it.

All you need to do is to enter your Private Locker Key, the one you selected when you ordered Locker and then click the Next button to confirm it.

If you purchased a multi-users version like the Professional Locker version your are required also to enter details for the Main User (the following window)

If you don't remember your Private Locker Key please contact Locker's support at Locker's web pages.

<B> Notice:



Every Locker's license is permitted for a single desktop. You are not allowed to duplicate a Locker's license.
<ENDT>

<Topic=Using InKeys><Page=19>

The InKeys list helps you to remember imported Locker keys. Assuming you have a list of Locker keys which you are used to unlock imported files with them.
All you need to do is adding those Locker keys to the list of the InKeys. The next time you want to unlock imported file with a known InKey the system will
identify the Locker key by its name and all you need to do is enter the correct Locker key.

<ATT> Tip:
When you want to unlock file using an InKey, but you don't remember the key & the system identified it, you can type in your own Private Locker key instead
(assuming the Private Locker key is the most private key).

<ENDT>

<Topic=Adding New InKey><Page=20>
Adding a new InKey is very simple. All you need to do so is to enter the specific key you want to add (consisting of: exactly 8 characters, letters, numbers or
symbols) and also you need to specify the usage of this with a name , like "John William's key" or whatever you want to symbolize this key.

When you are done click <Next> button, if you succeeded you'll see your key-name in the InKeys list.

<ATT> Attention

Once you added an InKey you cannot change it or its name, but you always can remove it and add a different one. You cannot view this key, you don't need to
memorize the key, the Locker does it for you.

<ENDT>

<Topic=Wipe Out Operation><Page=21>
<ATT>!!! THIS ACTION DESTROYS ALL SELECTED FILES !!!

The Wipe Out action is used for secured clean of unused sensitive files. If you have a certain file that you to delete in away that it cannot be restored (by using
undeleted or un-erase tools) use the Wipe Out action.

The Wipe Out action is not an encryption/decryption function!
<B>Be Careful:
Check very carefully for all the files you selected!

If you don't want the selected files to be deleted or if you have any doubts what this function does please click the <Exit> button to abort action.

If you know what you are doing & willing to destroy all selected files click the <Wipe Out> button to start process.



<B>Unselect Option:

If there any files you don't want to destroy follow:

1. Select the specific files (within the list)

2. Click on the <Unselect> button to remove them from the list.

<B>Wipe Out Operation:

The Wipe Out operation is a 2-step action. Firstly it destroys all selected files. Second it deletes them from your desktop.

When the first step is in process - the progress bar is filling up with a red color. When the second step is in process - the progress bar is clearing down with a
green color.

<B>Stop Button:
The stop button is for emergency use only!
It is impossible to restore files that have already been destroyed.

<ATT>Attention:

By clicking the <Wipe Out> button you agree to the following:

1) You are willing to destroy all selected files.

2) Locker does not take any responsibility using this function.

3) This action is used for secured cleaning of unused sensitive files.

4) Emergency <Stop> button does not restore files that have already been destroyed.

5) No complains or requests for restoring files will be answered! There is no way to restore those files.
<ENDT>



