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Notice to Users

Aladdin Systems® Internet Cleanup™ is a software application that has been
developed, licensed and copyrighted by Aladdin Systems, Inc. Use of the
software is governed by the terms and conditions of the end user license
agreement contained within the software.

This manual should not be construed as any representation or warranty with
respect to the software named herein. Occasionally, changes or variations exist
in the software that is not reflected in the manual. Generally, if such changes or
variations are known to exist and affect the product significantly, a release note
or README file will accompany the User’s Guide and/or the distribution CD-
ROM, or will be available with EasyUpdate downloads. In that event, please
read the release notes or README file before using the product.

Trademarks

Aladdin Systems and the Aladdin brand and product names referred to herein
are trademarks or registered trademarks of Aladdin Systems, Inc. in the United
States and/or other countries. All other brand and product names are trademarks
of their respective holders.

Copyrights

Copyright © 2001-02 Aladdin Systems, Inc. All Rights Reserved.

No part of this publication may be reproduced, transmitted, transcribed, stored in
a retrieval system, or translated into a language or computer language, in any
form by any means, electronic, mechanical, optical, chemical, manual or
otherwise, without the express written consent of Aladdin Systems, Inc.
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About This Manual

This manual uses a number of conventions that make it easier to read and
understand, including the following:

» This font denotes button, field names, menus and menu paths

Note: Notes contain additional information that may not directly relate
to the current text, but is important to know.

The term “click,” as in “Click Next to continue” means that you move the mouse
pointer over the specified area on your screen, and click with the primary mouse
button.

The term “right-click,” as in “Right-click the tray icon” means that you move the
mouse pointer over the specified location and click the secondary mouse button
(the right button if you’re right-handed).
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Chapter 1:
Getting Familiar with Internet Cleanup 4.0

About Internet Cleanup

Surfing the Internet can expose your personal information and jeopardize your
privacy. While surfing, your computer stores information about everything you do
including the websites you visited, your chat log files, ads you have seen,
personal information from web forms you completed, and your user name and
passwords. This is all private information that you may not want disclosed.

Web advertisers use the information they get from you to deliver more targeted
ads and spam. This kind of information gathering is on the rise and Internet
Cleanup 4.0 is designed to stop that activity on your PC. Internet Cleanup 4.0,
removes log files, deletes spyware and Active X controls, manages cookies,
cleans out temporary Internet files and blocks unauthorized transmission of your
personal information.

e Protect your privacy with Internet Cleanup’s powerful tools.

e Blocks unauthorized transmission of your personal information

¢ Removes objectionable “Spyware” programs to protect your privacy

¢ Clean out message logs and files downloaded through popular instant
messaging applications

e Erase Cookies used to track your preferences, interests and information
requests

e Delete browser cache and history files so others cannot see the sites you
visited,

e Deletes ActiveX controls and browser plug-ins that take up space on your
drive, and offer access to hackers who want to damage your computer’s files

e Stores your personal information in password protected environment
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¢ Control clutter on your hard drive by cleaning unwanted files and folders, old
email messages and Recently Used Document

e Perform Comprehensive Scans of your system

Use the wizards to see what is on your system and erase your on line and offline
tracks to protect your privacy. Schedule your cleanups, and customize the
cleaning process so you can keep what you want and toss the rest. This guide,
and the online Help, will help you use Internet Cleanup to the fullest.

Defining A Few Terms

As you work with your Web browser, several types of files are downloaded
and stored on your disk drive. What kind of files are they, and how do they
affect your privacy? Here are some answers.

Cookies

Have you ever registered at a Web site, or personalized some settings at a site
like My.Yahoo.com ? The next time you visited the site, it greeted you by

name and “remembered” your settings. You've got a cookie! Cookies are very
small files that a Web site sends to your browser when you visit. They might
contain login or registration data, items in your “shopping cart,” preferences, etc.

Cookies can offer convenience, but a site can also use cookies to gather
valuable information on you, your habits, interests and spending patterns.
Web sites often sell that information to advertisers and other companies, who
then target ads directly to you. You can easily remove unwanted cookies with
Internet Cleanup.

Web Bugs

Web bugs (also called web beacons) are similar to cookies, in that they are
designed to track the behavior of a web site's visitors. These bugs (which are
different from what computer users usually call bugs: problems with computer
programs) are tiny graphics (no larger than 1 pixel square) placed on an HTML
page. These often transparent graphics can pick up information about the
machine that retrieves it. This can include:

e The IP address of your computer



e The browser you are using
e The last page you visited

e The time you visited the page storing the web bug, and how long you stayed
on that page

¢ Information about cookies on your machine

Web bugs are usually placed on a page not by the content provider, but by the
ad agency. Information gathered by web bugs is then used to target ads to your
interests.

History ltems

When you view a Web page, your browser stores the location (also called the
URL or Internet address) on your disk drive. Anyone clicking on your browser’s
History button can see where you’ve been recently. You can set your browser to
delete your history after a certain period of time. With Internet Cleanup, you can
remove any URLs that you no longer want on your system before that period
ends.

Cache Files

As you surf the Web, your browser stores (caches) the contents of the pages you
visit on your disk drive, including the graphics and text. This is done so that your
computer does not always have to reload these images and pages as you
navigate through sites. If you have a slow connection to the Internet, this caching
can be helpful, but anyone with access to your file system can see every image
and Web page you've seen recently.

Over time, these files can occupy a significant amount of space on your disk
drive. You can set a maximum size for the Internet cache, but you may want to
protect yourself and free up space by removing unwanted cache pages. This is a
snap with Internet Cleanup.

ActiveX Controls

ActiveX controls make Web pages look and behave like other programs, rather
than static pages. With ActiveX, you can view animations, use drop down menus,
push buttons, and interact in other ways. Unfortunately, malicious programmers
can also create ActiveX controls that take advantage of your computer’s security
weaknesses. These controls can steal passwords, damage or delete files on your
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computer, and even make your computer inoperable. ActiveX controls are
automatically downloaded onto your system’s disk drive (if your security options
allow it). Removing these controls can also free up disk space. Internet Cleanup
will quickly remove any unwanted ActiveX controls.

Plug-ins

Plug-ins are accessory programs that add specific features or services to your
browser, such as the ability to display different types of audio or video messages.
Plug-ins load a small piece of software into your browser. When you close the
browser, the plug-ins remain on your disk drive. Removing them can free disk
space. Internet Cleanup pulls the plug on unwanted plug-ins.

Spyware

Some software developers have released new products that don’t cost users a
penny. But as in all things, there is a cost to bear. This “free” software may
come with another application that can track your habits, interests, and even
keystrokes and clicks on your computer. These applications “piggyback” on
the free software, and often the only way you know they are there is by
carefully reading the software license agreement. Some of these “spyware”
programs remain on your computer—even if you uninstall the program that it
came with! Internet Cleanup can identify many of these applications and
remove them for you.



Chapter 2:
Quick Installation and Setup

System Requirement

To run Internet Cleanup, you need the following:

A 486 or faster PC (Pentium).

Windows 98, ME, Windows 98 SE, 2000, Server or XP (Home or
Professional).

8 Megabytes RAM (16 Megabytes for Windows 2000/XP).
At least 30 Megabytes of free space on your disk drive.
At least one Web browser: Internet Explorer 5.01 or later, and/or the current

versions of the America Online browser 7.0 or 8.0 and/or MSN Explorer,
Netscape, and Mozilla.

Installation Steps

For Installing Internet Cleanup 4.0 follow these steps-

1.

If you're upgrading from an earlier version of Internet Cleanup, uninstall the
old version.

Turn off any disk utilities or antivirus programs you may be running.

Insert the Internet Cleanup compact disc into your CD-ROM drive (or double-
click the setup file if you downloaded Internet Cleanup). The installation
program will start automatically. If the program installation does not
automatically begin, click the Start menu and select Run. Type D:\setup.exe
(where D:is the letter of your CD-ROM drive) in the box, and click OK.

Follow the on-screen instructions. After you specify an installation directory,
Internet Cleanup copies its files to your disk drive.

We recommend running EasyUpdate (see next section) as soon as you
install Internet Cleanup in case there is a program update available after

10
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this CD was released.
Note: Only administrator can install Internet Cleanup but if administrator wants
limited rights user to use the product then it should not be installed in the

default folder (Program files folder). This is because limited rights user
does not have write permission in program files directory.

Updating Your Software (EasyUpdate ™)

We periodically improve Internet Cleanup—adding features, making changes
based on customer requests, and fixing problems. Use EasyUpdate™ to
download updates and patches for Internet Cleanup through the Internet. If there
are multiple components for updating, EasyUpdate provides you with a list of
these—you can update everything at once, or select only the ones you want. To
run EasyUpdate:

1. Make sure you are connected to the Internet. If you access the Internet
using a modem, log in first, or set your browser to automatically dial in.

2. Start EasyUpdate by selecting | Start | Programs | Internet Cleanup |
EasyUpdate (or start Internet Cleanup and click Help | EasyUpdate in
the upper right corner).

3. Follow the instructions to install the update. When finished, click Done

to exit EasyUpdate. You may be prompted to restart Windows to
complete the update.

Uninstall Internet Cleanup 4.0

To remove Internet Cleanup follows these steps:
1. Make sure the program is closed.

2. From Windows, select | Start | Settings | Control Panel | Add/Remove
Programs.

3. Click Internet Cleanup 4.0, and then click the Add/Remove button.
4. Click Remove, then Next.

5. Follow the on screen instructions to remove Internet Cleanup.

11



Chapter 3:
Cleaning of Internet and Other Files

Internet Cleanup gives you the ultimate control over how much information you
divulge to others whether you are browsing the Web or allowing someone to
borrow your computer. With Auto Clean, you can sweep out your cookies, history
and cache files in one fell swoop. If you'd rather handle each step yourself, use
the Manual Clean tools. This chapter will show you how to use Internet Cleanup
to your best advantage.

Staring Internet Cleanup

1. Make sure your Web browser is closed.

2. Start Internet Cleanup by selecting Start | Programs | Internet Cleanup
| Internet Cleanup (or clicking on the desktop icon).

3. When Internet Cleanup starts, the program scans the hard drive(s) on your
system to locate your Web browser(s) and their cache, history, ActiveX, plug-
in and cookie files. It will also check for any spyware applications on your
system, along with your specified files, folders and Recently Used Document
lists. A clock animation displays at the lower left corner of the screen showing
the progress of the scan. When it completes the scan, Internet Cleanup will
report on the number of files and tell you the amount of hard drive space
these files are taking up as shown in figure 1.

12
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Figure 1

4. From the Internet Cleanup home window, click either Auto Clean or
Manual Clean at the bottom of the screen to clean up your system.
Click Scan to rescan your system if you surfed the Web or ran other

applications since your last scan.

Cleaning Your Files Automatically With Auto Clean

This is the easiest way to clean out your files. Auto Clean can work with all

categories of files:

Cache files

History items

Cookies

Files and folders on your hard drive
Recent lists

Instant Messenger files

Email messages

Before running Auto Clean the first time, click the Settings button at the top
of the Internet Cleanup home window and decide what categories you want

13




Auto Clean to handle. Then fine-tune each category’s settings (cache, history
and cookies are located in the Internet Tools section of the Settings screen.)

Once you have your categories chosen, and settings set, you can run Auto
Clean.
1. Click the Auto Clean button.
2. The first time you run Auto Clean, it will remind you what categories of
files it will remove. You can choose to not see this reminder by checking the
Don t Show This Confirm Dialog Again box. Click Yes to confirm.
3. Auto Clean will show you what’s happening as it cleans the requested files.

Press Finish when it is complete. You will return to the home window.
Depending on your settings, you may be asked to restart your computer.

Using The Clean Now! Icon

Do you have Auto Clean configured exactly the way you want it? Want to save
some time running Auto Clean? During installation, Internet Cleanup asks if you
want to put a “Clean Now!” icon on your Windows desktop. If you agree, double-
clicking this icon will run Auto Clean without even opening Internet Cleanup.

To create this icon after installation:

1. Open Internet Cleanup.

N

. Click Settings at the top of the home window.

w

. Click the Create “Clean Now” desktop shortcut button.

4. Click OK to confirm. The icon will appear.

Manually Cleaning Up Internet Items

For the most control over what files you want to keep or delete, use Internet
Cleanup’s manual tools. You'll be able to view each file, page or image before

14
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deleting it.

To use any of the manual tools, click the Manual Clean button, then click the
button for the tool you want.

Cleaning Your Cache

1. From the Internet Cleanup home window, click Manual Clean, then
Cache. The cleaner will briefly scan your system for your browsers
cache files.

2. When the scan completes, you'll see a large window giving you some
information on each item. This includes the site that you visited, the browser
you used, the place on your hard drive where the cache files are stored, the
size of each file and when you last visited the site. Below the large window,
you can display the view pane to get more information on each cache file. To
see each file’s contents, select Show File Window from the drop-down list
box (as in the example below). To display more file details, select Show
Details Window from the drop down list box. Select Hide Details Window to
close the view pane as shown in figure 2.
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Figure 2

Check the box to the left of any item you want to remove. You can select
multiple items by clicking while holding down the Shift key (Shift-click) if
the items are next to each other, or by holding down the Ctrl key (Ctrl-
click) if they are non-contiguous. After making your selections, press the

15
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space bar to mark the items. The Select All button will check everything.
Click Apply when ready.

Note: If there’s a particular cache file you want to delete, use the Search
button to find it. You can enter the name of the file (or any part of the
name), and click Find Next. Any file matching the string will be
highlighted.

3. Depending on how many cache files you selected, a progress clock may
appear in the lower left corner. When the task is complete, you'll get a
report showing the files deleted and your space savings. You can print
or save this report as a text file by clicking the appropriate button. Click
Done to return to the home window.

Cleaning Cookies

1. From the Internet Cleanup home window, click Manual Clean, then
Cookies. The manual clean will briefly scan your system for cookies.

2. When the scan is complete, you'll see a large window giving you some
information on each item. This information includes the name of the
cookie, what site left it on your computer, how big it is, and when you
last visited the site. You'll also see the expiration date for the cookie.
Many cookies expire after you leave, or within a few days. Others can
stay on your system forever. You can sort the cookies by clicking any
column heading.

You can activate the view pane, which shows you the file’s contents or
additional information by selecting Show File Window from the drop
down list box. To display other details about the cookie, select Show

Details Window. Select Hide Details Window to close the view pane.

3. Check the box at the left of any item you want to remove. You can select
multiple items by clicking while holding down the Shift key (Shift-click) if the
items are next to each other, or by holding down the Ctrl key (Ctri-click) if
they are non-contiguous. After making your selections press the space bar to
mark the items. The Select All button will check everything. Click Apply
when ready.

Note: If there’s a particular cookie you want to delete, use the Search
button to find it. You can enter the name of the file (or any part of the
name), and click Find Next. Any file matching the string will be
highlighted.

16
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4. As Internet Cleanup does its job, a progress clock appears in the lower
left corner. When the task is complete, you'll get a report showing the
files deleted and your space savings. You can print this report or save it
as a text file. Click Done to return to the manual clean window.

Restoring Deleted Cookies

Even the most careful person makes mistakes. You have gone through the
whole list of cookies on your system and protected the ones you wanted. You
clean your cookies out. Then you visit a site you carefully personalized a few
months ago—and they're gone! You can now avoid this catastrophe. Cookie
Undo lets you restore deleted cookies.

You can set up Internet Cleanup to backup all deleted cookies to an encrypted
folder on your drive:

—h

. Click Settings from the Internet Cleanup home window.

N

. Click Internet Tools.

3. Click the Cookies tab.

4. Check the Backup deleted cookies box.

5. Click OK to confirm.

Only Cookie Undo can access this folder to restore deleted cookies. Cookies

stay in this folder until you delete them from the Cookie Clean.

To restore a deleted cookie:

—h

. Open Internet Cleanup.
2. Click Manual Clean.
3. Click Cookies.

4. Cookie Clean will scan your disk for cookies. When the main window
comes up, click Restore Cookies.

5. Alist of all deleted cookies will appear in a separate window. Check the

17
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box (es) for the cookie(s) you want to restore. Use the Select All button
to restore all cookies to your system.

6. Click OK to restore the selected cookie(s). Cookie Undo will report on
its success.

To permanently delete cookies from the backup folder:

1. Repeat Steps 1-4 above.

2. The list of cookies in the backup folder is listed. Check the box (es) for
the cookie(s) you want to permanently delete. Use the Select All button
to remove all cookies in the folder.

3. Click Delete Selected Items to remove these cookies from your
system. A dialog box will remind you that these files will be
permanently removed from your system. Click Yes to confirm.

To turn off automatic backup of cookie files:

1. Click Settings from the Internet Cleanup home window.

2. Click Internet Tools.

3. Click the Cookies tab.

4. Uncheck the Backup deleted cookies box.

5. Click OK to confirm. You can still restore cookies that are still in the
backup folder, but no new cookies will be backed up

Cleaning History Items

1. From the Internet Cleanup home window, click Manual Clean, then
History. The manual clean will briefly scan your system.

2. When the scan is complete, you'll see a large window giving you some
information on each item. This information includes the URL of the site
you visited, when you last visited the site, and when the item is set to
disappear automatically (this is done in your browser’s settings). You
can sort the items by clicking any column heading.

18
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To display other details about each history item, select Show Details
Window from the drop-down list box. Select Hide Details Window to
close the view pane.

Check the box at the left of any item you want to remove. You can
select multiple items by clicking while holding down the Shift key
(Shift-click) if the items are next to each other, or by holding down the
Ctrl key (Ctrl-click) if they are non-contiguous. After making your
selections press the space bar to mark the items. The Select All button
will check everything. Click Apply when ready.

Note: If there’s a particular history item you want to delete, use the Search

button to find it. You can enter the name of the file (or any part of the
name), and click Find Next. Any file matching the string will be
highlighted.

As Internet Cleanup does its job, a progress clock appears in the lower
left corner. When the task is complete, you'll get a report showing the
files deleted. You can print this report or save it as a text file. Click
Done to return to the manual clean window.

Cleaning ActiveX Controls

1.

2.

From the Internet Cleanup home window, click Manual Clean, then
ActiveX. The manual clean will briefly scan your system for ActiveX
controls.

When the scan is complete, you'll see a large window giving you some
information on each control. This information includes the name of the
control, the path where the control is stored on your computer, what site
left it on your computer, how big it is, and when you last visited the site.
You can sort the controls by clicking any column heading. You can also
expand each column by dragging any column heading border to the
right.

You can activate the view pane, which shows you a little more
information on each control by selecting Show File Window from the
drop-down list box. To display other details about the control, select
Show Details Window. Select Hide Details Window to close the view
pane.
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3. Check the box at the left of any item you want to remove. You can
select multiple items by clicking while holding down the Shift key
(Shift-click) if the items are next to each other, or by holding down the
Ctrl key (Ctrl-click) if they are non-contiguous. After making your selections,
press the space bar to mark the items. The Select All button will check
everything. Click Apply when ready.

Note: If there’s a particular Active X control you want to delete, use the
Search button to find it. You can enter the name of the file (or any
part of the name), and click Find Next. Any file matching the string
will be highlighted.

4. As Internet Cleanup does its job, a progress clock appears in the lower
left corner. When the task is complete, you'll get a report showing the
files deleted and your space savings. You can print this report or save it
as a text file. Click Done to return to the manual clean window.

Cleaning Plug-ins

1. From the Internet Cleanup home window, click Manual Clean, then
Plug-ins. The manual clean will briefly scan your system for plug-ins.

2. When the scan is complete, you'll see a large window giving you some
information on each item. This information includes the name of the
plug-in, where it’s stored on your computer, how big it is, and when you

last used the plug-in. You can sort the plug-ins by clicking any column
heading.

You can activate the view pane, which shows you a little more information on
each plug-in by selecting Show File Window from the

drop-down list box. To display other details about the plug-in, select

Show Details Window. Select Hide Details Window to close the view
pane.

3. Check the box at the left of any item you want to remove. You can
select multiple items by clicking while holding down the Shift key
(Shift-click) if the items are next to each other, or by holding down the
Ctrl key (Ctrl-click) if they are non-contiguous. After making your
selections press the space bar to mark the items. The Select All button
will check everything. Click Apply when ready.
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Note: If there’s a particular Plug-ins you want to delete, use the Search
button to find it. You can enter the name of the file (or any part of the
name), and click Find Next. Any file matching the string will be
highlighted.

4. As Internet Cleanup does its job, a progress clock appears in the lower
left corner. When the task is complete, you’ll get a report showing the
files deleted and your space savings. You can print this report or save it
as a text file. Click Done to return to the manual clean window.

Cleaning Unwanted Files And Folders

Because only you can really decide what files and folders are really unwanted,
this cleanup requires an initial two-step process. First you define the files and
folders in the Settings dialog, and then run the cleanup.

1. Before running the Files & Folders manual clean the first time, you
need to define the types of files and folders you want to clean from your
system. Click Settings at the top of the home window. Click Files &
Folders on the left side menu, then click the Setup Files and Folders
button to open the dialog box.

2. Once you've defined a set of files and folders to be cleaned, Internet
Cleanup will use those definitions until they’re changed. To run the
cleanup, click Manual Clean from the home window, and then click
Files & Folders to begin the cleaning process. Internet Cleanup will
check for the files and folders you specified. If there are no files of the
specified type, you'll get a report telling you so.

3. If there are files to be cleaned, you’ll see a screen with information on
the files to be deleted. This includes the file name, the extension, where
it's located, the category it matches, its size, attributes and the last time
you accessed the file. Click the box to the left of each file to delete it.
You can select multiple items by clicking while holding down the Shift
key (Shift-click) if the items are next to each other, or by holding down
the Ctrl key (Ctrl-click) if they are non-contiguous. After making your
selections press the space bar to mark the items. Click Select All to
clean all listed files.

4. (Optional) If the list of files to be cleaned is a long one, and you want
to confirm that a particular file is there, use the Search button. You can
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enter the name of the file (or any part of the name), and click Find Next. Any
file matching the string will be highlighted as shown in figure 3.

Sekecl A | Qesth:l.ﬁ.lll Seaich | [Hi:le[lel,ai:'-.h"n:hw ;l
b s e e e e e O e e ]
r YERSION 1l CHTEWF Fl CATEMPY 444 hylg
F B vebosReadd CATEWP bl CLTEMPY b B16 tule
B whisCapPrafat  CATERF bl CATERMPY bk 230 byta
C B ek CATERF Bl CATEMPY b 250 byla
B wikdesUsts.. CATERF bl CATEMPY bk §14 byt
B 05T Loglle . CATERF bl CATERF b 5 i
T e CATERF tal CATEMPY b 1.2
- s CATERF bl CATEMPY bk 478 byla
r1 B Zmboees CATERF Bl cufmm-m 325:-,_m|3|
" 3

i Eisyitem clactad [0 brptu saved [0 actual butes)

Figure 3

5. When you've selected all the files to be cleaned, click Apply. The
selected files will be deleted, and you will receive a report on your
activity. You can print or save the report as a text file. Click Done to
return to the Manual Clean window.

Note: For safety reasons, you cannot delete files from these folders:

e drive roots or files in the root

» C:\Windows, C: [WINNT or any of the subfolders in these

system folders

e My Documents (Windows 9x)

« Documents and Settings (Windows 2000/XP)

 Program Files (and the next level of subfolders)

e Templates
You cannot Add these reserved folders in the dialog, and they will show
a different icon.
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Cleaning Out Recent Lists

Windows itself and many applications track the files you’ve used recently to
offer convenience in using your computer. These “recently used documents”
(RUD) lists can be useful, but they can be nuisances. As with your Internet
files, anyone with access to your computer can locate these lists and open the
associated files.

Internet Cleanup’s Recent List cleanup lets you identify lists to scan for
cleaning, and lets you remove only the sensitive data if you wish. As with the
Files & Folders cleanup, you will first tell Internet Cleanup what lists to scan.
Internet Cleanup will then identify the files in the specified lists so you can
decide what to remove and what to keep.

1. Before running the Recent List cleanup the first time, identify the lists
you want scanned. Click Settings from the home window. Click
Recent Lists on the left side menu to open the dialog box. When you’ve
defined the lists you want to clean, click OK. When you return to the
main menu, click the Scan button to rescan your system.

2. Once you've defined a set of recent lists to be cleaned, Internet Cleanup
will use those definitions until they’re changed. To run the cleanup, click
Manual Clean from the home window, then click Recent Lists to
begin the cleaning process.

3. You'll see a list of every item on each specified list. Check each box to
mark an item for deletion. You can select multiple items by clicking
while holding down the Shift key (Shift-click) if the items are next to
each other, or by holding down the Ctrl key (Ctrl-click) if they are
noncontiguous. After making your selections, press the space bar to
mark the items. Click Select All to mark all items for deletion.

=N

. (Optional) If the list of items to be cleaned is a long one, and you want
to delete a particular file, use the Search button. You can enter the
name of the file (or any part of the name), and click Find Next.

(3]

. Click Apply to clean the selected items. You'll get a report on what
items you cleaned out. You can print or save this report as a text
file. Click Done to return to the Manual Clean main screen.

Note: If there’s a particular item you want to delete, use the Search
button to find it. You can enter the name of the file (or any part of the
name), and click Find Next. Any file matching the string will be
highlighted.
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Removing Spyware

Spyware programs can be included in “free” software, and (with or without
your knowledge) track your habits, interests and even your keystrokes and
clicks in your browser or email program. Internet Cleanup can identify many
of the more common types of spyware programs and delete them.

Note: Spyware developers frequently release new versions of their

=N

applications. For this reason, it is often better to use the
application's own uninstall programs when possible. After you
have uninstalled the spyware, run Internet Cleanup again fo
clean up any files or registry items left behind by the uninstaller.

Open Internet Cleanup. As part of the initial scan, Internet Cleanup will
locate any spyware applications on your system and report the number
on the home window.

If you have any of these applications, click Manual Clean, then
Spyware to clean them.

Internet Cleanup will show you the number and type of spyware present

on your system. Check the appropriate box(es) to clean out the spyware.

You can select multiple items by clicking while holding down the Shift key
(Shift-click) if the items are next to each other, or by holding down the Cirl
key (Ctrl-click) if they are non-contiguous. After making your selections, press
the space bar to mark the items. Use the Select All button to remove all
spyware from your system.

(Optional) Clicking the Thorough Scan button will ask Internet
Cleanup to re-scan your system to look for other possible spyware
applications. These applications could be stored in different folders or
have different file names than we expect.

Spyware Thorough Scan attempts to locate additional spyware
components by searching for clues in file names and registry data. It
rates the likelihood that an item it found is actually spyware as either
Possible or Confirmed. An item marked Possible means the scan
found some matching criteria, but could not confirm the match with a
second matching criteria.

For example, a file named AlexandersPicture.jpg starts with the
characters "alexa" which makes it match one criterion, but it is not
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really spyware and no other criteria confirm the match. Examine all
items marked Possible and only select for cleaning those you know are
associated with spyware.

5. Click Apply to remove the selected spyware. You'll get a report on the
success, which you can print or save as a text file.

6. Click Done to return to the Manual Clean window.

Monitoring Spyware

You can protect yourself from spyware by having Internet Cleanup monitor
your system for new spyware.

To use Internet Cleanup’s spyware monitoring:

1. Click Settings from the Internet Cleanup home window.

2. Click Spyware from the buttons on the left side.

3. Check the Enable Spyware Monitoring box.

4. Click OK to confirm the changes and return to the home window.
Internet Cleanup will now scan your system registry frequently for the
presence of new spyware. If the monitor detects a spyware application, it

will notify you and ask if you want to remove it. Click Yes to open Internet
Cleanup, then run the Spyware cleanup to remove the application.

Update Spyware Signatures

You can update spyware signatures periodically so as to protect your system
from new spyware releases.

To use Internet Cleanup’s spyware signature updates:
1. Click Settings from the Internet Cleanup home window.
2. Click Spyware from the buttons on the left side.

3. Click Update Spyware Signatures button. It connects you to the Aladdin
System Server and checks for spyware updates. If your subscription is current
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then new spyware signatures are downloaded. If your subscription has lapsed
you can renew it as shown in figure 4.

¥ (5[]
ol S S
Seﬂmgs Spyware

—

Internet Cleanup is now checking new Spyware signatures available on aladdin Systems server, Make sure
wou are conecked to the Internet,

" Connecked to Aladdin Systems server
" Mew Spyware signatures available
P Irvealid registration.

T fgain | Full Purchaze | Renew | Regizter after Purchaze/Renew |

Figure 4

4. Click the Full Purchase button to purchase a registration key or Click the
Renew button to purchase registration key for spyware updates for a
specified period.

5. Once you have the registration key, click the Register after Purchase/Renew

Button to register for spyware signature updatess. - ‘[Comment [PS1]: Page: 26
Why should they do step # 5?

This step allows them to register for spyware updates. Once he has purchased
the registration key, he has to register via application only. That is why step # 5 is

required ‘ Comment [S2]: Since the registration

777777777777777777777777777777777777777777777777777777777 - “ process does not happens in the web

. server, User has to use the application for
Cleaning Instant Messenger Items

registration process.

Internet Cleanup makes light work of cleaning message logs and files
downloaded with Instant Messenger clients.

To use Instant Messengers Cleanup:

1. From the Internet Cleanup home window, click Manual Clean.
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2. Click Instant Messengers.
3. You will see a list of supported Instant Messenger clients. These are:

AOL Instant Messenger (AIM)
ICQ

mIRC

MSN Messenger

Trillian

Yahoo! Pager

Installed client(s) should have an empty box to its left. If Internet Cleanup does
not find a particular IM client, it will be grayed out of the window. Check the
box(es) next to the client(s) you want to use the IM cleanup with.

If you have installed an IM client that the Internet Cleanup scan did not locate,
click the Search for installed IMs button. Internet Cleanup will re-scan your
system to locate additional IM clients. Click Next to return to the main screen.

4. IM Cleanup will identify and show you the items that can be cleaned in a tree
format. You will see items organized by client (AOL Instant Messenger, for
example), then by type (log file or downloaded file). Check the box(es) next to
the item(s) you want cleaned. Click Select All to mark all items for deletion.
You can choose to Delete to Recycle Bin or Shred the file(s) by checking
the appropriate box. Click Next to run the cleanup.

5. When the task is complete, you'll get a report showing the files deleted
and your space savings. Click Done to return to the Manual Clean main
page, or click Exit in the upper right corner to close Internet Cleanup.

Cleaning Your Inbox With Auto-Email Clean

Millions of email messages are sent out every month, and some days it can
look like every one of them wound up in your Inbox. Auto-Email Clean can help
you tame your Microsoft Outlook or Outlook Express Inbox. Use Auto-Email
Clean to:

e Delete outdated messages when you run Auto Clean or Clean Now!

e Empty the Deleted ltems box
e Combat spam by deleting all email messages from selected names and sites.
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You can also use the Scheduler to clean out your Inbox on a regular basis.

Setting Up Auto-Email Clean

1. Open Internet Cleanup.

2. Click Settings at the top of the home window.

3. Click Auto-Email Clean at the bottom of the Settings dialog.
4. Check Enable Auto-Email Deletion.

5. Define how you want AutoEmailClean to work.

6. Click OK to confirm your changes, or Cancel to return to the main
screen without making changes.

Scheduling Internet Cleanup Tools

Most Internet Cleanup tools can be automated to run as often as you want
without you having to lift a finger. Click Schedule at the top of the home
window to specify when you want to clean:

Cache files

Cookies

History

Recent Lists

Files and Folders
Instant Messenger items
Email messages

The schedule window is displayed with two options-
e Local Cleanup
¢ Remote Cleanup

Local Cleanup
Local cleanup enables you to schedule cleanup of your machine. Using this
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option you cannot clean the machine located on the network — use Remote
Cleanup for that function.

To start local cleanup-

1. Start Internet Cleanup 4.0 in one of the following ways:
e  Select Start | Programs | Internet Cleanup | Internet Cleanup
e Double-click the Internet Cleanup icon on the desktop
e  Select the Internet Cleanup option directly from the Start
Menu

2. When Internet Cleanup starts, the home window is displayed. Click
Schedule button as shown in figure 5.

\ Cache Files 1051  B8MB
& Intemet Explorer Unprotecied Cookies 133 5S3ZKBE
Varsion: 5.0.2300.1108 History tiems : 359 ]
Which Includes: ActveX Conrols 6 Bl4KB
- %% LS Explorer Plug-ing 5  BIZKB
P File & Folder Entiies ] 0 bytes
“Wergion: 7.020005.2202 Fecont List Enties o
Spyware Calegones [}

w [ ©)LoclDisk - 19568 31968 hee) &
w [ €IWOCUSE2- 1208 1BLBIe) v

Figure 5

3. The Local Cleanup screen appears with system as shown in the
figure 6.
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Cleantp G i
Schedule Local Cleanup
System Startup | System Shutdownl Application Exitl Time Intewall Daily |
Schedule Internet Cleanup to un at "System Startup™ if you want to remove items from the selected
categories every ime pou restart your computer,
_L'ﬁfﬁ'f'CE' Ej [ Enable scheduling at “System Startup”
[T Cache files
[T Cockies
[T History
r Recent listz

r Filez and Folders

Remote Cleanup 7 Instant Messenger ltems

[T Email Messages

Figure 6

4. Click any (or all) of the tabs on the Local Cleanup screen (as shown in figure
6) to run specified tools at:

e System Startup: Check the Enable scheduling at system startup box,
then select tools to run every time you start your computer.

e System Shutdown: Check the Enable scheduling at system shutdown
box, then select tools to run every time you shut down (or restart) your
computer. In addition to the standard tools listed above, you can also clean
hidden cache files at shutdown.

e Application Exit: Check the Enable scheduling at Application Exit box,
then select tools to run when you close Internet Explorer, Outlook and/or
Outlook Express. Use the Add button in the Application selection area on the
right to specify any other application on your computer to trigger the cleanup.

¢ Time Interval: Check the Enable scheduling at the following time interval
box, then select tools to run at a specific interval. Two hours is the default, but
you can select any combination of hours and minutes.

¢ Daily: Check the Enable scheduling on a daily basis box, select tools to

run every day, and select a time. Your computer must be running at the
scheduled time. When a tool is scheduled, it will clean files exactly as set up
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to do in Internet Cleanup Settings.

If you have tools scheduled to run during a specific process (application exit,
startup or shutdown), this will add some time to whatever process you check.
Depending on how much material is being cleaned, it could be up to a minute.

Remote Cleanup

Unlike Local Cleanup, Remote Cleanup enables you to schedule cleaning on
other machines on the network. Remote Cleanup facilitates the network
administrator to schedule the cleanup of machines on the network without
installing any software on the target machine.

To start Remote Cleanup-

1. Start Internet Cleanup 4.0 in one of the following ways:
e Select Start | Programs | Internet Cleanup | Internet Cleanup
¢ Double-click the Internet Cleanup icon on the desktop
e  Select the Internet Cleanup option directly from the Start
Menu

2. When Internet Cleanup starts, the home window is displayed. Click
Schedule button (refer to figure 5).

3. Click Remote Cleanup button. A Remote Cleanup window is displayed. This
window allows you to add machines and task to clean or as in this example
shows list of tasks, which are already scheduled on different network
machines. See figure 7 below.

Note: Appearance of remote cleanup window might take some time because
application checks for the status of scheduled tasks on the network
machines. You can stop this checking process by clicking Stop button as

in figure 7.
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Figure 7

Note: As depicted in above figure, red icon means remote machine is not
available now so server is not able to connect this client. The blue icon
refers to a particular machine that cannot be set as a remote scheduler
client now. The yellow icon refers to a particular machine that can be
connected but either the task is removed or renamed on that machine.
The green icon depicts the ideal condition where you can modify the task.

You can add, remove, and modify tasks using different options listed below.
To add a remote cleanup task-
1. Repeat 1-3 steps above.

2. Click Add button to add a task.

3. Enter the relevant information in the following fields as shown in figure 8.
e Task Name
e Target Machine
e Administrator
e Password
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e Server Address

= ee
Cleanup*
Schedule Remote Cleanup

Specify Remote Task name, machine name, administrator name,
passwaord and server address in "Task Name", "Target Machine”,

"Administrator”, "Password” and "3erver Address" boxes respectively,
Then. Click "Remate Schedule” button ko schedule cleanuo on remote

Local Cleanup
Task Mame I fryiki
Target Machine I 172.16.0.122
: 3 Adrninistrator I Adrninistrator
Password I stk
Server Address | TEST-HZPEMTZSP4

Remaote schedule.. |

Figure 8

4. Click the Remote Schedule button.
Note: To schedule cleanup on remote machines, all network machines should
have same administrator name and password. Information in

Administrator and Server Address field are automatically displayed and
remain disabled.

5. Click the Cleanup ltems tab to specify the files, which are to be cleaned as
shown in figure 9.
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Figure 9
6. Select one or more of the following items-
e Cookies
e History
e Cache
e Active-X
e Plugins

7. Check the Perform cleanup for all users check box to enable cleanup for all
users or specify a username in the User Name field to enable cleanup for
all users in the User Name List box.

8. You can add or remove user names from the list with the help of Add
or remove buttons respectively.

Note: If you click Apply without specifying items to be cleaned, an error
message is displayed. Please select the Cleanup items.

10. Next, click the Time Interval tab.
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11. Select one of the items from Select Interval as shown in the figure
10.

e Daily
e Weekly
e Monthly
e Once
e User Logon
- e
Cleanup
Schedule Remote Cleanup
Cleanup ltem  Time Interval | Advanced I
The task can be scheduled either to Bun Once or recunently at
Daily " eeklponthly interval or at every Uzer Logon. The Daily aption will
zchedule the task to recumently mn every day at the specified time.
Local Cleanup
Select interval Fun daily at
123 P =
 Weekly
_Rm-c
w = Manthly
" Once
" User Logon

Figure 10

12. To schedule a cleaning task daily, specify time in the Run daily at box as
shown in figure 10.

13. To schedule a cleaning task weekly, select the Day of the week and the
Start date and time as shown in figure 11.
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The task can be scheduled either to Bun Once or recunently at
Daily " eeklpanthly interval or at every Uzer Logon. The weekly option
will chedule the task to recumently run even Week on the specified Daps

Local Cleanup at the specified Time.
Select interval Start date and time
 Daiy [12004M Tuesday Apr 27,2004~ |
__________________ ; [T Sunday

_mﬂm = Manthly ™ Tuesday

™ wWednesday

' Once [~ Thursday
" User Logon I Fiiday
[~ Saturday

Figure 11

14. To schedule a cleaning task monthly, select the Day of the month and the
Start date and time as illustrated in figure 12.
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*

Schedule Remote Cleanup

Cleanup ltem  Time Interval | Advanced I

The task can be scheduled either to Bun Once or recunently at
Daily " eeklptanthly interval or at every Uzer Logon. The monthly aption
will schedule the tazk to recurrently run every Month on the specified Day at

Local c‘eanup the specified Time.
Select interval Start date and time
" Daily 1200480 Tuesday Apr 27, 2004 j
 Weekly

T REmGtE Cleanup T | - Dy of month
_um & donthhs
ol ; I_I— j

" User Logon

Figure 12

15. To schedule a cleaning process once, select the time in the Start date and
Time option as shown in figure 13.
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Schedule Remote Cleanup

Cleanup ltem  Time Interval | Advanced I

The task can be scheduled either to Bun Once or recunently at
Daily " eeklptanthly interval or at every Uzer Logon. The Once option will
zchedule the task to run One Time only on the specified Date at the

Local Cleanup specified Time.

Select interval Start date and time

¢ Daily 120040 Tuesday  Apr 27, 2004 j

 Weekly

M = Manthly

" User Logon

Figure 13

16. To schedule cleaning process every time any user logs on to remote
machine, select User Logon radio button as shown in figure 14.
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Schedule Remote Cleanup

Cleanup ltem  Time Interval | Advanced I

The task can be scheduled either to Bun Once or recunently at
Daily " eeklptanthly interval or at every Uzer Logon. User Logan option
will schedule the task to recurrently run at every User Logon.

Local Cleanup

Select interval
= Daily

 Weekly

M (" Monthly

" Once

Figure 14
17. Next, click the Advanced tab.

18. You can check Delete the task if not scheduled to run again check box to
delete a scheduled task once completed and is not scheduled to run again.

19. You can check Stop the task if runs for specified hours and minutes

check box to stop a scheduled task if it is running for more time than
specified in hours and minutes as shown in figure 15.
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Figure 15

20. Click Apply after selecting at least one item for cleanup and set the time
interval. If required you could choose an advanced option.

To modify the Remote Cleanup task-

1. Open Internet Cleanup.

2. From the Internet Cleanup home window, click the schedule button.
3. Click the Remote Cleanup button.

4. Select any task from the task list.

5. Click the Modify button.

6. Next, update the changes in Cleanup Items, Time Interval, and Advanced
tabs.
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5. Click Apply to confirm.

To remove the Remote Cleanup task-

1. Open Internet Cleanup.

2. From the Internet Cleanup home window, click the schedule button.
3. Click the Remote Cleanup button.

4. Select any task from the task list.

5. Click the Remove button.

To view last result of scheduled task-

Last Result option displays the date and time information of the task executed on
remote machine. Also, if the scheduled task has not been executed, then
information about the non execution is displayed.

—h

Open Internet Cleanup.
2. From Internet Cleanup home window, click schedule button.

3. Click Remote Cleanup button.

P

Select any task in the task list with green icon.

Note: Last result option only works for scheduled tasks with green icon because
these tasks are with ideal condition and you can view last result
information about these tasks.

5. Click Last Result option. Immediately, a message box is displayed with date
and time information about the task as shown in figure 16.
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Internet Cleanup 4.0

Tazk executed onh remote machine at
Time: 1712
Diate 08-04-2004

Figure 16

6. If the task has been not executed then a different message box is displayed
as shown in figure 17.

Internet Cleanup 4.0

& Tazk haz never run

Figure 17
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Chapter 4:

Protecting Your Files and Folders with
FileSystemGuard

Most people store a lot of confidential information, their computers. This can be
anything ranging from personal details to professional documents such as
pictures, audio files, work documents, bank and credit files. The
FileSystemGuard feature of Internet Cleanup 4.0 enables you

e To protect your important files from hackers and other snoopy users.
To deny access to unauthorized users from viewing, copying, moving,
renaming or deleting certain specified files and folders.

e To lock and unlock your files with password protection.

e To block applications and executable files.

FileSystemGuard is an easy feature to protect your files/folders and applications.
This chapter will guide you how to use FileSystemGuard to your best advantage.

Starting FileSystemGuard

The FileSystemGuard feature enables you to protect your files folders and
applications by password protecting them. To enable password protection of
files, folders and applications, FileSystemGuard has three options-

e Protect Files & Folders
e Application Blocker
e Password Settings

To start FileSystemGuard:

1. Start Internet Cleanup 4.0 in one of the following ways:
e  Select Start | Programs | Internet Cleanup | Internet Cleanup.
e Double-click the Internet Cleanup icon on the desktop.
e  Select the Internet Cleanup option directly from the Start
Menu.

2. When Internet Cleanup starts, the home window is displayed. Click the File
System Guard button as shown in figure 16.
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Figure 16

3. From the FileSystemGuard window, click either Protect Files &
Folders

or Application Blocker, to protect your files/folders and

application respectively.

Protect Files & Folders

The Protect Files & Folders feature enables you to lock your files and folders
from unauthorized users. The advantage of the Protect Files & Folders feature is
that if any unauthorized user wants to access a locked file or folder then there will
be a pop up dialog box asking for the password authentication. The only
exception to the Application Blocker feature is that it does not allow you to lock
the Windows directory, profile directory, system directory, program file & folders
and IC installation files. Different options provided by the Protect Files & Folders
feature are as follows-

e |ock File
e |ock Folder
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Unlock File

Unlock Folder

Unlock All

Block Application (In case of Executable files)
Unblock Application (In case of Executable files)
Unblock All

You can access the Protect Files & Folders feature in two ways-

e Using Internet Cleanup
¢ Using the Windows Explorer Shell

Using the Internet Cleanup Application

1. Open Internet Cleanup.

2. Click the FileSystemGuard button at the top of home window as shown
in figure 16.

3. Click the Protect Files & Folders button to display list of files and folders.

4. If you are using the Protect Files & Folders feature for the first time, you need
to set a password to enable password protection to file and folder.

To set a password for files and folders-

1. Open Internet Cleanup.

2. Click the FileSystemGuard button at the top of home window.

3. Click the Password Settings button at the left side of FileSystemGuard
window.

4. Enter your Password in the Set Password box as shown in figure 17.
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=

FileSystemGuard ProtectFiles & Folders

ﬁ Set/Change your Pratect File/Faolder and Application Paszwaord.
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Set Password f ]

Canfirn Password I

Application Blocker

— Application Blocker Passward

Set Password : ]

Confirm Pagsword I

~——Password Seltings )

Figure 17
5. Confirm your password again in the Confirm Password box.

6. Click OK to confirm.

To lock a file or folder-
1. Open Internet Cleanup.
2. Click the FileSystemGuard button at the top of home window.

3. Click the Protect Files & Folders button to display list of files and folders as
in the figure 18.
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4. Select any file or folder, you want to lock.

5. Click the Lock button present at the bottom of the Screen. A
password authentication dialog box pops up as shown in figure 19.

i Authentication

Give Password: [ |

| 0K | | cancel |

Figure 19

6. Enter the password and click OK to confirm.
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To unlock a file or folder-
1. Repeat Steps 1-3 above.
2. Select any file or folder, you want to unlock.

3. Click the Unlock button present at the bottom of the Screen. A password
authentication dialog box pops up (refer to figure 19).

4. Enter the password and click OK to confirm.

To unlock all the locked files and folders at one click-

1. Open Internet Cleanup.

2. Click the FileSystemGuard button at the top of home window.

3. Click the Protect Files & Folders button to display list of files and folders.
4. Select any file or folder.

5. Click the Unlock All button present at the bottom of the screen. A password
authentication dialog box pops up (refer to figure 19).

o

Enter the password and click OK to confirm.

Using the Windows Explorer Shell

To lock file or folder-
1. Click Windows Explorer.
2. Right Click on the file or folder, you want to lock.

3. FileSystemGuard Context menu is displayed with “Lock File” or “Lock
Folder” option as shown in figure 20.
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3. Click the FileSystemGuard option.

4. Click the Lock File or Lock Folder. A password authentication
dialog box pops up.

5. Enter the valid password and click OK to lock the selected file or folder.

To unlock file or folder-

—

Click Windows Explorer.

g

Right Click on the file or folder, you want to unlock.

3. Click the FileSystemGuard option.

4. Click Unlock File or Unlock Folder. A password authentication dialog box
pops up (refer to figure 19).
5. Enter the valid password and click OK to unlock the selected file or folder.
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To unlock all files and folders-

1. Click Windows Explorer.

2. Right Click on any file or folder.

3. Click the FileSystemGuard option.

4. Click Unlock All. A password authentication dialog box pops up (refer to
figure 19).

5. Enter the valid password and click OK to unlock all file or folder.

Note: If you have locked an executable file, it cannot be blocked. But if you have
blocked an executable file, then it can be locked. If you lock any File or
Folder, and if user access/delete/rename/copy/move the locked file or
folder, there will be OS specific messages indication access denied. There
will be no pop up dialog box for password authentication when user tries
to access/delete/copy/move/rename any locked file or folder.

Application Blocker

The Application Blocker feature of FileSystemGuard allows you to block and
guard your system applications from unauthorized users. This feature is used
only by the administrator , for other users this feature remains disabled. The only
exception to the Application Blocker feature is that it does not allows you to block
the Windows directory, profile directory, system directory and IC installation files.

Once the application is blocked, a password authentication is required to run the
blocked application. The Application blocker feature is similar to Protect Files &
Folders feature but the only difference is that any unauthenticated user can
perform operations such as copy, rename and delete a blocked application but is
not allowed to execute the blocked application. The Application Blocker feature
enables multiple selections of applications only using Internet Cleanup
application. You can block any application in two ways-

¢ Using the Internet Cleanup Application
e Using the Windows Explorer Shell.
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Using Internet Cleanup Application

1.

Open Internet Cleanup.
Click the FileSystemGuard button at the top of home window.
Click the Application Blocker button.

If you are using the Application Blocker feature for the first time, you need to
set a password to enable password protection for your applications.

To set a password -

1.

2.

Open Internet Cleanup.
Click the FileSystemGuard button at the top of home window.

Click the Password Settings button at the left side of FileSystemGuard
window.

Enter a password in Set Application Blocker Password in the Password
Setting dialog box. (refer to figure 17)

Confirm your password again in the dialog box and click OK to confirm.

To block an application using the desktop option-

1.

2.

Open Internet Cleanup.
Click the FileSystemGuard button at the top of home window.
Click Application Blocker.

Click the Desktop option to display list of desktop applications as shown in
figure 22.
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5. Select the desktop application you want to block.

6. Click OK to confirm. A password authentication dialog box pops up.

7. Enter a valid Password and click OK to block the selected application.

To block an application using Start Menu option-

1. Open Internet Cleanup.

2. Click the FileSystemGuard button at the top of home window.

3. Click Application Blocker.

4. Click Start Menu to display list of applications in start menu as shown

in figure 23.
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5. Select the application, which you want to block, from the displayed list.

6. Click OK to confirm. A password authentication dialog box
pops up.

7. Enter a valid password and click OK to block the selected application.

To block an application using the Browse option-

1. Open Internet Cleanup.
2. Click the FileSystemGuard button at the top of home window.
3. Click Application Blocker.

4. Click the Browse option, which enables you to browse through the system
for the application you want to block.

53



Chapter 4: Protecting Your Files and Folders with FileSystemGuard

5. Select the application with the help of Browse button as shown in figure 24.

= e
m" Home ~Help Exit J
FileSystemGuard Application Blocker
. Desktop
Protect Files & Folders Browse for application you want to block.
Start Menu
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___Application Blocker ) Browss ~ 4
nblog
Password Settings

Figure 24

6. Click OK to confirm. A password authentication dialog box pops up.

7. Enter a valid password and click OK to block the selected application.

To unblock an already blocked application-
1. Open Internet Cleanup.

2. Click the FileSystemGuard button at the top of home window.

g

Click Application Blocker.

4. Click the Unblock option, it displays list of all the blocked applications as
shown in figure 25.

54



Aladdin® InternetCleanup™ 4.0 User’s Guide

-
Cleantp \Gc —

FileSystemGuard Application Blocker

A pplication Name |

'—E.m_ m Acrobat Feader 5.0
= ARTICOMS

B ecipse
tart Menu {Z QuickTime Plaper Application

ﬂ Setup Launcher
__Application Blocker ) o Pl

. EI’UWEE & Uninstaller Shel
& winzips
= Yahoo! Meszenger

l UHEEE ‘ @ winZip Erecutable

Protect Files & Folders

Password Settings

Figure 25

5. Select the application, you want to unblock.

6. Click OK. IA password authentication dialog box
pops up.

7. Enter a valid password and click OK to unblock the selected application.
Note: Any application which is blocked by the administrator can be locked. But if
any application is locked it is not allowed to blocked. And if any application

is Blocked and then locked, and then if you unlock the application it
remains blocked.

Using the Windows Explorer Shell

To lock an executable file or folder-
1. Click Windows Explorer.

2. Right Click on the file or folder, you want to lock.
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3. FileSystemGuard Context menu is displayed with “Lock File” or “Lock

Folder” option as shown in figure 26.
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4. Click the Lock File or Lock Folder. Immediately a password authentication
dialog box pops up.

5. Enter the valid password and click OK to lock the selected file or folder.

To unlock file or folder-

1. Click Windows Explorer.

2. Right Click on the file or folder, you want to unlock.

3. Click the FileSystemGuard option.

4. Click the Unlock File or Unlock Folder. Immediately a password

authentication dialog box pops up.
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5. Enter the valid password and click OK to unlock the selected file or folder.

To unlock all files and folders-

1. Click Windows Explorer.

2. Right Click on any file or folder.

3. Click the FileSystemGuard option.

4. Click the Unlock All. Immediately a password authentication dialog box
pops up.

5. Enter the valid password and click OK to unlock all file or folder.

To block an application-
1. Click Windows Explorer.
2. Right Click on the executable file, you want to block.

3. Click the FileSystemGuard option as shown in figure 27.
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4. Click Block Application. Immediately a password authentication dialog
box pops up.

5. Enter the valid password and click OK to block the selected executable file.

Note: If you have locked an executable file, it cannot be blocked. But if you have
blocked an executable file, then it can be locked.

To unblock an application-

1. Click Windows Explorer.

2. Right Click on the executable file, you want to unblock.

3. Click the FileSystemGuard.

4. Click the Unblock Application, immediately a password authentication

dialog box pops up.
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5. Enter the valid password and click OK to unblock the selected executable
file.

To unblock all blocked applications-

1. Click Windows Explorer.

2. Right Click on any blocked executable file.
3. Click the FileSystemGuard.

4. Click the UnBlock All Applications, immediately a password authentication
dialog box pops up.

o

Enter the valid password and click OK to unblock the selected executable
file.

Password Settings

The Password Settings feature of FileSystemGuard enables you to set
passwords for authentication of files, folders, and applications. If you are using
the FileSystemGuard feature of Internet Cleanup for the first time, you need to
set passwords. This is the password that you will use to access any locked
File/Folder/application, or when you unlock any of these. This feature also helps
you to change your password at any point of time. Thus, enhancing the security
feature of FileSystemGuard.

To set the password for the Protect Files & Folders feature-

1. Open Internet Cleanup.

2. Click the FileSystemGuard button at the top of home window.
3. Click the Password Settings button.

4. Enter your password in the Set Password for Protect Files & Folders option
as shown in figure 28.
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Figure 28
5. Re-enter your password in the Confirm password option.

6. Click OK to confirm.

To set the password for the Application Blocker feature-

1. Open Internet Cleanup.

2. Click the FileSystemGuard button at the top of home window.

3. Click the Password Settings button.

4. Enter your password in the Set Password for Application Blocker option.
(refer to figure 17)

5. Re-enter password in the Confirm password option.

6. Click OK to confirm.
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To change the password for Protect Files & Folders feature-
1. Open Internet Cleanup.

2. Click the FileSystemGuard button at the top of home window.

3. Click the Password Settings button.
4. Enter the old password in the Change Protect Files & Folders Password
option as shown in figure 29.
- e
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Figure 29
5. Enter the new password in New Password option.
6. Re-enter your password in the Confirm password option.

7. Click OK to confirm.
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To change the password for Application Blocker feature-

1. Open Internet Cleanup.

2. Click the FileSystemGuard button at the top of home window.
3. Click the Password Settings button.

4. Enter the old password in the Change Application Blocker Password
option. Enter your new password in New Password option.

6. Re-enter your password in the Confirm password option.

7. Click OK to confirm.
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Chapter 5:
Secure Storage of Personal Information

How can | keep my personal information secure? NetBlockade makes this easy
by storing your personal identification and financial information such as name,
phone number, address, credit card and bank account numbers in a protected
environment. It relieves you of remembering passwords, credit card numbers,
account numbers and phone numbers.

The NetBlockade feature enables you:

e To store all personal Information.
e To provide password security to the store personal information.
e To block leakage of your personal information over to Internet.

This chapter will show you how to use NetBlockade to your best advantage.

Starting NetBlockade

1. Start Internet Cleanup 4.0 in one of the following ways:
e Select Start | Programs | Internet Cleanup | Internet Cleanup.
e Double-click the Internet Cleanup icon on the desktop.
e Select the Internet Cleanup option directly from the Start Menu.

2. When Internet Cleanup starts, the home window is displayed. (refer to
figure 5)

3. Click the NetBlockade button.

4. Check Enable NetBlockade as shown in figure 30. If you enable the
Enable NetBlockade check box, then the NetBlockade functionality is

63



turned on.
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Figure 30

Note: Once NetBlockade is enabled, a NetBlockade icon is created in the
system tray. The functionality of this icon is described later.

Personal Info Blocker

The functionality of Personal info blocker is dual. It enables secure storage of
your personal information and , it blocks the transmission of your personal
information over the Internet. While you are surfing the Internet, certain programs
such as spyware, viruses, and Trojan applications , if present on your system,
can transmit your personal information out over the Internet without your
permission. The Personal Info Blocker feature of Internet Cleanup protects your
personal information from leaking out to these malicious websites or servers. It
enables you:

e To add personal information

¢ To block leakage and protect information
e To modify the stored information
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e To remove the stored information.

Storing Personal information

To store your personal information-

—h

. Open Internet Cleanup.

N

. Click the NetBlockade button.

w

. Check Enable NetBlockade.

=Y

. Click Personal Info Blocker.

o

. Check Enable Personal Info Blocker to prevent transmission of your
information.

o

. Click the Add button on the extreme right side of window as shown in figure
31.
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7. Different options are available for you to enter information such as
User Info, Personal Details, Block Info, Protect.
8. Click the User Info tab.
9. Enter information in First Name, Middle Name, Last Name, Address,
Phone, Mobile and Fax fields as illustrated in figure 32.
~ e
5 Sy
NetBlockade Personal Info Blocker

=er Info IF‘ersnnaI Details | Block Infa | Protect |

ﬁ First Marne: Middle Mame: Last Mame:
Marne ; IJyoti I IGaba
I Address : [31377 InderLok Phone: [zaasezes
. o Mabie  [Geresaoer
State: IDeIhi— Fi ¢ |—
- Country: IIndia—
|

Figure 32

10. Next, Click the Personal Details tab.
11. The Personal details screen illustrates different options such as E-mail,

Chat, Credit Card, Bank Account, Programs, and Miscellaneous. Select
any of these options to enter related information as shown in figure 33.
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Figure 33

12. For adding more information in any of the above mentioned options, Click
the Add Button.

13. For modifying existing information in any of the above mentioned options,
Click the Modify button.

14. For removing existing information in any of the above mentioned options,
Click the Remove button.

15. Click OK to confirm.

Blocking Personal Information

To block and protect your stored information-
1. Open Internet Cleanup.

2. Click the NetBlockade button.
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3. Check Enable NetBlockade.
4. Click Personal Info Blocker.

5. Check Enable Personal Info Blocker to prevent leakage of your
information.

6. Click the Add button on the extreme right side of window.
7. Click the Block Info tab.

8. Add the information you want to block in the Blocked list with the help of the
arrow keys.

Note: By default, information in some fields such as Credit Card, Bank Account,
Miscellaneous, Phone, and Mobile Number is blocked.

9. Add the information you do not want to block in Not Blocked list as
illustrated in figure 34.

o =e
Cleanup i
NetBlockade Personal Info Blocker
User Info | Personal Details | Elock Info IPrDtect |
mm— Following information From this profile will be blocked, Enter additional information to blockfunblock,
— Blocked : Mok Blocked :
9311357097 Jyaki
— 23658529 Gaba
== 3137 InderLok Delhi - 110035
e | jyoti.gaba@paxcel. net
Teel

Figure 34

11. Next, Click the Protect tab.

12. Select either Do not block the information from this profile or Warn me

68



Aladdin® InternetCleanup™ 4.0 User’s Guide

if the information from this profile is being sent out as illustrated in
figure 35.
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Password : I [r—

Confirm Password I sttt

Figure 35

13. If you check the Warn me if the information from this profile is sent out
check box then every time your protected profile information is transmitted
out, a warning message appears on your desktop as shown in figure 36.

Warning*
Personal Information from the profile: WVINEET
iz being zent out oh an Intermet connection
by the program: mzimn. exe

Do you want to continue sending ?

ves | [ Mo
Do not warn me on this connection again o
‘Working Cnline &5 Sending mail...

Figure 36

14. Check the Protect this profile from viewed by others check box.
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15. Enter your password in the password field to enable password protection to
the information you have added.

16. Re-enter password in Confirm password field.

17. Click OK to confirm.

Modifying Existing Information

To modify existing stored information-

1. Open Internet Cleanup.

2. Click the NetBlockade button.

3. Click Personal Info Blocker.

4. Select a profile from the Personal information profiles list.

5. Click the Edit button on the extreme right of window as displayed refer to
figure 31. A password authentication dialog box pops up.

Note: The system asks for a password only if the selected profile is password
protected.

6. Enter your password in the password authentication dialog box as illustrated
in figure 37.

Protected Profile

Give Password : |

Cancel |

Figure 37
7. Click OK to confirm.

8. Next, modify the contents in any of the tabs- User Info, Personal Details,
Block Info, and Protect.
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9. Click OK to confirm.

Removing Existing Information

To remove existing stored information-

1. Open Internet Cleanup.

N

. Click the NetBlockade button.

w

. Click the Personal Info Blocker.
4. Select the profile from the Personal Information Profiles list.

5. Click the Remove button on the extreme right of window (refer to figure 31).
A password authentication dialog box will pop up.

6. Enter your password in the password authentication dialog box as illustrated
in figure 37. Click OK to confirm.
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Chapter 6
Customize Ad Blocking

You can make your Web browsing experience less annoying with NetBlockade.
With NetBlockade, you can:

Block pop-up and pop-under windows
Block Web bugs

Block advertisements in Internet Explorer
Monitor and block new cookies

Starting NetBlockade

1. Start Internet Cleanup 4.0 in one of the following ways:
e Select Start | Programs | Internet Cleanup | Internet Cleanup.
e Double-click the Internet Cleanup icon on the desktop.
e Select the Internet Cleanup option directly from the Start Menu.

2. When Internet Cleanup starts, the home window is displayed as shown
in figure 5.

3. Click the NetBlockade button.

4. Check Enable NetBlockade.

Blocking Web Advertisements

Some Web advertisers will do anything to grab your attention and make you
click: moving pictures, loud colors, gigantic fonts—you name it! Sometimes

it is difficult for the ordinary surfer to locate the content for the ads. Ad Blocker
gives you a

calmer atmosphere when you are surfing the Web.

Ad Blocker looks at a web page's HTML code for graphics that fit standard
sizes for advertisements and displays a blank square or a notice.
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To set up Ad Blocker-

1. Click NetBlockade from the Internet Cleanup home window.
2. Check the Enable NetBlockade box on the first screen.

3. Click Ad Blocker to display the settings options.

4. Choose what to block. Check the Block Advertisements box to blank
out banner ads on web pages. Check the Block Web Bugs box to
prevent web bugs from tracking your movements on the web.

5. Choose what to replace ads with. Internet Cleanup can replace blocked
ads with Nothing (the default) or a Notice.

Note: Choosing Nothing may make a page display differently.

6. (Optional) Click Manage URL Lists to make exceptions to the general
blocking rules using the Always Block Images From and Never Block
Images From lists. Click Add to place a site on either of these lists.

Type the site address (URL) as completely as possible, starting with the
www. Click OK to confirm the addresses. The URL should appear on
the list.

You can share your exception lists with other Internet Cleanup 4.0 users.
Click Save lists as to save the contents of both lists as a Blocker List
File (*.blf). Any other Internet Cleanup 4.0 user can then use the Import
Saved List button to use the BLF. When you have completed making
changes here, click OK to confirm the changes and return to the Ad
Blocker settings window.

7. Click OK to confirm your settings, or Cancel to return to the Internet
Cleanup home window.

Note: Ad blocker is effective for all browsers that support TCP/IP protocols (for

example Netscape, Mozilla, etc). Mozilla does not support replacement of

ads with the Notice/Nothing feature of ad blocker.

Blocking Popup Ads

Web advertisers have become more creative over the years in trying to get you
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to click their ads. If the animations, etc., don’t get you, maybe the pop-up or pop-
under windows will.

Popup Blocker monitors the creation of new windows for all browsers that
support TCP/IP protocols (for example Netscape, Mozilla, etc) and determines
whether the new window is there because you asked it to. If not, it will prevent
the popup window from loading.

To set up Popup Blocker-

1. Click NetBlockade from the Internet Cleanup home window.
2. Check the Enable NetBlockade box on the first screen.

3. Click Popup Blocker to display the settings options.

4. Check the Enable Popup Ad Blocking box to stop pop-ups on web
pages.

5. (Optional) You can make exceptions to the general blocking rules with
the Never Block Popup Ads From list. Click Add to place a site on
this list.

Type the site address (URL) as complete as possible, starting with the
www. Click the appropriate button to Disable Popup Ad blocking on

all sites that begin with this address (to see pop-ups anywhere on this
site) or Disable Popup Ad blocking at this address only (to see
pop-ups only on the address you type). Click OK to confirm the
addresses. The URL should appear on the list.

6. Want to see a pop-up from a particular site? You can temporarily turn off
Popup Blocker by holding down the CTRL key while opening a page.
You can change this key to either the ALT or SHIFT keys (or turn this
feature off altogether) with the menu at the bottom of this screen.

7. Click OK to confirm your settings, or Cancel to return to the Internet
Cleanup home window.

Blocking New Cookies

Cookie Blocker acts to monitor and/or block new cookies from being placed
on your system.
To set up Cookie Blocker-
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—h

. Click NetBlockade from the Internet Cleanup home window.
2. Check the Enable NetBlockade box on the first screen.
3. Click Cookie Blocker to display the settings options.

4. You will have three choices in handling cookies with Cookie Blocker.
Click the appropriate button:

¢ Block Cookies: Always rejects new cookies. When a new cookie appears, it
will display the contents of the cookie and the site where it came from.

¢ Monitor Cookies: Tells you when a new cookie appears, what
the cookie contains and the site where it came from. You will then have a
way to delete the cookie if you wish.

¢ Do Not Monitor or Block Cookies: turns off Cookie Blocker.

5. Click OK to confirm your settings, or Cancel to return to the Internet
Cleanup home window.

Note: None of the Cookie Blocker settings will affect protected
cookies. Protected cookies will not be blocked, but the monitor
will inform you when protected cookies appear.

75



Chapter 6: Customize Ad Blocking

Chapter 7:
Easy Monitoring of Internet Activities

Whether you want to monitor, block or filter different activities, NetBlockade has
the solution for you. NetBlockade Monitor starts automatically and sits in the
system tray on your desktop as an icon, once you enable NetBlockade.
NetBlockade Monitor allows you-

e To gather quick information related to Internet activities such as number of
cookies, pop-ups, and ads.

e To collect information related to activities of various blockers.
To enable different options by single click on the NetBlockade monitor icon in
the system tray such as ad blocker, pop-up blocker, add ad-URL and pop-up-
URL.

This chapter will show you how to use NetBlockade Monitor to your best
advantage.

Starting NetBlockade Monitor

1. Start Internet Cleanup 4.0 in one of the following ways:
e Select Start | Programs | Internet Cleanup | Internet Cleanup.
e Double-click the Internet Cleanup icon on the desktop.
e Select the Internet Cleanup option directly from the Start Menu.

2. When Internet Cleanup starts, the home window is displayed.
3. Click the NetBlockade button.

4. Check Enable NetBlockade.

o

NetBlockade icon appears in the system tray as shown in figure 38.
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Figure 38

6. Move your mouse cursor over the icon, quick basic information related to
the activities of NetBlockade are displayed as shown in figure 39.

I -

[

MetElockade Quick Report
Cookie:4 Popup:0 WebBug:0 Ad: 15

L 4y 11:34 &AM

Figure 39

7. Right click on the NetBlockade icon in system tray. A pop-up menu will be
displayed with various options. (refer to figure 40).

Using ‘Display Activity Window’ Menu Option

The Activity Window option of NetBlockade Monitor displays information related
to all the blockers such as pop-up blocker, cookie blocker, and ad blocker. It
provides information about cookies, pop-ups, and ads which are blocked.

To enable the activity window-

1. Right Click on the NetBlockade icon in the system tray. A pop-up menu will
be displayed with various options as shown in figure 40.
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Display Activity Window :
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Figure 40

2. Click Display Activity Window in the menu.

3. Aresizable window will open at the bottom of the desktop as shown in figure
41.

4| Cookie: 4/4 Popup: 0/1 WebBug: 070 Ad: 15/15
|:| Details @dpopup Encountered Javascript generated Popup %

.UnBIuck eCDije Blocked hkkps feow, vahoo,com

@{'Trace QCookje Blocked hikp:f frow, v ahoo. com -
e eCDije Blocked httpe ] frnana, v abhoo.com

| Settings

eCDijE Blocked htkp: e, v ahoo.com

= I=adElocked httpsffus.il.vimg.comfus,vimg, comyifspace . gif

7 Help E=3ad Blocked http:ffus.il. vimg.comfus, vimg. comyifspace. gif v

‘4 Start [ @2 windo.,.. ~| ¥ Inbo ==l = Internet ... [ 0§ User Man., |+ Q_JE A s e, 113080

Figure 41

The Activity window gives you access to information and choices on each page
you visit. This window can also be opened by double-clicking on the NetBlockade
Monitor icon.

e The top of the Activity window tells you how many cookies, popups, Web
bugs and ads are contained on the page, and how many of each are blocked.

¢ The Details window shows the log. This log will only have items in it if you
have a blocker or the Cookie Monitor running. As each blocker encounters an
ad, cookie, popup or web bug, it logs information about that item. The details
window also shows the URL and preview of blocked ads and cookies.
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Note: When a user selects an ad/web-bug and clicks on Unblock, it will not be
blocked the next time the user visits the same page again. It will be added
fo the list of items not to be blocked.

e Curious to see a blocked ad on a page? Click UnBlock to see a list of blocked
images; select the one(s) you want to see.

e Trace gives you public information about the owner of an item in the log.
Select an item in Details and click Trace to see this information.

¢ The Setting option opens Internet Cleanup and displays the NetBlockade
Settings window.

e The Clear button clears the activity log.

Using the ‘Launch Internet Cleanup’ Menu Option

To launch Internet Cleanup-

1. Right Click on the NetBlockade icon in the system tray.

2. Click Launch Internet Cleanup in the menu.

Using the ‘Setting’ Menu Option

To launch the Internet Cleanup Setting option of NetBlockade-
1. Right Click on the NetBlockade icon in the system tray.

2. Click Settings.

Note: The functionality of setting option is described earlier.
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Using ‘Block Ads’ Menu Option
To enable ad blocking in NetBlockade-

1. Right Click on the NetBlockade icon in the system tray.
2. Click Block Ads.

3. Enabling Ad Blocker puts a check mark against the Block Ads
menu option as shown in figure 42.

Display Activity Window
Launch Internet Cleanup
Setkings. .

ed. (as-
v Block ads
Block Popups

&dd Ad-URL to blodk
Add Ad-URL to allow
Add Popup-LURL to allow

Disable MetBlockadgMetBlockade Quick Report
Cookie:4 Popup:0 WebBug:0 Ad: 15

Figure 42

Using ‘Block Popups’ Menu Option
To enable the pop-up blocking feature of NetBlockade-

1. Right Click on the NetBlockade icon in the system tray.
2. Click Block popups.

3. Enabling the popup blocker puts a check mark against the Block Popups
menu option as shown in figure 43.
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Display Activity Window
Launch Internet Cleanup

Setkings. .

Block Ads

Add Ad-URL to block
Add Ad-URL to allow
Add Popup-URL ko allow

Disable MetBlockade
Abiout
fdBlockerE. .. i urkitled - Paint — #¢ o0l 12:30 PM

Figure 43
Using the ‘Add Ad-URL to block’ Menu Option
To Add ‘Ad-URL to Block’-
1. Right Click on the NetBlockade icon in the system tray.

2. Click Add Ad-URL to Block. A window will be displayed as
shown in figure 44.

Add Ad-URL to block

Figure 44

3. Enter the ad-URL you want to block.

4. Click OK to confirm.
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Using ‘Add Ad-URL to allow’ Menu Option

To Add Ad-URL to Allow-

1. Right Click on the NetBlockade icon in the system tray.

2. Click Add Ad-URL to Allow. Immediately a window is displayed as
shown in figure 45.

[
Add Ad-URL to allow

P =

Figure 45
3. Enter the ad-URL you want to allow.

4. Click OK to confirm.

Using ‘Add Pop-up URL to Allow’ Menu Option
To Add Pop-up URL to Allow-

1. Right Click on the NetBlockade icon in the system tray.

2. Click Add Pop up URL to Allow. A window will be displayed as
shown in figure 46.

[
Add Popup-URL to allow

| ——

Figure 46
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3. Enter the Pop- up URL you want to allow.

4. Click OK to confirm.

Using ‘Disable NetBlockade’ Menu Option

To disable NetBlockade -

1. Right Click on the NetBlockade icon in the system tray.
2. Click Disable NetBlockade.

3. The NetBlockade icon is removed from the system tray and is disabled
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Chapter 8:
Configuring Internet Cleanup

Internet Cleanup’s Settings dialog gives you more complete control over how the
program will function. Tell Auto Clean what to clear out—and what not to. Put a
lock on the cookies that work for you. Tell Internet Cleanup to clean temporary
folders on your hard drive... and more!

Changing Auto Clean Settings

- (-]
et
Settings Auto Cean

—m"'-mm‘-} These oolz can be run by auo Cean. Chack theaiooks pou want dulo Clean 1o
run. A tool's behavior is defined by e ool's zettings Uze the buttons af et o

22t Lp e tocls.
¥ Cache fies
[T Cookies Protect Conkizz . | Rastora Cookizs.
[# Histary it=ms
I Recont ks
I Filzs and Folders
I Inztert Messengers
m) Emal items

Auba Clzan can b o by clicking on 2 icon on vour Desktop, Click be bulton
to add & Desklboo izon bo "Clzan How"

Cieste ' Clean How' Dezkboo Shotcut

Figure 47

When you first click the Settings button, Auto Clean appears. These settings
affect what files Auto Clean works with. Auto Clean can work with all
categories of files-

e Cache files
e History items
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Cookies

Files and folders on your hard drive
Recent lists

Instant Messenger items

Email messages

Check the appropriate box(es) to have Auto Clean check for and remove the
category of files listed. In the example above, Auto Clean will only remove
cache files and recent lists.

Note: If you run Auto Clean before setting up the Instant Messenger
cleanup, Auto Clean will (if you have checked Instant Messenger
here) clean files associated with any Instant Messenger client it
locates in its original scan. Cleaned files will go into the Recycle
Bin by default.

If you check the Cookies box, make sure to use the Protected Cookies List to
specify any cookies you want to keep. You can also restore accidentally deleted
cookies by clicking the Restore Cookies button here.

Note: For more control over what Auto Clean does when it runs,
change the settings for each tool. Some tools need to be set up
before they will work.

Creating The Clean Now! Short Cut

If you would like to run Auto Clean without opening Internet Cleanup, put
this icon on your Desktop by clicking this button. You have the option to
create this shortcut when you install Internet Cleanup.

Changing Internet Tool Settings

You can tell the Cache, History and Cookie cleaners how to manage your
Internet files in the Settings section. Click Settings at the top of the home
window, then Internet Tools to get to those settings. Finally, click the tab for
the tool you want to change.
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Changing Cache, History and Cookie Settings

Click on each tab (Cache, History and Cookie) to configure each tool.
All three tools share these two settings:

e Secure Delete: This option makes your cleaned data unretrievable. See the
next section for more information.

¢ Clean hidden references: Microsoft Internet Explorer keeps some Internet
information in hidden files. To clean these hidden files, you need to restart
your computer. Checking this box means that after each cleaning of your
cache and history files (whether through Auto Clean or Manual Clean), you
will have to reboot.

Note: The Cache and History tools will only clear hidden references if
all items are checked. The Cookie Cleanup tool will always clean hidden
references.

In addition to the settings described above, the Cookie Cleanup tool has these
features that can be customized in the Settings dialog:

¢ C(Click Protect Cookies to select cookies from your favorite sites to be
permanently overlooked when cleaning cookies. Use Protect Cookies
especially if you plan to use Auto Clean as your primary cleanup, and/or you
don't want to accidentally remove a cookie from a site where you've done
extensive personalization. Cookie Blocker will also ignore any protected
cookies.

e Check the Backup deleted cookies box to move deleted cookies to an
encrypted folder. Only Cookie Undo can access this folder to restore
accidentally deleted cookies.

Securely Deleting Files

Internet Cleanup normally cleans out your Internet files so that those files
bypass the Recycle Bin, but they haven'’t actually disappeared from the
drive. New data must overwrite them first. Some commercial Undelete
utilities and other data recovery methods can retrieve them until they are
overwritten.

Internet Cleanup’s Secure Delete tool completely removes all your cache,

cookie or history files from your drive by writing over the files repeatedly,
rendering them unrecoverable by even the most sophisticated data
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recovery tools. To shred your cache, cookie and/or history files, check this
box.

Note: The secure deleting process takes considerably longer to complete than a
standard clean. How much longer depends on the number of files to be
shredded and the speed of your computer.

Protecting Cookies

In addition to the Secure Delete and Clean hidden references options described
above, you can use the Protect Cookies button to protect certain cookies. Many
cookies are helpful. They can remember passwords and other personalizations
that we easily forget. When you customize a Web portal site with local news and
weather, it’s nice that you don’t have to keep punching in your zip code to see
what the temperature is outside.

To tell Auto Clean, the manual Cookie Clean and Cookie Blocker to leave
specific cookies on your drive (lock them), just click Protect Cookies on the
Cookie tab. You'll see an alphabetical list of what sites have left cookies on
your drive.

Lock domain to prewent cleaning of cookies from that domain. Click the domain
of 200 locked domains).

Lack I Browsers | Cookie Domainz:

[T - S PUSIEMSEREOM
s retscape. com

& nylimes. com

picaszo
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Figure 48

In the example above, the first column shows what is already locked with a
red padlock. The second column shows if the cookie is present in Internet
Explorer. The third column tells you what the site (called a Domain here) is.
click the site name (or in any column) to lock that site’s cookie. The icon will
change automatically. If a site is already locked, clicking it will unlock the
cookie—it will be cleaned out the next time you clean cookies.

Click OK to confirm your changes. Click Cancel to leave the dialog without
making changes.

Unlocking Protected Cookies

To unlock a protected cookie:

1. Click in any column on any protected site. The Lock symbol will disappear,
leaving the column empty.

2. (Optional) Click Unlock All to remove all existing locks.

3. Click OK to confirm the changes. This site's cookies will be cleaned the
next time.

Adding New protected Domains

If you have accidentally removed a cookie that you wanted to save, you can
make sure that it does not happen again by typing the domain name into this
box. This spares you the trouble of having to revisit the site to add the lock.

Note: You will not restore the old cookie and its settings by adding the
domain here. You will still have to reconfigure those at the site,
unless you have backed up your deleted cookies in the Settings.
You can then use Cookie Undo to restore your deleted cookies.
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Changing Files & Folders Settings

The Files & Folders settings dialog is where you select what specific files and
folders you want to clean from your hard drive. Click the Setup Files and
Folders button to launch the dialog.

Select a file or older to clean. &dd fhe zelechon
lothe st at right. Tone folder clzaning before
addng.

4 My Documents :J
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E- ] My Music
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[ CATEMP >
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[]J“| C:\My Documents'*, ret

Il:l C:\My D ocurents'* pdf

[#-{"] MyPCTodls

-] Onback.

1 OntrackRistai

2077 Nntank Archiees d d
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Figure 49

In the example above, four sets of filters were created. The manual clean
and Auto Clean will remove all files from the C:\TEMP folder, and three
specific file types in the C:\My Documents folder. Let’s use this example to
show how these two types of settings were created.

Warning: The Files & Folders cleanup is a very powerful tool. It will
delete files on your system regardless of whether they are safe to
delete, are important to you, or important to other applications
on your system. Use this tool with caution.
To Clean all files from a folder-
1. Select the folder you want to clean from the tree on the left side of
the dialog. In the example, you would click the + sign next to the C
drive, then scroll down and click TEMP.

2. Make sure the Folder filters on the left side say All Files.
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3. Check the Include Subfolders box if you want Internet Cleanup to
check any subfolders in that branch.

4. Click the Add button. C:\TEMP\*.* appears in the box on the right side.

5. Click OK when you're finished.

To clean only certain files types from a folder-

The Folder Filters list lets you select files with certain file extensions. In the
example above, Internet shortcuts with a .url extension, script files with a .sct
extension and Adobe Acrobat files with a .pdf extension in the C:\My
Documents folder are selected to be cleaned. Follow these steps:

1. Select the folder you want to clean from the tree on the left side of
the dialog. In the example, you would click the + sign next to the C
drive, then scroll down and click My Documents.

2. Click the Folder filters drop-down menu on the left side. You'll see a
list of every registered file type on your system. Scroll down to the
*pdfline and click it.

3. (Optional) Check the Include Subfolders box if you want Internet
Cleanup to check any subfolders in that branch.

4. Click the Add button. C:\My Documents\*.pdf appears in the box on the
right side.

5. Repeat for each file type.

6. Click OK when you've completed selecting file types.

Note: If you want to clean all the files of a certain type from your computer,
select the C: drive in Step One and check the Include subfolders

box. If you have more than one drive/partition, you must
select each drive letter separately.

Cleaning Hidden, System and Read-only files

Occasionally, you might have a need to clean files marked with a System,
Hidden or Read-Only attribute. You can use the Attribute Filters dialog to
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add these file types to the clean list.

Warning: Removing Hidden, System and/or Read-Only files can damage
your system, and may make it impossible for your computer to
boot. Use these filters only if you are certain there will be no
damaging side effects!.

When you're in the Files & Folders Settings dialog, click the Attribute
Filters button. Another dialog box will appear. Check the appropriate box to
allow deletion of Hidden, System and/or Read-Only files.

Note: For safety reasons, you cannot delete files from these folders:
« drive roots or files in the root
» C:\Windows, C:/WINNT or any of the subfolders in these
system folders
* My Documents (Windows 9x)
« Documents and Settings (Windows 2000/XP)
* Program Files (and the next level of subfolders)
- templates

You cannot Add these reserved folders in the dialog, and they will show
a different icon.

Removing Items From The List

Use the Remove button to remove any items from the to be deleted list on the
right side. Click the item(s) you want to remove, then click Remove.

Changing Recent Lists Settings

Internet Cleanup can clear out many “recently used” file lists created by
Windows, Microsoft Office and many other applications. The “Recent Lists”
settings dialog is where you tell Internet Cleanup (both Auto Clean and the
manual clean) what lists to scan. The manual clean then lets you decide
which items on the list are removed, and which ones stay.
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kany applications maintain lists of recently used documents. Select application
lists to clean.

Internet Tools ™ Shied
[T Customizable Registry cleaner [COMFIGURAELE) j

[T Irternet Explorer AutoComplete Farms List
T Irternet Explorer Previous Search List

I Microzaft Excel 2000 Inzert Picture List
I Microsoft Excel 2000 Open List

T Microsoft Excel 2000 Recent Files List

T Microsoft Excel 2000 5 ave Ag List

T Microgoft Office 2000 Recent Files Folder
T Microzoft Paint ‘Recent File' List

T Microzoft PowerPoint 2000 Dpen List

|_I Microzoft PowerPoint 2000 Recent Files List | _|;|
1 »
Auto Email Clean
Select Al | Deselect Al Configure... |
Figure 50

1. From the Settings main window, click Recent Lists on the left side to
open the dialog box.

2. You'll see the list of applications Internet Cleanup can remove the
“recently used” lists from. Check the box next to any list to have that
list cleaned. Click the Check All button to scan all Recent Lists.

Note: If you use Auto Clean to remove Recent List items, it will remove
all items from each selected list. If you prefer to remove only
those items that are sensitive, you should use the manual clean
instead.

3. (Optional) The Customizable Registry Cleanup has additional
configuration options. Click the Configure button to specify registry
keys for cleaning. Click the Add button. Type in the full name of each
key you want to clean, and click Add again. When you have finished
adding keys, click OK to complete

Warning: The registry cleanup is a powerful tool. In this release, you can
only remove values in the HKEY_LOCAL _MACHINE\Software
and HKEY _CURRENT_USER\Software domains. Removing
registry values may cause trouble in certain applications. Use
the Customizable Registry Cleanup only if you are comfortable
making changes to your registry. Always have a backup of the
registry available should something go wrong.

4. To remove a list from the scan, uncheck the box.

5. Click OK to confirm the changes. You'll be asked to rescan your
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system before running the cleanup.

Spyware Settings

The Spyware settings dialog gives you the URLs for many of the producers of
spyware products. If the Spyware cleanup shows you that spyware is installed on
your system, read more about the spyware in the details window of the cleanup
as shown in the figure 51.
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Figure 51

Click on any of the links here to visit that company's web site. You should be
able to get some information on the product that appeared on your system.

Browser Settings
These settings handle some browser-specific issues.
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Reset IE

In some cases, you may have trouble deleting cookies and history items from
Internet Explorer. Clicking the Reset IE button deletes an index file that
Internet Explorer uses to keep track of these items. You'll be asked to restart
your computer after the items is cleaned. You should only have to do this
once; the regular cleanups should work consistently after the reset.

Instant Messengers Settings

The Instant Messengers settings dialog is almost identical to the Instant
Messengers manual clean. Use these settings to have Auto Clean dispose of
your IM logs and files.

The main window in this dialog is a list of supported Instant Messenger (IM)
clients. Installed client(s) should have an empty box to its left. If Internet
Cleanup does not find an IM client, it will be grayed out of the window.
Check the box(es) next to the client(s) you want to use the IM cleanup with.

Note: If you run Auto Clean before setting up the Instant Messenger
cleanup, Auto Clean will (if you have checked Instant Messenger
in the Auto Clean settings) clean files associated with any
Instant Messenger client it locates in its original scan. Cleaned
files will go into the Recycle Bin by default.

If you have installed an IM client that the Internet Cleanup scan did not
locate, click the Search for installed IMs button. Internet Cleanup will rescan
your system to locate additional IM clients.

The boxes on the right tell the Instant Messengers cleanup what to do when it
cleans IM items. Check Delete to Recycle Bin box to be able to easily
retrieve items removed by the Instant Messengers cleanup. Check the Shred
box to bypass the Recycle Bin and use the Shredder tool to permanently
delete removed items. If neither box is checked, the IM cleanup will bypass
the Recycle Bin (regaining lost hard drive space), but items may be
retrievable by other undelete utilities.

Auto-Email Clean Settings
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Internet Cleanup does not turn Auto-Email Clean on when you install it. To be
able to run Auto-Email Clean check Enable Auto-Email Deletion in the
Settings screen. When you do this, the other options become available. These
include:

¢ Email Profiles: Email profiles are created in the Windows Control Panel
(under Mail) or Outlook (in Tools Services) to handle multiple email
"identities" (more than one user on the computer, several email accounts to
check). Click this button to select any or all of your profiles to clean.

e Delete all Emails from the 'Deleted ltems’ Folder: When you delete an
email message in Outlook and Outlook Express, the message actually goes
into the Deleted ltems folder (much like deleted files go to the Recycle Bin).
Check this box to empty this folder and remove the messages from your
system each time you run Auto-Email Clean.

¢ Delete all Emails from the ’Inbox’ that are older than this date: Check
this box to remove outdated Inbox messages from your system. Select a
cutoff date with the drop-down menu. If you select, for example, January 1,
2002 as your cutoff date, Auto-Email Clean will remove all messages from
December 31, 2001 and older. By default, Auto-Email Clean will remove
messages older than one year.

¢ Delete all Emails from the ’Inbox’ with the following Names/ Domains:
Check this box to permanently remove messages from certain senders.
Click Add to specify senders to remove. Internet Cleanup will scan your
Inbox for all names and domains included in the Inbox. Select names in each
column with the mouse. If there is a name or domain you want to exclude
that is not on the list, type the name or domain in the New Name or New
Domain box and click Add to put that item on the list. When you have
finished making selections, click OK to confirm your choices, or Cancel to
return to the Settings dialog without adding. To remove an existing name or
domain from this list, select the item in the window and click Remove.

Warning: AutoEmailClean is a very powerful tool, and must be used with
great care. When you delete messages with Auto-Email Clean
messages are NOT sent to the Deleted Items folder, and cannot
be easily retrieved. If you use AutoEmailClean as a spam filter,
and select to filter out messages from, for example, hotmail.com,
messages coming from legitimate Hotmail users will still be

cleaned.
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