
 

 

Realize Greater Profits As a Reseller of nsProtect™ 
Secure Extended Validation SSL Certificates — The 
Next Level In Online Security!  
 

As a Network Solutions® Partner, offer your customers the features that Extended Validation SSL Certificates provide:  

Higher Security Standards  

Extended Validation (EV) Certificates were developed to help prevent “phishing” and fraud online. To 
enhance security, EV Certificates are issued only to businesses eligible under the new, strict validation 
requirements, and can be purchased only from a select group of Certification Authorities, such as Network 
Solutions®.  

Increased Customer Assurance  

The address bar of next-generation Web browsers (like Internet Explorer® 7) will be green on Web sites protected 
by an EV Certificate. Similar to the padlock image shown today, the green bar is expected to become the next level 
of visual assurance desired by customers seeking safe online transactions.  

State-of-the-art encryption  

Like all our nsProtect™ Secure SSL Certificates, EV Certificates provide the highest level of encryption available.  

Benefits  

Why consider an nsProtect™ Secure Extended Validation Certificate?  

Increase customer confidence — EV Certificates trigger the new green address bar on next-generation Web browsers 
(such as Internet Explorer® 7, as well as the familiar closed padlock and “https” URL prefix that customers look for 
today. Together, they instantly show customers that your Web site is not a fraudulent or “phishing” site and is a safe 
place to transact business.  

Prove the legitimacy of your business — EV Certificates are issued only after a comprehensive verification of your 
business credentials affirms that your business meets the industry’s highest standards for legitimacy.  

Secure customer information with state-of-the-art technology — nsProtect Secure Extended Validation Certificates 
encode transactional data with the highest level of encryption available, depending on your Web server. All nsProtect 
Secure Certificates work with the latest high-security browsers.  

Buy with confidence — nsProtect Secure Extended Validation Certificates are issued by Network Solutions®, one of 
the most recognized and trusted brands on the Internet.  

Choose your term — nsProtect Secure Extended Validation Certificates are available for 1- or 2-year terms.  

Display your commitment to security — nsProtect Secure Extended Validation Certificates include an EV-specific Site 
Seal to display on your Web site for added visual assurance of your site’s safety and legitimacy.  

Get the help you need when you need it — Free Partner Support.  



 
Go Green!  
 
In addition to displaying the familiar padlock, the address bar of next-generation Web browsers (such as Internet 
Explorer® 7) will turn green to indicate an authentically validated site with an EV Certificate in place. Known  
“phishing” or otherwise untrustworthy sites will turn the address bar red.  
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Guarante $1,000,000  

Pricing:  $459 for 1 year  
Encryption:   level (strongest available)  Up to 256-bit encryption
Support:  Free Partner Support  
Seal:  Site Secure Seal  

Other Features:  99% Web browser recognition - Unlimited reissues  

 
 
 
 
 
* All Network Solutions® nsProtect™ services include a limited Guarantee to provide your Web site visitors with assurance that your site is a safe 

place to transact online business. This guarantee is payable to your Web site visitors, relying on your nsProtect services, who incur losses resulting

directly from an online credit card transaction as a result of a mis-issued nsProtect Secure SSL Certificate or Assured Site

 

 Seal. This guarantee is 

limited
— 

— aggregate guarantee amount is $50,000  

Please visit the Guarantee terms and conditions in Partner Portal for more details.  

 to $1,000 per transaction, and the aggregate guarantee amount per security service is based on the following:  
 nsProtect Sec• ure Advanced, Wildcard and Extended Validation SSL Certificates aggregate guarantee amount is 
$1,000,000  

• nsProtect Secure Basic SSL Certificates and the nsProtect Assured Site Seal 
    



Requirements  

The requirements for issuing an Extended Validation Certificate were developed by the Certification 
Authority/Browser Forum, a group of leading Web browser vendors and SSL Certification Authorities (CAs), including 
Network Solutions®. Please visit their Web site at http://www.cabforum.org/forum.html for complete details.  

All CAs must adhere to these guidelines when determining whether an applicant is eligible for an EV Certificate or has  
met the necessary validation criteria.  

An EV Certificate can be issued to government entities, to privately-held or publicly-held corporations, or to business  
entities including sole proprietors, general partnerships, and unincorporated associations that meet the requirements  
outlined below.  

An EV Certificate can be issued to privately-held or publicly-held corporations that meet the following requirements:  

1. The privately-held or publicly-held corporation MUST be a legally recognized entity whose existence was 
created by a filing with (or an act of) the Incorporating Agency in its Jurisdiction of Incorporation (e.g., by 
issuance of a certificate of incorporation);  

2. The privately-held or publicly-held corporation MUST have designated with the Incorporating Agency a 
Registered Agent, Registered Office (as required under the laws of the Jurisdiction of Incorporation) or 
equivalent;  

3. The privately-held or publicly-held corporation MUST NOT be designated on the records of the Incorporating 
Agency by labels such as “inactive,” “invalid,” “not current,” or the equivalent;  

4. The privately-held or publicly-held corporation’s Jurisdiction of Incorporation and/or its Place of Business MUST 
NOT be in any country where the CA is prohibited from doing business or issuing a certificate by the laws of the 
CA’s jurisdiction; and  

5. The privately-held or publicly-held corporation MUST NOT be listed on any government denial list or prohibited 
list (e.g., trade embargo) under the laws of the CA’s jurisdiction.  

 
An EV Certificate can be issued to Business Entities that meet the following requirements:  

1. The business entity MUST be a legally recognized entity whose formation included the filing of certain forms 
with the Registration Agency in its Jurisdiction, the issuance or approval by such Registration Agency of a 
charter, certificate, or license, and whose existence can be verified with that Registration Agency;  

2. The business entity MUST have a verifiable physical existence and business presence;  

3. At least one Principal Individual associated with business entity MUST be identified and validated;  

4. The identified Principal Individual MUST attest to the representations made in the Subscriber Agreement; 
Where the business entity represents itself under an assumed name, the CA MUST verify the business entity use 
of the assumed name pursuant to the requirements of Section 15 herein;  

5. The business entity and the identified Principal Individual associated with the business entity MUST NOT be 
located or residing in any country where the CA is prohibited from doing business or issuing a certificate by the 
laws of the CA’s jurisdiction; and  

6. The business entity and the identified Principal Individual associated with the business entity MUST NOT be 
listed on any government denial list or prohibited list (e.g., trade embargo) under the laws of the CA’s 
jurisdiction.  

 
An EV Certificate can be issued to Government Entities that meet the following requirements:  

1. The legal existence of the government entity MUST be established by the law of the Jurisdiction of 
Incorporation;  

2. The government entity MUST NOT be in any country where the CA is prohibited from doing business or issuing a 
certificate by the law’s of the CA’s jurisdiction; and  

3. The government entity MUST NOT be listed on any government denial list or prohibited list (e.g., trade 
embargo) under the laws of the CA’s jurisdiction.  

 
At this time, an EV Certificate CANNOT be issued to any person or any organization or entity that does not satisfy the  
requirements above.  



What Information Will I Need to Provide?  

Because of the level of validation that an EV SSL Certificate requires, you will need to provide detailed 
information to place an order. A list of those fields is below. Any required fields are marked with an asterisk (*).  

 
Account Information  
Customer ID: Either choose from an existing customer or create a new customer  
 
SSL Information  
The SSL details must correspond to the registered address of the company or individual purchasing the product.  In 
order to properly validate your organization or entity, we need you to provide the contact information for the primary 
point of contact responsible for management of SSL Certificates at your organization or entity. This includes:  

 The First Name and Last Name of your primary point of contact responsible for management of SSL Certificates 
at your organization or entity  

 The Main Phone Number of your organization or entity where you or your primary point of contact can be 
reached through the receptionist or phone directory system  

 If you are registered in Dun & Bradstreet or other similar corporate directory system, please provide your DUNS 
number or similar corporate registration number.  

 You will also need to provide:  
 
 

 Web Site Address:  Address 2: 
 Company Name:  Address 3: 
 Key Size:  City*: 
 Department:  State/Province*: 
 P.O. Box:  Postal/Zip Code*: 
 Address 1*:  Country*: 

 
 
In addition you will need to provide the following information:  

 Entity Type*: You will have a choice of: Organization/Company, Educational Institution or Government 
Organization  

 Assumed Name: If your company is doing business under a name other than that under which you were 
originally registered (typically known as “doing business as” or “DBA”), and you have also registered this 
assumed name with your Incorporating Agency, then you must provide that Assumed Name here.  

 Jurisdiction of Incorporation: You must provide the jurisdiction in which your organization was incorporated.  
In some regions, the jurisdiction of incorporation will be at the Country level while in others it may be at the 
City, State or Province level. To prevent complications in validating your organization you may want to provide 
the full Country, City, and State or Province of your jurisdiction of incorporation.  

 Incorporating Agency*: For an organization, the Incorporating Agency is the government agency in the 
Jurisdiction of Incorporation under whose authority the legal existence of the organization was established 
(e.g., the government agency that issued the Certificate of Incorporation).; For a Government Entity, the 
Incorporating Agency is the entity that enacted the law, regulation, or decree establishing the legal existence 
of the Government Entity.  

 Registration Number: The unique number assigned to your organization or other entity by the Incorporating 
Agency in your organization’s or entity’s Jurisdiction of Incorporation.  

 

Order Contact Information: If you are a partner who is placing an order on behalf of a customer, you will add 
your information here. The fields in this section ask for the contact first name, last name, email and phone 
number for the person responsible for managing your SSL Certificate order.  



You will need to populate the fields listed below for the Contract Signer, Certificate Approver and 
Certificate Requester.   
 

 First Name and Last Name*:  State/Province*: 
 Title or Position*:    Postal/Zip Code*: 
 Relationship to Applicant Organization*:    Country*: 
 P.O. Box:  Phone Number*:   
 Address*:    E-mail*: 
 City*:  

 
 

 A Contract Signer is a natural person employed by the SSL Certificate applicant, or an authorized agent with 
express authority to represent the applicant and who has the exclusive authority to sign the Subscriber 
Agreement on behalf of the Applicant.   

 A Certificate Approver is a natural person employed by the applicant, or an authorized agent who has express 
authority to represent the applicant to (i) act as a Certificate Requester and to authorize other employees or 
third parties to act as a Certificate Requester, and (ii) to approve EV Certificate Requests submitted by other 
Certificate Requesters.  

 A Certificate Requester is a natural person employed by the applicant, or an authorized agent who has 
express authority to represent the applicant or a third party (such as an Internet Service Provider or hosting 
company) that completes and submits an EV Certificate Request on behalf of the applicant.  

 
 
  

For other questions about Network Solutions® nsProtect™ Secure Extended Validation SSL Certificates, 
please contact us at premiersupport@networksolutions.com or 1-877-228-1023. 

mailto:premieresupport@networksolutions.com

