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*HWWLQJ�6WDUWHG
Installation, licensing, and support

2YHUYLHZ

Intrusion Detector is designed to detect anomalous network connection attempts that may
be a prelude to an attempt to break into your computer. If an attacker attempts to connect
to your machine, Intrusion Detector will log the connection attempt and try to alert you. It
will also attempt to determine the source of the connection attempt.

In most cases, you can simply install Intrusion Detector, and no further configuration will
be necessary. Intrusion Detector will launch every time you start your machine, and can
be controlled from the tray icon shown below. In the event that a possible intrusion attempt
is detected, the tray icon will flash and (if you have a sound card) an alarm will sound. To
activate Intrusion Detector, or to change its configuration, click on the tray icon.

• )LJXUH����7UD\�,FRQ

Clicking on the tray icon will produce Intrusion Detector’s main window, shown below. This
will also be activated automatically in the event that a possible intrusion is in progress.

Chapter
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• )LJXUH����,QWUXVLRQ�'HWHFWRU�0DLQ�:LQGRZ

1RWH�WKDW�QRW�DOO�SUREHV�FRUUHVSRQG�WR�PDOLFLRXV� LQWUXVLRQ�DWWHPSWV�� ,Q�VRPH

FDVHV�� WKHUH�PD\� EH� DQ� LQQRFHQW� H[SODQDWLRQ� IRU� D� SUREH�� RU� SUREHV�PD\� EH

LQLWLDWHG�E\�\RXU�ORFDO�QHWZRUN�VHFXULW\� WHDP��7KHUHIRUH�� LI� ,QWUXVLRQ�'HWHFWRU
ORJV� D� VXVSLFLRXV� HYHQW�� FRQWDFW� \RXU� QHWZRUN� DGPLQLVWUDWRU� RU� \RXU� ,63

�,QWHUQHW� 6HUYLFH�3URYLGHU�� LQ� WKH� ILUVW� LQVWDQFH�� EHIRUH� DFFXVLQJ� VRPHRQH� RI

WU\LQJ�WR�EUHDN�LQWR�\RXU�FRPSXWHU�

,QVWDOOLQJ�,QWUXVLRQ�'HWHFWRU

Before installing Intrusion Detector, it is recommended that you:

�� Run any programs you have that use the network (including Frontpage, web servers,
etc.), and leave them running until the installation is complete.

�� Have your license information to hand, if you have already purchased a license. (If
not, you may evaluate Intrusion Detector free of charge for 21 days.)

+RZ�WR�LQVWDOO

To install the software, run the installation program (IntrusionDetectorV1.exe). Intrusion
Detector will install itself and run automatically. After installation, Intrusion Detector will
start automatically every time you start your computer (Windows ’95 and ’98), or every
time you log on (Windows NT).

,QVWDOOLQJ�RWKHU�QHWZRUN�SURJUDPV�DIWHU�,QWUXVLRQ�'HWHFWRU

While running, Intrusion Detector may interfere with the installation of certain programs
that use the network (e.g. Frontpage, web servers, and ftp servers). To successfully install
such programs you should:

�� Exit Intrusion Detector.
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Do this by clicking on the tray icon (see Figure 3 below) to reveal Intrusion Detector’s
main window (see Figure 4 below). Then click the Exit button. Click OK to the
warning that follows.

• )LJXUH����,QWUXVLRQ�'HWHFWRU�7UD\�,FRQ

• )LJXUH����,QWUXVLRQ�'HWHFWRU�0DLQ�:LQGRZ

�� Install your other software as per the manufacturer’s instructions.

�� Restart Intrusion Detector (Intrusion Detector’s icon can be found under
Start/Programs/Rainbow Diamond/Intrusion Detector).

/LFHQVLQJ

You may evaluate Intrusion Detector free of charge for 21 days. After the evaluation
period has ended you must purchase a license and obtain a valid set of license codes.

(YDOXDWLQJ�ZLWKRXW�D�OLFHQVH

When running Intrusion Detector without license codes, click Continue Evaluation when
you see the start-up dialog (Figure 5 below). After the evaluation period has ended, this
option will no longer be available, and you must purchase and enter valid license codes to
continue using Intrusion Detector. See the next section for license code ordering
information.
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• )LJXUH����3XUFKDVH�6FUHHQ

2EWDLQLQJ�2UGHULQJ�,QIRUPDWLRQ

If you have already purchased license codes, proceed to the next section.

To obtain ordering information for license codes, you will require a web browser such as
Internet Explorer or Netscape Navigator, and an active Internet connection. Click
Ordering Information on the start-up dialog (Figure 5 above). You will then be taken to a
web page with further instructions.

If the machine you installed Intrusion Detector on does not have a web browser or an
active Internet connection, email sales@brd.ie for license code ordering information.

The purchase dialog is also shown if you press the Purchase…  button on the main
window (Figure 4 above).

(QWHULQJ�OLFHQVH�FRGHV

When you have purchased license codes, you may enter them in the startup dialog
(Figure 5 above), or alternatively press the Purchase…  button on the main window
(Figure 4 above). Enter both the Licensee Name and the Serial Number exactly as they
were given to you when you purchased them, then press Install License .

Once you have entered valid license codes, the startup dialog will no longer appear and
you may continue using Intrusion Detector beyond the evaluation period. Additionally, the
Purchase…  button will no longer appear on the main window.

*HWWLQJ�8SGDWHV

To check the web for updates to your software, click on the Updates  button on the main
window. You will require a web browser such as Internet Explorer or Netscape Navigator,
and an active Internet connection.
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*HWWLQJ�+HOS

9LHZLQJ�2QOLQH�+HOS

To view the online help, click the Help button in the main window (Figure 4).

+HOS�RQ�WKH�:HE

Intrusion Detector resources can be found on the web at http://www.brd.ie/id/

%HIRUH�6HHNLQJ�$VVLVWDQFH

Before seeking assistance from Rainbow Diamond Ltd., please:

�� Refer to the ‘troubleshooting’ section of this manual.

�� Refer to the README file that came with your software.

�� Check the Intrusion Detector FAQ (Frequently Asked Question) list at
http://www.brd.ie/id/faq.html

6HHNLQJ�$VVLVWDQFH

Users who have purchased a license are entitled to support via email for a period of three
months from the purchase date.

To obtain support, email support@brd.ie with your question. Please quote your software’s
serial number.
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8VLQJ�,QWUXVLRQ�'HWHFWRU
Protecting your computer against intruders

7KH�(YHQW�/LVW

Each time you start your computer (Windows ’95 and Windows ’98) or each time you log
on (Windows NT), Intrusion Detector monitors for suspicious network activity (“probes”)
directed at your computer. Each time a suspicious event is noted, it is logged in the event
list (see Figure 6 below).

• )LJXUH����(YHQW�/LVW

The fields in the event list are as follows:

)LHOG 'HVFULSWLRQ

Time The time at which the probe attempt occurred

Attempt The type of probe attempt (the attempted protocol) noted by
Intrusion Detector

Source Name The name of the host which probed your computer

Source IP The IP address of the host which probed your computer

Ident Response The identity of the user that initiated the probe, as reported by
the host which probed your computer.

Note that this field may be untrustworthy, since the source host
is typically under the control of the person that probed your
computer. In addition, many computers do not report anything
when asked for the identity of a user.

Chapter
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+LGLQJ�WKH�0DLQ�:LQGRZ

To hide the main window (see Figure 6 above), click the Hide button or close the window.
Intrusion Detector will continue to monitor for intrusion attempts, but the main window will
not be visible.

5HVWRULQJ�WKH�0DLQ�:LQGRZ

To restore the main window, click on the tray icon.

• )LJXUH����7UD\�,FRQ

9LHZLQJ�WKH�/RJ

Suspicious events are logged both to the main window’s event list (see Figure 6 above),
and to a log file on the hard disk. The main window’s event list includes only since
Intrusion Detector was last started, however the log file contains all events logged since
Intrusion Detector was installed. To view the log file, press View Log… , and the log file will
open in Window’s default program for viewing text (.txt) files. Ordinarily, this will be
notepad or wordpad (see Figure 8 below).

• )LJXUH����/RJ�)LOH

&OHDULQJ�WKH�(YHQW�/LVW

To manually clear the event list, click Clear. This will clear the main window’s event list,
but the events will still remain in the log file.
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([LWLQJ�,QWUXVLRQ�'HWHFWRU

To exit Intrusion Detector, click the Exit button on the main window. If the main window is
not showing, click on the tray icon to activate it.

Note that if Intrusion Detector is exited then it will stop monitoring for intrusion attempts. If
you only wish to hide the main window, and still want Intrusion Detector to monitor for
intrusion attempts, then click the Hide button on the main window, or close the window.

$GYDQFHG�2SWLRQV

Intrusion Detector ships preconfigured to monitor a variety of “ports” known to be used by
malicious programs. In some cases, advanced users may wish to have Intrusion Detector
monitor additional ports, or to remove some ports. This should only be done by users
with an understanding of TCP/IP networking.

$GGLQJ�3RUWV

To add a port, first click on the Options…  button from the main window. (If the main
window is not showing, activate it by clicking on the tray icon.) You will then see the
options dialog, which contains a list of the ports monitored by Intrusion Detector (see
Figure 9).

When you see the options dialog, click on the Add…  button. You will then see the Add
Port dialog (Figure 10). Enter the port number you wish to monitor, together with a short
description of the port, and select whether the port should be monitored for the UDP or
TCP protocol, then click OK.

• )LJXUH����0RQLWRUHG�3RUWV
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• )LJXUH�����$GG�3RUW�'LDORJ

5HPRYLQJ�3RUWV

To remove a port, first click on the Options…  button from the main window. (If the main
window is not showing, activate it by clicking on the tray icon.) You will then see the
options dialog, which contains a list of the ports monitored by Intrusion Detector (see
Figure 9).

When you see the options dialog, click on the port you wish to remove, then click on the
Remove button.

NOTE: To avoid disruption to your system, Intrusion Detector will automatically remove
ports that it detects are in use by other programs on your computer.

5HVHWWLQJ�IDFWRU\�GHIDXOWV

To have Intrusion Detector monitor the factory-installed ports, first click on the Options…
button from the main window. (If the main window is not showing, activate it by clicking on
the tray icon.) You will then see the options dialog, which contains a list of the ports
monitored by Intrusion Detector (see Figure 9).

When you see the options dialog, click on the Defaults  button.

,JQRULQJ�ORFDO�FRQQHFWLRQV

If probes to some of the ports you wish to monitor may legitimately originate from the local
machine, you can select Ignore local connections  on the options dialog. With this
setting, any probes with a source IP address belonging to the local machine will be
ignored. (Only enable this setting if absolutely necessary, as otherwise the machine may
be vulnerable to probes with spoofed source addresses.)

&RQILJXULQJ�ZKHWKHU�RU�QRW�WR�SOD\�VRXQGV

When a suspicious event is logged, Intrusion Detector plays a sound to alert you (if you
have a sound card). If you want to disable sounds, first click on the Options…  button from
the main window. (If the main window is not showing, activate it by clicking on the tray
icon.) You will then see the options dialog. Disable sounds by clearing the checkbox
beside Play a sound when a scan is detected .

NOTE: If you want to change the sound that is played, place a WAV file in the Intrusion
Detector installation directory, and name it alarm.wav.



© 1999 RAINBOW DIAMOND LIMITED ��

7URXEOHVKRRWLQJ

,I�RWKHU�QHWZRUN�SURJUDPV�VWRS�ZRUNLQJ�DIWHU�LQVWDOODWLRQ�RI�,QWUXVLRQ�'HWHFWRU

Intrusion Detector should easily coexist with your other network programs, since Intrusion
Detector automatically recognises ports that are in use by other programs on your
computer, and does not monitor them. However, a conflict may result if:

n You add too many ports (Windows ’95 and Windows ’98 only). This is a limitation of
the networking software supplied with Windows ’95 and Windows ’98. Try removing
some ports.

n You run a network server (e.g. an FTP or web server), and it starts up after Intrusion
Detector. In this case, Intrusion Detector may monitor the port that your server wishes
to use. To fix this, exit Intrusion Detector, and restart your server. Then run Intrusion
Detector once more. Intrusion Detector will then detect that the server’s port is in use,
and will stop monitoring it in future.

,I�,QWUXVLRQ�'HWHFWRU�ORJV�D�ODUJH�QXPEHU�RI�SUREHV�IURP�WKH�ORFDO�PDFKLQH

If this occurs, and you are certain that the logged attempts are legitimate (note that source
IP addresses can be spoofed or forged), then select Ignore local connections on the
Options Dialog.


