
Enables or Disables file scan.



Enables or Disables scan
when files are opened.



Enables or Disables scan
when files are closed.



Enables or Disables scan
when files are renamed



Enables or Disables scan of Microsoft network drives.



Enables or Disables scan of Novell network drives.
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Sentinel NT is a virus detector that
works in the background, searching
for viruses while the user works with
his/her programs and files as normal.



Enables or Disables the recording of 
scanning incidents on the hard disk.



Enables or Disables the recording of
scanning incidents in the system Event Log.



Specifies the name of the Workstation
that appears in the Incidents file.



Display the present contents
of the Incidents file.



Obtain a hard copy of the contents
of the Incidents file.



Delete Incidents file.



List of extensions from which those that
Sentinel must scan are selected.

The user may add or remove up to a
maximum of 50 extensions.
The extensions to be scanned by
Sentinel must be checked in the list.
You may check as many extensions
as you wish.

Note: EXE and COM extensions are always
scanned, regardless of how scannable
extensions are configured.



Indicates the current number of
extensions entered in the list.



Indicates how many extensions
in the list are checked, and will
therefore be scanned by Sentinel.



Edit the required extension (maximum 3
characters) and press the Add button to
increase the list of extensions.

Note: If you want the new extension to
be scanned, you must activate it in the list.



Deletes the current extension from
the list of extensions.

Note: The current extension is
framed by a dotted line.



Instructs Sentinel to scan all files,
regardless of their extensions.



If this option is active, Sentinel revises
the contents of    ZIP, ARJ, LZEXE and
UUENCODE files to be scanned.



This is the number of files scanned by 
Sentinel since the machine was booted.



This is the number of files in which
Sentinel detected viruses since the
machine was booted.



This is the number of files Sentinel has
disinfected since the machine was booted.



This is the number of files Sentinel has
renamed since the machine was booted.



This is the number of files Sentinel has
deleted since the machine was booted.



This is the number of files Sentinel has
moved since the machine was booted.



This is the number of viruses found by
Sentinel since the machine was booted.



Select from the list the language you
want configuration messages and
Sentinel warnings to be displayed in.



This is the language Sentinel messages
and warnings will be displayed in.



If this option is activated when a virus is found,
the program will prevent access to the infected file.



If this option is activated when a virus is found,
the program will inform you but will allow you to
freely access the infected file.



If this option is activated when a virus is found,
the program will proceed to disinfect it.



If this option is activated when a virus is found,
the program will rename the file with a .VIR extension.



If this option is activated when a virus is found,
the program will delete the infected file.



If the antivirus finds a virus that it cannot disinfect and
this option is checked, the program will rename the
file with a .VIR extension.



If the antivirus finds a virus that it cannot disinfect
and this option is checked, the program will delete
the infected file.



Enables or disables the exclusion of directories,
files and extensions from the Sentinel scan.



List of selected directories to be excluded
from the Sentinel scan.



Add a new directory to the list.



Removes the selected directory from the list.



List of selected files to be excluded
from the Sentinel scan.



Add a new file to the list.



Removes the selected file from the list.



List of selected extensions to be excluded
from the Sentinel scan.



Add a new extension to the list.



Removes the selected extension from the list.






