
Activates or Deactivates file scanning.
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Sentinel VxD is a part of 
Panda Anti-Virus PRO for Windows 95 .
Sentinel is a virus detector that works in the background,
scanning for viruses while the user works as usual,
with his/her files and programs.



Activates    or Deactivates logging
the scanning incidences to disk.



Specifies the Workstation name written
into the incidences files.



Directory where the incidences files is 
written. To find the directory, press the button
Browse .



Displays the current contents of 
the incidences file.



Get a printed copy of the contents
of the incidences file.



Delete the incidences file.



Extensions list from which the user selects the extensions Sentinel should scan.

The user can add or delete extensions up to a maximum of 50.
The extensions to be scanned by Sentinel have to be
marked in the list.
The user may mark as many extensions as desired.
Note: The extensions EXE and COM are always scanned,
no matter how the scannable extensions are configured.



Indicates the current number of extensions in the list.



Indicates the number of extensions marked in the list,
that therefore will be scanned by Sentinel .



Edit the desired extension (3 characters max.) and press
the button Add  to add to the extensions list.
Note: If you want files with the new extension
to be scanned, you have to activate it first.



Deletes the current extension from the extensions list.
Note: The current extension is indicated with a
dotted rectangle around it.



Forces Sentinel to scan all files,
no matter what its extensions.



This is the count of files scanned by Sentinel 
since the computer was booted.



The number of    Viruses found by Sentinel 
since the computer was booted.



The number of files intercepted by Sentinel 
since the computer was booted.
Of these, only the ones indicated under Extensions 
are scanned.



Indicates the time in seconds spent on all 
scanning tasks performed by Sentinel 
since the computer was booted.



Select the language in which you want to
display the configuration messages and
Sentinel warnings.



This is the language in which Sentinel
messages and warnings are being displayed.



When active, this option indicates Sentinel
to look within ZIP, ARJ, LZEXE and UUENCODE files
in order to search for viruses.






